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1.2

User Guide

Welcome

Thank you for choosing our service management solution. Your decision guarantees your service
organization’s ability to deliver a comprehensive customer support service that meets, and even
exceeds, your customer expectations.

Easy to configure and customize, our service management solution has been developed to offer the
very best experience to users via the Web. This all-in-one support solution enables service issues to be
readily created, managed, monitored and solved, with minimal impact to your customer's
organization, allowing them to focus on their core business.

Your customers have access to a user-friendly portal that offers an easy-to-use Knowledge Base and
request tracking system. Your technicians are provided with the tools that allow them to offer
effective and efficient service. Supervisors have access to comprehensive management and reporting
of the service desk, its technicians and all support issues.

For assistance with set-up and configuration of the application, access the Configuration Steps
section of this guide. The configuration process requires the User to switch between the
Administrator Role and Supervisor Role, so in the first instance it is advisable that the person
customizing the application have both User Roles and this can be set for their account within the User
tab of the Administrator screen.

The User Guides have sections relevant to the various User Roles within the application, including;:

¢ Administrator
¢ Supervisor

¢ Technician

+ Partner

+ Finance User
¢ Manager

¢ Customer.

To start using this User Guide, click on the User Guide link within the Contents tab. Or, to use the
step-by-step guide to assist with the application set-up, see Configuration Steps.

Use single clicks within the guide to open topic information.

What's new

Version 7.0 includes major performance improvements, user interface updates, refinement of existing
application features and numerous Customer requests. Following is a summary of 7.0 inclusions. To
view a more complete list of new functionality in version 7.0 refer to the Release Notes.

User Guide
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1.2.1 Request functionality across all Processes

When working with requests, Users will find the following additional functionality:

*

*

*

Ability to convert a Service Request to an Incident, and vice versa
Customer and Line Manager Approval capability

Ability to scroll through lists

Request streams automatically updated and available in the Dashboard
Visual request type indicators within the Summary Information screen
Updated SLA progress bar with percentage displays

Ability to limit Quick Call access to a per Team base

Problem Teams can be configured to work from a queue.

1.2.2  Service Desk Configuration & Use

Supervisors will find updates in the following parts of the system:

*

*

*

New look Dashboard with customizable widgets and automatically updated request streams
Ability to set the Dashboard as the User Home tab

Capability to synch Calendar events with external calendaring tools

Ability to import Knowledge Base content using a .CSV file

New look Workflow and Asset Relationship maps

Access to Workflow State information via rollover functionality

Capability to queue support contracts

Access to an extended data model when building reports.

1.2.3  Service Asset & Configuration Management

Enhancements to Service Asset & Configuration Management functionality of v7.0 include:

*

*

*

*

*

Extended Relationship Map capability including a new look

Ability to create Outages that cover multiple Items and trigger Item Status changes
FSC dates applied to requests based on Outage windows

Enhanced Customer notification capability for Outages

Ability to duplicate Item Types.

1.2.4  Customization and Setup

Administrators have access to improved functionality in the following areas:

*

*

*

*

Multiple LDAP sources can be synchronized with the system

Ability to configure and automatically send scheduled reports across User Groups
Updated Setup screens

Ability to set the Subject field to required for Technician Users

User Guide



1.2.5

1.3
1.3.1

¢ Capability to set Password Security questions

¢ Localization capability has been extended to Team Signatures and Email Messages.

Web Services

The following change has been made to the Web Services functionality:

¢ When authenticating via Web Services with LDAP, the Web Service call must specify the
authentication source as part of the request.

Getting Started

Configuring Your System

Before using the service management system, please read the following important recommendations:

Logging In

The system includes a default Supervisor and Administrator account to initially access the
application. To log in with the Supervisor account, enter the Username: super, Password: super. This
User also has the Administrator Role that allows the User to switch easily between the Administrator
and Supervisor interfaces when configuring the system.

Setting the Time Zone

It is strongly recommended that each User set the Time Zone (in the My Account tab) during their
initial login. A default Time Zone can also be configured system-wide by the Administrator within
the Setup>Privileges>Customer tab.

Browser Buttons

Use the hyperlinks and buttons within the application screens, in preference to the forward and back
browser buttons. This ensures the application maintains control of the session and the data is
refreshed appropriately.

Active Directory Server Integration

When using Active Directory for User authentication, the server-side User group definitions and
subgroups must be of type “Universal Distribution’. The "Domain User’ group or any other security
group cannot be added to any User group. For more information about working with directory
servers, see Active Directory Integration within the Administrator Guide.

Setting Up Billing

If Billing is to be used to manage Contracts, it is recommended that this be enabled before other
configuration is set, to prevent system disruptions.

To enable Billing:

1. Login as the Administrator

User Guide
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1.3.2

Select the Setup tab
Go to the Billing sub-menu option

Select Yes for Contracts

A

Complete required information (Refer to the Setup>Billing section of the Administrator Guide
for further information.)

6. Click Save.

Deleting Records

Before you begin to populate the database and use the system, it is important to note that records for
Customers, Technicians, Items, Item Types and Knowledge Base Categories or Articles are only
disabled within the application when the Delete option is selected. The records are not deleted from
the database. This preserves the integrity of your data whilst maintaining audit trails, should they
ever be required.

It is strongly advised that records are not manually deleted from the database as this may invalidate
existing relationships in the application, and cause the system to crash.

Active Directory Integration

Active Directory Integration

Active Directory is a unique implementation of the LDAP standard, as the requirements for
communication need to conform to the Microsoft™ Windows Authentication protocols. To meet this
need, it is necessary to enter all domains from which Users will authenticate. Multiple sources of
Active Directory can be synchronized with the system, if required.

Configuring the Active Directory Integration

To configure the Active Directory integration:

1. Select Setup>LDAP
2. Click New

The LDAP/Active Directory Server screen tab is displayed.
3. Enter the Server Name

4. Select Active Directory within the Type drop down list

LDAP | Active Directory Setup

Server
S

Server

MName al
LDAP Server

Ll v Active Directory

5. Define all the Domains from which Users will be authenticated

Domains will need to be entered in both NT and Windows 2000 domain naming systems
formats. This is because Active Directory conforms to Microsoft™, Windows NT and Windows
2000 authentication protocols.

User Guide



Make entries with care, as they are not validated against the Directory Server by the system
Domain Editor.

Active Directory

Win NT Domain |

Win 2000 Domain |
Hint For mydomain. mycompany .com

MNT Style = MYDOMAIN
2000 Style = mydomain. mycompany.com

. Here is an example of both the naming conventions for the domain:
b.
c.
d.
6. Click New and enter domain information
7. Click Save

8. Using the drop-down arrow, select the Default Domain, which is used in the following three

mydomain.mycompany.com
NT Style = MYDOMAIN

2K Style = mydomain.mycompany.com

ways:

¢ on the login page

¢ to authenticate against, when synchronizing with the Directory Server

¢ where the system expects to find the User Groups.

. Enter all other required fields to configure the Directory Server

Settings Description

Security Determines how the integration layer will

authenticate. For Active Directory this should be set
to Cleartext— Username + Password. Anonymous
connections to Active Directory are rarely enabled.

Server Host Enter the hostname or IP address of the Active

Directory Server. On a Windows NT domain this will
be the primary domain controller.

Server Port The default Active Directory Server Port is 389. This

is rarely changed.

Username Used by the system to authenticate against the

Active Directory Server when reading account
information. The domain prefix/suffix will be
appended, based on the default domain, when
connecting to the Server.

Password Enter the Password for the Username account.

User Guide
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Settings Description

Users Node The component of the base domain name that
refers to the location of the User Groups .For
example, if the location of the User Groups is the
following:

ou=UserGroups, ou=MIS, dc=myoffice,
dc=mycompany, dc=com (SeeLDAP/Active
Directory Advanced Settings for information on
Group configuration.)

Groups must be in the default domain, in this case
myoffice.mycompany.com. The Users Node only
needs the location of the Groups within the default
domain, so the Users Node in this example will be:
ou=UserGroups, ou=MIS.

Locale

Default Timezone Select the default Timezone to be applied to all User
accounts imported via Active Directory.

10. Click Save.

Repeat the above process to add more than one authentication server for authorizing User
access.

Test Button

Test

The Test button creates a connection to the Active Directory Server, applying the configuration
settings. If successful, it will attempt to determine how many Users are in each group and display a
Results Screen.

NOTE: If the test fails, an error message will display the cause.

Sync Button
Sznc

The Sync button runs the synchronization process to import all Users from the Server Directory. If
new Active Directory Accounts have been created and those Users require immediate access to the
system, a manual synchronization would be used.

Only one synchronization can run at a time. When multiple Users need access, create the accounts,
then run a single manual synchronization.

A manual synchronization may take some time as it depends on the connection speed with the
external service. The manual synchronization works best for small directories. Larger Active
Directory implementations can take some time to propagate the changes, so account information may
not be immediately available.

User Guide



Importing Customers

Customer details can be imported using Active Directory by enabling the option, if required. When
the system is setup to synchronize with Active Directory, move to the Setup>Privileges>Customer tab
and enable the Include Customers option.

Default Date Style  mm/dd/yy ¥

Default Timezone  (GMT +10:00) Melbourne, Sydney, Canbe ¥
LDAP/AD

Include Customers B = MNo

Mixed Mode  Yes [

View Shared Requests

By Ownership  Yes Limited m

If there is a need to create Customers using Active Directory and the system's internal authentication
capability, Mixed Mode authentication can also be enabled. After the option to Include Customers is
set to Yes in the Customer Privilege tab, the Mixed Mode field is displayed. Set this option to Yes to
allow Customers to be created directly in the system and using Active Directory.

Imported Account Usernames

Accounts imported from Active Directory use the UPN as the Username, as opposed to the NT style
login. The domain component of the UPN is derived from the selected domain in the popup on the
login page, which means Users need to enter their login name only to connect to the support
application.

Login details are passed directly to the directory server for authentication and are not retained within
the service management system.

LDAP/Active Directory Advanced Settings

LDAP/Active Directory Advanced Settings

Before setting up the LDAP/ADS configuration within the system, the Advanced settings should be

revised. The default setup assumes that the User Groups that the system uses to authenticate match

what is on the server, and that the User information imported matches the attributes available on the
server.

LDAP/Active Directory Advanced Options Set-up
To configure the Advanced options within the LDAP/Active Directoy Setup window:
1. Select Setup>Authentication

The LDAP /Active Directory Setup screen appears.
2. Click Edit

3. Move to the Advanced tab of the selected Authentication Server

User Guide 13



14

LDAP Advanced Setup

[ Server

Interval

Commencement Time

Administrator Role
Supervisor Role
Technician Role

Partner Raole
Manager Role
Finance Role

Customer Role

Weekly %

Sun § @ 0:00

Administrators
Supervisors
Technicians
Partners
Managers
Finance

Customers

-
v

i1 Revert to defaults
FirstMame | @ standard () Custom

givenName

Last Mame | @ stangarg ) Custom

Primary Emaill @ standard () Custom

mail

Email Alias @) standard () Custom

mail

4k

Ak

Ak

ak

Fhone E Standard O Custom

Ak

telephoneMumber

Mobile @ stangard () custom
maohile

Ak

4. Enter the relevant details for the fields, as required
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Field

Description

Revert to Defaults

Update Schedule

Commencement Time

User Groups

Attribute Mapping

Resets the installation defaults.

Sets a routine synchronization to update the system
with current AD/LDAP accounts. Select the required
Daily, Weekly or Monthly intervals and
Commencement details.

Set the day of the week and time the system is to
start automatically synchronizing with the directory
server.

Provides imported Users Roles. (The system will
look for these groups by default)

The User Group names can be customized, only
requiring a uniqgue name for each group. The group
names on the Directory Server must be identical to
the User Group names entered here. Customize or
use the default User Group names as necessary.

Members of each group will be assigned the
appropriate Role within the system. To assign
multiple Roles to a User, make sure they are
members of each of the required groups. Users can
have only one of the Supervisor, Technician or
Partner Roles but they can also have any other
Role or combination of Roles.

Maps attributes from the directory server to
corresponding fields in the system. Native system
fields are First Name, Last Name, Email (A unique
Email Address must be included for a User account
to be created), Phone, Mobile, Pager, Address, City,
Zip and Country.

NOTE: Mandatory User information for new and
existing User accounts include the First Name, Last
Name and Email address. If these details are not
available, the application will not validate an existing
User account and automatically reassign any open
or active requests to another valid User.

Standard:Next to each field is a drop-down menu
containing the list of default fields specific to either
LDAP or ActiveDirectory server type. For each
native name, the default fields are selected. Use the
default mapping or select the mapping attribute as
required.

Custom: Select the Custom option to manually
enter an Attribute Field.

User Guide 15
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Field

Description

GUID

LDAP User fields/ Mixed Mode User Fields

Customer Orgs

Line Managers

Global Unique Identifier

For ADS select objectGUID

For OpenLDAP select entryUUID
For eDirectory select GUID.

The LDAP User field headings will be replaced with
any custom LDAP/ADS Accounts fields created by
the Administrator in Setup>Custom Fields ( See
Custom Fields.), or Mixed Mode User Fields if the
Mixed Mode option is enabled in the Server tab.

Use the drop-down list to select the appropriate
mapping to the matching directory server field or
select Custom to manually enter a Field.

Organizational Unit relationships can also be
mapped from the authentication server. By default
this is not enabled. To activate Customer
Organizational Unit mapping, select Yes for the
Import Customer Organizational Units option and
define where the Company and Department
information is to be derived.

LDAP attribute that defines a Customer's line
manager, which is used for processing approvals on
Service and Change Requests. Only system users
with the Customer Role can be assigned as Line
Managers.

5. Click Save.

Mapping Fields to the Matching Directory Server Field

The LDAP User field headings will be replaced with any custom LDAP/ADS fields created by the
Administrator in Setup>Custom Fields. See Custom Fields. Use the drop-down list to select the
appropriate mapping to the matching directory server field or select Custom to manually enter a

Field.

LOAP User figd 1 () standard @) Custom

Croups

LOAP User figld 2 () standard @) Custom

User details are imported when synchronization with the Active Directory/LDAP server takes place.
Imported fields cannot be modified through the service management tool directly, the appropriate

authentication server console must be used.
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Import Customer Org Units

Organizational Unit relationships can also be mapped from the authentication server. By default this
is not enabled. To activate Customer Organizational Unit mapping, select Yes for the Import
Customer Organizational Units option.

Import Customer oy P
COrg Units © Yes LNo

Company @) standard () Custom

o

E1L3

Department @) standard () Custom

E1L3

ou

Cancel Save

NOTE: The details of the Org. Units are not populated upon this synch, only the Org. Unit names.

For the Org. Unit details to be assigned to Customer or User Information, create the Org. Unit in the
Supervisor>User>Organizational Units tab and ensure the Org. Unit name is identical to what is
stored in the authentication server. If the details are not identical, the system will create another Org.
Unit.

Billing

The Billing module allows Users to create Invoices, Purchase Orders and manage Customer support
Contracts. Billing allows support organizations to charge Customers for support services provided,
and manage Items purchased with Service Contracts.

When the Billing module is enabled by the system administrator, the Invoices and Purchase Orders
sub-menu options are available within the application Finance tab. Purchase orders can simplify the
tracking of where and when new Items are purchased or leased. This feature is not meant to replace
an organization's original PO system, it is designed to easily link a specific PO number (and its
associated vendor and date information) with an Item.

The Invoices section allows Customers to be billed for products (Items) or support services
(Contracts) provided by the organization. An Invoice can be created when an Item and Service
Contract is ordered by a Customer. Alternatively, Invoices can be created for Service Contracts alone,
as the Item may already exist in the system.

Invoices can be generated through the following screens:

¢ Within the Invoices section
¢ When a request is created against an out-of-contract Item

¢ When an Item, Customer or Organizational Unit is created, or edited to assign a new SLA.
The Billing options include:

¢ Purchase Orders

+ Contracts
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+ Invoices.

Billing Description

Purchase Orders Allow Users to track Items from the moment an
order is placed to its delivery and implementation.
POs cover leased and purchased Items.

Contracts Within Contracts, Users can manage Customer
Service agreements over a specific time period.

Invoices Allow Users to charge Customers for contracts.
When Invoices are activated, Contracts are
automatically enabled

Display SLA Prices Enables SLA Price fields to be visible in the SLA
Editor screen. This allows the Supervisor to allocate
costs to SLAs and assists with the calculation of
Break Even Point costs for Service Iltems.

See: SLAs.
Email Notifications (This option is visible when Contracts are enabled.)

Enables the system to update Finance Users via
automated emails, regarding Invoice and/or
Contract related matters.

Global Settings

Currency Defines the currency that is to be automatically
applied by the system for all financial transactions.

NOTE: Invoices and Contracts will not work when Global Items are in use. If Billing is enabled after
the application has been in use, a Supervisor will need to assign owners to Global Items before Billing
can be activated.

Purchase Orders

Purchase Orders

Purchase Orders can simplify the tracking of where and when new Items are purchased or leased.
This feature is not meant to replace an organization's original PO system, it is designed to easily link
a specific PO number (and its associated vendor and date information) with an Item.

Enabling Purchase Orders

To enable Purchase Orders:

1. Select Setup>Billing
2. Set the option Enable Purchase Orders to Yes
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' Billing

Lo Setwp
Billing Module
Enable Purchase Orders Mo

Enable Contracts = Yes m
Emable Invoices Yes m

Display SLA Prices b (- Mo

Tax Rate (Percentage)

Purchase Order Company
Details

Global Settings

Ak

Currency  United States Dollar

3. Set the default tax rate
The percentage amount entered here is applied by default to all POs.
4. Enter the Company Details to be used on the PO
5. In Global Settings, select the preferred currency
6. Click Save.

NOTE: A logo can be applied to system generated POs by adding the graphic within the
Setup>Customize tab. (This option is only displayed when the Purchase Orders functionality is
enabled within the Setup>Billing tab.)

The Purchase Order sub-menu option is made available within the Finance tab for Finance,
Supervisor and Technician Users, when enabled.

Contracts

A Contract is made up of a Service Level Agreement (SLA) and a Service Delivery Period (start and
end time). They can be used to manage an entitlement to service from a start date, through to an end
date.

Contracts and Invoices are used together when the Service Desk needs to charge its Customers for
any support provided. Billing within the system is on a per Contract basis, and is enabled
automatically when Invoices are activated.

Contracts can be created for different elements to suit organizational needs. Contracts can cover the
individual elements:

¢ Items

¢ Customers

¢ Organizational Units

¢ Requests.
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Pending Contracts are contracts that have a start date set in the future. They automatically become
active on the contract start date or can be enabled manually.

Enabling Contracts

To enable a Contract:

1. Select Setup>Billing
2. Click Yes to enable Contracts
A Contracts tab will be visible.

Billing

Contracts |
Billing Module
Enable Purchase Orders  Yes m

Erble Confracts No

Display SLA Prices == No

Email Notifications Disabled
Global Settings

Currency  United States Dollar

Ak

3. Define the Email Notifications option for Finance Users

When enabled, automated emails are sent to Finance Users regarding matters relating to POs,
Invoices and/or Contracts.

4. Set the Currency for all financial transactions managed by the system

5. Move to the Contracts tab to define parameters for Contracts

20 User Guide



Billing

Setup S
Subseription
Contract Renewal Time 28 days
Default Contract Duration 12 months
Time
Low Time Alert  Yes m
Threshold % Elapsed
Low Time Emall  Yes m
Threshold % Elapsed
Expiration
Time Expired Purchase Time
Overtime = Rollover m
Options Description

Subscription

Contract Renewal Time

Default Contract Duration

Time

Low Time Alert

The system can automatically send a Contract
Renewal Invoice before a contract expires. Enter
the number of days prior to the contract expiration
date for the system to send the renewal invoice.

For Contracts not to be automatically created, leave
this field blank.

(The information for the invoice can be configured in
the InvoiceSummary link within the
Setup>Email>Templates>Email Summary
Templates filter screen. This template is sent with
the InvoicePrefix email that can be edited in
Setup>Email>Templates>Full Email Templates list.

)

The system sets the default contract renewal period

to 12 months, adjust or delete the entry as required.

The system can automatically create an alert within
the Customer Portal for customers that have Time-
based contracts (i.e., purchased a quantity of
support hours.) The Alert can be sent based on the
percentage of hours that have been used.

User Guide
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Options

Description

Low Time Email

Expiration

Time Expired

The system can automatically send an email to a
Customer that is getting close to using all their
support hours in their Time-based contracts. The
Email can be sent based on the percentage of hours
that have been used.

The Email content is set in the ContractTimeLow
option of Setup>Email>Templates.

When a Customer's contract is expired when a User
is working on a request, this option specifies if the
User can Complete the request although the
Contract has expired and if the system will lock out
the User until the Customer has purchased
additional time.

When Complete Request is selected, the following
options are displayed:

+ Rollover - means the time used to resolve the
issue will be subtracted from the Customer's
renewed contract.

* Ignore - means the time used to resolve the
issue, although the Customer contract has
expired, is not allocated to a future contract.

(The subject line and content for the automated
emails sent on contract expiration is configured in
the ContractTimeElapsed and
ContractTimeElapsed of Setup>Email>Templates.)

. Enter the Contract Renewal Time, if required

For contracts not to be automatically created, leave this field blank.

7. Set Notifications and Thresholds
8. Set Time Expired option

Expiration

Time Expired gy f[SPhl=0 i Purchase Time

Overtime  Rollover m

. Click Save.
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1.3.3

Configuration Steps

These configuration steps are recommended as a guide to assist with customizing the application to
suit the service environment. These steps are what is required at a minimum to enable your system. It
should be noted that these steps require access to the Administrator and Supervisor views.

The following procedure covers editing the logged in User account details and ensuring this User has
all the relevant privileges to achieve what is required to configure the system. It then details the steps
to enable the system to work with Email, setting the privileges for how Customers and Technicians
can interact with the system, and how requests and the system will behave. This is defined within the
Setup>Privileges tabs.

The User then has the option to customize the look and feel of the system, although this can be done
later, if preferred. The next step is to create Customers and Users in the system.

Moving to the Supervisor Role, the User then configures the day-to-day elements within the
application, which are part of creating and managing requests. This includes setting the timeframes
for managing requests and defining trigger points for escalations by configuring SLAs; detailing the
steps a request will move through, by customizing Workflows, which includes setting the stages of
the Workflow where timers will trigger automatic warnings and escalations; defining the Team(s) of
Technicians who will be associated with the customized Workflows and SLAs.

With the basic elements in the system now in place, the User then moves to the Configuration tab to
customize the Configuration Management Database (CMDB). This part is often considered the most
complex part of configuring the system, as this is where the service environment, including physical
and service Items, is mapped into the system with associated relationships. When designing the
CMDB, first the templates for all the different Item Categories are created. These are refined as Item
Type templates, with these two templates used to define the information recorded against each Item
and classification of issues that can be associated with each Item when requests are logged by
Customers.

After the CMDB structure is defined, Items are imported via AMIE or .csv file. This is when the Items
are associated with Customers or Organizational Units, who can log requests against the assigned
Items.

In the Administrator (Setup) view:
1. Customize the default Supervisor access

Include Incident, Service Level Management and if applicable, Request Fulfillment, Problem and
Change Management. Adjust the User Timezone, if applicable. (See: User)

2. Configure Email Setup and Email Messages (See:Setup>Email)

This step allows the system to manage requests via email. After completing the information in
the Server and Setup tabs, the content for automated emails sent by this system can be
customized. This does not have to be all done at this point, however, it is suggested that within
the last page of the Templates tab, the Signature be updated to reflect the service organization
name.

3. Enable System Privileges (See: Setup>Privileges)

At this stage, it is suggested that each option be reviewed in theUser, Customer,Request and
System tabs within the Privileges sub-menu option. Although it should be noted, these can be
adjusted in the future. If you are unsure about what an option refers to, select the Help button on
the system UI, to display the relevant page of the User Guide. Be sure to set the appropriate
Time Zone within the Customers Privilege tab, as this needs to be set before importing
Customers and Users via an authentication server to ensure it is set correctly on all newly
created accounts.

4. Customize Banners and Welcome Page Message (See:Setup>Customize)
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10.

11.

12.

This can be done now if the images are available. Alternatively, return to this step at a later stage.
Create Customers and Users, which include Supervisor, Technician and Partner accounts

Note, to associate Organizational Unit information with Customers or Users, this can be
configured at this point within the Supervisor>User>Organizational Unit tab. Should the import
include the name of the Org Unit that matches what is recorded in the system, the details from
the information recorded internally will be applied to the Customer or User.

If using an authentication server, move to the Setup>Authentication
tab.(See:Setup>Authentication;Active Directory Integration or LDAP Integration)

If creating accounts directly in the system (i.e., using internal authentication), go to the User tab.
(See: Customers and Users.)

Set up Service Level Agreements (See: Service Level Management)
Move to the Supervisor view by clicking the User link, next to the logged in User Name.
If these are unknown at this time, the system includes a default SLA that can be used.

If applicable, create Operational Level Agreements and/or Underpinning Contracts (See: OLAs
or UCs)

This is more than likely an advanced system configuration step at this point, or may not be
relevant to the service organization. However, if OLAs or UCs are in place in the service
organization, they can be mapped into the system now. Alternatively, they may be added later.

Customize or create Workflows (See: Incident & Problem Workflows and Service Request &
Change Workflows)

The system includes default Workflows across all Processes. At this point, the default Workflows
may be sufficient, or they can be customized to suit the service organization requirements.
Alternatively, new Workflows can be created from scratch.

Create Teams (See: Teams)

By default the system includes one Process Team and the Unknown Team. Edit the existing
Process Team, including defining the way it works, assigning the relevant Technicians,
associating the Workflows that the Team will support, and setting the Technicians to work in the
appropriate Escalation Layer(s). Teams are to be created for all Processes that are to be managed
by the system (i.e., Incident, Problem, Change, Service Request.), although it may be relevant to
finish one Process first, and return to do the other Processes at a later date.

Assign Default Teams and SLAs within Request Privileges (See: Setup>Privileges>Requests)
Move to Adminstrator view by clicking the Setup link, next to the logged in User Name

These settings will be applied to all newly created Items and Item Types that result from an
AMIE import.

Configure the CMDB, by first customizing Configuration Categories:
Return to the Supervisor view by clicking the User link, next to the logged in User Name.

The system includes a number of default Categories, which should be more than enough for

most organizations. Within the Category, the attributes of an Item that are to be recorded in the
system, are defined by customizing the field labels. The stages that an Item can move through in
its lifecycle are defined within the Life Cycle tab (i.e., Installed>Pending Configuration>Pending
Test,etc). The types of issues reported against an Item are then created in the Classifications tab.

Configure the Category Details Fields (See: Configuration Categories)
Define the Category's Life Cycle (See: Category Life Cycle)
Create Category Classifications (See: Category Classifications)

Create Service Type templates and Service Items
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For service organizations wanting to fast-track the capability to manage requests in the system,
it is advised to create Service Items in theService Catalog to allow Customers and Technicians to
log and manage requests within the application. Create a Type using the Service Category for
each Service being offered, then create the Service Item with the newly created Type template.
For the Service to be available in the Catalog, be sure the Service Item status is set to an Active,
non Pre-production State. If the Customers are to access a Service on the Customer Portal, the
Service Item Lifecycle State should also be set to Customer Visible.

13. Create Item Types (See:Item Types)

If the Types are not to be automatically created as part of an AMIE or .csv import, this is done in
the Configuration>Types tab. This is where the Category template is associated with the Type
template, the default Teams and SLA are set, and the Classifications for issues reported against
Items are refined.

If Items are to be imported via a .csv file or AMIE proceed to Step 14.
14. Within the Admin>Setup tab, complete the Item Import (See: AMIE Import or CSV Import).

After the Items are successfully imported, a Supervisor User will need to refine the Type
templates created as part of the import, if the default settings do not apply to a newly created
Item Type. This task does not need to be completed immediately, and can be done on an ad hoc
basis (i.e., whenever a Type template is opened in Edit mode, before saving, the system will
prompt the User to set any required information.)

15. Within the Supervisor>Configuration tab, create Items. (See: Items)

If Items are to be created directly within the system, this is completed in the
Configuration>Items tab. An Item Type template is selected for the new Item, which applies all
the default information set within the Categories and Types tabs, then ownership of the Item is
assigned to the new Item. Ownership can be Everyone (i.e., a Global Item), one or more specific
Customers or Organizational Units. The specific attributes of the Item are recorded in the Details
tab, and any relationships with other Items in the system can be created within the Relationships
tab, now or at some point in the future.

Items can be mapped to Services, if required. (See: Service Catalog.)

Implementing the Processes

For information and steps for implementing for the following Processes, refer to:

¢ Request Fulfillment

¢ Incident Management

*

Problem Management

*

Change Management

¢ Release & Deployment Management.

1.34  Setup

Setup

The Email Setup tab allows the Administrator to define the behavior of the email polling
functionality.

To set the email functionality details:

1. Select Setup >Email > Setup
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EmailPoling  Yes [ALED
Include Banner  Yes [RRil
EmailErrors (@i No

Copy Type = CC BCC

Create/Update via Email = (Uses Team emails aliased to this account)
Motify Alternate Team =~ Yes
Selff Mail  Yes
Include Request Status |~ Yes
Include Request Priority = Yes
Include Request Subject  Yes

Parse Instance Prefic = Yes m
Default Recipients ™ Customers ¥ Technicians

13

Default Locale  English

2. Define the settings in line with your organizational requirements:
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General Settings

Email Polling

Interval

Include Banner

Email Errors

Copy Type

Requests

Create/Update via Email

Accept Anonymous

Notify Alternate Team

Self Mail

Enable Email Polling to allow the application to
check for new email received in the mailbox on the
incoming server defined within the Server tab.

For new messages that are received, the system
will send a message to the sender acknowledging
their message. System generated messages are
customized within the Setup>Email>Templates tab.

NOTE: This option will be locked down if the Create
via Email option is selected.

Enter the time period the system will use to check
the incoming server for any messages sent to the
support system.

Select Yes to include a banner within emails sent
from the system.

The banner will be derived from:
Setup>Customize>Setup>Public Banner.

When enabled, details of any system errors
occurring while the application is running will be
sent to the development lab.

For emails sent within requests, define if the
Technician is to be copied or blind copied the
correspondence.

Select this option to enable requests to be created
from emails addressed to the support system and
Team addresses aliased on the email server. (See:
Email Polling.)

NOTE: Email Polling will be locked down to Yes
when this option is selected and the Accept
Anonymous option is displayed.

When enabled, the system will create requests from
emails received from email addresses that do not
exist in the application's database. (Refer below for
more information regarding this setting.)

When enabled, and if there is more than one Team
created for a Process, within the Summary tab of a
request the Alternate Team field is displayed.
Members of the Alternate Team will be notified
relative to the settings defined for the Current Team,
and for New Notes, if Technicians is selected in the
New Notes screen.

When set to Yes, new Notes created by a
Technician or Customer are also sent to them when
they save the Note.

User Guide
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General Settings

Include Request Status When enabled, the system will include the request
Status within the Email Subject line of any
correspondence sent from the system, regarding a
request.

Include Request Priority When enabled, the system will include the request
Priority within the Email Subject line of any
correspondence sent from the system, regarding a
request.

Include Request Subject When enabled, the system will include the content
from the Subject line of a request within the Email
Subject line of any correspondence sent from the
system, regarding a request.

Notes

Parse Instance Prefix The Instance prefix is used to process email
correspondence from multiple instances. If this is
not required, set the option to No.

Default Recipients Within the new Notes editor of requests, the default
email settings can be defined for the recipient
groups. Define the groups who are more likely to be
sent every New Note created related to a request.

Default Locale Set the default language file to be used for email

correspondence. The option set is applied to the
Email Locale field in the Customer and User
Information screens and can adjusted on a per
account basis, as required.

NOTE: The content for automated emails sent from
the system for languages other than English, is
defined within the Localization>Content tab.

3. Click Save.

Receiving emails from anonymous email addresses

When the Accept Anonymous option is enabled, the system will create requests from emails received
from email addresses not recorded in the application. This process is managed by the System User
being assigned as the Customer, and the original sender being added to the email address list, in the
Notify section.

It should be noted, that enabling this option increases the likelihood of spam emails being converted
into unwanted requests in the system. Email administrators should ensure that spam filtering is
performed prior to the request being received in the inbox polled by the application. It is not the
function of the service management tool to monitor, parse or filter emails prior to the creation of
records based on the contents of the target inbox.

System Privileges

The System Privileges screen allows an Administrator to control the following options:

¢+ Knowledge Base

¢ Surveys
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¢ Forums
Chat
¢ Outages

*

*

Other general settings.

Enable System Privileges

To enable System Privileges:
1. Select Setup>Privileges>System

The System Privileges tab is displayed.
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Public Alerts = Yes m
Passwords =~ Random m Manual
Password Questions  Yes m
Session Timeout 30 4 (minutes)

Terminate Active Session Mo

Default Name Pattern

[First name] [Last nam %

on K

OpeniD Provider  On e
OpeniD Consumer ~ On  [ReL
Use Forums Mo
Default Sort Order Descending
Public Forums No

Outbound Web Services

Enable Chat = Yes m
Panned Outages Page (ALl No
Outages Page (R0 No

Minimum Criticality ~Moderate

Show Affected Relationships  Yes

LS

[ No ]
Show Affected Users  Yes [Rilong
Show Inactive ltems ~ Yes [N

Show Change Requests  Yes R [0
" No

KB

Search O Yes

Yes
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Customer Privileges

Description

Host Address

Edit Item Numbers

Public Knowledge Base

Public Surveys

Public Alerts

Passwords

Password Questions

Session Timeout

Terminate Active Session

Default Name Pattern

Outbound Web Services

To be completed with details of the machine hosting
the application, if required.

Allows users to edit the identification number of an
Item.

Allows access to the Public Knowledge Base on the
Login Page.

Provides access to Public Surveys on the Login
Page.

Alerts with the visibility defined as "Everyone™ will
be made available on the Login Page.

When LDAP or Active Directory Authorization is not
used internal authentication is used. To define the
password type to be used by the system select:

Random: the system will generate a random string
whenever a password is reset.

Email: The Users Email Address will be used as the
password.

Manual: Allows the User to manually create a
password.

Enables the ability to set security questions within

the My Account screen for Customers and Users,

which are referenced when resetting or re-sending
login credentials.

The number of minutes the system waits before
terminating idle sessions.

NOTE: Ensure that the session timeout on the
server hosting the application, is equal to or greater
than the Timeout option defined in the System
Privileges.

When enabled, if a User attempts to log into the
system when they already have an active session,
they will be prompted to end the active session to
allow for the new login.

Select the order for names being displayed in the
system, when the First and Last Name are shown
together on a screen.

When enabled, request Workflow States and Item
Lifecycle States can be assigned a 'listener', which
allows these details to be updated in external
systems. (Refer to the Extend section of the
LiveTime website for details on how to develop a
listener.)
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Customer Privileges

Description

OpenlD Provider

OpenlID Consumer

Forum Options

Use Forums

Default Sort Order

Public Forums

Chat Options

Enable Chat

Chat Request Assignment

Default Technician Availability

Outages Options

Planned Outages Page

Outages Page

Minimum Criticality

Show Affected Relationships

Enables the system to function as an OpenID
Provider for User authentication across network
resources, as the user authentication source.

The OpenlDProvider URL should be:

<PROTOCOL>://<SERVER>/LiveTime/
WebObjects/LiveTime.woa/

wa/providerLookup

The Protocol should be set to http or https and the
server details should include where the system is
hosted.

Enables the system to delegate authentication of
Users and/or Customers to one or more OpenlID
Providers (i.e., Google, Yahoo). OpenID Providers
that are to be used as delegates are configured in
the Setup>Authentication>Social tab.

This option enables and disables all Forums within
the system.

Sets the default Forum Topic sort order to either
ascending or descending.

This option enables Public Forums to be viewed
from the login page and does not require an account
to view.

Select 'Yes' to activate Chat facility within the
application.

Set to Technician if Customers are to be restricted
to chatting only with the Technician assigned to their
Request. Set to 'Team' to allow Customers to chat
with any member of the Team assigned to their
request.

Sets the default availability for chat status in newly
created Technician Account information screens.

A link to the Planned Outages page is displayed on
the Login Screen. Outages can be set within
Configuration Item properties to schedule when the
item will be off-line.

A link to the Outages Page is displayed on the Login
Screen.

Defines the Minimum Criticality required for Items to
be displayed on the Outages pages.

Enables Item from the Outages page to show the
Item's Relationships.
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Customer Privileges Description

Show Affected Users Allows Item owner's details to be displayed on the
Outages page.

Show Inactive Items Displays inactive Items on the Outages page.

An inactive Item is an Item that is currently not in
use by the organization.

Show Change Requests Allows Customers to view Change Requests related
to Outages displayed in the Customer Portal.

Search Outages Enables Outages to be searched using the
Customer email addresses or Item number.

KBA Review Options

Review KBA When enabled a Review date field is displayed in
the KBA Information screen. The default number of
days between reviewing KBAs should be set and
the number of days before the review date for an
Alert Reminder, should also be entered.

2. Click Yes to enable, or No to disable a Privilege option
3. Click Save.

NOTE: Note: All Outages options apply to Service Manager only.

Re-Index Button

Re-index

The Re-Index button at the base of the System Privileges page is used to re-build the system index. If
the search engine appears to be failing text searches, this process will re-create the index. The
indexing rebuild runs as a background process.

The following content and attachments is re-indexed:

¢+ Knowledge Base
¢ Forums
¢ All requests

+ [Items.

User Privileges

Within the User tab, privileges for Users with the Technician and Partner Role can be configured by
customizing the options within the Technicians options list. This also includes enabling functionality
related to all User work hours and public holidays. Defaults can also be adjusted for Users across the
Knowledge Management and Configuration Management processes.

Specific to Technician Users, the following privileges include the ability to:

¢ Create new Customers

+ Create new Items
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¢ Reassign requests
+ Edit other Technicians' requests

¢ Create, edit, publish and delete Knowledge Base Articles by default.

NOTE: Privileges assigned to the Technician Role are also applied to the Partner Role.

Enabling User Privileges
To configure User Privileges:
1. Select Setup>Privileges

The User tab is displayed.
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" Customer | |  Requests ( System
Techniclans
Create Customers e = MNo

Raassignﬁﬂqmts MNo
Duplicate Requests (QRiCgl No
View Al Requests  Yes [I8
Update Closed Requests ~ Yes [RAl
SearchAlltems  Yes [RIERY
Include Globals Defautt (il No
Subject Reguired
Technician Alerts
Define Work Hours
Assignment Control
Scheduled Vacations
Observe Public Holidays
Edit Customer Partner
Create Outage

Force Analysis
Configuration

Supervisors [ ey~ d- Edit Delete

Technicians | &g-"1d-] Edit Delete

Partners [y -r1= Edit Delete

FhEL  Create Edit Delete

Supervisors [Eee-r ] Edit Delete Publish

Technicians [ &= Edit Delete Publish

Partners = Create Edit Delete Publish

Managers Create  Edit  Delete [Raillcul®

User Privileges

Technicians

Create Customers Allows Technicians to create Customer Accounts.
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User Privileges

Reassigh Requests

Duplicate Requests

Manual Request Time

View All Requests

Update Closed Requests

Search All ltems

Include Globals Default

Subject Required

Technician Alerts

Define Work Hours

Assignment Control

Allows Technicians to reassign requests to another
Technician within the same Team. When disabled,
requests can only be reassigned through Escalation
or changing the status of the request by the
Supervisor.

Allows Technicians to copy requests to fast track
request creation. Supervisors have this privilege by
default.

Disables the timer that automatically monitors and
records the time when a request is in Edit Mode.

NOTE: This option is not available when Contracts
are enabled in the Setup>Billing tab, as time worked
on a request must be added to Notes manually by
Users.

Allows Technicians to view all the requests,
regardless of Team assignment, logged in the
system for the Processes they are assigned.

It also allows Technicians to edit requests that are
assigned to fellow Team members.

Set to Yes to enable Technicians to add Notes to
requests that are assigned a Workflow Exit State.

Within the Items tab of a request, the All Items
option is displayed in the Find Item box for
Technician Users, if this option is enabled.

By enabling this option, the "Include Global*
Options" is ticked by default in the Find Item field,
when a User is creating a request.

To make the completion of the Subject field
mandatory for Users during the request creation
process, set the option to Yes.

Allows Technicians to create system Alerts.

Allows the Technician's availability to be configured
within the Users>Schedule tab. This ensures that
Requests are only forwarded to the User during the
Defined Work hours, unless there are no other
Users available.

*If this option is enabled, the Users Work Hours
must be defined for each User, otherwise the built-in
technician assignment logic will be ignored and all
new requests will be assigned to the Team Lead.

When enabled provides the Assignment option
within the User Information screen. This allows a
Supervisor or Administrator to turn request
assignment off for a User who is available in the
system.
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User Privileges

Scheduled Vacations

Vacation Reassign

Observe Public Holidays

Edit Customer Partner

Create Outage

Force Analysis

Allows leave to be scheduled for Users, within the
Users>Schedule tab. This allows vacations to be
planned and automatically detected by the System
when the User commences leave. The System will
not assign the User new Requests when they are on
vacation.

This option becomes available when the 'Schedule
Vacations' option is active. When enabled, this
option ensures active requests of the User
commencing leave are automatically re-assigned to
available Technicians within the User's Team.

This option ensures the System gives consideration
to public holidays when calculating SLA times,
escalations and breaches.

NOTE: When enabled, the Public Holidays sub-
menu option is visible within the
Admin>Localization>Holidays tab.

Allows Customers to be assigned to Partners within
the Customer Information tab.

Enables a Technician to create outages for Items.

The system will propose relevant Solutions within

the Analysis tab, during the request creation

process.

Configuration

Roles Set the default privileges for the User Roles' ability
to create, edit and delete Iltem information in the
CMDB.

Knowledge

Roles Configure the default Knowledge Base authoring

permissions for each User Role.

2. Click Yes to enable, or No to disable a Privilege option
3. Click Save.

Customer Privileges

Customer Privileges specify the options that are available to Customers within the Customer Portal.

Enabling Customer Privileges
To enable Customer Privileges:
1. Select Setup>Privileges>Customer

The Privileges screen is displayed.
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Incidents  Create And Edit

£

Ak

Change Reguests  Off
Service Requests  Create And Edit

Service Incidents MNo

ltems  Wiew

L3

£

Show Only Active ltems  Yes [l
Show Subject Field  Yes [JRAIM
Show Priority Urgency Off
tem ID Search  Yes [LL)
Force Search | Yes [\l
Create Forum Topics No
Display Room No
View Technician  Yes [RRACHD

Show All Services = Mo

.
g
=3
5
5
3

Default Timezone  (GMT +10:00) Melbourne, Sydney, Canbe ¥

By Ownership  Yes Limited m

Customer Privileges Description

Create Account Allows Customers to create their own account from

the Login screen.

Default Web Access Define the default setting for Web Access on newly

created Customer Accounts.
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Customer Privileges

Description

Incidents

Change Requests

Service Requests

Service Incidents

ltems

Show Only Active ltems

Show Subject Field

Show Priority

Iltem ID search

Force Search

Create Forum Topics

Display Room

View Technician

Define if Customers can view, create or edit
Incidents in the Customer Portal.

Define if Customers can view, create or edit Change
Requests in the Customer Portal.

Define if Customers can view, create or edit Service
Requests in the Customer Portal.

If the option to create Incidents in the Customer
Portal is enabled, this can be refined by defining if
Incidents can be logged against Service Items. If
this option is disabled then Services are not
displayed in the Category drop-down list during the
Incident creation process.

Also, if a Customer attempts to log an Incident
against a Service via email by including the Item# in
the Subject line, and this option is disabled, the
system will send an error message. The
"NoServicelncidentContent" error message can be
customized in the
Admin>Setup>Email>Templates>Error Message
filter.

Define if Customers can view, create or edit their
own ltem details within the Customer Portal.

Allows Customers to only view Items that are
marked as Active in the system.

Displays the Subject field above the Description
field in the Customer Portal.

Enables Customers to view and set the Priority of
their requests. Alternatively, the Urgency can be
shown, which will be associated with the ltem
Criticality to set the Priority. Select "Off" to disable
this functionality completely.

Allows Customers to search by an Item's ID when
creating a new request.

When enabled, proposes solutions for Incidents
based on the Item Type, Classification and
Description provided.

Allows Customers to create a new Forum topic
through the Customer Portal.

Displays the Room for an Item when creating a
request.

Yes allows Customers to view the details of
Technician assigned to their request in the
Customer Portal.
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Customer Privileges

Description

Show All Services

Show Service Targets

Enable RSS

Enable Titles

Enable Item Shadow

Customer Defined Contact

Record GPS

Default Date Style

Default Timezone

LDAP/AD

Include Customers

Mixed Mode

View Shared

Requests

By Ownership

Enables the Service Catalog link in the Services tab
of the Customer Portal. This allows Customers to
view and log requests against all Services offered
by the support organization (i.e., request access to
a service). Services listed here are not assigned an
Exit Item Lifecycle State.

Displays the Response, Restoration and Resolution
targets for the SLA assigned to the request in the
Customer Portal.

When enabled, provides the RSS Requests Menu
option in the Customer Portal.

When enabled, displays the Titles Tab within the
Setup, which can be customized. This list is then
displayed in the Title field in the User and Customer
Information screen.

When enabled, if requests are logged against an
Item on the Customer Portal, Technicians can
amend the Item assigned to the request without the
Customer seeing the change.

When enabled, this option allows the Customer to
define their preferred method of contact in their
Profile or My Account screen. Their preference
applies when a Team has the Customer Notification
option set to Customer Defined.

When enabled, the Customer's GPS location when
they last logged into the Customer Portal, is
recorded within their Customer Information screen.

Sets the default Date format to be used across the
application.

Sets the default time zone across the application.
This can be overridden on a per User basis, by a
User who sets their time zone for their log in
account

(Visible when an LDAP/AD connection is
configured.)

Set to Yes if the system is to import Customer
details when synched with an LDAP/AD server.

Allows Customer accounts to be created directly
through the system, as well as being imported via
LDAP/AD.

(Request visibility options for the Customer Portal.)

Allows requests to be viewed by all Owners of the
Item, when logged against a Shared or Global Iltem.

(See the table below for toggle option outcomes.)
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Customer Privileges Description

By Org Unit (This option is visible when the By Ownership is
enabled.)

Allows requests to be viewed by all Customers of an
Org Unit assigned to the Item, when logged against
a Shared or Global Item.

2. Click Yes to enable, or No to disable a Privilege option
3. Click Save.

Setting the View Shared Requests options

When setting the visibility of requests logged against shared Items, refer to the table below to ensure

the correct visibility option is configured for your organizational requirements:

By Ownership By Org Unit Shared Request Visibility

No Only visible to the Customer who
logged the request.

Limited No Visible to the Customer who logged
the request and other Owners in the
same Org Unit, assigned to the Item.

Limited Limited Visible to Customer who logged the
request and members of Org Unit they
belong to, if the Org Unit is also
assigned to the Item.

Limited Yes Requests visible to Owners within all
Org Units assigned to the Item.

Yes No Visible to Customer who logged the
request and other assigned Owners.

Yes Limited Visible to Customer who logged the
request, other members of the Org
Unit the Customer logging the request
belongs to and other Owners
assigned to the Item .

Yes Yes Visible to everyone who share the
Item assigned to the request.

Requests Privileges

Requests Privileges allows the Administrator to control the functionality available for requests and
set default requirements. These privileges are applied system-wide.

Enabling Requests Privileges

To enable Requests Privileges:
1. Select Setup>Privileges>Requests

The Requests Screen appears.
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Privileges

Requests
Enable Escalation Control

ues T o

Control Deployments via RFC

Control CMS via RFC
Customer CMS via RFC

Mirimum Sclution Relevance

Request Priority

Handshaking Close Action
Approval Reminder
Default Notes Visibility
Allow Unknown
Archive Reguests
Default SLA

Default Incident Team
Default Problem Team
Default Change Team
Default Reqguest Team
Review Options
Review SLA

Review RFC

KBA Options
Control KBA via Reguest

Yes Mo

= KD

Enable Quick Calls - No

Derfved Selected

o @R

Days

- HIB

U Private |

)
s

Platinum
Incident Team
Problem Team

Change Team

Service Reguest Team

Ak L1 L1 L1

L3

Request Options

Enable Escalation Control

Queues

Enables escalation to be enabled or disabled on a
per request basis. This option is only available to
Supervisor Users.

Allows Teams to use a holding bay for requests that
are received via email or the Customer Portal. The
Queues can be enabled within the Team
Information screen, on a per Team basis.
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Request Options

Control Deployments via RFC

Control CMS via RFC

Customer CMS via RFC

Minimum Solution Relevance

Enable Quick Calls

Request Priority

(Derived/Selected)

Default Priority

Handshaking

Handshaking Close Action

When enabled, Change Requests are automatically
created from newly entered Deployments, and will
require approval before work commences on the
Deployment.

When enabled, changes made within the CMDB by
a Technician will generate a Change Request
requiring approval before the change is
implemented.

When enabled, Customers creating Items via the
Customer Portal generate a Change Request that
requires approval before the change is implemented
in the CMDB.

Define the minimum degree of relevancy for content
included in the Description field of a request, when

the system automatically searches the Knowledge

Base to propose solutions.

Enables the functionality that allows the Supervisor
to profile Requests using Quick Call Templates.
These can be used by other system Users when
creating new requests.

Enable Derived to allow the system to derive the
Priority based on Urgency and Impact of the request
. Enable 'Selected' to manually apply the Priority
from a list of options.

**This option is displayed when the Incident Priority
is set to Selected. The selection made from the
drop-down menu, is automatically applied as the
default Priority for newly created requests.

Enables notifications to be sent to a Customer using
the Propose button within an Incident or Request,
stating the Incident/Request will be closed if no
reply is received from them within a set number of
days.

NOTE: Note: The Solution button within an open
Incident/Request is not accessible when the
Handshaking facility is enabled.

When enabled, if Problems or Changes are closed,
any related Incidents or Requests are moved to the
Pending - Approval State not to the default Closed
State.

Sets the system default number of days to lapse
before an Incident or Request will close if the
Customer does not respond to the handshake email
notification. This can be adjusted on a per Org Unit
basis.

NOTE: Note: To allow Customers to re-open an
Incident or Request using the link in the handshake
email, the web server must be using Port 80.
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Request Options

Approval Reminder

Default Notes Visibility

Allow Unknown

Archive Requests

Default SLA

Default Incident* Team (required if using AMIE)

Default Problem* Team (required if using AMIE)

Default Change* Team (required if using AMIE)

Default Request Team* (required if using AMIE)

Review Options

Review SLA

To automatically send Managers reminder emails
regarding Requests requiring their approval, set this
option to Yes. When Yes is selected, define the
number of days to lapse before a reminder will be
sent.

The content of the reminder email is drawn from the
ApproveChange or ApproveServiceRequest
template. These are configured within
Setup>Email>Templates tab.

Sets the system default visibility of Notes, when
added to requests. If it is expected that the majority
of Notes are to be emailed to Customers, select
Public.

When set to No and a User opens a request that is
assigned the Unknown Service Item, the User will
be prompted to update the Item before saving the
request.

When enabled, the number of days a request is
closed before being removed from the List View and
archived is to be set.

Requests that are archived have attachments
removed and they are no longer included in the full
text index for searching. They are still accessible for
reporting purposes and attribute based searches.

Is used as the Default SLA when a new request is
created without an SLA defined for the Item,
Customer or Org Unit.

Set the Default Incident Team, which is used for
AMIE integration and also set as a default Support
Team for Item Types.

Set the Default Problem Team, which is used for
AMIE integration and also set as a default Support
Team for Item Types.

Set the Default Change Team, which is used for
AMIE integration and also set as a default Support
Team for Item Types.

Set the Default Request Team, which is used for
AMIE integration and also set as a default Support
Team for Item Types.

When enabled will display the Review date field in
the Service Level Information screen. The default
number of days between reviewing SLAs should be
set and the number of days before the review date
for an Alert Reminder, should also be entered.
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Request Options

Review RFC

KBA Options

Control KBA via Request

Request Type

Default SLA

When enabled the system will display a Review
date in the RFC Information tab. The default
number of days between reviewing RFCs should be
set and the number of days before the review date
for an Alert Reminder, should also be entered.

When enabled, a Request is generated when the
KBA is created, deleted or amended and can only
be published to the KB by a User with publishing
privileges.

Specify the type of request to be generated when
new or amended KB content is moved to a "Pending
Publication" state.

(The options are based on the ownership of Change
and Service Request licenses.)

Set the default SLA to be used for when requests
are logged regarding updates in the knowledge
base. Applying an SLA here, determines which
workflow and team will receive the requests for
approval, as with any other request logged in the
system.

* To be set after Teams have been configured.

1. Click Yes to enable, or No to disable a Privilege option

2. Click Save.

Customize

The Customize menu allows the Administrator to brand the application where system banners can be
replaced with the appropriate organizational banners. Graphics included should be . PNG images.
The Application Banner should be 200 x 60 pixels and all other banners should be 500 x 70 pixels.

Adding a Customized Banner
To add a customized banner:

1. Select Setup>Customize

User Guide
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Banner Type Displayed

Application Visible on the Log in page of the system.

User Visible in the portals for Supervisor, Technician,
Administrator, Partner, Finance and Manager Users

Public/Email Displayed on public portals for Knowledge, Outages,
Surveys and Forums. This banner is also included in
emails when the Setup>Email>Setup option of Include
Banner is set to Yes.

Customer Visible in the Customer Portal.

NOTE: Banners for Partner Organizations can be
uploaded in the Banners tab of the User>Partner
Organization screen. This will override the system
Customer Portal banner for Customers associated with
the Partner Organization.

2. To use Custom Banners, select the Use Custom checkbox at the top of the Customize Banners screen

Banners Portals C5S | V -
— 8 ;ﬁ

@ Custom /}

| Add your own graphics here to customize the look and feel.
| The graphics must be PMG images of the size indicated with transparency.

| Application Banner:

3. To upload a new banner, click New

A window with a browse function appears.

f[house Fileﬁ no file selected ﬂ.

4. Browse to the location of the image and click &

The image will be uploaded.
5. Repeat the process until all banners have been replaced
6. Click Save.

NOTE: When the Purchase Orders functionality is enabled within the Setup>Billing tab, the option to
upload a logo that will be used for system generated POs is displayed. The graphic should be saved
as 150x150 PNG file.

Portals Tab

All Public Access home page messages can be fully customized under the Portals tab. Links to
documents and downloads may be added. The home page messages can be customized for:

+ Alerts
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¢ Forums

¢+ Knowledge Base
¢ Login Page

¢ Public Outages
¢ Planned Outages
¢ Surveys

¢ Customer Portal welcome message.

NOTE: Outage Home and Planned Home Messages apply in Service Manager only.

To customize a Public Access message:

1. Select Setup > Customize
2. Click the Portals tab

~ Banners i css A

“Ii . P “ :

AlertHome Public alerts page.

Allservices Displayed when the Customer selects Service Catalog page
under Services Tab .

ForumsHome Public forums page.

Items Displayed when the Customer Selects [tems Tab.

KnowledgeHome Fublic knowledge page.

Login Displayed on the main login page.

Logout Displayed when the user logs out.

QOutagesHome Fublic outages page.

FlannedHome Fublic planned outages page.

Requests Displayed when the Customer Selects Requests Tab.

SelfHelp Displayed when the Customer Selects Self Help Tab.

Services Displayed when the Customer Selects Services Tab.

SurveyHome Online surveys page.

Waelcome Displayed when the Customer has logged in.

3. Select the Name hyperlink
The HTML editor appears.
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| Banners | [ Css |
Welcome o Insert Parameter... &
Format - Font Family - FontSize = | | v GF -

A-B I U = |ZZ & | EEE|x X

Welcome to our online Support System. This |s a great resource to help you with any problems you may
encounter.

You can search for information in the Knowledge Base area, browse/search the Forums Area, and view/modify
open incldents. You can also enter a new incident if you cannot find an answer to your problem.

Path: Words:54
Displayed when the Customer has logged in. ;% Restore Default

| i —

4. Edit the message as required
5. Click Save.

Cascading Style Sheets
The system can be further customized using cascading style sheets (CSSs) to amend:

¢ Color
¢ Fonts
¢ Tabs
¢ Grapbhics.

See: CSS Tab.

Cascading Style Sheets (CSS)

Cascading Style Sheets (CSS)

The CSS tab allows Users to customize the look and feel of banner backgrounds and tabs within the
system. Knowledge of working with cascading style sheets is recommended when making changes
to these settings.

The options available for configuration include:

CSS Editor

Application Banners
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CSS Editor

div.login-panel div.login-header div.login-title-custom  This controls the style of the customized banner on the

Login page.

div.login-panel div.login-header div.login-title-container This controls the style of the default banner on the
Login page.

div.login-panel div.login-header span.login-app-logo This controls the helpdesk icon graphic on the Login
page.

#header .customPngBanner This controls the style of the customized banner within

the User portal.

#header .defaultBanner This controls the style of the default banner graphic
within the User portal.

#header .customPngBanner This controls the style of the customized banner within
the Customer & Public portals.

#pageHeader .defaultBanner This controls the style of the default banner within the
Customer & Public portals.

Menu Options (User Portal)

#menu a.active This controls the highlight on the active (main) menu
selection.
submenu a:hover This (in tandem with the span extension) controls the

mouseover (hover) on the submenu tabs.

#submenu a:hover span This (in tandem with the hover default above) controls
the mouseover (hover) on the submenu tabs.

#submenu a.active This controls the highlight applied to the selected
submenu options.

If unwanted changes are made to the system Style Sheets, use the Default button to return the system
to the out-of-the-box format.

LDAP Authentication

There are several ways to authenticate users of the service management application. By default the
system uses its internal authentication mechanism but there is also the option to authenticate against
one or more Directory Servers or use OpenlD Providers.

Internal Authentication

Using internal authentication requires the Administrator or Supervisor to create accounts for all User
types by entering the contact information, access levels and password. This information is then saved
to the system database. The typical case for using Internal Authentication is where there are few
Users, or in an environment that has no pre-existing directory server. Usually, the Administrator
would configure the User accounts prior to announcing the system is operational, and from that
point on, maintain the accounts as necessary. (See: Create Customers or Create Users.)
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OpenlD Providers

OpenlD is a decentralized process to verify a Customer's or User's online identity. It addresses the
single sign-on issue by not relying on a centralized website to confirm a User's identity. The system
can be enabled to be an OpenlD consumer, which provides seamless authentication between third
party authentication utilities and the service management system. OpenlD Providers are configured
within the Social tab, and Customers or Users that have accounts with the configured OpenlD
Providers can log into the system by selecting the relevant icon on the Login page.

Directory Server Authentication

The system allows the Administrator to connect to one or more Directory Servers for User
authentication purposes. This removes the need to create User accounts as it allows the application to
synchronize User accounts and access levels with the existing Directory Server. It has the added
benefit of allowing the Administrator to work with existing infrastructure. (See: AD Authentication
or LDAP Authentication.)

Directory Server Groups (External Authentication)

Roles are used to grant access within the application. Users must be assigned to Groups on the
directory server that correspond to the Roles within the support system. Group members are
assigned Roles and access levels within the service management tool.

The default group names the system expects to find on the directory server are:

¢ Administrators
¢ Supervisors
¢ Technicians
¢ Partners
¢ Managers
¢ Finance
¢ Customers.
The Group names can be customized in the LDAP/Active Directory Advanced tab. Users can belong

to more than one group, for example if a User holds the Roles of Technician and Manager, they
would belong to the Technicians and Managers groups.

NOTE: Users can have only one of the Partner, Supervisor and Technician Roles. Therefore, they can
belong to only one of these groups. However, they may also belong to any other group, or
combination of groups.

The following fields may or may not be mapped, depending on the options set by the system
Administrator:

¢ First Name

¢ Last Name

¢ Email

¢ Phone

¢ Mobile

¢ Pager
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Address
+ City
¢ Zip

¢ Country.

Email Address

All User accounts must include an email address to be successfully imported into the system. If
additional fields have been mapped from the authentication server to corresponding fields in the
application, a drop-down menu containing all the optional values for the field will be available
beside the mapped field. Choose the correct value from each list.

Mixed Mode Authentication

The application can use a combination of internal and external authentication. This means, the
service management tool can be synchronized with a Directory Server to import User and Customer
details as well as allowing Customer Accounts to be created directly within the system. Such a
feature is useful, if the service and support solution is being used for internal and external customer
support.

To enable Mixed Mode authentication, after the system has connected to the Directory Server, move
to the Setup>Privileges>Customer tab and enable the Include Customers option to display the Mixed
Mode field. Set the Mixed Mode option to Yes.

NOTE: If authenticating against a Directory Server, all User accounts will validate against the server
except for the application default Administrator User. The default Administrator User account
details can be modified within the My Account tab of the application.

Creating a Customer (Internal Authentication)

Creating a Customer (Internal Authentication)
Use the Customer Information Tab to view and edit Customer details. It is also possible to set

Customer Roles, line managers and default login details.

Creating a Customer Account

When creating a Customer, the following four tabs are available:

+ Contact
+ Aliases
+ [tems

+ Contracts.

Information Tab

This tab is used to enter contact information for a Customer, when creating a new customer account.

NOTE: If Custom Fields are to be created for Customer Information it is recommended that the
Administrator complete the configuration prior to creating Users. See Custom Fields.
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To create a Customer account using internal system authentication:

1. Select User>Customers

2. Select New

3. The Customer Information screen appears, with the following fields:

Customer Information Fields

Access

Title

First Name*
Last Name*

User Name*

Password/ Confirm Password

Web Access

Contact

Primary Email*

Send To

Org. Unit

If enabled, select the appropriate title from the drop-
down options. (This field is displayed if the Enable
Titles option is set to Yes in the
Admin>Setup>Setup>Privileges>Customer tab.)

Customer's First Name.
Customer's Last Name.

The login User name credentials for the User. If this
is imported via LDAP or Active Directory, it can not
be edited. Otherwise, enter a Username. Note that
the value must be unique.

The Default Password is set to the Customer's
email address or a random string can be enabled by
the Administrator in Setup>Privileges>System. See
Authentication.

Customers can reset their password from the
Customer Portal, or a Service Desk User can reset
it in the customer account details using the Reset
Password button through the Customer>
Information tab.

Web Access allows Customers to view their account
information and Incidents via the Customer Portal.

The Customer's Email address. System messages
are sent to this address.

This field becomes when alternate email addresses
are entered on the Aliases tab.

Select the most appropriate email address to be set
as the default address applied to Customer
correspondence. When the Send To field is set to
an alias address, the Primary Email address is not
included in the cc list, unless specified in the
request Information tab cc list.

The Organizational Unit, be it a Company or
Department with which the Customer is associated.

(Organizational Units are created by the Supervisor,
in Users >0Organizational Units.)
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Customer Information Fields

Line Manager

Room

Address 1
Address 2
City

State

Zip/Postcode

Country

Email Locale
Phone

Fax

Pager

Mobile

SMS Override

Partner

If relevant, assign a system user with the Customer
Role who can approve/reject requests made by this
Customer, as part of the Change Management or
Service Request approval process. (This
information can not be edited if the line manager
details are set by the LDAP synch.)

This field is visible if the Display Rooms option is set
to Yes in the Setup>Privileges>Customer screen
and there are Room details configured in
Organizational Units.

First line of Customer's address.
Second line of Customer's address.
Customer's city details

Customer's State details. Options will be displayed
for the State, once the Country is selected, if
Regions are configured for the Country in the
system.

Customer's area code.

Customer's country. The country selected will
determine the time zone and state options for the
Customer.

Set the default language for email correspondence.
Enter Phone details.

Enter the Customer's fax number, if relevant.

Enter the Customer's pager detalils, if relevant.

A mobile number can be entered as a contact
number or for use with SMS (Short Mail Service
message). An SMS can be sent to notify the
assigned Technician when a request is created.

SMS Messaging options:

1. From the drop-down list, select the SMS
Service Provider.

2. Override SMS Address. If your service
provider does not appear in the list, click this
checkbox and enter an alternate Service
Provider.

Enter SMS Gateway override details for the
Customer, if a number other than the one entered in
the Mobile field is to be used to send/receive
updates via SMS. Enter the complete SMS details
in email address format, i.e.,
000777891@smsgateway.provider.com.
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Customer Information Fields

Customer of

Locale

Time zone

Last Login

Host

GPS

Roles

Current*

Default Portal

Details

Notes

Nominate the Partner Organization associate with
the Customer. This is an external service provider
who manages the Customer's request.

(The option is enabled by the Administrator in Setup
Privileges> Use >Edit Customer Partner. The
Partner Organizations are defined by the Supervisor
in the User>Partner Organizations tab.)

The Customer automatically adopts the default
Timezone set for the system. However, the
Timezone can be manually adjusted here for the
specific Customer.

Auto-populated with the date the Customer last
logged into the system.

The IP address of the last login for the Customer

The GPS coordinates of the last known address for
the Customer. (This field is displayed when the
Record GPS option is enabled in
Admin>Setup>Setup>Privileges>Customer tab.)

Multiple Roles can be assigned to a User. Select
other Roles the Customer will use, by ticking the
check boxes.

Note: If the Technician Role is selected, a
Supervisor must be allocated.

The Default Portal is the user interface a Customer,
who is assigned multiple Roles, accesses by default
when they log into the system.

NOTE: If the Users Default Portal is set to
Customer, the User details will not be accessible in
the Users list, but included in the list within the
User>Customer tab.

Click on the field to enter any Customer relevant
information.

* Denotes mandatory fields

1. Click Done.
Emailing Customers Credentials

e Emall
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To email a newly created Customer details regarding their system log in details, click the Email
button within the Customer Information screen. If Random Passwords is enabled, selecting Email
will reset the Password and forward the details to the Customer. If Password Questions is enabled in
Setup>Privileges>System, selecting Email will send a link to the Customer directing them to a page
that includes the security questions set for their account and reset the password based on the answers
provided. Customers must complete this process within an hour of the email being sent.

vCard Button

CLL R

Select this option to download and open the Customer's information in an electronic business card
format, to email or save outside the system.

Aliases Tab

The Aliases tab is used to enter additional email addresses. Email addresses in the Aliases tab allow

the Customer to send emails to the System or Team support addresses from more than one address.

The system creates requests from these emails. Notifications for requests created using an address in
the Aliases tab, are sent to the main email address and cc'd to the alias address that was used to create
the request.

When one or more alias email addresses have been created for a Customer, a Send To field is
displayed on the Customer Information screen, which allows the most appropriate email address to
be set as the default address applied to Customer correspondence. When the Send To field is set to an
alias address the Primary Email address is not included in the cc list, unless specified in the request
Information tab cc list.

Customer Information

Contact Allases Items Contracts
H—L-' \-EMEI—I’ H aw c a Ide r
Email =

[ marycalder@hotmail.com

1-10of 1 Results

To add an alias email address:

1. Select User>Customers

N

Click on the Customer name

The Customer Information screen appears.
In the Information tab, click Edit

In the Aliases tab, click Add

Enter an alias email address

Click Save

ARG
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7. Select Done.

When an alias email address has been created for a Customer, a Send To field is displayed on the
Customer Information screen, which allows the alias email address to be set as the default
address applied to Customer correspondence.

To remove an alias email address, in Edit mode, tick the checkbox next to the relevant email address
and then click Remove.

ltems Tab

The Items tab defaults to list of Items assigned to the Customer. To view Shared Items, tick the
Include Shared option. To view the Item details, select the Item Number hyperlink. Select the Excel
button to output the Item List to Excel format.

' Customer Information
Contact Allases L ltems. | Contracts
oooAdd . Remove N4 Excel Mary Calder
Include Shared [_| Display: 10 | &
& ltem No. £ ltem Type £ Team =
[] 100005 MacBook Pro Incident Team

1-1of 1 Results

.. Cancel  Save

To add an Item:

1. Select User>Customers
2. Click on the Customer name
The Customer Information screen appears.
3. In the Information tab, click Edit
4. In the Item tab, click Add
The Find Item editor is displayed.
5. Search for the relevant Item
For details regarding an advanced Item search see: Advanced Search.
6. Select the Item # hyperlink
The selected Item will be associated with the Customer.
7. Click Save

8. Select Done.

To remove an Item, in Edit mode, tick the checkbox next to the relevant Item and then click Remove.

Contracts Tab

The Contracts tab displays a Customer's current contract status. A Customer can be assigned an SLA
or Contract when Billing>Contracts is enabled. A Customer can only have one active Contract.
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Mary Calder

To create a new Contract for a Customer:

1. Select User>Customers
2. Select the Customer Name
3. Move to the Contracts tab
4. Click Edit
The system will display the Add button in the Customers tab

Lena Benson

Contract# Mo Contract Assigned

Contract# < Type SLA Start Date

g
:

5. Click Add
The SLA options are displayed.
6. Select a Service Level from the list

When selected, the screen expands to display the Time, Start and End date fields.
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Customer Information

Contact Allases ltems Reguests Coentracts
Contract
Service Level Gold

Prigrity Response Time  Restoration Time Resolution Time 24 x 7 support Alert

Urgent 6 Hours 12 Hours 24 Hours No Action
High 12 Hours 24 Hours 48 Hours No Action
Medium 18 Hours 38 Hours 72 Hours No Action
Lo 24 Hours 48 Hours 86 Hours No Action

&

Contract Type ~ Per Customer
-

Time Time Limited Subscription %

Support Hours | ||

&
| -

CE [

Start Date 05/25/11 23:53

End Date 05/24/12 23.:59

7. Define the Contract Time period

For the Per Customer Contract Type the Time Period for the Contract can be defined:

If Subscription is selected, the Start and End Dates are automatically completed by the system,
but can be edited if required.

If Time Limited Subscription is selected, the Support Hours field is displayed and the number of
support hours purchased by the Customer should be entered. Also, the Start Date and End Date
fields should be completed manually, entering the length of time for the subscription period.

If Support Hours is selected, the number of support hours purchased by the Customers should be
entered

If Support Hours By Month is selected, define the number of Support Hours covered per month
and on which day of the month the Contract is designated as the Rollover Day. The Start Date

and End Date fields are automatically completed as an annual contract subscription but can be
edited, as required.

If the Start Date is set as a future date, the Pending Contract status is assigned. See Pending
Contracts.

8. Click Save

9. Click Next to continue

The system reverts to the Contracts summary screen.
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Customer Information

Contact [ Allases Items Reguests

SLA Detalls
Service Level Gold
Contract# 100 3
Contract Type Time Limited Subscription
Start Date 04/02/12
End Date 04/02/13
Expires 1 Year 0 Day or 120 hours

Lena Benson

Items Audit

Contract#® < Type SLA = Start Date
[ 100 Per Customer Gold 04/02/12 00:00

1-10of 1 Results

= End Date

04/02/13 23:58 g Delste

;

10. Click Save. Click Done.

To delete a current Contract select &3 next to the Contract Number. Alternatively, to delete a current
or queued Contract, within the Contract>Customers tab check the field next to the relevant Contract #

and select the Delete button.

The Items tab within the Customer>Contracts screen is used to list all the Items with a Contract that

are owned by a Customer.

The list of requests with the time recorded against the Contract is displayed within the Audit tab. The
Summary view displays the list of requests with total number of Notes and Time allocated to the
Contract, while the Detail view includes a breakdown of all Notes and the associated time related to

each request.v

Searching for Customers

To search for Customers within the Users>Customers tab:

1. Go to Users>Customer
2. Click

g Search

3. Enter any known Customer details

Or, for a complete Customer list enter a before or after date for Customer creation

4. Click Search

The results will be displayed in a table with the Customer Name and contact information.

5. Click on the Customer Name to open the Customer Information module or select the Email

Address to send an email.
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Re-enabling Deleted Accounts

Administrators have the ability to reactivate deleted Customer accounts.
To enable a deleted account:

1. Within the User > Customers tab select
%-J.I Search

2. Toggle the Account Status option to Deleted
3. Click Search
A list of deleted Customers is displayed.
4. Select a Customer to re-enable
The Customer information page appears.
5. Click the Enable button, to reactivate the account.

The Customer account becomes active and is available within the system.

LDAP Server Integration

Multiple types and sources of directory servers can be synchronized with the system at any one time.
Among the several LDAP servers supported by the system, and which this section discusses, are the
following:

¢ Open LDAP
¢ Netscape Directory Server

¢ Novell eDirectory.

It should, however, be noted that LDAP does follow a standard and as such the settings detailed
herein should also apply to other implementations.

Configuring LDAP Server Integration

To configure LDAP Server integration:

1. Select Setup>LDAP
2. Click New

The LDAP /Active Directory Server tab is displayed.
3. Enter the Server Name

(If the system is to synch with Zenworks, ensure the Server Name matches the User Source
Name used by Zenworks.)

4. Select LDAP within the Type drop down list
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LDAP Setup

Server

MName P

Type FERES

Settings Active Directory

e ||

5. Complete the Settings fields

Fields

Description

Security

Server Host

Server Port

User name

Password

BaseDN

Locale

Secure Socket Layering (SSL) encryption is
provided for Active Directory and LDAP server
integration. Details entered here determines how
the integration layer authenticates.

User authentication can be with Secure Socket
Layering (SSL) or Clear Text. Select Anonymous or
User name and Password.

If Anonymous is selected, ensure anonymous
access to the directory is available.

Enter the host name or IP Address of the LDAP
Server.

This is the LDAP Server Port. The default is 389.

The system authenticates the user name against
the LDAP Server. Leave this blank for anonymous
connections.

Where a user name is provided, Netscape allows
the internal users to connect as the account name,
so using ‘cn=Directory Manager’ is acceptable.

Open LDAP expects the fully qualified Domain
Name for the user, regardless of access level, so at
the very least ‘cn=Manager,dc=example,dc=com’.

For other accounts the user BaseDN is required.
Users logging in need only enter their login name, it
is assumed the login name will be unique across the
entire directory.

If a User account is specified in the User name field,
enter the account password.

The Base Domain Name refers to the domain
location of the User Groups. For example, assume

that the location of the User Groups is the following:

ou=UserGroups,ou=MIS,dc=myoffice,dc=mycompa
ny,dc=com

The above String would be the BaseDN.
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Fields

Description

Default Timezone

Select the default Timezone to be applied to all User
accounts imported using the authentication server.

6. Enter all required fields to configure the Directo

ry Server

LDAP | Active Directory Setup

Advanced

Server
Type
Settings

Security  Cleartext - Username + Password ¥

LDAP Server Authentication

a4k

Server Host] | 127.0.0.1

|

Server Port] 389
Username |

Password |

Include Customers % yes () No
Mixed Mode ()yes (#)No
Default Timezone

Base DN | ou=People,dc=MY-DOMAIN,dc
(e.g. ou=Groups, DC=example, DC=com)

s

T

Test Button

The Test button will create a connection to the LDAP

Server using the configuration settings. If

successful, it will attempt to determine how many Users are in the top level of each group and

display a Results screen.

NOTE: If the test fails, an error message will display

the cause.

Synch Button
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The Synchronization button runs the synchronization process manually. It is most useful for the
initial deployment, and when new directory server accounts have been created for Users who require
immediate access to the system.

If using Certificates ensure the certificate details are entered in the Certificates tab before
synchronizing.

Only one synchronization can run at a time. For multiple users needing access, create the accounts on
the LDAP server then run a single manual synchronization.

A manual synchronization may take some time as it depends on the connection speed with the
external service. The manual synchronization works best for small directories, as larger directories
take more time to propagate changes.

Importing Customer Details

Customer details can be imported using LDAP by enabling the option, if required. When the system
is setup to synchronize with LDAP, move to the Setup>Privileges>Customer tab and enable the
Include Customers option.

Default Date Style  mm/dd/yy S

Default Timezone  (GMT +10:00) Melbourne, Sydney, Canbe ¥

LDAPIAD

Include Customers B i= No

Mixed Mode  Yes m

View Shared Requests

By Ownership  Yes Limited m

If there is a need to create Customers using LDAP and the system's internal authentication capability,
Mixed Mode authentication can also be enabled. After the option to Include Customers is set to Yes in
the Customer Privilege tab, the Mixed Mode field is displayed. Set this option to Yes to allow
Customers to be created directly in the system and using LDAP.

Category Classifications

A list of Classifications used to define issues are created within this tab and used as the generic
Classification for requests logged against Items that apply the Item Type Category being configured.
The Classifications are also used by the system for proactive Incident analysis and Problem groups.

Supervisor Users can define additional Classifications for specific Item Types, within the
Configuration>Categories>Item Categories>Classification tab.

The system is installed with several default Classification Type Categories, which can be edited if
required.

NOTE: The General Classification is owned and used by the system and cannot be deleted. It is also
advised that this Classification not be renamed, as this is the Classification assigned to requests when
they are created via email.
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Classification Tab

Additional Classifications can be created for each Item Category, while the system provided
Classifications can be renamed or deleted. The Custom facility, when enabled, allows Users to add
Classifications during the request creation process.

ltem Categories
Category | |  Lifecycle Classifications Responses Types
Classifications Hardware

4. || | Classifications
,__-\j Configuration
- || General (Default)
,AJ Manuals
L_\j MNetwork

Custom OOn BOﬁ'

Creating a New Item Category Classification

To add a new Classification:

1. Select the Classification tab of an Item Category
2. Right-click on the Classifications header
3. Select Create

Item Categories

Category | Lifecycle
Classifications Hardware

4. | Classifications

Create

Custom OOn eOﬂ

4. Enter the details in the newly created node

4. ||| Classifications
- ||| Configuration
CJ Downloads
- ||| General (Default)
(_-J Manuals
- ||| Network

~ L JINew node |
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5. Click outside the text box to commit the entry listing

4. || | Classifications
- ||| Configuration
- || ] Downloads
- || | General (Default)
- ||| Manuals
- ||| Network

- | | Faults

6. Repeat the above process to create all required list entries
7. Move an existing Classification to a new position, if required

Select the entry, then drag and drop the entry into its new location.

Classifications

i‘l__]cmallmm
L | ] configuration
- Faults
™ | Downioads ¥ =

|| General (Default)
# L) Manuals

L) Network

L | | Fauts

8. Click Save.

Creating Sub-Classifications

Classifications can be expanded to include nested Classifications.
To create Sub-Classifications:
1. Right-click the relevant Classification header

The Create, Rename, Delete and Make Default options are displayed.

Item Categories

Lifecycle sificati ,

Category Responses | |

4. || | Classifications
|| Configuration

Create

Rename

Delete

custom ()Qn

Make Default
T

Hardware
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2. Select Create

A text box will appear under the Classification.

4. .|| Classifications
.,.| Configuration
41, | Faults
| ||New node

3. Enter the name for the list entry

4. Click away from the text box to commit and save the change

5. Move an existing Classification to a new position, if required
Select the entry, then drag and drop the entry into its new location

6. The above steps can be repeated until the sub-category list is completed.

4. .| Classffications
- | Configuration
4- | | Faults
i | External
o Internal
- .| Downloads
- | General (Default)
- .| Manuals
- | Metwork

Renaming a Classification

Any Item Category classification can be renamed.
To rename a Classification:

1. Right-click the Classification

4- | | Classifications
- | Configuration
4 _._,Faurr,s

i External

Create

Rename

Delete

EEEE

Make Default

2. Click Rename
3. Edit the field content
4. Click away from the text field to save the change.
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Deleting a Classification

To delete a Classification:

1. Right-click the relevant list entry
2. Click Delete

3. Click Done when the Classification Categories are complete.

Managing Items using Database Mapping (AMIE)

Within the CMDB Import screen multiple asset management datasources can be synchronized with
the service management system. When one or more applications are configured within AMIE, a list is
displayed within the AMIE Setup tab.

AMIE

-ﬂi Import Custom|ze
Server Identifier Last Updated
ZENworks Configuration Manragement ¥11.1 (LiveTime Blue 0a/16M2 15:52
Software Inc.)
ZENworks Configuration Management v11.1 - Hardware Grieen

[LiveTime Scftware Inc.)

1- 2 of 2 Results

Importing Items Using Database Mapping

To import Items using Database Mapping, the following configuration steps need to be completed:

1. Select Setup>AMIE
2. Click New

The Server, Database, Ownership and Synchronization fields appear.
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( Import | | Customize
Server
Type LiveTime Discovery v2007 (LiveTime Software Inc.y ¥

|dentifier

Database
Type SQLServer =
Host |
Port 1433

Namel discovery
Username | discovery
Password

Schema dbo

Catalog Discovery

Default Customer @) jnassigned (Import Items as Global)
Oﬁystﬂm User
() Selected Customer:
Ignore Domain Info [
Auto Create New ltems = Yes m
Y

L

Frequency MNewver

Configuration

System Type Define the system type as Database Mapping.

Identifier An identifying label that is used in List Views to
inform Users regarding the Source of an Item.

Server

Type Select the Type of inventory management product.
Database

Type Select the Database Type.

Host Enter the Host name or IP Address.

Port Enter the Port Number for the database server.
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Configuration

Name

Username

Password

Schema

Catalog

Notification (Only If ‘Control CMS via RFC' is
enabled)

Email RFC's to Tech?

Ownership
Unassigned (Import Items as Global)

System User

Selected Customer

Ignore Domain Info

Synchronization

Auto Create New Items

Frequency

Enter the Database name.
Complete User name details.
Complete Password details.
Enter the Schema type.

Enter the Catalog name. Typically this would be the
name of the Database.

Select this option if technicians are to be notified of
generated change requests.

Select this option if ltems are to be globally owned.

Select this option to assign imported Items to the
System User.

Select this option to assign imported Items to a
specific Customer.

Tick this field if the system is to disregard domain
details attached to the User Name inside the AMIE
source when assigning an owner.

This option is only visible when a single AMIE
source is defined within AMIE. When enabled,
Items are automatically created upon
synchronization, relative to the Control CMS via
RFC setting within the Setup>Privileges>Requests
tab .

If disabled, a snapshot of imported asset
information is listed within the
Super>Configuration>AMIE Snapshots tab.

Choose a synchronization interval. This can be left
as Never if the database will be synchronized
manually.

NOTE: Synchronization times will vary depending
on the connection speed with the external service
and the database size.

. Click Test, to initiate a connection and test the setup

If a connection is not made, a system message will advise which part of the configuration was

not successful.
. Click Save

5. To execute the import, click the Import button

6. After the import is complete, an Alert appears providing results of the import.
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Click on the Publish link to read the Alert details.

Alerts
Dismiss RSS Feed
) Publish = Severity = Title =
= u 81812 1552 Information Item import summary

1-1of 1 Results

AMIE Import Alert

Alerts are generated for the Admin User after the AMIE synch is completed. The import alert
summary displays:

¢ the details of the system that the synchronization was run against, as it is possible to import
from multiple sources.

+ the number of assets found in the datasource.

¢ the number of assets automatically created if a single datasource is configured in AMIE and the
auto-create option is enabled; or if the Auto-Create option is disabled and Items already exists in
the system, the number of Items that were updated.

¢ the number of AMIE Snapshots successfully imported, with a breakdown of new Items added
and number of Items updated.

Delete Options and AMIE

The options to delete AMIE configurations can be achieved through the List View on the AMIE Setup
tab, or by clicking on the a hyperlink within the Server column within the List View, which displays
the expanded Setup view for the specific asset management tool.

The Delete button clicked in the AMIE>Setup tab>List View results in Global level "delete" flags
being applied to all AMIE-managed Items stored in the system, however it retains the server details
configured in AMIE and their associated snapshots.

The imported Items that are deleted are not completely removed from the database but are flagged as
not available . By not erasing the Items completely, the historical data is maintained and allows these
Items to be re-enabled in the future. It should be noted that the Item Types associated with the
deleted imported Items are not disabled in the application.

The Delete button selected within the expanded Setup tab view for the specific asset management
datasource, results in Configuration level deletion of the configured server and any related AMIE
snapshots.

NOTE: The application must be restarted after the performance of either deletion operation, to allow
the changes to take effect and prevent unpredictable behavior of the system.
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Type ZEMworks Configuration Management v11.1 (LiveTime Software Inc.)
|dentifier Blue
; ;

Type SQLServer
Host 10.0.1.166
Port 1433
Mame zemworks_ 11
Username sa
Schema dbo
Catalog zenworks_11
Default Customer Unassigned (Import ltems as Global)
Auto Create New ltems No
Frequency MNever
Last Completed 04/16/M2 15:52

To delete the server configuration within AMIE and related snapshots:

1. Select Setup>AMIE>Setup
2. Select the Server link option within the AMIE list view

The expanded Setup screen is displayed with the Delete button.
3. Select the Delete button

A pop-up message is displayed asking your to confirm the deletion action.

— http:/ /localhost:8080

WARNING! This will delete your configuration and all
associated snapshots and category mappings from the
CMDE. You will need to restart the system after the
delete process completes. Are you sure?

C Cancel j 6-“-3

4. Click OK.
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A warning message is displayed informing you to restart the application server to complete the
deletion process.

Warning

Configuration deleted. Please restart the system.

Re-enabling Deleted Items

To re-enable Deleted Items, initiate an Item search on deleted Items within the Configuration>Items
screen of the Supervisor view.

Within the Supervisor view to search for a deleted Item:

1. Select Configuration>Items
2. Click the Search button
A simple search page will be displayed

Search tems

Global Options @ attributes () Full Text
Item Mo.

Team

>

Stats @

O active
o Inactive

Manufacturer ¥

Search Globals Al ¥

] Deleted Itam Only >
mg

Last Mame

Org. Unit
Type Options
Item Category
Item Type

“

3. Enter a search term
4. Select the Deleted Item Only option
5. Click Search
A list of Items is displayed.
6. For the Item to be re-enabled, select the Item ID#
7. Click .

72 User Guide



Importing Items using a .CSV File

To import Items using a .CSV file, a .CSV template, containing all available fields, can be downloaded
and populated. The service management system uses a field mapping Wizard to match fields in the
template to those in the system. To download the template go to Setup > Item Import > Import. See
Downloading an Item .CSV Template for more information on configuring the .CSV file.

Before Importing a CSV File
For an Item to be successfully imported, the following fields must be mapped:

+ Team/s

+ Status.

The Teams within the .CSV file must be created in the system before they can be associated with an Item as part
of a .CSV import. Teams are created by a Supervisor under the User>Teams tab.

Items are imported based on Category (i.e. Hardware, Software, etc.), which must be configured by
the Supervisor within the Configuration>Categories tab before conducting a .CSV import. The
Categories configuration defines the Details recorded in the Item to be imported into the system. The
Administrator must create separate .CSV files based on the Categories configured, that are then
individually uploaded into the application.

For Items imported with owners, the Username in the .CSV file must match the Username within the
support system. If the owner does not exist in the system, the imported Item will become a Global
Item.

NOTE: If relationships are to be created between Items upon import, Parent Items should be
imported first. If the system generated Item Number is to be used for the Parent Item, it needs to be
included in the Parent Item Number field of the Related Items when they are imported.

Importing Items
To import a CSV File using the Import Wizard:

1. Select Setup>AMIE
2. Select the Import tab

User Guide 73



74

AMIE

Setup m Customize

: Welcome to the Import Wizard

| 1. Download the C3Y item template and complete.
| (Required fields: ‘ltem Type’, ‘Status’ & Team').

| Download Template
i
iE. Select the Category you wish to impaort: \
+ Audio Visual
Documentation
Hardware sh to import:

Mohbile Devices
Metwork Infrastructure
Peripherals

Printers & Scanners
Service

Software . Upload

ed

To access a template that illustrates the fields the application maps and the data types (see
below), click the Download Template link on the Item Import Wizard screen within the
Setup>AMIE>Import tab.

The following fields should be visible:

Item Number(Unique char 64),Item Type(char 128),Manufacturer(char 128),Incident Team(char
64),Problem Team(char 64),Change Team(char 64),Request Team(char 64), Company(char
128),Department(char 128),Room(char 64),Username (char 64),Status(char 128),Criticality(char
64)Purchase Date(datetime),Cost(decimal),Field1(char 256),Field2(char 256),Field3(char
256),Field4(char 256),Field5(char 256),Field6(char 256),Field7(char 256),Field8(char
256),Field9(char 256), Field10(char 256),Field11(char 256),Field12(char 256),Field13(char
256),Field14(char 256),Field15(char 256),Field16(char 256),Field17(char 256),Field18(char
256),Field19(char 256),Field20(char 256),Notes(CLOB),Relationship Name(char 256),Parent Item
Number(char 64)

The char ### designation in parentheses after each field name signifies what type of data the
import utility expects to see in each field. For instance:

¢ Item Type (char 128) means that the first name field cannot exceed 128 characters.
¢ Fields marked as Unique must be unique in the system.

¢ Note the Room details MUST be in the following format: COMPAN Y-
DEPARTMENT;Room

When creating a .CSV file for a Category, to determine the Field number of a configured Custom
Field, within theCategory tab of an Item Category select the System defined Ordering option.
The field labels will then be listed in sequential order from one to twenty.

. To import, select the Item Category

The drop-down list consists of all Categories created by the Supervisor in
Configuration>Categories.

. Enter the file location, or use the Browse button
5. Select Upload

The Field Mapping Wizard appears. Fields that can be mapped to the CSV file are available in
the drop-down list.

User Guide



Field Mapping Wizard

Select the fields you wish to map to the internal database records.

General

Item Number
Username

Item Type ||
Manufacturer |
Incident Team |
Problem Team |
Change Team |
Reguest Team |
Criticality

Status |

Details
CPU

RuAM

MAC Address
Metwork Address
Network Name

Platfarm

Relationships

Relationship Name

Parent Item Number

[@] Item Number(Unigque char &64)
[11] Username (char 128)

[1] tern Type(char 128)

[2] Manufacturer(char 64)

[3] Incident Team(char 64)

[4] Problem Team(char 64}

[5] Change Teamichar 64)

[6] Request Team(char 64)

[13] Criticality(char 64)

[12] Status(char 64)

[17] Field 1{char 128)
[18] Field2(char 128)
[19] Field3(char 128)
[20] Field4{char 128)
[21] FieldS(char 128)

[22] Field&{char 128)

[38] Relationship Name(char 256)

[39] Parent Item Number(char 64}

Review and map the fields within the .CSV

ar AR AR

ELa

ELa ar ELa

ar

el am Ak ar ELa

ak

an

Genaral
Company |
Department |
Room |

Service Level
Date Format

Contract Start Date
Contract End Date
Purchase Date
Cost

Monthly Cost

MNotes

Details
05 Version

Version
Licenses
Serial Number

Platform String

Options

B

[8] Company(char 128)
[9] Departmentichar 128)
[10] Reom(char 64)

[7] Service Level(char 256)
MMiddiyy HH:mm

<not selected>

<not selected:>

[14] Purchase Date(datetime)
[15] Costidecimal)

[18] Monthly Cost(decimal)

[37] Notes(CLOB)

[23] Field7(char 128)
[24] Field&(char 128)
[25] Field9(char 128)
[26] Field1O(char 128)

[36] Field20(char 128)

Elgr'or& First Line

[_Iverbose Errors

P TTS

BT

BT

BT

ET AT

PTS

P T N T AT

BT

| Filds that do not contain matching system records automatically

create new records.

Field Mapping Wizard

General

Iltem Number

Username

Item Type Il
Manufacturer |

Incident Team |

Unique Item number of the Configuration Item, this
can be generated by the system or defined in the

.CSV file.

Customer owning the Configuration Item, imported

by entering their user name.

Item Type of the Configuration Item.

Sets the manufacturer details of the Iltem.

Incident Team assigned to the Configuration Item.

User Guide



Field Mapping Wizard

Problem Team |
Change Team |
Request Team |

Criticality

Status |
Company |
Department |

Room |

Service Level

Date Format

Contract Start Date

Contract End Date

Purchase Date
Cost

Monthly Cost

Notes
Details

Fields 1 to 20

Relationships

Relationship Name

Parent Item Number

Options
Ignore First Line

Verbose Errors

Problem Team assigned to the Configuration Item.
Change Team assigned to the Configuration Item.
Request Team assigned to the Configuration Item

Sets the default Criticality (i.e, critical, high,
moderate, low, very low) for the Item. Optional.

Default Configuration Item Status.
Company owning the Configuration Item.
Department owning the Configuration Item.

The location of the Item. The .csv file data format to
import this information MUST be:

COMPANY-DEPARTMENT;Room
Configuration Item assigned SLA.

Displays the date format required for the contract
details to be imported successfully.

Sets the start date of a contract associated with an
Item.

Sets the end date of a contract associated with an
Item.

Date the Item was purchased.
The cost of the Item.

Sets the monthly Service Cost on per month basis
for the Item.

Free text to add notes to the Item. Optional.

Custom fields created for the Category are
displayed and can be mapped to the Item based on
information included in the .CSV file.

Defines the description of the relationship between
the Item set in the following field.

Identifies the Item with which an ltem is related
using the Item Number.

Option to ignore first row upon import.

Detailed description of any errors that occur during
the import process.

I'=Information that needs to exist in the system before the import

I =Fields that are mandatory
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NOTE: If relationships are to be created between Items upon import, Parent Items should be
imported first. If the system generated Item Number is to be used for the Parent Item, it needs to be
included in the Parent Item Number field of the Related Items when they are imported.

Relationships [_IVerbose Errors

Relationship Mame  [38] Relationship Name(char 256) % | Fields that do not contain matching system records automatically
create new records.

Parent Iltem Mumber  [39] Parent Iterm Number{char 64} 3

Cancel Im port

1. Select the Ignore First Line checkbox if the first line of the imported CSV file has field headings

Leave the checkbox clear if the CSV file begins with usable data.

2. Click Verbose Errors to record a detailed description of any errors that occur during the import
Leaving the box unchecked will return a summarized error report.

3. Select Import to bring into the system the mapped field data
The Item Import screen displays the results of the import.

4. Select Done.

Configuring Items after the Import

During the Item Import, elements that do not exist in the database are created. These are the fields
marked with a blue line within the Field Mapping Wizard:

¢ Item Type

¢ Warranty

¢ Organizational Units.
After an import, all Item Types that have been created will need to be further configured.
To complete Item Type configuration:

1. Log in to the Supervisor Portal

2. Select Configuration>Types

3. In the Item Types screen, click on the newly created Item
The Type Information screen appears.

4. Complete the following fields:

Item Type

Name Name of the Item Type.

Manufacturer The manufacturer of the Item Type. New
manufacturers can be created and existing
manufacturers can be edited and deleted by using
the Edit and New buttons that appear beside the
drop-down menu of manufacturers.

Item Category This signifies the type of Item. (Hardware, Software

or Service are the default Types, but Users with the
Supervisor Role can create more if required).
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Item Type

Identifier

Criticality

Icon

Unit Price
Instance Total

Assigned

Hidden

The drop-down list that appears is drawn from the
fields defined for the Item Category selected.
Although this information is not required, the
Identifier is used to differentiate similar Iltems that
may be in use throughout an organization. For
example, if an organization uses the same printers
for all departments, an Item Category field of
"Location" could be configured for the Item Details
and this could also be used as a secondary
Identifier for Printer Item.

Rates the degree of importance of an Item Type
within an organization, which can be adjusted on a
per Item basis. The 'Impact' of a Request is initially
pulled from the Criticality of the Iltem, but can be
adjusted within the request Information screen if
required. Requests logged through the Customer
Portal, use the Criticality of the Item to set the
Priority of the request.

The Incident Analyzer, if enabled by the
Administrator in Setup>CMS>Incident Analyzer, can
apply the Criticality to automatically detect
Problems.

The minimum Criticality level can also be used to
determine the off-line Items that appear on Outages
pages, if the Outages pages are enabled by the
Administrator in Setup>Privileges>System.

When the Type details are saved, the Icon selected
for the Item Category will be displayed. To
customize the icon for the specific Iltem Type, select

the Icon to access the Upload & or cancel &3
options.

The per-unit price of the Item Type.
Number of instances owned by the organization.

Number of instances assigned to Customers as
Items.

Select 'On' to ensure Customers cannot view this
Item Type within the list in the Customer Portal. If all
Item Types use this selection, the Item Type list will
be completely removed from the Portal.

Items created using Item Types with Hidden
enabled, will not allow Customers to generate
requests against them in the Customer Portal, nor
will they be able to view or receive updates about
requests logged by the User against ltems with this
functionality enabled.
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Item Type

Creation Enabling this option gives Customers using the
portal the ability to create new Items using this Item
Type (if they have been granted the ability to create
Items by the Administrator in
Setup>Privileges>Customer>Create Item. (This
option is not displayed when the Hidden option is
enabled.)

Ignore Share Enabling this option overrides the system level
option for sharing requests raised against Items of
this Type. Requests raised against Iltems of this
Type will not appear in the customer portal when
viewing shared requests is enabled.

Add Forum Topic Create a forum topic using the Item Type Name.
This option is only displayed when a new Type is
being created.

Incident Default The Team of Technicians assigned to support
Incidents received related to the Item Type. See:
Teams

Problem Default The Team of Technicians assigned to support
Problems received related to the Item Type. See:
Teams

Change Default The Team of Technicians assigned to support
Change Requests received related to the Item Type.
See: Teams

Request Default The Team of Technicians assigned to support
Service Requests received related to the Item Type.
See: Teams

Service Level Default The default service level for the Item Type. When
Billing is enabled, service levels without a cost are
listed as an option. The service level with an
associated cost can be applied when the Item
created, this ensures Item contract payment is
processed.

Support Levels All Service Level Agreements assigned to the Item
Type, which will be displayed as options when a
request is created applying Iltem that uses this Type
template. SLAs listed here, are used within the
Costs tab of Service Types to forecast break even
points on the Service relative to the number of
Users.

Find SLA (Name) To assign multiple SLAs use this option. Click @

view all SLAs or refine the search by entering a

specific name. Select the SLA hyperlink to assign

the SLA to the Type Information. Click &3 to clear
the search field.

5. Enter the Unit Price for the Item Type. This is an optional field that is used for asset management
See Finance Role.

6. Set the Customer options
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7. Assign the default support Teams
8. Assign one or multiple SLAs, as required
9. Click Save
10. Move to the Classification tab to create problem classification for this Item Type.

Click on the Item Type name to continue configuration.

Assigning multiple Companies and Departments to an Item

The .CSV file import facility can also be used to assign more than one Company and Department to
an Item, if required. To assign multiple companies within the Company column of the .CSV file, enter
the company names separated by a semi-colon (;) If the Company or Companies do not exist in the
system, or have been deleted, a new Company will be created.

When importing multiple Departments related to the multiple Companies, the Department related to
the Company must be listed in the same order as the Companies and separated by a semi-colon. For
example:

Company Field: comp1;comp2
Department Field: deptl:depart2 or ;dept2 or deptl;

Any departments that do not exist in the database or have been deleted, will be created as a result of
the .CSV import.

To assign rooms to one of the locations of this multiple Company/Department assignment, the full
details of the Company and Department must be entered into the column followed by a semi-colon
and the Room number. An example of the Room import format is:

Company Field:CompNamel;CompName2
Department Field:Dept1;Dept2

Room Field: CompNamel - Deptl;Room1

Updating Item Information via .CSV

To easily update multiple Items that already exist within system, information can be imported using
a .CSV file. For the update to be successful, the Item number in the .CSV file must match the Item
number in the system.

Follow the above Importing Items procedure and ensure the Item Number field is mapped correctly. If
an Item Number is not included in the .CSV file, a new Item will be created.

Downloading an Item .CSV Template

Downloading an Item .CSV Template

To download and populate the CSV Template for the CMDB Item Import process:

1. Select Setup>AMIE
2. Select the Import tab
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AMIE

Setup . Amport Customize

iWaIcume to the Import Wizard
| 1. Download the C3Y item template and complete.

| (Required fields: ‘ltem Type’, ‘Status’ & Team').

| Download Template
i
| 2. Select the Category you wish to import: \
+ Audio Visual
Documentation
Hardware sh to import:

Mohbile Devices
Metwork Infrastructure
Peripherals

Printers & Scanners
Service

Software . Upload

ed

To view a template that illustrates the fields the application is looking for and the data types (see
below), click the Download Template link on the Item Import Wizard screen within Import tab
of Item Import in the Setup tab.

The following fields should be visible:

Item Number(Unique char 64),Item Type(char 128),Manufacturer(char 128),Incident Team(char
64),Problem Team(char 64),Change Team(char 64),Request Team(char 64), Company(char
128),Department(char 128),Room(char 64),Username (char 64),Status(char 128),Criticality(char
64)Purchase Date(datetime),Cost(decimal),Field1(char 256),Field2(char 256),Field3(char
256),Field4(char 256),Field5(char 256),Field6(char 256),Field7(char 256),Field8(char
256),Field9(char 256), Field10(char 256),Field11(char 256),Field12(char 256),Field13(char
256),Field14(char 256),Field15(char 256),Field16(char 256),Field17(char 256),Field18(char
256),Field19(char 256),Field20(char 256),Notes(CLOB),Relationship Name(char 256),Parent Item
Number(char 64)

The char ### designation in parentheses after each field name signifies what type

of data the import utility expects to see in each field. For instance:
¢ Item Type (char 128) means that the first name field cannot exceed 128 characters.
¢ Fields marked as Unique must be unique in the system.

+ Note the Room details MUST be in the following format: COMPANY-
DEPARTMENT;Room

. To import, select the Item Category

The drop-down list consists of all Categories created by the Supervisor in
Configuration>Categories.

. Enter the file location, or use the Browse button

5. Select Upload

The Field Mapping Wizard appears. Fields that can be mapped to the CSV file are available in
the drop-down list.
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Field Mapping Wizard

Select the fields you wish to map to the internal database records.

General

Item Number
Username

Item Type ||
Manufacturer |
Incident Team |
Problem Team |
Change Team |
Reguest Team |
Criticality

Status |

Details
CPU

RuAM

MAC Address
Metwork Address
Network Name

Platfarm

Relationships

Relationship Name

Parent Item Number

[@] Item Number(Unigque char &64)
[11] Username (char 128)

[1] tern Type(char 128)

[2] Manufacturer(char 64)

[3] Incident Team(char 64)

[4] Problem Team(char 64}

[5] Change Teamichar 64)

[6] Request Team(char 64)

[13] Criticality(char 64)

[12] Status(char 64)

[17] Field 1{char 128)
[18] Field2(char 128)
[19] Field3(char 128)
[20] Field4{char 128)
[21] FieldS(char 128)

[22] Field&{char 128)

[38] Relationship Name(char 256)

[39] Parent Item Number(char 64}

6. Review and map the fields within the .CSV

ar AR AR

ELa

ELa ar ELa

ar

el am Ak ar ELa

ak

an

Genaral
Company |
Department |
Room |

Service Level
Date Format

Contract Start Date
Contract End Date
Purchase Date
Cost

Monthly Cost

MNotes

Details
05 Version

Version
Licenses
Serial Number

Platform String

Options

B

[8] Company(char 128)
[9] Departmentichar 128)
[10] Reom(char 64)

[7] Service Level(char 256)
MMiddiyy HH:mm

<not selected>

<not selected:>

[14] Purchase Date(datetime)
[15] Costidecimal)

[18] Monthly Cost(decimal)

[37] Notes(CLOB)

[23] Field7(char 128)
[24] Field&(char 128)
[25] Field9(char 128)
[26] Field1O(char 128)

[36] Field20(char 128)

Elgr'or& First Line

[_Iverbose Errors

P TTS

BT

BT

BT

ET AT

PTS

P T N T AT

BT

| Filds that do not contain matching system records automatically

create new records.

Field Mapping Wizard

General

Iltem Number

Username

Item Type Il
Manufacturer |

Incident Team |

Unique Item number of the Configuration Item, this
can be generated by the system or defined in the

.CSV file.

Customer owning the Configuration Item, imported

by entering their user name.

Item Type of the Configuration Item.

Sets the manufacturer details of the Iltem.

Incident Team assigned to the Configuration Item.
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Field Mapping Wizard

Problem Team |
Change Team |
Request Team |

Criticality

Status |
Company |
Department |

Room |

Service Level

Date Format

Contract Start Date

Contract End Date

Purchase Date
Cost

Monthly Cost

Notes
Details

Fields 1 to 20

Relationships

Relationship Name

Parent Item Number

Options
Ignore First Line

Verbose Errors

Problem Team assigned to the Configuration Item.
Change Team assigned to the Configuration Item.
Request Team assigned to the Configuration Item

Sets the default Criticality (i.e, critical, high,
moderate, low, very low) for the Item. Optional.

Default Configuration Item Status.
Company owning the Configuration Item.
Department owning the Configuration Item.

The location of the Item. The .csv file data format to
import this information MUST be:

COMPANY-DEPARTMENT;Room
Configuration Item assigned SLA.

Displays the date format required for the contract
details to be imported successfully.

Sets the start date of a contract associated with an
Item.

Sets the end date of a contract associated with an
Item.

Date the Item was purchased.
The cost of the Item.

Sets the monthly Service Cost on per month basis
for the Item.

Free text to add notes to the Item. Optional.

Custom fields created for the Category are
displayed and can be mapped to the Item based on
information included in the .CSV file.

Defines the description of the relationship between
the Item set in the following field.

Identifies the Item with which an ltem is related
using the Item Number.

Option to ignore first row upon import.

Detailed description of any errors that occur during
the import process.

I'=Information that needs to exist in the system before the import

I =Fields that are mandatory
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NOTE: If relationships are to be created between Items upon import, Parent Items should be
imported first. If the system generated Item Number is to be used for the Parent Item, it needs to be
included in the Parent Item Number field of the Related Items when they are imported.

Relationships [_IVerbose Errors

Relationship Mame  [38] Relationship Name(char 256) % | Fields that do not contain matching system records automatically
create new records.

Parent Iltem Mumber  [39] Parent Iterm Number{char 64} 3

Cancel Im port

1. Select the Ignore First Line checkbox if the first line of the imported CSV file has field headings.
Leave the checkbox clear if the CSV file begins with usable data.

2. Click in Verbose Errors for detailed descriptions of any errors that may occur during the import
Leaving the box unchecked will return abbreviated errors.

3. Select Import to bring into the system the mapped field data
The Item Import screen displays the results of the import.

4. Select Done.

Configuring Items after the Import

During the Item Import, elements that do not exist in the database are created. These are the fields
marked with a blue line within the Field Mapping Wizard:

¢ Item Type

¢ Warranty

¢ Organizational Units.
After an import, all Item Types that have been created will need to be further configured.
To complete Item Type configuration:

1. Log in to the Supervisor Portal

2. Select Configuration>Types

3. In the Item Types screen, click on the newly created Item
The Type Information screen appears.

4. Complete the following fields:

Item Type

Name Name of the Item Type.

Manufacturer The manufacturer of the Item Type. New
manufacturers can be created and existing
manufacturers can be edited and deleted by using
the Edit and New buttons that appear beside the
drop-down menu of manufacturers.

Item Category This signifies the type of Item. (Hardware, Software

or Service are the default Types, but Users with the
Supervisor Role can create more if required).
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Item Type

Identifier

Criticality

Icon

Unit Price
Instance Total

Assigned

Hidden

The drop-down list that appears is drawn from the
fields defined for the Item Category selected.
Although this information is not required, the
Identifier is used to differentiate similar Iltems that
may be in use throughout an organization. For
example, if an organization uses the same printers
for all departments, an Item Category field of
"Location" could be configured for the Item Details
and this could also be used as a secondary
Identifier for Printer Item.

Rates the degree of importance of an Item Type
within an organization, which can be adjusted on a
per Item basis. The 'Impact' of a Request is initially
pulled from the Criticality of the Iltem, but can be
adjusted within the request Information screen if
required. Requests logged through the Customer
Portal, use the Criticality of the Item to set the
Priority of the request.

The Incident Analyzer, if enabled by the
Administrator in Setup>CMS>Incident Analyzer, can
apply the Criticality to automatically detect
Problems.

The minimum Criticality level can also be used to
determine the off-line Items that appear on Outages
pages, if the Outages pages are enabled by the
Administrator in Setup>Privileges>System.

When the Type details are saved, the Icon selected
for the Item Category will be displayed. To
customize the icon for the specific Iltem Type, select

the Icon to access the Upload & or cancel &3
options.

The per-unit price of the Item Type.
Number of instances owned by the organization.

Number of instances assigned to Customers as
Items.

Select 'On' to ensure Customers cannot view this
Item Type within the list in the Customer Portal. If all
Item Types use this selection, the Item Type list will
be completely removed from the Portal.

Items created using Item Types with Hidden
enabled, will not allow Customers to generate
requests against them in the Customer Portal, nor
will they be able to view or receive updates about
requests logged by the User against ltems with this
functionality enabled.
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Item Type

Creation Enabling this option gives Customers using the
portal the ability to create new Items using this Item
Type (if they have been granted the ability to create
Items by the Administrator in
Setup>Privileges>Customer>Create Item. (This
option is not displayed when the Hidden option is
enabled.)

Ignore Share Enabling this option overrides the system level
option for sharing requests raised against Items of
this Type. Requests raised against Iltems of this
Type will not appear in the customer portal when
viewing shared requests is enabled.

Add Forum Topic Create a forum topic using the Item Type Name.
This option is only displayed when a new Type is
being created.

Incident Default The Team of Technicians assigned to support
Incidents received related to the Item Type. See:
Teams

Problem Default The Team of Technicians assigned to support
Problems received related to the Item Type. See:
Teams

Change Default The Team of Technicians assigned to support
Change Requests received related to the Item Type.
See: Teams

Request Default The Team of Technicians assigned to support
Service Requests received related to the Item Type.
See: Teams

Service Level Default The default service level for the Item Type. When
Billing is enabled, service levels without a cost are
listed as an option. The service level with an
associated cost can be applied when the Item
created, this ensures Item contract payment is
processed.

Support Levels All Service Level Agreements assigned to the Item
Type, which will be displayed as options when a
request is created applying Iltem that uses this Type
template. SLAs listed here, are used within the
Costs tab of Service Types to forecast break even
points on the Service relative to the number of
Users.

Find SLA (Name) To assign multiple SLAs use this option. Click @

view all SLAs or refine the search by entering a

specific name. Select the SLA hyperlink to assign

the SLA to the Type Information. Click &3 to clear
the search field.

5. Enter the Unit Price for the Item Type. This is an optional field that is used for asset management
See Finance Role.

6. Set the Customer options
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7. Assign the default support Teams
8. Assign one or multiple SLAs, as required
9. Click Save
10. Move to the Classification tab to create problem classification for this Item Type.

Click on the Item Type name to continue configuration.

Assigning multiple Companies and Departments to an ltem

The .CSV file import facility can also be used to assign more than one Company and Department to
an Item, if required. To assign multiple companies within the Company column of the .CSV file, enter
the company names separated by a semi-colon (;) If the Company or Companies do not exist in the
system, or have been deleted, a new Company will be created.

When importing multiple Departments related to the multiple Companies, the Department related to
the Company must be listed in the same order as the Companies and separated by a semi-colon. For
example:

Company Field: comp1;comp2
Department Field: deptl:depart2 or ;dept2 or deptl;

Any departments that do not exist in the database or have been deleted, will be created as a result of
the .CSV import.

To assign rooms to one of the locations of this multiple Company/Department assignment, the full
details of the Company and Department must be entered into the column followed by a semi-colon
and the Room number. An example of the Room import format is:

Company Field:CompNamel;CompName2
Department Field:Deptl;Dept2

Room Field: CompNamel - Deptl;Room1

Updating Item Information via .CSV

To easily update multiple Items that already exist within system, information can be imported using
a .CSV file. For the update to be successful, the Item number in the .CSV file must match the Item
number in the system.

Follow the above Importing Items procedure and ensure the Item Number field is mapped correctly. If
an Item Number is not included in the .CSV file, a new Item will be created.

Basic Procedures

Basic Procedures

All sections throughout the application use a uniform system for creating, editing and deleting
elements. Whether you are working with requests, Customers, Items or Item Types, the procedure for
creating, editing or deleting existing elements is the same.
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Mandatory Fields

When entering details relating to any element throughout the system, required information is

marked with a I.

Customer Information

. Contact Allases Item

Access
FirstNarn(Dl jequired Information

Last Mame |

-
v

Username |

I Denotes Mandatory fields

Creating an Element

To create an element:

1. Navigate to the appropriate section

For example, if you want to create a Customer, navigate to the User>Customers section.

2. Click W M8 in the upper left-hand corner of the list of Customers

This will open a new Customer window.

3. Fill in the appropriate details
4. Click WnsseE .

The new Customer now exists in the system and will appear in the list of Customers.

Editing an Element

To edit an element:

1. Navigate to the appropriate section
2. Click the Entry link in the list

For instance, to edit a Customer, navigate to the User>Customers section and click on the
Customer name hyperlink. This will open up the Customer's details screen.

Customers
N goSearch | S el Buk
@ Customer Name E Email Address. ‘Phone. Org. Unit
| Dennis Barry dennis@mycompany .co 02 9797 9797 MyCompany
[] Lena Benson lera@mycompany.co 03 9797 999 MyCompany
[] John Brown jehn@mycompany.co 02 9797 9797 MyCompany - Pink
[T Mary Calder mary@mycompany.co 03 8797 999 MyCompany - Yelow

Filter:  All Customers [sys]

Country

Australia
Australia
Australia

Australia

= Roles

Customer
Customer
Customer
Technician

Manager
Customer

3. Click W BHE in the upper-left corner of the window to enter Edit mode
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Web Access
Disabled
Disabled
Enabled

Disabled

11}



4. Update the necessary information

5. Click (Sl

The changes will now take effect and the User will be returned to the list.

Deleting an Entry

To delete an entry:

1. Navigate to the appropriate section

NOTE: Technicians do not have the ability to delete requests or Customers

1. Click the link in the list corresponding to the entry to be deleted

For instance, to delete a Customer, navigate to the User>Customers section and click on the

Customer you want to delete. The Information screen opens.

Customer Information

R T (e (e

First Name Lena i
Lot Mo Benson Click to open screen in
Username lenabenson | Finance | Partnar
Password xxxxxx V Customer
Web access Disabled
Contact Default Portal Customer Portal
Primary Email lena@mycompany.co Details
Org. Unit MyCompany Notes
Line Manager
Address 1 Level 12
Address 2 777 Collins Lane
City Melbourne
State Victoria
Zip 3000
Country Australia
Language English
Phone 03 9797 993
Fax

Pager
Maobile
(Required for SMS)
B8MS Override  Owverride Address?
Partnar
Customer of

Locale

(GMT +10:00) Melbourne, Sydney, Canberra, Port
Moresby

Last Login
Host

Time zone

Current Em‘ trator " Supervisor
Edit Mod - 8
dit Mode {_Manage: | Technician

Lena Benson

2. Click ﬁ in the upper-left corner of the window to enter Edit mode

3. Click ﬁ at the bottom of the section.

The entry is now deleted and the User will be returned to the list.
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1.4.2

Exporting to PDF and Excel

Most lists within the system can be exported to PDF and/or Excel. This functionality is available
wherever the PDF and/or Excel buttons are visible.

NOTE: To customize the view of an Excel export, create a list view with the preferred columns, use
the view and select the Excel button. See List Views for more information on customizing a list.

Formatting Print Views

Enable the print background setting on your web browser for better formatted and more User-
friendly hard copies of request summary screens print views. Using Internet Explorer this setting is
found in: Tools>Internet Options>Advanced>Printing>Print background colors and images.

List Views

Application List Views are pre-sorted by ID #, and default to display ten Incidents per batch. A List
can be re-sorted by clicking on a column header, and the number of elements displayed per batch can
be changed using the Display pop-up option.

List Views allow Users to customize the list displayed for each screen within the application. When a
List View is created, the screen editor will display only the relevant columns for the module being
customized. For example, when creating an Item List View, the available columns will include only
Item information.

The system includes at least one default List View for each screen within the application. These
Views cannot be edited, however additional Views can be created.

To access details regarding the List View field options throughout the application, refer to:

¢ Home, Operations and Change tab
¢ Configuration tab
* Users tab

¢+ Knowledge tab.

Create a List View:

As an example we will create a List View for the Incident screen.
1. Select Operations>Incident
The Incidents screen appears

2. Select ¥ available on the far right of the screen
3. Click New
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Views Editor

Mame

Shared

Column 1

Column 2

Column 3

Column 4

Column 5

Column &

Column 7

Column 8

Column &

Column 10

Colummr 11

Column 12

Column 13

Column 14

Column 15

®No -':.:'E!.}'F'.nle C"ByTeam

Request #

Mot Included
Mot Included
Mot Included
Not Included
Mot Included
Mot Included
Not Included
Wot Included
Mot Included
Mot Included
Mot Included
Mot Included
Mot Included

Mot Included

Cancel s R

ik
v

Ak 4k 4k L L ELS 4k 4k 4k 4k Ak 4k L3

L L

4. Enter the View Name and specify if the View is to be shared by other Users or between Team

members

Shared Views allow other Users to apply the List View to their screen but does not permit them

to edit it.

5. Select at least 8 columns

This only applies to the request list screens, all other screens require at least 6 columns.

6. Click Save.

NOTE: Create a List View that includes New Tasks and New Notes to use as the default request
screen in order to have a visual cue when new Notes and requests are created.

User Guide

91



List Views

g View Name = Columns Owner Shared Default Use View =
= System Tasks View 12 System User E" | System Tasks View
| Service Delivery View 12 System User ‘i'- | Service Delivery View

1 -2 of 2 Results

Selecting a List View as the Default View

To use the same List View each time a screen is displayed, select the List View to be the default view.
To do this:

1. Select®, displayed on the far right of the screen
. Click the ™ button in the Default column

2
3. The icon will then change to a ", indicating that it has become the default
4. Select Done to view this List.

From this point, this will be the default List View for the selected screen.

Displaying a Different List View

To use a different List View:
1. Select @, displayed on the far right of the screen
2. Select the link in the Use View column.

Editing a List View Column

To edit a List View, and change the columns:

. Select ®, displayed on the far right of the screen
. Select the link in the View Name column

. Make the required changes

. Click Save.

= W N =

Duplicating a List View

To fast-track the creation of similar List Views, a List View can be duplicated. To duplicate a List
View:
1. Select @, available on the far right of the screen
2. Click the checkbox beside the View Name to duplicate
3. Click the Duplicate button
The List View Editor appears with the columns of the original List View.

4. Complete the List View name
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1.4.3

5. Modify the columns as required
6. Click Save.

To access details regarding the List View information options throughout the application, refer to:

¢+ Home, Operations and Change tab
¢ Configuration tab

+ User tab

*

Knowledge tab.

List View Options for all Request Types

List View Options for all Request Types

The List View options are derived from the database fields and can be customized by selecting &

within the My Tasks Home tab, Service Request, Incident or Problems screens within the Operations

tab and the Change tab list view.

The options within the Home, Operations and Change tabs are detailed in the following table:

Description

# Attachments

# Notes

% SLA Remaining

Classification

Client Room

Close Date

Created

Customer

Customer Item

Customer Item Type

Customer Solution

Description

Displays the total number of Attachments assigned to

the request.

Displays the total number of Notes assigned to the
request.

Displays the percentage of time available before the
SLA expires.

Shows the Classification assigned to the request.

Displays the Room where the Customer can be
located.

Specifies when the request was moved first moved
into an Exit State of the Workflow.

The date when the request was first logged with the
system.

The name of the person for whom the request was
logged in the system.

The identification number of the Configuration Item
associated with the Customer. (This is especially
relevant when Item Shadowing is enabled for the
Customer Portal and a request is logged against an
Item that is different to the Customer's Item.)

The Item Type associated with the Customer Item.

Shows the Customer Note when they use the Close
option on the Customer Portal.

Displays the initial information logged for the
Customer's request.
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Description

Due Date

Escalation

Group

Identifier

Impact

Item

Item Category

Item Criticality

Item Room

Item Status

Item Type

Last Action

Layer

Logged Time (mins)

Logged by

New Note

Typically based in the SLA and Priority assigned to the
request, but in some cases may be manually
overwritten.

> is visible when the Escalation option is On for the
request.

Displays the Group identification number, if the
request is assigned to a request group.

Shows the ITIL process that the request belongs to:
“ Incident Management;
o Problem Management;

Change Management;

@ Request Fulfillment

Shows the Identifier field information of the Item
assigned to the request.

Shows the Impact associated with the request. This is
usually derived from the Criticality of the Item, but can
be adjusted manually on a request.

Shows the identifying number of the Item assigned to
the request.

Shows the Category name of the Item assigned to the
request.

States the Criticality of the ltem as defined in the
CMDB.

Displays the Room details to which the Iltem is
assigned.

Displays the stage of the Item Lifecycle that the Item is
assigned.

Shows the Type name of the Item assigned to the
request.

Details the date that action was last recorded against
the request.

Details the Escalation Layer/level or work group
assigned to the request.

Shows the total time recorded against the request.

Shows the name of the person logged the request with
the system.

@ is visible when a new Note is added to a request
and has not been opened by the assigned Technician.
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Description

New Task

Number of Affected Users

Open Date

Open Time

Org. Unit

Priority

Request#

Restore Date

SLA

Source

Status

Subject

Team

Technician

Urgency

Warning Sent

Workflow

U is displayed when a new request is added to the
List View.

Displays the number of Customers associated with the
Item assigned to the request.

Details the date the request was first logged in the
system.

Details the time the request was first logged in the
system.

The name of the Organizational Unit to which the
Customer is assigned.

Shows the Priority setting for the request.
The identifying number for the request.

Shows the date the request was moved into a
Workflow State where the SLA Restoration option is
set to Yes.

Displays the Service Level Agreement assigned to the
request.

Displays if the request was created via Email, Portal,
Widget, Phone (Technician) or Web Service.

Shows the stage of the request Workflow that the
request is assigned.

Shows content entered in the Subject field of a
request. Usually derived for the Subject line of
requests created via email, if not populated manually.

Shows the Team assigned to the request.

Displays the name of the Technicians assigned to the
request.

Shows the Urgency associated with the request.

...!, is visible if an SLA Warning has been sent to the
Technician assigned to the request.

Details the Workflow assigned to the request.

If Custom Fields have been enabled for a Request Type in Admin>Setup>Custom Fields, they will
also be available in the Views Editor drop-down list options.

List View Options: Configuration Tab

The List View options are derived from the database fields and can be customized by selecting &

within the Configuration tab.

The options within the Configuration Tab are outlined in the following table.
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Description

# Users

% SLA Uptime

% Uptime

Avg Repair Time

Avg Time to Fail

Change Team

Child R'Ships

Contract

Contract End Date

Contract Expiry

Cost

Criticality

Current Month Costs

Current Month Revenue

Customers
Deleted Date
Depreciated Value

Identifier

Incident Team
Item Category
Item No.

Item Type

Manufacturer

Displays the number of Users assigned to the Item.

Displays the percentage uptime expectation of the
SLA assigned to the Item.

Shows the actual uptime of the Item, based on the
time the Item is associated with Active Lifecycle
States.

Entries displayed here are automatically calculated
based on the average length of time an Item is offline.

Figures displayed here are automatically calculated
based on the average time between an Item being
offline.

Shows the Change Team assigned to the Item.

Displays the number of Child Relationships associated
with the Item.

Displays the Contract Number associated with the
Item.

Displays the date a Service Contract period ended.

Shows the date that a Service Contract is due to
expire.

Displays the value entered in the Costs field.

States the Criticality of the Item as defined in the
CMDB.

Uses the Charges figure within the Service Item Costs
tab, multiplied by the number of Users and days of
month passed, to calculate the month to date cost
figure.

Uses the Revenues figure within the Service ltem
Costs tab, multiplied by the number of Users and days
of month passed, to calculate the month to date
revenue figure.

Lists Customers assigned to the Item.
Shows the date the Item was deleted from the CMDB.
Displays the figure entered in the Depreciated Value.

Shows the ldentifier field information of the Item
assigned to the request.

Shows the Incident Team assigned to the Item.
Shows the Category associated with the Item.
Displays the identifying number for the Item.
Shows the Item Type associated with the Item.

Displays the Manufacturer name.
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Description

Open Requests

Org. Units

Parent R'Ships

Previous Month Costs

Previous Month Revenue

Problem Team

Purchased

Request Team

Room

Service Components

Service Level

Status

Shows the number of requests assigned an Active
Status, associated with the ltem.

Lists the Org. Units associated to the Item.

Displays the number of Parent Relationships
associated with the Item.

A reference figure for an average monthly cost, based
on the previous months costs for the Service Item.

A reference figure for an average monthly revenues,
based on the previous months revenue for the Service
Item.

Shows the Problem Team assigned to the Item.
Displays the date entered in the Purchased field.

Shows the Service Request Team assigned to the
Item.

Displays the Room associated with the Item.

For Service Items, the Item Number and Type is
displayed for other Service Items related as Children
for this ltem.

Shows the Service Level Agreement assigned to the
Item.

Displays the stage of the Item Lifecycle that the Item is
assigned.

List View Options: Users Tab

The List View options are derived from the database fields and can be customized by selecting &
within the Customers, Organizational Units, Partner Organizations and Users tab.

The options within the Users Tab are outlined in the following tables:

Customers List View options:

Customers Description

Contract # Displays the Contract Number associated with the
Customer.

Country Shows the Country assigned to the Customer's

Custom1to5

Customer Name

Date Added

account.

Shows the Custom Fields that have been configured in
the Admin>Setup>Custom Fields tab for Customer
Information.

Displays the Customer's name.

Displays the date the Customer account was first
created.
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Customers

Description

Email Address

Email Locale

FAX

Last Login

Last Logout

Ldap Source

Line Manager

Local Time
Mobile

Notes

Open Requests

Org. Unit

Owned ltems

Pager
Phone

Roles

Room

User Name

Web Access

Shows the Customer's email address as a link that can
be clicked to open a New Message email window.

Displays the language file associated with the
Customer for automated system correspondence.

Includes the Customer's facsimile number.

States the time and date when the Customer last
logged into the system.

States the time and date when the Customer last
logged out of the system.

When multiple LDAP servers are synchronized with
the system, this will display the LDAP details from
where the Customer information is sourced.

Shows the name of Manager User associated with the
Customer, which maybe relevant when seeking
approvals for Service or Change Requests.

Displays the local time for the Customer.
Includes the Customer's mobile number.

Displays information recorded in the Notes field of the
Customer Information screen.

Shows the number of requests assigned an Active
Status, logged by the Customer.

Displays the Organizational Unit assigned to the
Customer.

Lists the Item's assigned to the Customer by showing
the Item Numbers.

Includes the Customer's pager details.
Includes the Customer's telephone number.

Lists the Roles the Customer has been assigned
within the system

Displays the Room assigned to the Customer.

Displays the User Name access credentials for the
Customer's account.

Shows the Customer setting for the Web Access
option.

Organizational Units and Partner Organizations List View options:

Org. Units

Description

# Customers

City

Shows the number of Customers associated with the
Org. Unit.

Shows the City details for the Org. Unit.
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Org. Units

Description

Contract #

Country

Custom1to5

Name

Org Unit Email

Phone

Primary Contact

Primary Contact Email

Service Level

State
Website

Zip

Displays the Contract Number associated with the
Org. Unit.

Shows the contact telephone number for the Org. Unit.

Shows the Custom Fields that have been configured in
the Admin>Setup>Custom Fields tab for Org. Unit
Information.

Details the Organizational Unit's name.

Shows the Org Unit's email address as a link that can
be clicked to open a New Message email window.

Shows the contact telephone number for the Org. Unit.

Shows the name of the Customer who has been
assigned as the point of contact for the Organizational
Unit.

Shows the Primary Contact's email address as a link
that can be clicked to open a New Message email
window.

Displays the Service Level Agreement assigned to the
Org. Unit.

Displays the State information for the Org. Unit.

Displays the Org. Unit's Website details.

Shows the contact telephone number for the Org. Unit.

Users List View options:

Users

Description

Active Requests

Available

Classifications

Custom1to5

Shows the number of requests assigned an Active
Status, allocated to the User.

Includes a visual icon to easily identify if the User is
available within the system for request allocation:

@ : The User is not on leave and is available for
request assignment based on their assigned work
hours.

M. The User is not on leave but is not available for
request assignment based on their assigned work
hours.

¥ : The User has the On Vacation option enabled.

Lists any Item Classifications that have been assigned
to the User within the Skills tab.

Shows the Custom Fields that have been configured in
the Admin>Setup>Custom Fields tab for User
Information.
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Users

Description

Date Added

Default ltems

Default Portal

Email Address

FAX

Last Login

Last Logout

Ldap Source

Line Manager

Mobile
Name
Pager
Phone

Processes

Roles

Supervisor

Teams

Username

Displays the date the Customer account was first
created.

Lists any Items that have been assigned to the User
within the Skills tab.

For Users assigned multiple Roles within the system,
this field will display which Portal the User accesses by
default when they log into the system.

Shows the User's email address as a link that can be
clicked to open a New Message email window.

Includes the User's facsimile number.

States the time and date when the User last logged
into the system.

States the time and date when the User last logged out
of the system.

When multiple LDAP servers are synchronized with
the system, this will display the LDAP details from
where the User information is sourced.

Shows the name of Manager User associated with the
User, which maybe relevant when seeking approvals
for Service or Change Requests.

Includes the User's mobile number.

Shows the User's name.

Includes the User's pager details.

Shows the contact telephone number for the User.

Lists the ITIL processes the User has access to within
the system.

List the Roles the User has been assigned within the
system.

Shows the assigned Supervisor for Users assigned a
Technician or Partner Role.

Lists the service Teams the User has been assigned
to.

Displays the User Name access credentials for the
User's account.
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Custom Fields

Custom Fields

The Custom Fields function allows screens in the system to be adapted to meet specific requirements
of an organization, as additional fields can be created for different parts of the application.

Custom fields can be set for different system screens and include the option to select:

¢ Data type
+ Style
¢ Defining if the field is required or includes a description

¢ Determining whether it can be viewed or edited by the Customer (Incident, Change and Service
Request

Custom fields only.)

NOTE: A maximum of 5 fields is allowed for each option.

Enabling a Custom Field

To enable a Custom Field:
1. Select Setup>Custom Fields

The Custom Fields screen appears.
2. From the Category Filter drop-down list select the screen option

The displayed list includes all screens where custom fields can be added.

Custom Fields
Categor A M
Change Reguests
Field Data Type Style 4 Customers
Custom 1 String Text Crguns
- Incidents
Custom 2 String Text Org Units
Customn 3 String Text Partner Orgs
Custom 4 String Text Problems
Custom § String Text Releases
Service Reguests
1 - 5 of 5 Results SLAS
d Users [
Custom Fields Custom Field Locations
Articles Additional field for Articles in the Knowledge Base.
Change Requests Additional field for a Change Request.
Customers Additional field for Customer Information.
Groups Additional field for Service Request, Incident,

Problem and Change Groups.

User Guide 101



102

Custom Fields

Custom Field Locations

Incidents

Invoices

Org Units
Partner Orgs

LDAP/ADS Accounts

Problems
Releases
Service Requests

SLAs

Users

Purchase

Additional field for Incident Information.

Additional field for Invoices. (Option visible when
Billing>Invoices have been enabled for the system.)

Additional field for an Organizational Unit.
Additional field for Partner Organization.

Customized LDAP/ADS fields can be used to map
to a Directory Server when importing user account
details. See Authentication.

Additional field for Problem details.
Additional field for Release Management details.
Additional field for Service Request information.

Additional fields for Service Level Agreement
Information screen.

Additional field for the Users Information screen.

Additional field for Purchase Orders. (Option visible
when Billing>Purchase Orders have been enabled
for the system.)

NOTE: Problem, Change, Release and Service Requests are in Service Manager only

1. To define a custom field, click on the appropriate field label hyperlink

An editable window appears.

Custom Fields

Custom Fleld
Field Label]l Custom 1

Category Customer

actve | ves [ETDD

2. Toggle the Active field to Yes

Once activated, a list of options is displayed.
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Custom Fields

Custom Field
Field Label| Custom 1
Category Customer
Active | (=1 Mo

Required Yes m
Custnmer‘nﬂsible Mo

.

Data Type  5tring -

Urigue Value =]

Default Value

Input Validation  Yes m
Enable Description  Yes m

.~ FCancel  Save

Options Description

Field Label Edit the Field Label by entering the relevant name.
(Required.)
NOTE: The label entered within this field is applied
to the English Ul. For it to appear in another
language, configure this label in the
Setup>Localization>Content tab.

Active Defines the Custom Field visibility.

Required Defines if the field is mandatory when displayed.

Data Type The format required for the field.

Select the data type from the following:
¢ String (Text or List)
+ Number-Custom Field that requires a number
+ Boolean (Radio Buttons)

+ Date-Custom Field that requires a value in a
date format

¢ Currency- A currency can be defined for the
Field

+ Hyperlink - A URL can be included in the field.

User Guide 103



104

Options

Description

Style

Unique Value

Input Validation

Enable Description

From the options provided, the way the data type
will be displayed.

+ String custom field - either an open text field or
alist, or

+ Boolean custom field - uses radio buttons to
define Yes/No or True/False.

When active, the system prevents the duplication of
data within the customized field.

When enabled the Input Mask and User Mask can
be defined.

Input Mask : A regular expression to use for data
validation of values entered by a User (i.e., Zip/Post
Code, telephone no.)

User Mask: A User Friendly representation of the
Input Mask that Customers can understand should it
appear in a validation error message.

When enabled, a Description field appears that
allows the User to enter details of what information
the field is expected to capture. These details are
accessible next to the custom field on the relevant
screen.

Data Type - List

When the Data Type String - List is selected the List Contents field is displayed, which provides the
facility to create a drop down list to be created as options within the field.

To create a new list entry within the List Contents field:

1. Right click the Entries link

The Create option is displayed

Style  Text [REGE

List Contents | i Entries

Default Valug Create

Erable Description Y

2. Click Create
A New node link displayed
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Style  Text

List Contents | j. || Entries
__| Mew node

3. Enter the name of the field
4. Click outside the field to save the entry

Style Text

List Contents | .. | Entries
_J Offline Network

5. Repeat this process until all list entries have been added

To create a nested list, right click on the relevant list entry and repeat the above process.

4. 44 Entries
4. || | Offine Network
4- | | Connection
.| New node
.| Router
||| Hardware

6. To move an existing entry to a new position, select the entry, then drag and drop the entry into
its new location

List Contents | 2. | Entries
i--r.__ Offling Network

" Cornectind, Hardware
) Router

.| Hardware

7. When all the relevant details have been defined for the custom field, click Save.

St Text

List Contents | j. _J Entries
4 || | Offine Network
. 4 | Connection
.| External Issue
: .| Router
|| Hardware

Custom Fields for Incidents, Change and Service Requests

If a custom field is enabled for an Incident, Change or Service Request, additional options are
displayed. These include:
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Description

Customer Visible The custom field is visible in the Customer Portal,
otherwise it can only be viewed via Technician access.

Customer Editable Allows the Customer to edit the content within this
field.
Default Value The custom field will automatically be populated with

the value entered here when a request is created. This
value can be edited within the request screen, if

required.
Custom Fields
Custom Fleld
Field Label] Custom 1 (i ]
Category Incident

Active No

Required = Yes m
Cusiomer Vislila No & —
Customer Editable @38 No

Data Type  String ¥

s st

Unigue Value ||

Default Value -o—

input Validation  Yes RS [0
Enable Description No

Description

Custom Field description text can be used to detail
they type of information to be recorded in the field.
This may also include other useful data that could
benefit the Users and Customers.

NOTE: If Customer Visibility is set to No for a required field, then a Default Value must be defined.
This will enable the Customer to save a new request without seeing the relevant field.
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LDAP/ADS Accounts Custom Fields

The LDAP/ADS custom fields are used to define specific Customer and User fields configured within
LDAP/ADS. The custom fields for Customers and Users are completed when Users and Customers
are entered manually or imported using a .CSV file.

If Mixed Mode LDAP is applied, the same set of custom fields are used. These are listed with the
label Mixed Mode within the Custom Field Category filter list.

List View Options: Knowledge Tab

The List View options are derived from the database fields and can be customized by selecting &>
within the Knowledge Tab.

The options within the Knowledge Tab are outlined in the following table:

Description
Age Based on when the content was created, shows the age
of the Article or FAQ.
Article No. The identifying number for the Article or FAQ.
Classification Shows the Item Classification assigned to the Article or
FAQ.
Created Displays the date when the Article or FAQ was created.
Custom1to5 Shows the Custom Fields that have been configured in
the Admin>Setup>Custom Fields tab for Customer
Information.
Item Type Shows the Item Type assigned to the Article or FAQ.
Last Updated Displays when the Article or FAQ was last updated.
Mean Rating Displays the mean score rating for helpfulness of the

Article or FAQ.
Owner The User who created the Article or FAQ.

Status Details the stage of publication the Article or FAQ is
assigned (i.e., In Development, Pending Publication,
Published or Archived.)

Summary Shows the information recorded in the Summary field of
the Article, or the Question field of an FAQ.

Title Displays the Article Title.

Type Shows the Item Type assigned to the Article or FAQ.
View Date Displays when the Article or FAQ was last viewed.
Views Details the number of times the Article or FAQ has been

viewed by a Customer.

Visibility Shows who can access the Article or FAQ in the
Knowledge Base.

\otes Shows the total number of votes recorded against an
Article or FAQ.
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If Custom Fields have been enabled for a Articles in Admin>Setup>Custom Fields, they will also be
available in the Views Editor drop-down list options.

List Filters

Data within the system can be searched when the Search button appears at the top of the sub-menu
screen, next to the New button. Searches that are conducted on a regular basis can then be saved as a
List Filter, for easy reference at a later date.

The system includes at least one system defined List Filter for all screens.

To change a List Filter view, select the relevant option from the drop-down menu next to the Filter
option. This selection will persist, which allows you to move to another screen or log out and when
you return to that screen, it will render with the previously selected Filter view.

i |
My Tasks (Active] [sys]
My Tasks {All} [sys]

1™ & My Teams Queued Tasks [sys]

My Teams Tasks (Active) [sys]
5 Cﬂ My Teams Tasks (All} [sys] |

Save View as Filter...
Edit Filter List...

To create a List Filter

1. Click the Search button on the relevant screen
2. Define the search parameters

Select Search

«®

The search results will be displayed.

Go to the Filter drop-down menu that is visible in the sub-menu bar
Select Save View as Filter

Enter the Filter Name

If the filtered view is to be used by other Users, tick the Shared option
Select the Roles or Team that will share the saved search

Click Save.

The saved List Filter is saved within the Filter drop down options.

0 X N o 0o

List Views can be edited and deleted by selecting the Edit Filter List option from the pop-up menu in
the Filter option. See: List Views.

Changing Roles

If a User is assigned more than one Role in the application, they can switch to another Role after
logging into the system that provides the User access to their assigned Default Portal.

The User Roles of Supervisor or Technician, Finance and Manager are consolidated within one User
view. Therefore, if a User is assigned Finance, Manager and Supervisor/Technician access, they can
view all functionality related to these Roles within the User view. If the User is also assigned Admin
and Customer access, next to their login name, the options of Setup and Customer will be displayed.
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[Setup] [Customer] Supervisor, Danny

The Administrator can access the administrator functionality within the Setup view. If the
Administrator is also assigned User and Customer access, next to their login name, the options of
User and Customer will be displayed.

[User] [Customer] Supervisor, Danny

Users or Administrators who are also assigned Customer access can view the Customer Portal
through the Customer link displayed in the sub-menu bar. Whilst logged in as the Customer, the
options of User and Admin Portal will be displayed within the Customer Portal sidebar Menu.

Menu

o Mew Request
R55 Reguests
E Survey

&) Chat

LR profile

! User Portal

*Admin Portal

Last Lagin
Thu, & Jul 2010
20:08:58

To move to another User Role portal:

1. Log in using the credentials for the default User Role
2. Click on the Setup/User/Customer link, as required.
The screen defaults to the selected functionality.

1.46 Buttons

Common Buttons

Create a new request, Item, Customer, etc.

Search option provided in List Views

) search
across the system.

@, Search button within activities across the
system.
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Add button allows User to add Customers,
etc

Print screen.

Closes the pop-up window.

Create a PDF document from screen
information.

Create an Excel document from screen
information.

Allows User to subscribe to RSS feeds for
information updates.

Display a received alert. Click to open the
Alert information screen.

Remove an Alert.
Create a personalized screen list view for

all Request Types, Items, Customers and
Knowledge tabs.

Open object in Edit mode.

Delete object when the screen is in edit
mode.

Rebuilds full text indexes across the
application for efficient searching.

Move an object between list boxes.

Save changes and move out of the edit
mode screen.

Cancel, not save changes and close
screen.

Close screen and return to the list view.
Add elements to a list- User skill sets, team

memberships, email aliases, SLA
Workflows.

Remove elements from a list- User skill
sets, Team memberships, email aliases,
SLA Workflows.

Apply Spell Checker, after selecting from
the drop-down list the relevant language.

Indicates a Customer's request to Chat.

Indicates an Incident.




Common Buttons

'ﬁ' Indicates a Problem.
Indicates a Change Request.

G‘ Indicates a Service Request.
Indicates a Deployment Task.

E"l Display the calendar for easy reference.

JP% Manually escalate or de-escalate a
AW request.

'ﬁ' Scroll over to display pop-up information
regarding the Item or Status Notes.

New Add new information when a screen is in
Edit mode (i.e., a new Incident Note).

s Save entry when a screen is in Edit mode.

Allows the User to save a Note as a draft,
e which they can continue working on at a
later date.

Send a handshake email and move a
= request to On Hold Pending state.

; Move a new Note to the Solution tab and
S convert status to a Pending Approval or
Closed Resolved State.

For requests with an assigned Solution, a
Show Solution button will display the
Solution to the User.

Allows the User to reply to a Note within
- the Notes Editor screen.

Email saved Notes and login credentials to
S a Customer/User.

Show Solutian,_ Displays Solution Article screen when
clicked within the Summary tab of a

request that has an assigned Solution.

In the Analysis tab, assigns a Solution
Article to a request.

In the Analysis tab, converts a Solution
associated with a request to a Knowledge
Base Solution Article.

R In the Analysis tab, removes the

association of a request with an applied
Solution.
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Item Buttons
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Indicates a Note is private and not visible
on the Customer Portal. Toggle to make
Public.

Indicates a Note public and visible on the
Customer Portal. Toggle to make Private.

Duplicate creates a copy of the request
and links the copy to the original request.
The User can then amend the Customer or
Item details, if required.

Opens the request details and history in a
print screen.

Allows the User to create an Alert for the
request, which is then visible within the
Analysis tab.

Group requests.

Removes a request from a group.

Moves the request to the closed accept
state and publishes the new Knowledge
Base content.

Moves the request to the KBA - Rework
state and moves the related Knowledge
Base content to a In Development state.

Moves the request to the closed rejected
state and moves the related Knowledge
Base content to a In Development state to
allow the author to delete.

Copy selected Item details when creating a
new ltem.

Allows User to update the ownership status
for multiple Items in one transaction.

Add a manufacturer or vendor.

Information from multiple Snapshots of an
Item are to be stored as a single Item
record in the CMDB.

Cancel icon upload for use in a
Relationship map.

Upload an icon for use in a Relationship
map.

Modify a manufacturer or vendor.

Remove an owner from an ltem.
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Revert an Item to a previous state.

Add the selected request to the Group.

Remove the selected request from the
Group.

Outputs the Change Groups List View in a
Projects document format.

Return to the Forums list.

Edit a Forum details.

Returns User to topics list.

Hides posts from the User or Customer.
Delete a topic post.

Move a topic post.

Show a Topic post that has been hidden.

Mark the current topic for quick access as a
bookmark.

Reply to a Forum topic.

Generate a report.

Enter login details to access application.

Close out of the application.

Import CSV file of Items, Customers or
KBAs.

Test email and authentication server set-
up.

Re-enable a deleted Customer, User or
Iltem.

Synchronize the system with LDAP /AD
server.
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Common Buttons

Reset password.

&
A ] Open extended database options (i.e.
Upgrade, Create and Drop options).
Create Generate a script to create a new
database.
— ; Migrate database.
Tests the connection to the database,
— based on the details entered.
Drop Generate a script to delete a database.

Customer Portal Buttons

Remove content in search fields.

@ Search content in search fields
R ] Close the request in the Customer Portal.
o Create a new Item through the Customer
Portal.
Evaluate the usefulness of an Article.
T

Save a request Note.
Cancel a request Note.

Collapse the request View.
Displays the contents of all Notes.

Closes the expanded Notes read-only view.

© o =x 6 00

Add a new Note or upload an Attachment.

1.4.7  Online Help

To assist Users when using the system, online help is available throughout the application.

To access information relevant to an opened screen, click the Help button located in the top right
corner of the screen, next to the Logout button.

A Help Page is displayed containing information related to the application page that is open.
Navigate through the help information as necessary, or click Show to view the entire User Guide.
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1.4.8 Remember Login

The Remember login option on the Login Page allows the User to save their login details for when
they next access the system. By saving login details, the User can instantly access their Home Page
without repeating the login process, if they exit the system without using the Logout button. It
should be noted that after 30 days, the User will be prompted to re-enter their login credentials.

To use Remember login functionality:

1. Enter User Name and Password.
2. Tick the Remember Login box.

3. Click Login.

If the User ends a session without using the Logout button, they will gain immediate access to
the application when they return to the URL. To prevent the immediate login, end the session
using the Logout button.

1.4.9 Working on requests

When a request is created a Customer and Item, be that an actual object or service, are associated
with the request. The Customer's concern or query is classified based on a list derived from the
Category and Type of the Item assigned to the request. Then based on the system configuration, the
request is assigned to a Technician in a Team associated with the SLA and Workflow assigned to the

request.
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Vacation

LIVETIME

Figure 1: Request assignment logic
After the Team has been assigned to the request, the application goes through the following steps:

1. Checks if the Team has escalation layers and validates the capability of Technicians in Layer One

2. To make an assignment within the layer, the system checks if Technicians are assigned areas of
specialty - Skills or Classifications. If so, the system matches the Classification of the Incident
with the Classifications supported by the Technician

3. If multiple Technicians are assigned the relevant Classification, or if specific Classifications are
not assigned to the Technicians within the Team, then the system verifies if Team members have
been assigned to support specific Organizational Units. If so, the application will match the
Organizational Unit of the Customer to the Technician
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4. If the Team Live Priority feature has been enabled, the system checks for Team Technicians
logged into the application. If multiple matches have been made between the Technician Skills
and the Incident's Classification, and the Org Unit of the Customer and Technician, the system
checks for technicians logged into the application. However, if no match is made between the
Skills and Organizational Unit, it will still check for the logged in User if the Live Priority Team
functionality is active

5. If there are multiple valid Technicians based on Skill, Org Unit and/or Logged In User, the
application will allocate the request to a Technician with the lightest request load.

To work on a newly created or existing request, within the Summary tab you can:

¢ Review a Request or Incident and associated Item details

¢+ Add a Note

¢ Move a Request or Incident from open to closed, and any State in between
¢ Escalate a Request or Incident

¢ View request activity

¢ Manage requests as a group.

To access a complete summary of Notes in one screen, along with the associated request details select

. Print )

User Roles

User Roles

There are seven access levels in the system that determine the functionality and privileges. These
include the Administrator and Customer Roles, plus five User Roles:

¢ Supervisor

¢ Technician

¢ Partner

¢ Manager

¢ Finance.
A Default Role is assigned if multiple Roles are allocated to an individual.
A User can have more than one Role but only one of the licensed Roles of:

¢ Supervisor
¢ Partner

+ Technician.

Default Portal

Individuals can be allocated more than one Role. For Users assigned more than one Role, define a
Default Portal within their Information screen. When they log into the system, the Default Portal is
displayed and they can move to other Portals using the links provided next to their login name.

The Default Portal options include Customer, Setup for system Administrators and User, for those
assigned a Supervisor/Technician/Partner, Finance and Manager Role(s).
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When a person has multiple Roles, the Default Role is used to log into the system and the privileges
of multiple User Roles are consolidated in one view. For example, if a User is assigned Finance,
Manager and Supervisor/Technician access, they can view all functionality related to these Roles
within the User view.

When the User is also assigned Admin and Customer access, next to their login name, the options of
Setup and Customer will be displayed.

[Setup] [Customer] Supervisor, Danny

The Administrator can access the admin functionality within the Setup view. If the Administrator is
also assigned User and Customer access, next to their login name, the options of Setup and Customer
will be displayed.

[User] [Customer] Supervisor, Danny

Users or Administrators who are also assigned Customer access can view the Customer Portal
through the Customer link displayed in the sub-menu bar. Whilst logged in as the Customer, the
options of User and Admin Portal will be displayed within the Customer Portal sidebar Menu.

Menu

o Mew Request

RSS Requests

E Survey
LR profile

! User Portal

>-& Admin Portal

Last Login
Wed, 7 Jul 2010
00:30:23

To move to another User Role portal:

1. Log in using the credentials for the default User Role
2. Click on the Setup/User/Customer link, as required.

The screen defaults to the selected functionality.

User Processes

The service management application includes processes to manage the different types of requests:

¢ Service Requests
¢ Incidents

+ Problems
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¢ Change Requests
¢ Release and Deployment

¢ Service Level Management.

¢ NOTE: Service Requests, Problem, Change, Release and Deployment Management apply based
on installed license.

When User accounts are created, access to Incident, Problem, Change, Release, Deployment, Request,
Service Level, Configuration and Knowledge Management processes are allocated to the Roles.
Allocating processes gives the User access to requests and information within each assigned process.

Providing access to the licensed processes of Incident, Problem, Change and Service Requests means
the User can be assigned as a member of support Teams within that process.

Setting access to the support process of Service Level Management displays the Service Tab for the
User when they log into the application. This allows the User to create and edit SLAs, OLAs and
Underpinning Contracts.

When the privileges of Configuration and Knowledge are selected, the options to define control at a
more granular level are displayed in the User Information screen, and Users can be assigned
permission to create, edit, delete and publish elements within these processes.

The following User Roles have limitations for the processes they are assigned:

¢ The Finance Role can only be assigned Configuration and Service Level Management

¢ The Management Role can be allocated all processes but with 'Read Only"' access.

1.5.3 User Roles & Privileges

Service
Manager 7.0
User Roles
and
Privileges

Modules & Administrator Supervis Technicia Partn Financ Manag Custom
Features or n er e er er

Setup

Email Setup  Yes
and email
customization

Create Yes
Custom
Fields

Set User, Yes
Customer &
System

Privileges

Ul Yes
customization
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Service
Manager 7.0
User Roles
and
Privileges

Dynamic
database
switching

Schedule
LDAP/ADS
Integration

Item import
via AMIE or
.CSV file

Customer
Import

Scheduled
Reports

Incident
Analyzer for
Problem
Management

Enable Billing
module

Customize
Workflows

Customize
System
Messages
and
Keywords

Chat

Context
Sensitive
Help

Create Users

Assign User
Roles &
Processes

Create
Teams,
Escalation
layers &
Workgroups

Create
Customers

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Setup

Yes

Yes Yes Yes

Setup Setup Setup

Yes

Yes




Service
Manager 7.0
User Roles
and
Privileges

Enable
Customer
access

View/ Edit
Customer

Search
Customers

Re-enable
deleted Users
& Customers

Create
Organizationa
| Units

Assign
Contracts to
Cust Org.
Units

Incident
Management

Create/Edit
Incidents

Delete
Incidents

View/ Edit
other
Technicians'

Incidents

Re-assign
Incidents

Escalate
Incidents

View all
Incidents

Handshaking

Incident
Groups

Impact
analysis

View

Proposed
Solutions

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Setup

Setup

Setup

Setup

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Setup

Setup

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes
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Service
Manager 7.0
User Roles
and
Privileges

Incident
analysis

Subscribe to
RSS feeds

Request
Fulfilment

Create/Edit
Service
Requests

Delete
Service
Requests

View/ Edit
other
Technicians’
Service
Requests

View all & re-
assign
Service
Request

Approve
Service
Request

Escalate
Service
Request
status

Handshaking

View
Proposed
Solutions

Service
Request
Groups

Impact
analysis

Update
Workflow
State

Problem
Management

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Setup

Setup

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Setup

Setup

Yes

Yes Yes

Yes

Yes

Yes Yes

Yes Yes

Yes

Yes




Service
Manager 7.0
User Roles
and
Privileges

Create/Edit
Problems

Delete
Problems

View/ Edit
other
Technicians
Problems

Re-assign
Problems

Escalate
Problems

View all
Problems

Create
Known Errors

Impact
analysis

View
Proposed
Solutions &
Workarounds

Problem
analysis

Create
Workarounds

Change
Management

Create/Edit
Change
Requests

Delete
Change
Requests

View/ Edit
other
Technicians
Change
Requests

View all & re-
assign
Change
Request

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Setup

Setup

Setup

Setup

Yes

Yes

Yes

Yes

Yes

Yes

Setup

Setup

Yes

Setup

Setup

Yes Yes

Yes Yes

Yes

Yes

Yes

Yes

Setup

Setup
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Service
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Change
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Change
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Create Back
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Update
Workflow
State

Release &
Deployment

Create/Delete
Tasks

Edit Tasks

View/ Edit
other
Technicians’
Tasks

View all & Re-
assign Tasks
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Release

Define a
Deployment
Package

Control
Release
Lifecycle

Create and
Modify
Workflow
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1.5.4  Administrator Role

128

The Administrator Role performs System Configuration and Setup tasks including:

¢ Customizing the application and automated messages
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¢ Configuring the interaction between external systems, including the authentication servers and
asset management tools

¢ Enabling Customer, User, Request and System Privileges

¢ For systems with Problem Management, set parameters for automatic Problem identification
and creation.

NOTE: Multiple Administrator Roles can be created within the system

It is recommended that organizations create only one or, at maximum, two Administrators. Only an
existing Administrator can create other Administrator accounts.

If a User is assigned multiple Roles, the privileges are consolidated within a single User view. See:
Changing Roles.

1.5.,5 Supervisor Role

The Supervisor Role provides maximum access to the system for day-to-day management of the
service desk and configuration control.

Supervisor Users can:

¢ Create User and Customer accounts

¢ Assign Roles & Processes

¢ Build workflows

¢ Configure the CMDB

¢ Allocate Technicians to Teams and Escalation Layers

¢ Define Service and Operational Level Agreements (SLAs and OLAs) for the organization.
The Configuration Management Database (CMDB) is the central data repository for the support tool.
The CMDB allows centralized management of IT infrastructure through Configuration Items (Items).

Within the application, everything is tied to Items in the CMDB. Supervisors control the
configuration of the CMDB, which includes:

¢ Item Categories

*

Lifecycle Templates

*

Item Types

*

Classifications

¢ Configuration Items.

NOTE: The ability to create Items can also be assigned to other Roles, if the Administrator has
enabled the option

If a User is assigned multiple Roles, the privileges are consolidated within a single User view. See:
Changing Roles.

1.5.6 Technician Role

The Technician Role is assigned to service desk staff who work on requests.

Technicians are allocated support Processes and can then be assigned to Teams and Escalation
Layers. Technicians can belong to any number of Teams within Processes.
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1.5.8

When enabled by the Administrator, Technicians can:

¢ Create new Customers

¢ Create new Items

¢ Reassign requests

¢ Edit other Technicians' requests

¢ Create Alerts

¢ Create, edit, publish and delete Knowledge Base Articles by default.

NOTE: Every Technician must be assigned to a Supervisor

If a User is assigned multiple Roles, the privileges are consolidated within a single User view. See:
Changing Roles.

Partner Role

A Partner User is assigned to a Partner Organization and has the same privileges as a Technician
User, but can only view and support Customers associated with their assigned Partner Organization.

A Partner Role gives a User the ability to:

¢ Manage their Customers

¢ Manage their Customers' requests

¢ Create and maintain their Customers' Items

¢ View reports.
Users who are assigned the Partner Role must be associated with a Partner Organization, and this is
done manually within the User Information screen or within the Partner Organization > Technician
tab. Partner Organizations are used in the management of requests between Customers/
Organizational Units and external service providers within the support system. It allows multiple

Partner Users to be available within a Team, and assigned at relevant levels of escalations for working
on requests.

If a Partner User is created and not associated with a Partner Organization, they cannot be assigned
to a Team and therefore cannot be assigned to work on requests.

When a request is created for a Partner Organization's Customer it is automatically allocated to the
Partner User within the Partner Organization.

Manager Role

The Manager Role is a User who can oversee the activities of the service desk or specific Processes.
Managers have access to most parts of the system, primarily on a read-only basis.

The Manager access can be provided to Users who do not actively participate in the day-to-day
happenings of service and support Teams, but may require detailed information about the actions
and status of requests.

As a Manager, the User can:

¢ (Create Customers
¢ View requests within their allocated Processes

¢ Access the full range of reports
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1.5.10

¢ Create and modify Items

¢ Approve Service and Change Requests. (Based on licenses for Service Manager product.)

Users who manage the service desk and are to be included in Teams with edit access to requests,
should be allocated a Supervisor Role.

NOTE: If a User is assigned multiple User Roles, the privileges are consolidated within a single User
view. See: Changing Roles.

Finance Role

Users with the Finance Role are assigned Service Level Management and Configuration Management
by default. Their Role is primarily for driving the service costing models and, if relevant, maintaining
the Billing module that uses system Contracts and Purchase Orders.

A Finance User can:

¢ Create Customers and Items

¢ Project end to end Service costs

¢ Complete access to SLA's and OLA's
¢ Access reports

¢ Bill for services

¢ Process payment for Invoices

¢ Cancel Maintenance Contracts

¢ Manage IT and Service Assets.

NOTE: A User assigned the Finance Role is the only User with the privilege to process the payment
of Invoices

This is relevant for systems that have the Invoice option enabled in the Billing Setup.

If a User is assigned the Supervisor and Finance Role, the privileges are consolidated within a single
User view. See: Changing Roles.

Customer Role

The Customer Role is for users who submit Service Requests, Incidents and possibly Change
Requests to the service desk.

Within the system, based on the system configuration, Customers can:

¢ Create and manage requests via email

¢ Create, view or edit their requests through the Customer Portal

¢ Self-diagnose issues using the Knowledge Base

¢ Access proposed Solutions during the request creation process

¢ Participate in a live chat with Technicians to discuss their issues

¢ Subscribe to RSS feeds for the latest information on their requests
¢ Access the Knowledge Base, Forums and FAQs

¢ Customers have access to their Items' Outages information
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¢ View all Services offered by the Service Organization, if enabled for the system

¢ Approve Service and Change Requests. (Based on licenses for Service Manager product.)
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Supervisor Guide

Supervisor View

[LVAFT UMl Alerts Chat Events My Aoccount Quick Calls  Group Templates Dashboard Feedback [Setup] [Customer] Simone Supervisor

The Supervisor Role provides maximum access to the system and includes the capability to configure
the structure of the Configuration Management Database (CMDB), Workflows, Service Level
Agreements, Teams, Customer and User details.

The Supervisor view has the following tabs to populate and use the system:

*

Home - Provides the User with a list of their active requests, dashboard reports and survey
responses. Allows the User to create Alerts and Quick Call templates, and edit their account
details.

Operations - Allows the User to view, create and edit all Service Requests, Incidents and
Problems.

Change - Allows the User to view, create and edit all Change Requests, and if relevant Release
and Deployment tasks.

Configuration - Allows the User to configure the CMDB including the setup of Item Categories,
Item Types and Configuration Items.

Service - Allows the User to define Service Level Agreements, create Operation Level
Agreements and Underpinning Contracts and view all Maintenance Contracts.

User - Enables the User to create other User accounts, Customer accounts, Organizational Units,
Partner Organizations and define support Teams.

Knowledge - Allows the User to view, create and edit Knowledge Base Articles, FAQ's, and
Article groups. Users can also create and manage Surveys and Forums within this tab, if enabled
within their account information screen.

Reports - Provides the User access to all Reports generated by the system.

Finance - Allows the User to view, edit and create Invoices and Purchase Orders (if enabled).

NOTE: If a Supervisor User is also assigned Finance and/or Manager privileges, the functionality of
all Roles is accessible through the Supervisor User view.
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2.2 ITIL

The objective of ITIL Service Management is to provide IT services to business customers that are fit
for purpose, stable and reliable to the point of a business trusting them as a utility. This is achieved by
encouraging service providers to adapt a common framework of practices across all areas of IT with
the single aim of delivering value to the business.

An ITIL approach to service management protects an organization's IT investment. It ensures
organizations baseline services and build capabilities to learn in one area of the organization while
providing improvements elsewhere. ITIL delivers service management functionality with sound
structure, stability and strength that is built on principles, methods and tools.

The essence of ITIL core practice is captured by the Service Lifecycle that demonstrates an iterative
and multidimensional approach to providing services. The phases of the Service Lifecycle include:

* Service Strategy: sets the objectives and performance expectations for IT Services and IT Service
Management in line with the organizational needs.

¢ Service Design: focuses on designing new or changed services for introduction into the
production environment.

¢ Service Transition: plans and manages the capacity and resources needed to package, build, test
and deploy a release into production, while establishing the service within the customer and
stakeholder requirements.

¢ Service Operations: coordinates and conducts activities and processes needed to deliver and
support services at agreed levels to business users and customers.

¢ Continual Service Improvement:constantly aligns and realigns IT service to the evolving business
requirements by identifying and implementing to the IT services that underpin the business
processes.

Our service management application offers the following capabilities:

+ Financial Management (Service Strategy)

¢ Service Portfolio (Service Strategy)

¢ Service Catalog (Service Design)

¢ Service Level Management (Service Design)

¢ Change Management (Service Transition)

¢ Service Asset & Configuration Management (Service Transition)
¢ Release & Deployment (Service Transition)

¢ Knowledge Management (Service Transition)

¢ Incident Management (Service Operation)

¢ Problem Management (Service Operation)

¢ Request Fulfillment (Service Operation)

2.3 Home
2.3.1 Home

|Home | Operation Change Conf

I"VAFT UM Alerts Chat Events My Account Quick Calls Group Templates Dashboard Feedback [Setup] [Customer] Simone Supervisor
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When a User logs into the application, the system defaults to the Home tab. This allows the User to
instantly access requests that have been allocated to them and their Teams, which are currently
active. Alternatively to default to the Dashboard, a User can update the Default Home option in their
My Account screen.

As a Supervisor, Alerts and Quick Call templates can be created for system-wide use within the
Home tab. Personal Account information can be accessed and modified in the My Account screen.
Service metrics can be displayed graphically within the fully configurable Dashboard tab.

The Home tab gives access to the following tabs:
¢ My Tasks - Provides the User with a list of their active requests and their Team's active request.
Queued requests, if enabled, are also available in the Home Tab.

¢ Dashboard - The Dashboard can be configured to provide the User with the real time service
desk data

+ Alerts - Allows the User to view, create or edit alerts

¢ Chat- Allows the User to view and accept Customer's chat requests (when enabled in the system
Setup)

¢ Calendar - Displays an event calendar for User's requests and due dates, along with Resource
and Outages calendars

¢ My Account - Allows the User to edit their personal information including email preferences,
password resets, if enabled, and set their time zone

¢ Quick Calls - Allows the User to create Quick Call templates, for all Users of the application

¢ Group Templates - Allows the User to define Group Templates used when creating Request,
Incident and Change groups

¢ Feedback - Allows the User to access published Surveys that are ready for completion.

My Tasks

My Tasks displays current active requests allocated to the logged in User. They can also view a list of
active or all tasks assigned to the Team(s) the User is associated with, by selecting the relevant My
Teams Tasks Filter. If the Queue option is enabled for the User's Teams, My Teams Queued Tasks is
also accessible in the Filter drop down list.

The List View can also be customized by clicking .
From this screen requests can be:

¢ Created

¢ Searched

¢ Grouped

¢ Exported to PDF or Excel

¢ Subscribed to for updates via RSS feeds.

If the User is a member of a Service Request, Change, Deployment, Problem or Incident Team, the list
will contain all active requests assigned to them for each Process.

To view a request details, select the Reference # hyperlink.
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Tasks
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Creating a new request

To create a new request:

1. Select Home>My Tasks

The Tasks screen appears.
2. Click New

The Request Information screen appears.

r» Roequest# ¥ [P Created . Open Time & Due Dal  Status = Priotity. tem Typ Team

Emall Service
Emal Sarvice
Emai Service

Service Desk

Incident Team

Incident Team

Reguest Team

Incident Team

Filtr: My Teams Tasks (Active) [sys] & Display: ' 10 & @&

Marcelna Fidelo Help

Edward Norton Email cannot be sent
Marceina Fidelo Omns
Vince Tatty Reports for Trending

Find Customer

First Name Email

Last Name Phone
Username Org. Unit

DMVBTI:-E! Search

(o +]

Name = Phone = Org Unit

Amber Wallan 03 9797 999 MyCompany - White
Barney Sanderson 03 9787 949 MyCompany - Teal
Calvin Johns 02 9797 9797 MyCompany - Green
Carla Parscns 03 8797 999 MyCompany - Lilac
Dawn Knight 02 8797 9797 MyCompany - Green
Dennis Barry 02 8797 9797 MyCompany - Pink
Fiona Nanders 02 8797 9787 MyCompany - Azure
Francis Young MyCompany - Azure
Jamie Stewart 03 8797 959 MyCompany - Teal
John Brown 02 8797 9797 MyCompany - Pink

0of 19 Resuts = |

3. Search and select a Customer

See: Searching for Customers or Creating a New Customer.

4. Search and select an Item

See: Searching for an Item.

5. Select the Service Type, Classification and enter in the task Description
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2.3.3

Selecting the Service Type defines the task as an Incident, Problem, Change or Service Request.
6. Click Save.

NOTE: Refer to the specific Process section of the User Guide, for more detailed information about
working with the newly created task.

Request Search Tips:

Search results displayed within the Home tab include requests associated with the logged in User or
their associated Teams. To access a search results list across all Users in the system, perform the
search within the relevant Process tab.

¢ The request search option has a default Status to search only Active Requests. To ensure search
success, select the relevant Incident Status, if unsure, select All

¢ To search across multiple Processes, leave the Type field blank

¢ To search for multiple requests numbers at once, insert a comma separator between ID numbers

¢ To search based on a request Status, select the request Workflow option from the Workflow
drop-down list. Once selected, a list of States is displayed

¢ To search by Classification, select an Item Category from the Category drop-down list. After the
Category is chosen, a list of Classifications is displayed

¢ To search based on the content of a request Description, select the Full Text option within the
Search and enter a relevant term (See: Full text searches.)

¢ To search using an Item's Custom field information, select the Item Category to display any
Custom Fields enabled for that Item.

NOTE: For information regarding request assignment, reviewing a request, adding notes or
updating the status, refer to Working on a Request.

Searching for an Item

Searching for an ltem

To search for Items in the CMDB use the Search button on the Configuration>Items screen.
To search for an Item:

1. Click
& Search

A search page is displayed with the options to search across the Team, Item Status,
Manufacturers, Global Items, Item Ownership, Item Categories and Types. There is also the
option for the search results to return deleted Item information.
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Global Optiens () Attributes () Full Text
Item No. || |

Ak

Team
Status B All
) Active
D Inactive
Manufacturer

L3

Search Globals ~ All

L3

[ Deleted Item Only
Last Name
Org. Unit
Item Category
[tem Type

L3

2. Define any Item Attributes

To complete a Full Text search select that option and then enter relevant text in the Term field.
(See: Full text searches.)

3. Click

A list of Items will be displayed.

For an advanced search on specific Item details, it is necessary to enter the Item Category. When this
is selected the Item search page will expand:
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Search tems

Global Options (%) Attributes () Full Text CPU
Item Mo, RAM
Team = MAC Address
Status @ Metwork Address
() Active
MNetwork N
() Inactive St
() selected Platform s
Manufacturer ¥ 05 Version 5
Search Globals Al ¥ Version
] Deleted tem Only Licenses
Corier Options Serial Number
Last Name
Platform String
Org. Unit
Type Cptions

Ak

ltem Category  Hardware

Item Type

Tips on searching for an Item:

¢ Select the Deleted Items Only option to return a list of all Items that have been deleted in the
system. To re-enable these deleted Items, once the search is executed, select the Item ID#
followed by

%

¢ To search on an Item's Status, first select the Item Category
¢ To search on attribute fields of an Item, first select the Item Category

¢ To return a list of Items that are allocated to Customers or Org Units, select the Assigned Only
option from the Search Globals drop-down list.

Full Text Search Options

A variety of search options, including the ability to search using terms or phrases, can be used to find
information in the Knowledge Base or using any full text search fields included in system search
screens. Search options include:

¢ A single character wildcard search using the ? symbol

¢ A multiple character wildcard search using the * symbol

¢ A fuzzy search using the tilde, ~, symbol at the end of a single word. For example, to find words
similar to roam, enter roam~ and this will return terms like foam and roams.
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When searching using a phrase, the group of words need to be entered in the Text field within double
quotation marks, for example, "user account access". Complex searches can be conducted using a
combination of phrases or terms with boolean operators and all search results are relative to the Team
assignment of the User or Item ownership for a Customer.

The boolean operators (i.e., AND, NOT, OR, +) must be entered as uppercase letters. For example:

+ "user" OR "account" returns results related to either word
+ "user" AND "account" returns results with both words
¢ "user" NOT "account" returns results including "user" but not "account”

¢ +user account returns results that must contain "user" and may contain "account”

"non

¢ "user" -"account" returns results that contain "user" but not "account”. (Same results as using
NOT.)

To further control the boolean logic, more complex searches can be conducted. For example, to search
for either "user" or "account” and "access", the search words would be entered as: (user OR account)
AND access. This will return results where "access" must be included, while either term of "user" or
"account” is found.

Fuzzy logic searches using the '~' (tilde) can be performed on a single word term with the '~' at the
end of the word. A value between 0 to 1 can also be applied to the search, where the value closer to 1
ensures terms with higher similarity are matched. If a value is not defined, the default of 0.5 is
applied to the search. For example, roam~ should return results with similar spelling, like foam and
roams. The search term of roam~0.8 might return words like roams, roamed.

Wildcards can be used to replace single character '?' and multiple characters *' in search terms. For
example, te?t, test* or te*t. Wildcards can not be used as the first character of a search.

Proximity searches can be used to find words in a phrase within a specific distance away from the
entered search term. To conduct a proximity search use "~" at the end of the phrase. For example,

"user account"~10 will search for results where the word user and account are within 10 words of
each other.

Escape character searches are also supported in the system and include: +- & 1 L () {} []*"~*?:\

An example of using escape characters when searching for (1+1):2, requires the search syntax of
\ (1\+1\)\:2 to be entered. It should be noted that the '\' must be entered before the escape
characters.

Field Searches

Within the system full text searches can be conducted on specific fields, these include:

Search Screen Fields

Request Subject, description, notes, attachments and solution.
Item Number, itemtype, category, attachments and notes.
Knowledge Base Title, summary, body, attachments, itemtype,

classification, and custom1-5.

Forum Title, content and author (last name).
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2.3.4

To search on a specific field, within the Term or All Text field enter the name of the field to be
searched on followed by a colon and the term or text. For example, if searching for a specific Title, the
Term or All Text search field would be completed as follows for the various search types:

¢ single word search - title:canceled

¢ phrase search - title:"canceled ticket"

¢ multiple word search - title:canceled OR title:ticket.

Dashboard

The Dashboard can be customized to display automatically updating request lists, system reports
and information using widgets. The Request Stream widget provides Users with a list of requests
that automatically updates without requiring a screen refresh, as is required in the My Tasks tab.

Home

MyTasis Qb LU0 Merts Chat  Calendar My Account  Quick Calls  Group Templates  Feedback [Setup]  [Customer] Simone Supervisor

(i wiges Y emiaox |

My Request Stream Requests by Type Clock

1000050 Create new account on e O
authentication server and synch with
Service Desk
Grean
Service Desk Change Team at
Updated 7 days ago

o

) 1000046 Create now account on e D
authentication server and synch with
Service Desk
Pink
Sarvice Desk

0. B

(J 1000040 Create new accounton e D Incidant Team F 3

Sorvico Roquos [ .

Team

authentication server and synch with

Service Desk

Green 0 5 10 15 20 25 30
Service Desk e 2 20
Updated 7 days ago Bacusete

[Opon}

€ - JEIG 15

o 1000053 New Phone Request e 0

Green
Unic Request Originators

Updated 7 days ago 5
Rwhw Item MyCompany - Green 8

1000049 New Phone Request e 0 0

Pink MyComy - Pink 4
Unknown Caopany,

Updated 7 days ago Day
MyCompany + | I KL

Requests

Dashboard as default Home Tab

Users can set the Dashboard as their default landing page upon logging into the system, by adjusting
the Default Home option within the My Account screen.

Emaill supervisor@mycompa

Default Portal ~ User Portal *1  Setto Dashboard. if the

Defautt Home (JTasks () Dashboard e [
l|

isboard lab 1s to be
1e Home page when
Notifications ®ves (No

logaing into the system
Motify Via  SMS

4k

Phone 02 9997 7770
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Customizing the Dashboard

Information displayed on the Dashboard can be adjusted according to the Layout defined and the
widgets selected.

To customize the Dashboard Layout, within the Home tab:
1. Select the Dashboard tab

The Add Widget and Edit Layout buttons are visible on the right side of the screen.
2. Click

The Edit Layout window is displayed.

Edit layout *

Choose dashboard layout

3. Click the image for the required Layout option

The screen will default to the selected option. To move any existing widgets to another location
on the screen, click on the widget heading and drag to the preferred location.

Widget Menu Options

To access the Minimize, View Data, Refresh and Delete widget menu options, scroll over the widget
header.

My Request Stream

+
100002 Upgrade software d/b
Pink ! i

[ War nea [

Updated T minutes ago :
Open lo displa

My Request Stream *
— Minimize
100002 Upgrade software ~ View Data
Fink Refresh
Updated 3 days ago @ |
I ® Delete
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Menu Option Description

Minimize/Maximize Select Minimize to reduce the view of the widget to the
Widget Header. When minimized, the Maximize option
becomes available. Click Maximize to display the
widget in full.

View Data Available within the Request Stream widget menu
option. Select to view the request details that make up
the widget content.

Refresh Select to manually refresh the data displayed.

Delete Click to remove the widget from the dashboard. A
warning message will be displayed, select OK to
continue with the deletion process.

To add widgets to the Dashboard, within the Home tab:
1. Select the Dashboard option

The Add Widget and Edit Layout buttons are visible on the right side of the screen.
2. Click

Add Widget

The Widget Directory is displayed with the categories across request types, Configuration
Management, Finance and Ultilities.

3. Select a widget category
The list of available widgets is refreshed based on the category selected.
4. Click the Add Widget button for the widget to be included on the Dashboard
The widget is applied to the Dashboard and the Directory screen is closed automatically.
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| Widget Directory

All Requests (8) G P
Change Regquest -
o0

Caonfiguration Reporns
5}

Finance Aepans (4) . Add Widget

Incident Reports (25)
My Task Repons (14)

Omganization Repons
(23)
Problem Repons (24)

Sernvice Request Repons
(26)

Techniclan Repors (5)
Litiiies (2)

All Incldents [sys] Stream
By LiveTime Software

Request Stream defined by the “All
Incidents [sys]' Filter

Closed Incident by Age
By LiveTime Software
Closed Incldent by Age

Incident by Customaer
By LiveTime Software

T (R T S P—

ko

Cancel

4

5. To move the widgets to another location on the screen, click the widget heading to engage the
drag icon and move the widget to the preferred place on the dashboard.

Dashboard

' My Request Stream

(& 100002  Upgrade software e O

Pink
Updated 3 days ago
Open

| Active Requests By Team

Change Team

Team

o I
*

iF -':__Iq

| ihquut Volume Manthly

2.3.5 Alerts

Type

e

Emai

;_Gosed Incident by Age

=] bl 37

Alerts are an internal mechanism used by Administrators, Supervisors and Technicians to notify

Users and Customers about important issues relevant to them or their environment.
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NOTE: It should be noted that Technicians can only create Alerts if enabled by the Administrator in
Setup>Privileges>Users.

Alerts generated within the Home tab or within a request can act as reminders or notifications for
personal use, for a specific User, or for Users of a particular Role. Alerts can be scheduled to be
published and dismissed. Automatically generated Alerts result from SLA warnings and breaches.

System generated Alerts are created for Administrator Users when ADS/LDAP sync and AMIE Item
import tasks are completed.

Viewing Alerts

When an Alert is received, the Alert icon flashes in the top right corner, next to the login name:

[Setup] [Customer] Supervisor, Danny

To view a received Alert:
1. Click on the icon

The Alert screen opens with all current Alerts. The icon in the first column indicates whether the
Alert is Information, a Warning or Urgent.

Alerts
Publish = Severity = Title =
= U 050311 20035 Information User alert

1-1 of 1 Results

2. Click on the date in the Publish column to view the details of the Alert

The default window displayed will include a Click Here link to access related information such
as Incident or Solution details.

3. Click Done to close and keep the Alert, or Dismiss to delete it from the pop-up window and
disable the flashing icon

4. To dismiss one or multiple Alerts within the Alerts list, check the boxes next to the relevant
Alerts and then select the Dismiss option

Alerts
Publish T Severity = Tite =
E] U 05/03/11 20:35  Information User alert

1-1 of 1 Results

5. To subscribe to RSS feeds for Alert updates, select the RSS button.
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Creating Alerts

To create an Alert:

1. Select Home>Alerts
2. Select New
The Alerts editor appears.
3. Enter a Publish and Dismiss date

Alert Details Description
Created The current date and time.
Publish The date the Alert is published. Use the calendar icon to

the right of the field, to select a Publish date.

Set to a date in the future, or use the default to publish
the Alert immediately.

Dismiss The date the Alert ceases to be available. Use the
calendar icon to the right of the field, to select a Publish
date. On this date, the Alert will disappear from a User's
Alert list.

Severity The type of Alert to be published. The choices are:
* Information — for general Alerts
* Warning — to warn Users of potential issues

+ Urgent — to publish an urgent actionable message.

The icon appearing with the message will depend on
the type of Alert.

User The User type to receive the Alert, which include:

+ Specific Customer or User - In the Find User or
Customer list, click search to select the recipient
from the drop-down list.

+ User Role - An Alert sent to a User Role will go to
all Users with that Role.

+ Personal Alert - A personal Alert appears on the
User's own screen at the Publish date.

+ Organizational Units - In the Find Org. Unit field,
search and select the recipients.

+ Public - A Public Alert appears when the Public
Alert link is selected on the Login Page.

Title Enter the title of the Alert.

Message Enter the main content of the Alert.

4. Select the Severity for the Alert message
5. Select the User
Options include selecting User Roles, a specific User or personal.
6. Enter a Title for the Alert
7. Enter the Message content for the Alert
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8. Click Save

Alerts with current Publish dates will be sent immediately.

Alert Editor

Created 02/06/12 13:30

(=]

Publish] 02/06/12 13:30

E

Dismiss | 02/13/12 00:00

Severity  Information %

User  yser Role =
[ supervisor [ Technizian [ Partner
= Manager [ IFinance [T Customer
Titie | User alert updates
i
Mess
agel Format ~ Font Family -~ Font Size - | | prm GF -
A-B J Um|ZiZ«|EEE|x x
—_—
To recelve alert updates subscribe to an RSS feed.|
Path: Words:B y

9. Click Done.

Deleting Alerts

Alerts can be deleted within the List View by selecting one or more Alert checkboxes and clicking the
Delete button. Alternatively, they can be deleted individually within the Alert Editor information
screen by selecting the Delete button.

SLA Breach Alerts

Alerts are also used by the system to inform Users about SLA breaches. The Alert will be addressed
to the User and assigned to the request that has failed to reach an SLA target. The breach will contain
information such as the affected Request ID, and how the SLA has been breached.

Administrator Alerts

The system will generate an Alert for the system Administrator when the system has been
synchronized with directory servers or an external asset management tool. Active system Alerts can
be viewed by the Administrator in My Accounts>Alerts.
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2.3.6

Chat

Chat allows Customers and Technician Users to interact in real-time, regarding Customer requests.
When the system Chat facility has been activated for the application, and if a User has enabled their
availability for chat sessions, Customers with an active request can initiate a chat with the User
assigned to the Customer’s request. Or, if the Privilege is selected within the application Setup, the
Customer can chat with any Technician within the Team assigned to their request.

The Administrator can enable the system Chat facility for the application within
Setup>Privileges>System.

Enable User Availability

If the Chat feature is active for the application, a User must set their availability to Available for Chat,
in order for a Customer to access the functionality within the Customer Portal. A Customer can only
initiate a chat with the User, if the User is logged into the application and the Available for Chat
option is active.

If the User is Available For Chat and the Customer logs onto the Customer Portal to access a request
update, the Customer is able to initiate a chat session with the User from within the Chat menu.

To activate the User availability:

1. Select the Home tab
2. Move to the My Account Option
3. Select Edit

L3

Date Format  mm/dd /vy

Country  Antarctica
\Time Zone  (GMT -8:00) Pacific Time (US & Canada), ™ =

Awailable For Chat @ ves ()Mo

EL3

Cancel Save
L L

4. Select Yes within the Available For Chat option

When the option is set to No, Customers will not be able to initiate a chat with them, from the
Customer Portal.

5. Click Save.

With the availability option enabled, Customers can initiate chat sessions with the User from the
Customer Portal.

Accept a Customer Chat

When a Customer has initiated a chat, their chat request is placed within a User's chat queue. = is
displayed next to the logged in User Name (on the right hand side of the sub-menu bar) to alert the
User that a Customer has requested a chat session.

For Users to accept a chat session initiated by a Customer:

1. Click the icon
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2.3.7

Or, go to Home > Chat to view the chat queue

Chat Cueue
Request Deszcription Customer Created Accept Remave
100114 help me with my issue please Supervizor User 0503101542 - ﬁ}

1 -1 of 1 Resultz

2. At the chat queue, select a chat request by clicking the Accept icon
The chat window opens.

3. The User/Customer chat can commence.

Email Chat Button

A copy of the chat transcript can be emailed to the Customer by selecting the Email button within the
chat window.

Chat with Supervisor User (Request # 100014) ==

- e e chatting with Supe B |
[17:14] : Hi, how can | help

End Chat Button

To end a chat session, close the chat window. When the window is closed a message is displayed to
notify the User that the chat transcript was saved as a request Note.

Request Note

A chat session request Note is created when a chat commences. The Note is continually updated as
messages are posted by chat members. When the chat ends, a chat transcript is accessible to Users
and the Customer within the Notes tab of the request.

NOTE: It is advised that a chat sessionnot be refreshed, as refreshing a chat window will effectively
close the chat.

Calendar

The Calendar provides Users with information regarding request due dates, planned outages,
scheduled vacations and requests. Within the Calendar screen Users of Google Calendar, Microsoft
Outlook, Apple iCal or any calendar application that supports the iCalendar format can subscribe to
the system's calendar and updates to their schedule are automatically applied to their personal
calendar application. The system provides separate Feeds for outages, requests, holidays, vacations
and scheduled requests.
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Subscribe to Calendars

To subscribe to a calendar feed, select the required calendar in the Legend view and the calendaring
tool will display a message wanting confirmation of the subscription. Alternatively, use the calendar
application's Subscribe menu option and complete the URL details for the required feed.

| 4 » today May 2012 m week = day |
Legend
Sun Maon Tue Wed Thu Frl Sat
2 3 4 AN puic Holldays ]
| Technician Leave ]
[45 Piarined Oviags |
[Planned Outages )]
6 7 -] ] 10 11 12
Cabndobee — — ]
13 14 15 16 17 18 19
[#1:40a CR 100002 |
20 21 22 23 24 25 26
27 28 29 30 31

To filter the dates displayed in the calendar view, use the month, week and day tab. To view request
details, click on the relevant Request ID hyperlink.

2.3.8 My Account

The My Account tab allows the User to:

+ Edit personal information and notification preferences
¢ Reset their Username and password

¢ Set Password questions, if enabled in the system

¢ Select the Default Portal and Home tab landing page

+ Set a Time Zone and Date Format.

NOTE: Fields imported through an LDAP or Active Directory server cannot be changed.

Editing Account Information

To edit account information:
1. Select Home>My Account

The Account Information screen appears.
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Account Information

Simone Supervisor

First Name
Last Name
Username
Password

Fassword Question
One

Answer One

Fassword Question
Two

Answer Two
Email

Default Portal
Default Home
Wotifications
Motify Wia
FPhaone
Mobile

Fax

Fager

Date Format
Country

Time Zone

Simone

Supervisor

super

HAHAXAHANK

What is the name of your favorite childhood friend?
Lisa

What was the name of your first stuffed animal?
Big Ted

Supenisor@mycompany .com

User Portal

Tasks

On

SMS
02 8587 7778

mimddiyy

Australia

MNew South Wales

(GMT +10:00) Melbourne, Sydney, Canberra, Port Moresby

2. Click Edit

3. Make the required changes
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Account Information

First Name

Last Name

Username
Password

Confirm Password

Password Question One/Two

Answer One/Two

Default Portal

Default Home

Preferred Communication

Email

Receive Notification

Phone, Mobile, Pager

Date Format

First name of the Account User. If account
information is imported via LDAP or Active
Directory, First Name will not be editable.

Last name of the Account User. If account
information is imported via LDAP or Active
Directory, Last Name will not be editable.

Username name of the Account User.
Password reset.

Re-enter the password to confirm correct entry of
the selected password.

Select questions that are to be asked when the Lost
Password link is selected in the Login Page and the
challenge questions are required to verify Users
details before re-sending the system password.

(These fields are displayed when Password
Questions option has been enabled in
Setup>Privileges>System.)

Enter the answers to the questions.

Where a User has more than one Role, the Default
Role will be the Role used at login.

The User can define the tasks Home tab or the
Dashboard tab as the default landing page when
they log into the system.

Select Email or SMS as the preferred method of
receiving updates from the system.

This field is visible if the User also has a Customer
Role in the system and the Customer Defined
Contact option is enabled in
Setup>Privileges>CustomerTab. It only applies,
when the Team has the Customer Notification
option set to Customer Defined.

Email address for the Account User.

When set to No the User will not receive system-
generated emails when requests are created or
updated. Irrespective of the setting in this field when
a request is escalated to a User, an email
notification will be sent.

Telephone, mobile and pager details. If these fields
are imported via LDAP or Active Directory they will
not be editable.

Preferred date format.
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Account Information

Country When Country details are entered, if the Country
has States, a States list will be displayed. (If the
option is not available is the displayed list, additional
options can be configured by the Administrator in
Setup>Localization> Regions.)

Time Zone User's Time zone

Available for Chat Using this option Users can select whether they are
available for a Chat request, when the Chat facility
is enabled.

4. Click Save.

Receiving Email

If a User does not wish to receive email notifications when they are assigned a new request, or when
changes are made to a request (i.e., a new request Note has been logged by the Customer) set the
Receive Email option to No.

It should be noted that regardless of what is selected for the Receive Email option, if a request is
escalated to the User, a notification email is forwarded to them by the system.

2.3.9 Quick Calls

A Quick Call is a commonly created request that uses a template. Creating a template saves time and
effort because the details of commonly created requests can be customized as part of a template that
is automatically applied when the request is logged with the system.

If Quick Calls have been enabled by the Administrator in Setup>Privileges>Requests, the Quick Calls
sub-menu option is available within the Home tab of the Supervisor screen.

Supervisors create the Quick Calls or Templates for frequently received requests that are used by
other Users during the request creation process. Access privileges for Quick Call templates can be set
for Supervisors', Technicians', Partners' and Customers' use.

Quick Calls
tiew . Filter: QuickCalls [sys] % Display: 10 %

Name 2 Process = Duration= Status = Priority = Requests Supervisors Technicians Partners Customers

Create Account Service 2 Pending Low 0 Yes Yes Yes No
Reguest

Password Reset Service 2 Closed - Resolved  Low o Yes Yes Yes Yes
Request

System Offline Incident 2z Cpen High o Yes Yes Yes No

1- 3 of 3 Results

Scheduled Quick Calls

Regularly logged requests can use the Quick Call functionality to automatically create requests in the
system when the Supervisor pre-sets the content of the request and customizes a timetable. The
system can automatically apply Quick Call templates to create requests on a Daily, Weekly, Monthly,
Bimonthly, Quarterly, Bi-Annually, Annually, Bi-Weekly, set Day of Week or on a One Time basis.
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Schedule

Status #) on () OFf

Interval  Daily

Ak

Generation Daily @ 6:00 N

To access the list of Scheduled Quick Call Templates for use in the system, use the Filter option within
the Quick Call sub-menu.

Quick Calls
hew Filter: Scheduled QuickCalls [sys] ¢ Display: 10 %
Name = Process = Duration= Status = Priority = Reguests Mext Creation Next Due
Reset Public Holidays Change 2 Open Low (1] 236 Days, 16 Hrs, 45 Mins 236 Days, 16 Hrs, 47 Mins
Reguest
1-10of 1 Results

Creating Quick Call Templates

To create a Quick Call Template:

1. Select Home>Quick Calls
2. Click New

The Quick Call editor appears.
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Quick Calls

Detalls Schedule
Name | status Oon @or
Process | s Notification
-
iy o Customer None =
Default SLA]  Bronze - Customer CCs
impact| . Technician ~ None 5
Urgency | s Technician CCs
Pricrity
Access ™) By Role () By Team
ESupervisors
ET&cnnicians
E]Partners
Icustomers
Estimate | Mins
ilisbesontion i
= /|
Subject
e
saokn) Format - Font Family - Font Size - | | m G -
A-B 7 U & |26« |EEZ=E| %X
e i
Path: Words:0 y
3. Enter template information
Options Description
Details
Name* Enter a name for the template. This will appear in
the drop-down list of templates available when
creating a request.
Process* Select the Process in which the template will be
used (Incident/Problem/Change/Service Request).
Iltem If relevant, select an Item to assign to a Quick Call.

This option is not visible when Contracts are
enabled.

NOTE: If no Item or the Unknown Item is assigned
to the template, the Quick Call will be made
available in the Request Type drop-down list of the
Details tab, after an Item has been assigned to the
request.
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Options

Description

Classification*

Default SLA*

Default Workflow*

Default Status*

Team*

Technician

Impact*

Urgency*

If an Item has been assigned to a Quick Call, the
Classification option is displayed. Select the
relevant Classification for the Quick Call template.

Select a default SLA to be assigned to the request.
This is applied if the Iltem, Customer, or
Organizational unit does not have a valid
maintenance contract. The Default SLA selected
determines the Workflow options displayed at
Default Workflow.

The Workflow list is populated based on the default
SLA selected. Select the default Workflow to assign
to the request. If the required Workflow is not
displayed, move to the Service tab and select
Workflows to assign the selected Default SLA to
that Workflow. See: Workflows.

**Eor Change Request Quick Calls, the ability to
assign any stage of the Workflow to the Template,
allows the RFCs created in the system using the
Template to be pre-approved.

Use the drop-down menu to select the Status for the
template. This list will be based on the default
Workflow selected for the Quick Call.

For example, if a template is created for a Password
Reset it may be effective to set the status to Closed-
Resolved as the request can be solved in one step.

NOTE: Select an Exit Point State to access the
Solution Tab within the Quick Call Template screen.

For Change Request Quick Call Templates, it is
possible to set a State that allows the RFC to be
pre-approved when created in the system.

Select the Team to manage the request. The Teams
list will be populated according to the Teams who
support the Workflow assigned to the Quick Call.

Select the Technician responsible for the request.
The Technician list is based on the Team selected. If
System Assigned is selected, the system's logic
uses skill set/classification, Org Unit and workload
to select the technician for the request.

The proposed impact the request has to a Customer
or Organizational Unit.

(This option is only visible if the
Admin>Setup>Privileges>Request>Incident Priority
is set to "Derived".)

The proposed urgency to have the request resolved
for the Customer or Organizational Unit.

(This option is only visible if the
Admin>Setup>Privileges>Request>Incident Priority
is set to "Derived".)
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Options

Description

Priority

Access*

Estimate*

Description*

Schedule

Status

Customer

Interval

Generation

Notification

Customer

Customer CCs

If this field is editiable, select the Priority that reflects
the degree of impact and urgency of the issue.
Alternatively, if the
Admin>Setup>Privileges>Request>Incident Priority
is set to "Derived" the Priority will be automatically
calculated based on Impact and Urgency selected
in the above two fields.

The template access can be restricted based on
User Role or Team Membership. If By Role is
selected, indicate the Users types who can see and
use the template in the application (Supervisors,
Technicians and Partners). To enable Customers to
use the Quick Call template within the Customer
Portal, also tick the Customer option.

If the Quick Call is to only to be accessible Users
within a specific Team, select the By Team option to
remove the Roles list options and assign the Team
from the list displayed. (A Process must be
assigned to the template for list of Teams to become
visible.)

Is an estimation of the time accrued for the request
at the point of creation. This is useful for scheduled
requests created in Workflow Exit State, as it
records the amount of time taken to complete the
automatically generated task.

A description of the request.

Indicates if the template is a Scheduled Quick Call
and if it is to be automatically generated at the times
specified in the Interval field.

Allows the template to be automatically associated
with a Customer upon creation.

Nominates the time interval that the Quick Call is to
be created. Select from the options of Daily, Weekly,
Monthly, Bi-Monthly, Quarterly, Bi-Annually,
Annually,Bi-Weekly, specific day of the week or on a
one-off basis.

Based on the Interval selected, define the month/
day/ time to generate the Quick Call.

If relevant, set the type of Notification and define if
updates are to be sent just to the Customer related
to the request, or if all Owners of the Item are to be
also updated.

If relevant, enter the email details of any other
Customers who must be notified regarding activity
related to the request.
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2.3.10

Options Description

Technician If relevant, set the type of Notification, and select if
the Technician, Layer or Team is to be notified about
the request activity when it is logged in the system.

Technician CCs If relevant, enter the email details of any other Users
who must be notified regarding activity related to the
request.

* Indicates mandatory fields
4. Click Save.

NOTE: When using a Quick Call template with Billing enabled, the Items available in the Add Item
list will be limited to those that belong to the selected Customer and have a valid maintenance
contract in place.

Applying Time Estimates to Workflow States

Workflow State time estimations can be defined for a Quick Call template, within the Impact tab. This
allows each Status to be assigned with an estimated time frame for a request to remain in that state.
This facility is especially relevant for requests created for Change Management and indicating the
length of time to complete each stage of a change.

Description I—EE- ;

Status: Open Estimated Time 3[J| minutes

Assigning a Solution Article to a Quick Call

A Solution Article can be assigned to a Quick Call if the template has been allocated an Exit Point
status. Once an Exit Point has been assigned, a Solution tab will become visible. Within this tab, the
User can search for a Solution Article and assign it to the Quick Call. When the Quick Call is applied
to an Incident or Service Request, the Solution is automatically attached.

Description Impact Solution

Mo solution has been selected New
| SEEE——

Group Templates

Project or Group Templates are created by Supervisors as a means to group related Quick Call
templates. For example, a Group Template could be created for when a new employee begins work at
an organization. The new employee will need a new PC, an email account, a Username and password
etc. Rather than creating a separate request for each task, a Group Template could be created
including all the Quick Call requests.

Group Templates are available to any User within the system.
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Creating a Group Template

To create a new Group Template:

1. Select Home>Group Templates
2. Click New
The Group Template editor appears.

New Group Template

Group Name |

Item Type
Find Item Type (Name)

Ak

Pricrity  Urgent

Status  Closed - Resolved

Ak

Motification ~ Mone =

fccess | Customers

Description
ption | Format ~ Font Family ~ Font Size - | |HTI'I1L?T

A-B 7 U |2 = « |E
I

I
(il
i
x
Ku

Path: Wards:0 y

Enter the Group Name

Search and select an Item Type the group will be based on, if required
Select the Priority for the template

Select a default Status (Open or Closed- Resolved) and Notification method

N o gk ®w

Tick the Customers Access option, if Customers are to be enabled to use the Group Template in
the Customer Portal.

If this option is selected, the On Save and In Sequence options are displayed, which defines how
the individual tasks will be created when the Template is saved by the Customer.

If the In Sequence option is used, the first task within the Group Template is created when the
template is selected and saved by the Customer. When the first task is Closed, the next task
within the template is automatically created and so goes the auto-creation process until all tasks
within the template have been created and closed in sequence.

When the On Save option is selected, all tasks included in the Template are created in the system
when the Customer saves the Group Template in the Customer Portal.

8. Enter a Description
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9. Click Save

The Group Analysis tab is displayed. The User is required to create Task templates or Quick
Calls for the Group Template

_\
Information
The Group Template has been saved successfully.
N v,
Group Template - New Employee
" Group Detalls
New Employee
¥ Select... v o0

10. Assign a pre-existing Quick Call by selecting options displayed beneath the dashed line and
selecting the Add button

11. Create new templates by selecting New Quick Call in the drop down list.
The Quick Call editor is displayed.
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Quick Calls

Path:

Details Schedule
Name | statuis Oon @of
Process | s Motification
-
Item a Customer None —
Default SLA]  Bronze i Customer CCs
Impact | - Technician = None s
Urgency | n Technician CCs
Priority
Access By Role (JBy Team
ESupeNisors
ET&chnicians
EPar‘mers
Icustomers
Estimate | Mins
Subject
Description
Wi Format - FontFamily - FontSize - | [ wm GF
A-B I U #|iSiZ @ |E=E=|x x
—

Words0 .

12. Enter Quick Call details and Save

For more information about configuring Quick Call templates, see: Quick Calls.

NOTE: If the system requires an Item to be assigned to a Quick Call template, assign the
Unknown Item and the new Item details can be further refined when the Task becomes active in

the system.

13. Continue to create additional Task templates, as required

14. When all relevant Quick Call templates have been created for the Group Template, click Done.
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1 Create LDAP Account Open Lower General 10

O

|:| 2 Create Mail Account Open Low Question 10

=] 3 Service Desk Access Open Lower Question 5
1-30f3Results

NOTE: To change the order of requests in the Tasks list, select the checkbox beside the Order ID
and use the@ @ buttons.

Applying Group Templates

See: Incident Groups or Change Groups for more information on applying a Group Template.

2.3.11 Feedback

Within the Feedback tab, Users can complete published surveys in order to provide useful feedback
relating to service and support activities. This information is then collated and available within the
Knowledge Base tab.

Completing a Survey

When a Survey is published, it can be completed by Users and Customers. To complete a Survey as a
Supervisor or Technician User:

1. Select Home > Feedback
2. Select the Take Survey hyperlink

Survey List
General Surveys

Reviewing procedures Reviewing the current change management procedures Take Survey

1-10f 1 Results

3. Complete the Survey
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2.4
241

Reviewing procedures

Reviewing the current change management procedures

Response Details

1- Do you approve of the current updating process for customer details
0 0 0y

Yes No Undecided

2- If not, how could the process be improved?

4. Click Done.

Operations

Request Fulfillment

Request Fulfilment Overview

The goal of Request Fulfilment is to manage the lifecycle of all Service Requests.

A Service Request is a generic term that describes the numerous and varied demands placed on the
service and support organization. Many are small changes, which are considered to be low risk,
frequently occurring and low cost in nature, such as change a password or install a software
application request. Alternatively, it may simply be a Customer asking for information. It is the scale,
frequency and low-risk nature of the Service Requests that require that they be handled by the
Request Fulfilment process, and not Incident or Change Management.

The frequent recurrence of Service Requests requires a predefined process Workflow be set with the
support Technicians, service targets and escalation paths in place. To cater for the diverse nature of
Service Requests, at minimum two Workflows should be customized for Request Fulfilment, one to
handle simple requests for information and the other to deal with standard changes.

In the system, Service Requests are logged against Service Items in the Service Catalog and follow
Workflows that ensure that each Request is handled with consistency. The Workflows define the
actions required to correctly implement any changes to the Service and define the responsibilities,
authorization and timeframe expected to manage the changes that may result from a Service Request.

Once a Workflow is assigned to a Service Request, it is routed to an appropriate Technician based on
Service Request Workflow State. After a Technician completes their assignment, the Request is
forwarded to the next User based on the configuration of the next State for a standard change or
closed, if it is a simple request for information.
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When Service Requests are raised for Service Item breakdowns, the system allows them to be easily
associated with an Incident within the Analysis tab of the Request. Or, if the Service Request results
in a change to an Item that is not in the Service Catalog, a Change Request can easily be generated
within the Service Request.

If a Service Request is related to an Incident, Problem or Change Request and that related request in
the other Process is closed, the Service Request is automatically closed. The system views the request
hierarchy from low to high as Service Request, Incident, Problem and Change Request, and if a
related request of a higher type is closed, all the lesser type requests are automatically closed,or if the
handshaking facility is enabled for the system, moved to the Pending-Approval State.

See: Service Catalog.

Implementing Request Fulfillment

To set up the Request Fulfillment Process in the system, the following steps are to be completed:

1. Assign the Request Process to the relevant Users within the User Information screen under the
User>Users tab. (See:Create a User.)

Customers  Organizational Units  Partner n'gantnrﬁnf_@ Teams Assignments

User Information

_M Schedule Allases Team Skills Org Unit

First Name | Mary

Last Name | Calder ’ =
Assign the Request Process to the User
USBI’I‘IZITIBI marycalder within the User Information screer

PSSSWDHZII SEEEBSEEAE

Confirm Pa.ssmrdl semsssnsny

Roles = — Supervisor [g'Tachbbn
| Administrator [gl\ﬁamgaf =
[g'c-m;tom
Default Portal ~ User Portal -
Operations gReque.rst lglncident @'Problem
Processes
Change Processes (] Change @ Release / Deployment
Internal Processes || Service Level [ Configuration @ Knowledge

2. Create or review the SLA within the Service>SLAs tab, and associate the Incident Service
Request Workflow to the SLA in the SLAs Workflow tab. (NB: The Supervisor User setting up
the SLA must be assigned the Internal Process of Service Level in their User Information screen
to complete this action.)
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Associate the Service Beguest

Workflaw with the SLA within the
 — YWorktiows b ofthe SCA

SLA Editor

Detalls | |  Targets |  Blackouts w

[ st e

Typical Change Workflow
Standard Change Workflow
Service Request Workflow
Problem Workflow
Incident Warkflow 1
Emergency Change Workflow |
Change Deployment Workflow |
T

3. Review the Service Request Workflow within the Service>Workflows tab. (See: Service Request
Workflow.)

Workflow - Service Request Workflow

| Workflow | - .

Service Request Workflow

= Prior States Approval Required
In Progress
On Held - Pending Approval
Pending - No Contract

= Next States Approval Required
Closed - Resolved

In Progress
On Hold - Pending Approval

4. Create a Service Request Team within the User>Teams screen. (See: Service Request Team.)
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[Feamistomasod =

Information Service States

Team Name| Service Reguest Team

FEEr v Service Request : | City

Incident i
Teamleat  propjem r State
Incoming Ema Change Reguest Zip
Release
Email Display Namg ~ Service Portfolio Country I
Customer Notification ~ Email H Phone

a

Technician Motification  Email

5. Associate the SLA to an Item or Customer or Org Unit. This final step ties all the elements
together when a Service Request is created, as the SLA associated with the Item, Customer or
Org Unit assigned to the Request determines the Workflow, Team and Technicians that are made
available within the Service Request Information screen.

Creating a User Account (Internal Authentication)

Creating a User Account (Internal Authentication)

Users within the system that are to be assigned to support Teams must be allocated one of the
following Roles:

¢ Technician

¢ Supervisor

+ Partner.

The above User Roles can work on requests. The About Roles section of the User Guide provides
more information regarding specific User Roles in the system.

Creating a User Account

When creating a new User, the following four tabs are available:

¢ Information
¢ Schedule

+ Aliases

¢ Team

+ Skills

¢ Types.
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Information Tab

Within the User Information tab, User details can be created, viewed and edited. User Roles, Process
assignment and default logins can all be customized within this tab.

To create a new User:

1. Select User>Users
2. Click New

The User Information screen appears.

User Information Fields

Title Select a title from the drop-down menu options.
(This field is displayed if the Enable Titles option is
set to Yes in the
Admin>Setup>Setup>Privileges>Customer tab.)

First Name* Enter the User's First Name.

Last Name* Enter the User's Last Name.

User Name* Enter a LiveTime User Name (unique).
Password* Enter a User Password. Note: Passwords can be

changed under the Users Tab or reset by the User
under their My Account tab.

Roles* Assign a Role for the User. Each Role has
associated permissions. See Roles.

Every Technician Role assigned also needs a
Supervisor assigned.

NOTE: Note: More than one Role can be assigned
but only one of Supervisor, Partner or Technician
can be allocated per User.

Default Portal* The Default Portal is the User Interface accessed by
default when a User with multiple Roles logs into
the system.

NOTE: If the Users Default Portal is set to
Customer, the User details will not be accessible in
the Users list, but included in the list within the
User>Customer tab.

Assignment Template This option is visible in a new User Information
screen if Job Assignment Templates are configured
in the User> Assignments tab.

Select a template to assign the new User to multiple
Teams, Escalation layers and Processes.
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User Information Fields

Operations Processes

Change Processes

Internal Processes

Knowledge

Configuration

Customer Org Unit

Line Manager

Primary Email*

Send To

Assign the licensed access for Request Fulfilment,
Incident and Problem Management.

Assigning Processes to the User gives them access
to support those Processes and enables them to be
assigned as Team members for those Processes'
Teams.

See User Processes.

Assign the licensed access for Change, Release
and Deployment Management. Note, Users
assigned Release are automatically assigned
Deployment.

Enable the Users privilege to maintain Service
Level, Configuration and Knowledge Management.

Selecting the Configuration and Knowledge options
displays the relevant fields that enable granular
controls to be set for those processes.

NOTE: The Finance Role is limited to the processes
of Configuration and Service Level Management.

If the User is assigned the Knowledge Management
process, their privilege to create, edit, delete and/or
publish KBAs can be configured.

If the User is assigned the Configuration
Management process, their privilege to create, edit
and/or delete Items within the CMDB can be
configured on a per task basis.

If the User is also allocated a Customer Role within
the system, this field is displayed. Enter Company
or Department details that apply to the User in their
Customer Role.

(This field is visible if the User is also assign a
Customer Role within the system. The information
can not be edited if the line manager details are set
by the LDAP synch.)

If relevant, assign a system user with the Customer
Role who can approve/reject requests made by this
Customer.

Enter the User's email address. System messages
are sent to this address.

This field becomes available for Users that have the
Customer Role and have alternate email addresses
entered on the Aliases tab.

Select the most appropriate email address to be set
as the default address applied to Customer
correspondence. When the Send To field is set to
an alias address the Primary Email address is not
included in the cc list, unless specified in the
request Information tab cc list.
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User Information Fields

Phone Enter telephone details.

Mobile A mobile number can be entered as a contact
number or for use with SMS (Short Mail Service
message). An SMS can be sent to notify the
assigned Technician when a Service Request is
raised.

SMS Messaging options:

+ From the drop down list, select the SMS
service provider.

* Override SMS Address. If your service
provider does not appear in the list, click this
checkbox and enter an alternate Service
Provider.

SMS Override Enter SMS Gateway override details for the User, if
a number other than the one entered in the Mobile
field is to be used to send/receive updates via SMS.
Enter the complete SMS details in email address
format, i.e.,
000777891@smsgateway.provider.com.

Fax Enter known fax details.
Pager Enter pager details.
Salary An annual salary can be entered. This value is used

for reporting.

Forum Moderator Select this checkbox to designate this User as a
forum moderator. See Forums.

Survey Manager Select this checkbox to enable this User to create
and manage surveys in the system.

Supervisor* Select a Supervisor, if the User has a technician
role. Users with the Technician Role must be
allocated a Supervisor.

Partner For When a User is assigned the Partner Role, their
associated Partner Organization must be assigned
within this field.

Partner If the User is also assigned a Customer Role, this
field allows the Customer to be associated with a
Partner Organization who will handle their requests
when they are logged in the system.

Available Shows if the User is available for requests to be
assigned to them. This is based on work hours
configured in the Schedule tab of the User and their
Vacation Status. If no hours are set within the
Schedule tab when the "Define Works Hours" is
enabled within Admin>Setup>Privileges>User
screen and the User is not on vacation, the system
will consider them to be unavailable.
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User Information Fields

Assignment **\/isible when the Assignment Control is enabled in
Admin>Setup>Privileges>User.

Set to Off if the User is not to be assigned new
requests, irrespective of their Availability status.

On Vacation Placing a Technician on vacation excludes them
from being assigned new requests automatically.
When On Vacation is activated a Technician's
existing requests are not reassigned.

Training This option is only visible for Technician Users, and
when enabled allows the User to be included in
Teams to view requests but does not allow them to
put the request in edit mode or add Notes.

Email Locale Adjust the default language for email
correspondence, if required.

Country The User automatically adopts the default Country
set for the system. However, the Country can be
manually adjusted here for the specific User.

State Set the State information based on the Country
selected, if required.

Timezone The User automatically adopts the default Timezone
set for the system. However, the Timezone can be
manually adjusted for the specific User.

GPS The GPS coordinates of the last known address.

* Denotes Mandatory Fields

1. Complete the User detail information
2. Click Done.

Emailing User Details

Jdel Emall

To email a User regarding their system log in credentials, click the Email button within the User
Information screen. If Random Passwords is enabled, selecting Email will reset the Password and
forward the details to the User. If Password Questions is enabled in Setup>Privileges>System,
selecting Email will send a link to the User directing them to a page that includes the security
questions set for their account and reset the password based on the answers provided. Customers
must complete this process within an hour of the email being sent.

vCard Button
= | wCard

Select this option to download and open the User's information in an electronic business card format,
to email or save outside the system.
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Schedule Tab

By default the Schedule tab includes the On Vacation option, which can be set to Yes when the User
takes leave. The system will automatically reassign the User's active requests, if the Vacation
Reassign option has been enabled in the Admin>Setup>Privileges>User tab. If this option has not
been enabled, a Supervisor User will need to manually reassign the requests, if required.

If the system Setup has been configured to Define Work Hours and Schedule Vacations, this
additional functionality is available within the Schedule tab.

User Information

Information % Allases Team Skills Org Unit

Calvin Johns

Working Hours
Relative To (GMT +10:00) Melbourne, Sydney, Canberra, Port Mores by

Apply Template 5

Sunday <unavailable> 3 to <unavailable> 3%

Monday — 09:00 $ to | 17:00 —
Tuesday 09:00 + to | 17:00 -~
Wednesday = 09:00 + to | 17:00 v
Thursday  09:00 5 to | 17:00 H
Friday = 09:00 $ to | 17:00 =

Saturday <unavailable> 3 fo <unavailable> 3

Holidays
On Vacation @No Cives
Schedul: €3 @
& Purpose = Start Date = End Date
0- 0 of 0 Results

1
|

Define Work Hours

Use the drop-down lists to set the hours of work when the User is available for the week. Based on
what is set here, the system will assign requests to the User during their available hours. However, if
no other Technician is available for requests based on their defined work hours, the system will
assign the User new requests outside of their set work hours.

NOTE: If the Technician Define Work Hours option has been enabled, the hours of work MUST be
defined, otherwise the system will ignore the Technician Assignment logic and automatically allocate
new requests to the Team Lead.
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Schedule Holidays

The Schedule Holidays functionality allows the Supervisor to pre-book leave in the system for Users.
There are no restrictions on the number of days that can be set, and based on the configuration, when
a leave period is activated, the system will automatically reassign active requests to other available
Users applying the Technician Assignment logic. If the request was initially drawn from an Incident
Queue, it will not return to the Queue but be reassigned to the most relevant Technician based on the
Technician Assignment logic.

As a Supervisor User, to schedule User leave:

Go to the Users>User option

Select the hyperlink name of the User
Move to the Schedule tab

Click Edit

Select @

The Vacation Details window is expanded.

A N

6. Enter the reason for leave in the Purpose box

Vacation Details

Purpose  Annual Leave

=]

Start Date 04/30/12 12:00 |55

[=="1]

End Date 05/11/12 11:59 | |

7. Complete the Start and End date details
8. Click Save

The details are recorded in the database and when the Start Date is reached, new requests will
not be assigned to the User. After the scheduled End Date, the User account will be
automatically re-activated.

Holidays
On Vacation ®No (O ves
Schedule @ @
Purpose = Start Date = End Date = Active
: Annual Leave 04430712 12:00 051112 11:58
1 -1 of 1 Results
Cancel Save
S o

It should be noted that if the User on vacation is a Team Lead for any Teams where there are no
Technicians available for new request assignment, the system will allocate new requests to the
Team Lead, regardless of their vacation status.

The Supervisor Events calendar in the Home Tab shows when Users on vacation:
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Aliases Tab

NOTE: This is only applicable if the User has the Customer Role.

Use the Aliases tab to enter additional email addresses. Email addresses in the Aliases tab allow the
User to send emails to the System or Team support addresses from more than one address. The
system creates requests from these emails. Notifications for requests created using an address in the
Aliases tab, are sent to the main email address and cc'd to the alias address that was used to create the
request.

When one or more alias email addresses have been created for a Customer, a Send To field is
displayed on the Customer Information screen, which allows the most appropriate email address to
be set as the default address applied to Customer correspondence. When the Send To field is set to an
alias address the Primary Email address is not included in the cc list, unless specified in the request
Information tab cc list.

User Information

Information | |  Schedule | [ | Team | | Skills || orgunlt |

..MdS___. . Remove Calvin Johns

(] cakinjphns@netrelief.com

110t Resuts

To add an alias email address:

1. Select User>Users

N

Click on the User name

The User Information screen appears.
In the Information tab, click Edit
Select the Aliases tab

Enter an alias email address

Click Save.

ARSI
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When an alias email address has been created for a Customer, a Send To field is displayed on the
Customer Information screen, which allows the alias email address to be set as the default
address applied to Customer correspondence.

An alias will only be used if the User has a Customer Role.

Team Tab

The User Team tab lists Teams associated with the selected User. Use this section to assign the User to
one or more support Teams, making the additions by Team or job Assignment templates that have
been configured in the system. Processes selected in the Information Tab for the User determine the
Teams available in the Team tab.

Once a User is assigned to the Team, the Supervisor must configure the escalation layers for the Team
to include the new User. However, the User can easily be added to Layer One of escalation when
associated with a new Team by ticking the "Assign new users to layer one option" when assigning the
Team within this tab. Also, if Assignment templates are created in the system, by selecting the Team
template, the User will automatically be added to Teams,Escalation Layers and Work Groups
configured within the selected template.

NOTE: The User must be assigned the relevant Processes for Support Teams to be shown in Team
search results. If an Assignment template is selected and includes Teams for Processes the current
User is not allocated, those Teams will not be included on the template.

To add a User to a Team within the Team tab:

1. Click Edit

User Information

Information Schedule Allases TEE Skills Org Unit
Calvin Johns
Add By Team :
Teams Q Change Team
e Incident Team Find Team (Name)
° Mobile Team | @
° Met Company Team [T]Assign new user to layer one

Q Problem Team
Q Release Team
@ Service Reguest Team

m—sav‘e

2. Using Add By Team, enter a Team Name in the Find Team field and click @

Or, leave the field empty and click @. The Teams for Processes that the User is assigned are
displayed in the search results.

3. Tick "Assign new user to layer one", if relevant

4. Select a Support Team link
The User is assigned to the Team and layer one of escalation if appropriate.

5. Click Save.

To add a User to a Team within the Team tab using Assignment templates:

1. Click Edit
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2. Within the Add By field, select Team Template

Job Assignment Templates that have been configured in the User>Assignments tab are
displayed, but only including Teams consistent with the Processes assigned to the User.

User Information
Information | Schedule | Allases skils | Org unit
Calvin Johns
Add By Team Template >
T

Frontline Service Desk Tech

R&D Team Gl smve

3. Select one or more Template options
4. Click Save.

The User is automatically included in the Teams, Escalation Layers and Work Groups
configured in the Template.

User Information

Information

Calvin Johns

MdBY  Team Template 5
Templates  pap Team

Change Team
Incident Team
Problem Team Layer 2

To remove a User from a Team:
1. Select User>Users

The User Information screen appears.
Click on the name of the User

Select the Team Tab

Click Edit

Select@ to remove a Team assignment
Click Save
Click Done.

N o@D

NOTE: If a User is the Team Lead or the only person assigned to an escalation layer they cannot
be removed from a Team under this tab.
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Skills Tab

Use this section to assign any specific Classifications that are to be handled by a Supervisor,
Technician or Partner. This assignment assumes areas of expertise for Users assigned to these
Classifications. This allows the system to automatically route requests logged against these
Classifications to the most appropriate User.

NOTE: Prior to using the Skills tab, the Supervisor should configure Items and Classifications.

Assigning a Classification

To assign a Classification:

1. Select User>Users>Skills

2. Click Edit to display the Add button
3.

4. Select the Item Category

Click Add

The Item Type and Classification Type drop-down list is displayed.

User Information

-

Information

Schedule | |  Allases | Team b " org Unit

Calvin Johns

5. Choose an Item Type, if relevant

6. Select * to assign all Classifications as Skills or choose a specific Classification

The list displayed will include all Classifications configured for the Item Category and the Item
Type, if an Item Type is selected.

User Information

| Information | | Schedule | | Allases | Team ) [ omgunit |

Calvin Johns
Item Category ~ Hardware

ELa

ltem TYW B omotlima

-k

e
Configuration
Downloads ’
M General
Manuals

Netwaork 0-0of 0 Resulls

7. Click Save
8. Click Done.
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NOTE: The Classification assigned to the User is either based on the Classifications of an Item
Category or Item Type, hence displaying two columns. However, the Item Type column will only
include information when the Classification selected is specific to that Item Type, and not directly
related to the Item Category.

To remove a Classification:
1. Select User>Users

The User Information screen appears.
2. Click on the name of the User
3. In the Skills tab, click Edit
The Delete button appears at the bottom right.
4. Click the checkbox next to the Classification. Multiple Classifications can be checked
5. Click Remove
6. Click Done.

Org Unit Tab

Use this section to assign one or more Org Units to a Supervisor, Technician or Partner, which will
result in requests that are logged by these Org Units being routed to the assigned Users. When Users
are assigned to support Organizational Units, the Find Customer option during the request creation
process displays the "Supported Org. Units Only" option. This limits the Customer search results to
those Customers who belong to the Org. Units the logged in Technician is assigned to support.

Request Information

-l:%-l

Find Customer
First Mame Emsail

Last Mame Phone

Username Org. Unit

X
ESupmnﬂd Cirg. Units Only @ o

Assigning an Org Unit
To assign an Org Unit:

1. Select User>Users>Org Units
2. Click Edit to display the Find Org. Unit search field

3. Enter any known Org. Unit details or leave the field blank to return the full list of Org. Units
recorded in the system
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User Information

Infarmation Schedule Allases Team Skills %
Calvin Johns

Org. Units
Find Org. Unit (Name)_

@
.. Cancel . Save

4. Click @
5. Click on the Org. Unit name hyperlink to associate it with the User

Multiple selections may be made, if required.
6. Click Save.

Removing an Org Unit

To remove the association between a User and an Org Unit:
1. Select User>Users

The User Information screen appears.
2. Click on the name of the User

3. In the Org Units tab, click Edit

4. Select @ next to the relevant Org Unit/s

The Org Unit/s details are removed from the tab
5. Click Save
6. Click Done.

Re-enabling Deleted Accounts

Administrators have the ability to reactivate deleted User accounts.
To enable a deleted account:

1. Within the User>Users tab, select the Search button
2. Select Deleted as the Account Status search option
3. Click Search

A list of deleted Users is displayed.
4. Select a User to re-enable

The User information page appears.
5. Click the Enable button, to reactivate the account.

The User account becomes active and is available within the application.
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Service Requests

Service Requests

(P '
oSl Ul Request Groups  Incidents Incident Groups  Problems  Errors [Setup] [Customer] Danny Supervisor

Service Requests are customer requests logged against Items that use the Service Category.

The Request Filter displayed by default in the Request tab is the All Service Requests, which lists all
Service Requests logged in the system regardless of their status or assignment. The available List
Filters include:

Filter Description

All Service Requests Displays all Service Requests logged in the system
regardless of their Status or Assignment.

My Service Requests (Active) Displays all Requests in an active Workflow State that
are assigned to the logged-in User.

My Service Requests (All) Displays all Requests, in active and inactive Workflow
States, that are assigned to the logged-in User.

My Teams Service Requests (Active) Displays all Requests in an active Workflow State,
allocated to the Teams with which the User is
associated.

My Teams Service Requests (All) Displays all the Requests, in active and inactive

Workflow States, allocated to the Teams with which the
User is associated.

Pending Approvals Provides the User with quick access to a list of Service
Requests that require Manager approval. (This is only
available if the User has Manager access.)

Service Request Queue Displays Requests assigned to the System User by
default, which Technicians can reassign after viewing

(This is only available if the functionality is enabled for
the system and Team.)

The default display is ten Requests per batch. The list can be re-sorted by clicking on a column header
and the number of Requests displayed per batch can be altered using the Display pop-up option.

Creating a Service Request:

To create a Service Request the following information is required:

¢ Customer Details
+ Jtem Details
+ Contracts Details

¢ C(lassification and Description.
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Service Request Queue

Service Requests that are created by Customers through the Customer Portal or via email, can be
forwarded to a holding bay or queue, if this functionality is required by the Service Desk. The
capability can be enabled system-wide but applied on a per Service Request Team basis, as needed.

When a Service Request is assigned to the Queue, the name applied in the Technician field is System
User.

See: Queues.

Service Request Search Tips:

¢ The Request search option has a default status to search only Active Requests. To ensure search
success, select the relevant Incident status, if unsure, select All

¢ To search for multiple Requests numbers at once, insert a comma separator between ID numbers

¢ To search based on a Request status, select the Service Request Workflow option from the
Workflow drop-down list. Once selected, a list of States is displayed

¢ To search by Classification, select an Item Category from the Category drop-down list. After the
Category is chosen, a list of Classifications is displayed

¢ To search based on the content of a Service Request Description, select the Full Text option
within the Search and enter a relevant term (See:Full text searches.)

¢ To search using an Item's Custom field information, select the Item Category to display any
Custom Fields enabled for that Item.

NOTE: For information regarding request assignment, reviewing a request, adding notes or
updating the status, refer to Working on a Request.

RSS Feeds

To easily access up to the minute details regarding Service Request activity within an RSS feed
browser bookmark, Users can subscribe to RSS feeds by selecting the RSS button within the Service
Request list. When the RSS button is selected, Users are presented with the application options for
subscribing to receive the information and where the Recent Activity information is to be accessed.
To readily access the information through a browser window, save the feed the to the Bookmark Bar.

The following is an example of the information obtained by clicking on the RSS bookmark:

@ Recent Activity For 5.,

|| Incident #100001 - Due: 2008-02-23 15:44:00.0
[} Incident #10000Z - Due: 2003-02-23 15:51:00.0

= ©open Allin Tabs
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Queues for requests

Queues for requests

The Queues functionality allows for requests, Incidents, Service Requests or Problems, to be assigned
to the System User as part of a Team holding bay. Users within the Team with the Queue option
enabled can select relevant requests they decide to work on, or manually assign the System User
assigned requests to an appropriate User.

Requests that are assigned to the Queue are allocated to the System User, until they are manually
reassigned to a specific User. The unassigned requests are located within the Home tab My Teams
Queued Tasks, or the Operations>Incidents tab Filter option called Incident Queue for new Incidents,
the Service Requests within the Service Request Queue in the Operations>Service Requests tab and
the Operations>Problems tab Filter option called Problem Queue for new Problems .

My Tasks [Active) [sys]
| My Tasks [All)} [sys] |
£ ¢ My Teams Queved Tasks [sys]
My Teams Tasks [Active] [sys]
tit 1 My Teams Tasks (All} [sys] |

Save View as Filter...
Edit Filter List...

When the Queue feature is enabled for the application, it can be applied on a Team by Team basis.
This means some Teams can be configured to use the business logic of the application for assigning
requests to specific Users. While other Teams can use the Queue to select the requests they want to
work on, or allows other Users to manually assign the request to a relevant User.

When the Self Assign and Queue options are enabled for a Team and a request is created by a
Technician User, the Self Assign option will override the Queue assignment and allocate the request
to the User creating the request, if they are in the first layer of escalation. The User can assign the
request to the Queue by selecting the System User in the Technician list.

Escalation Calvin Johns

Mary Calder

Scott Daly
Technician + Simone Supervisor

Escalation Layer

B
k
r

Enabling the Queue

By default, the Queue functionality is disabled in the application Setup. To enable the Queue:

1. Login as an Administrator
2. Select Setup>Privileges
3. Select the Request tab
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Enable Escalation Control Mo

> o @R O

4. Enable the Queues option
5. Click Save.

To enable the Queue for a Team:

1. Log in as a Supervisor

2. Select the User>Teams option

3. Select the relevant Team link
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Team Information

Incident Team

Team Name | Incident Team Address

g

Process  Incident

:

Team Lead Simone Supervisor
Incoming Email  incidents@servicesupport.com Zip
Email Display Name Service Desk Country -

Customer Notification ~ Email

{

Technician Notffication ~ Email
Live Priority (Jon @ o
Seff Assign Don @ off
Notify on New ® Technician () Layer () Team
Notify on Update @ Technician (Layer () Team

Notify on Escalate ) Technician OLayar i Team

>

Incident Queue ®on Do

Queue Visibilty ) Entry States () All States
Edit Assign Oves @no

Close Assign @ves (iNo

Technicians | Available Technicians Selected Technicians

Mary Calder
Calvin Johns

o Tania Moran
Scott Daly
Simone Supervisor
Barney Sanderson

No Technicians available

=

4. Click Edit
5. Enable the Queue option
The following options can then be applied to the Queue:
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Options

Description

Service Request /Incident/Problem Queue

Queue Visibility

Edit Assign

Close Assign

Allows the Team to use a holding bay for Incidents
that are received via email or the Customer Portal.
(This option is visible if it has been enabled by the
Administrator.)

If the Team has only one Technician assigned to
Layer One of Escalation, new Incidents are
automatically assigned to that Technician and that
Technician is notified of the new Incident
assignment.

If the Team has multiple Technicians assigned to
Layer One of Escalation, the new Incident is placed
in the Queue (i.e., it is assigned to the System User)
and all members of the Team are notified that a new
Incident has been assigned to the Incident Queue.
See: Queues.

When the Incident Queue is enabled, the option can
be refined to allow the Queue to be available for
assigned Workflow entry points, or all stages of the
assigned Workflow. If All States is enabled, Users
can move requests back to the Queue throughout
the request lifecycle. See: Queues.

When set to Yes and a request assigned to the
System User (i.e., Queue) is opened in Edit Mode,
the system will automatically assign the request to
the User editing the request if they are in the
Escalation Layer associated with the request.

When set to Yes and a request assigned to the
System User (i.e., Queue) is moved to an Exit State
of the Workflow, the system will automatically
assign the request to the User who prompted the
close action.

6. Set the Queue Visibility

Select All States if Team members are to be allowed to return a request to the Queue regardless

of the assigned Workflow State.
7. Set the Edit Assign option

Select Yes, if a request that is assigned to the System User/Queue is to be automatically assigned
to a User in the first layer of escalation who opens the request in Edit mode.

8. Set the Close Assign option

Select Yes, if a request that is assigned to the System User/Queue is to be automatically assigned
to the User who initiates an action that results in the request being moved to an Exit State.

9. Select Save.
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Assigning requests from a Queue

All requests displayed within a Queue list are assigned to the System User. To reassign the request to
an appropriate User:

1. Select the Request # hyperlink

2. Click Edit

3. Select an appropriate User from the Technician list

The request will now be assigned to the new User and removed from the Queue.

Escalation ™ on () Off
Escalation Laye Jill Brown

R System User I/ AN

4. Click Save.

Reassign a request to the Queue

When the All States option has been enabled for the Queue within the Team Information screen, the
System User will be retained in the Technician drop-down list for the first layer of escalation after it
has been assigned to a User. This allows the assigned User to re-assign the request back to the Queue.

To reassign the request to the Queue/System User:
1. Select the Request # hyperlink

The request should be at layer one of escalation within the assigned Team.

2. Click Edit
3. Select System User within the Technician drop-down list

The request will now be assigned to the System User and returned to the Queue.

Escalation @4rmn Cine

Calvin Johns

Carla Parsons

Techniciar v MNoel Thompson ';
Simone Supervisor [

Escalation Laye

4. Click Save
5. Click Done.

The system returns to the request list view.

Queue Filter

Teams that use the Queue method for request assignment can view and allocate requests using the
My Teams Queued Tasks within the Home tab list filter, or within the Service Request, Incidents or
Problems tab Queue list filter. They can also see Queued Tasks within the My Teams Tasks filters.
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To view all types of requests assigned to the Queue within one list, use the My Teams Queued Tasks
within the Home tab:

1. Select the Home tab

2. Go to the Filter List

3. Select the My Teams Queued Tasks option from the drop down list.

The screen will list all of the Service Requests, Incidents and Problems that are currently
assigned to the System User.

My Tasks {Active) [sys]
| My Tasks [All} [sys] |
2% /Wy Teams Queved Tasks [sys]
My Teams Tasks [Active) [sys]
tit 1 My Teams Tasks [All) [sys] |

Save View as Filter...
Edit Filter List...

To view the Queue within the Service Requests tab:

1. Select the Operations>Service Requests tab
2. Go to the Filter List
3. Select the Service Request Queue option from the drop down list.

The screen will list all of the Service Requests that are currently assigned to the System User.
To view the Queue within the Incidents tab:

1. Select the Operations>Incidents tab
2. Go to the Filter List
3. Select the Incident Queue option from the drop down list.

The screen will list all of the Incidents that are currently assigned to the System User.
To view the Queue within the Problems tab:

1. Select the Operations>Problems tab
2. Go to the Filter List
3. Select the Problem Queue option from the drop down list.

The screen will list all of the Problems that are currently assigned to the System User.

Customer Tab

The first step in creating a new Service Request requires that a Customer be assigned to the Request.
There are two ways to assign a Customer to a Request, either search and select an existing Customer,
or create a new Customer.

Create a Service Request for an existing Customer

To search and assign a Customer who already exists in the system:

1. Go to Operations>Service Requests
2. Click New
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3. Search and select a Customer

Within the Find Customer field, enter any known Customer details or leave the search field

blank to access the complete Customer List. If Custom Fields have been enabled in the Customer
Information screen, the Advanced Search option can be used to search on data recorded within

these fields.

Request Information

Find Customer
First Name

Last Name

Username

| advanced Search

Name =

Amber Wallan
Barney Sanderson
Calvin Johns
Carla Parsons
Dawn Knight
Dennis Barry
Fiona Nanders
Francis Young
Jamie Stewart
John Brown

Email

Fhone

Org. Unit
Phone = Org Unit
03 9797 999 MyCompany -
03 8797 959 MyCompany -
02 9797 9797 MyCompany -
03 9797 999 MyCompany -
02 9797 9797 MyCompany -
02 8797 9797 MyCompany -
02 9797 9797 MyCompany

My Company -

03 8797 955 MyCompany -
02 8797 9797 MyCompany -

1-100f19 Results = =5

Qe

White
Teal
Green
Lilac
Green
Pink

- Azure

Azure
Teal
Pink

4. Click @ to search the Customer database

5. Select the relevant Customer Name hyperlink to assign the Customer details to the Request.

The screen will open the Find Item field.

See: Advanced Search Options

Create a Request for a new Customer

If the Customer does not exist within the system, an account can be created when entering the

Request:

1. Select Operations>Service Requests

2. Click New

3. Within the Find Customer field, select New
An expanded editable Customer details form is displayed.

4. Enter the Customer details
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5. Click Save
The form will revert to a non-editable screen of the newly entered details.

6. Click Next to assign an Item to the Request. Or select Quick Call if a Quick Call template is to be
used.

Requests for Partner Organization Customers

NOTE: When a Request is created for a Customer of a Partner Organization it is automatically
allocated to the Partner User associated with the Partner Organization.

Supported Org Units Only option

This option is visible within the Find Customer search field, if the logged in User has been assigned
to support specific Organizational Units. Uncheck the option, if search results are to include
Customers belonging to all Organizational Units recorded in the system.

Request Information

Find Customer
First Mame Email

Last Name Phone

-~ ~
Username -~ Org. Unit

M/
ESuppnrtad Org. Units Only @ 0

Advanced Search Option

Advanced Search Option

To search for a Customer or an Item based on custom field information, use the Advanced Search
option. The Advanced Search enables the User to search on Customer or Item custom fields, if they
have been enabled.

During request creation the option Advanced Search will be visible within the Find Customer and
Find Item screens.
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Find Item

Iterm Number ltem Type
[l Include Global* ltems ) Al Items
™ Active ltems Only ® Al Assigned Items
() By Customer
() By Org. Unit
Category

Mobile Devices

Ak

@ Advanced Search

Figld Value

Resolution
Input Type
Memory

Memory Card @ o

-r

To use the search option:
1. Tick the Advanced Search option

For the Find Customer, a custom field list will appear. For Find Item, an Item Category drop-
down list is displayed.
2. For Find Item, select the Category. Two custom field lists appear

3. Select the custom field/s to search on

Find ltem
Iterm Mumber Iterm Type
[} Include Global* Items () Al ltems
M Active Items Only ) Al Assigned Items
() By Customer
() By Org. Unit
Category
Mobile Devices =
Iﬂ.ﬂdvanceﬂ Search
Field Value
Memory Card =
IMEI Mumber 5]

@O

4. In the Value field, enter the details to be searched
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5. Click@ to return a list of Customers/Items based on the custom field value entered

6. Click the relevant Customer Name or Item number to assign it to the request.

[tem Information

After the Customer details are assigned to the Request, an Item or Items are assigned to the Request.
This assignment associates all the relationships of the Item(s), including service level agreements and
assigned support Team, to the Request.

If the Customer assigned to the Request owns any Items they will be listed below the Find Item
search box. By default, the list is defined by the All Assigned Items option. It is also possible to search

by:

*

All Items

(Only visible if the Search All Items option is enabled within Admin>Setup>Privileges>User

tab.)
All Assigned Items (Customer and Organizational Unit)
Assigned Items by Customer

Assigned Items by Organizational Unit.

Request Information

—m—
Customer
o ;'“d:"mbe Itern T
em Number BT
Name () Francis Young s
Org. Unit MyCompany - Azure
< # Include Global® Items ) Al ltems

Email francis@ M Active ltems Only

Phone
Mabile
Fax
Pager Category
Address 1 Suite 7
Address 2 75 No Way [_] Advanced Search
City Beautiful
State Wictoria
Zip 3807 ltem# = ltem Type
SESEAEE Munsiraln 100002 Service Desk
100003 Email Service

ar

1- 2 of 2 Results

) All Assigned ltems
() By Customer
() By Org. Unit

@0

Identifier Status =

Myailable
Available

The list can be filtered using the Include Global* Items option. This will display Items that are
available to all Users in the system, as they have not been assigned to a specific Customer or
Organizational Unit. It can also be filtered using the Active Items Only option, which means only
Items that are assigned an active lifecycle state are displayed if the option is checked.
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Multi-ltem Requests

The system also allows for multiple Items to be assigned to a Request during the Request creation
process, if relevant. This results in separate Requests being created for each Item assigned to the
initial Request, which are then displayed within the Related Requests window within the Service
Request Information screen.

The Requests are managed as individual Requests to cater for any special requirements relative to
each Item. For example, consider a situation where a Team rolls-out an update in an organization. In
this instance, during the Request creation process multiple Items are assigned to a single Request,
which the system automatically allocates to separate Requests that are then managed on an
individual basis. This allows appropriate Teams/ Technicians to be assigned to the Requests relative
to their skill-set or departmental assignments. The implementation process more effectively
differentiates between the tasks and Items being modified and ensures each Item has its own Audit
Trail, Attachments and Notes for future reference.

Multi-Item Requests are listed as separate Requests within the Request List View, and can be
accessed as a group with the Service Request Groups List View.

Request Item Assignment

To assign an Item to the Request:

1. Click the relevant Item link if listed below the Find Item search box

Or, Search for an Item or click @ to Create an Item.

The option to create an Item is only available to Technicians if the system Administrator has
enabled the Create Items option within the Setup>Privileges>User screen.

Request Information

[T A
N Cus‘lﬂm-r- ' —ltem ]
Title Itern Number &) 100003
Name @) Francis Young Category Service
Org. Unit MyCompany - Azure tem Type Email Service
Room Identifier
Email francis@ Team Reguest Team
Phane Room
Maobile Service Gold
Fax
Pager

Address 1 Suite 7
Address 2 75 No Way
City Beautiful
State Victoria
Zip 3807
Country Australia

Cancel A Nex

2. Click Next to move to the Details tab if only one Item is to be assigned to the Request

Or, select Add to assign additional Items. If Add is selected, a Request Selections window will be
displayed that lists all the current Items assigned to the Request.
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Selections

Customer Item No.

Item Type

o Francis Yourng 100003 Email Service

1-1of 1 Results

3. Continue to add all the relevant Items to the Request and then select Next to move to the Details
tab.

Within the Details tab the Request is profiled by assigning a Classification and Description.

Creating an Item

Creating an ltem

Creating an Item during request creation

To create a new Item for the Customer after they have been assigned to the request:

1. Move to the Find Item field

Find Item
Item Number Item Type

[#Include Global* Items
[ Active Items Only

Al ltems

*) All Assigned Items
Cﬁ By Customer
C}E!n,' Org. Unit

Category Click to create open

[ Advanced Search reen \

@O

L3

2. Click@ to add a new Item using the Find Item Type field

An expanded Item information screen appears, with the Item number field completed.
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: Item Information

. Information Detalls Costs Requests Relatlonships
e
Number TBD

Category

Type |

| Find Item Type (Nama)

Ak

Request Team |

Ak

Incident Team |

Problem Team |

Ak

b

Change Team |

Criticality

Ak

Service Level

Ak

. Cancel o Mext

Enter the Item Type Name in the Find field, or leave empty and click @
Select the Item Type hyperlink to assign the details to the new Item
Enter other required information

Click Next

The Item Details tab is displayed.

AN

N

Enter any known Item details
8. Select Save.

The Item details are saved, select Next to complete the request creation process.

NOTE: This option is only available to Technicians if the system Administrator has enabled the
Create Items option within the Setup>Privileges>User screen of the application.

Item Information

Item information allows the User to configure the basic information for the Item, most of which is
pre-populated based on the Item Type selected for the Item. Within this screen the owners of the Item
are also assigned.

To create an Item:

1. Select Configuration > Items
2. Click New

The Item Information screen appears.
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Item Information

isstoformatinny
Mumber TBD

Category
Type |

Request Team |
Incident Team |
Problem Team |
Change Team |
Criticality
Service Level

Ownership
Customers Everybody

Org. Units All

Affects

EL3 Ak am 4k EL3

4k

Find Item Type (Name)

Find Custemer {Last Name)
Find Org. Unit (Name)

Iltem

Description

Iltem Number*

Category*

Type*

Team*

Status*

If the Administrator has set the Item Numbers
Editable option in Setup> Privileges> System to Yes,
the User will have the option of entering a
customized Item number. It may contain numbers
and/or letters, and be between 1 and 64 characters
in length.

As no two Item Numbers can be the same, the User
will be prompted to change the value they have
entered if it is already in use. If the Iltem Number
field is left blank, the system will automatically
create an Item Number.

If the Administrator has set the Item Numbers
Editable option to No, an Item Number will be
generated automatically and cannot be edited.

This is auto-filled, based on the assigned Item Type.

This is the Item Type that the Item represents. Click
the Search button to view the list of available Item
Types.

This is the Technician Team that will be assigned to
support the Item.

Select the status from the drop-down options
displayed after the Item Type has been assigned.

User Guide



Item Description

Criticality* Rates the degree of importance of an Item Type
within an organization. The ‘Impact' of a request is
initially pulled from the Criticality of the Item, but can
be adjusted within the request Information screen if
required. Requests logged through the Customer
Portal, use the Criticality of the Item to determine the
Priority of the request. (See additional information
below.)

Service Level Select the Service Level Agreement from the drop-
down list, if required.

Ownership

Customers These are the Customers who own the Item. A
single Customer, a group of Customers or all
Customers in the application can be assigned to an
Item.

1. Enter a Customer last name, or leave blank
then click the Search button to view a list of all
available Customers.

2. Click on the hyperlink for the relevant
Customer name or names to assign them to
the Item.

If no specific Customer is allocated to the Item, it
becomes a Global Item and is assigned to
Everyone.

Org Units These are the Org Units who own the Item. The Item
can be assigned to one or multiple Organizational
Units.

To assign an Org Unit:

1. Enter an Org Unit name, or leave blank then
click the Search button to view a list of
available Org Units.

2. Click on the hyperlink for the relevant Org Unit
name or names to assign them to the Item.

NOTE: If Billing is enabled an owner must be
assigned to the Item. The owner can be either
a Customer or an Org Unit, but only Org Units
that have a Primary Contact, will be displayed
in the Org Unit Search list. (See: Primary
Contact.)

Notification

Method This field is visible when an active Item moves into
an offline State and allows the User to define who
(Primary Contact or All Owners of the Item) and how
(Email or SMS), Customers will be notified that the
Item is not available.

*Denotes mandatory fields

3. Search and select an Item Type
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4. Select a support Team for each process
5. Select the Item's Status and Criticality
6. Assign a Service Level

If Contracts are enabled for the system, the assignment of an SLA will result in an annual service
contract automatically being applied to the Item. If an SLA is not assigned, a Contract can be
created for the Item within the Costs tab.

7. Search and select a Customer and/or an Organizational Unit owner
8. Click Next to view the Details tab.

ltem Criticality

The Item Criticality is used to identify the degree of importance of an Item to an Organization.

When the Incident Priority is set to Derived in the Administrator Setup, the Impact of a request is
mapped from the Criticality of the Item associated with the request and then combined with the
selected Urgency, which derives the Priority of the request. If required, the Impact can be manually
adjusted within the request Information screen. Requests logged through the Customer Portal, use
the Criticality of the Item to determine the Priority of the request, which can be manually adjusted by
the Technician User.

The following table displays the calculations applied by the system to the Item Criticality, which is
mapped to a request's Impact to determine a request's Priority:

Impact / Urgency Urgent High Moderate Low Very Low

Critical [ OO ST 0.700 0.550 0.410

High S 0.723 0.595 0.468 0.349

Moderate 0.700 0.595 0.480 0.385 0.287
Low 0.550 0.468 0.385 0.303 0.226
Very Low 0.410 0.349 0.287 0.228 0.168

The above calculations result in the following Priorities:

Priority Upper Lower
1 0.83
High 0.83 0.58
Medium 0.58 0.34
Low 0.34 0

The Incident Analyzer, if enabled by the Administrator in Setup>CMS>Incident Analyzer, can apply
the Criticality to automatically detect Problems. The minimum Criticality level can also be used to
determine the off-line Items that appear on Outages pages, if the Outages pages are enabled by the
Administrator in Setup>Privileges>System.

Create an Item with Contracts Enabled

When Contracts are enabled with Billing, Items, Customers and Organizational Units can be linked
together using a service contract. To automatically apply the system default support contract when
creating an Item, simply select an SLA and an annual contract is applied. However, if an SLA is not
required but a service contract is, the contract can be created within the Costs tab of the Item.
See:Costs Tab.
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Detalls

Once the basic information for an Item has been completed, additional details can be defined for the
Item. The Details tab displays a list of custom fields set for the Item's Category. The information to be
completed within this section is configured by the Supervisor when customizing the Item Type
templates in Configuration > Categories. Fields marked as Required, must be completed for the Item
Details of the Item to be saved successfully.

For more information about Item custom fields, see: Categories.

Item Information

Information m Costs Requests Relatlonships Outages AMIE Snapshots
!'&? . Duplicate M— Item # 100008 (Oracle11g)
' Details Detalls

Location License Expiry
Envirenment Ownership
Version # Order #
License Key Supplier
License Count Supply Date
w_ MNotes Attachments Audit Trail
-Dacribfinn
%

Clicking Save at the far bottom of the page after the Details tab has been completed, will create the
Item and save it to the database.

NOTE: Items can be duplicated at any time by clicking the Duplicate button. A new Item is created
with properties that are identical to the original Item (with the exception of the Item Number, as this
must be unique and is generated automatically).

ltem Description

Content entered in the Description field is made available on the Customer Portal in the expanded
information window for an Item. For Service Items, where a description of the Service may be
required within the Customer Portal, details about the Service can be completed within the Item
Description field. The Item and Service information can be expanded by completing Item attribute
fields that are marked as Customer Visible and therefore displayed in the Customer Portal.

To add an Item Description, within the Item's Details tab:

1. Click Edit
2. Move to the Description tab
3. Add information in the Description field
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e — —w——
Description
e Paragraph = Fontfamily = Font size - | s |mmL‘:'rv
A-B 7 U &x|[Z & |[EEE|xx

Used by the Admin Department to provide Payroll and HR softwarg]

Words: 1 .

4. Click Save.

[tem Notes

To add Notes to an Item, under the Item's Details tab:
1. Click Edit

2. Select the Notes tab

[ Description ] [ Attachments | | Audit Trail
Date = Note By = New
0-00of 0 Results.
3. Click New
4. Enter details in the Notes field
[ Description | [ Attschments | [ Audit Trai
Format = FontFamily = FontSize 1 | | w5 -
A-B 7 U a|iZiZw|E=E=|x x
The software Is to be Installed on
Path: Words:6 Y

5. Click Save.

The Note will be allocated an identification number hyperlink for access. It will also be time and
date-stamped.
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[tem Attachments

To add Attachments to an Item, within the Item's Details tab:

1. Click Edit to display the Attachment tab New button

2. Click New
Description Notes | Attschments Audit Trai
Choose File ) no file selected Description @ private ) Public Q0

3. Browse and select a file
4. Enter a Description, if required
5. Adjust Private and Public option, if relevant

Selecting Public will make it accessible on the Customer Portal, when the Item is in a Customer
Visible state.

6. Click @.

Item Outages

Planned outages can be created for an Item under the Outages tab. This is a period of time an Item
will not be available for a Customer's use.

If an Item has an SLA with a specified Blackout Period, Outages should be planned to fall within this
time. The Blackout Period is an agreement between the Customer and the Service Desk regarding a
period of time when the Customer has no service expectations. This can also be the preferred time for
Item upgrades and maintenance without affecting service availability.

When an Outage is being created, the Blackout Periods times are displayed to ensure the User creates
a new Outage that does not breach the Item's SLA.

Creating an Outage

To create an Outage:

Select Configuration > Items
Select the Item Number

Go to the Details tab

Click Edit

Go to the Outages tab

A S

tem Information

Infermation Detalls [ Costs Requests | Relatlonships %

ftem Number 100002 (Service Desk)

No. = StartDate & End Date

Reason By

0 - 0 of 0 Results
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6. Click New

Item Information

Requesrﬁ

10.

11.

12.

Informatian Detalls Costs Rélatlunshlps %
S P ]
Detalls
Interval  One Time =
Start Date || '
End Date =
Blackout Periods | oalStart Time  LocalEnd Time  ActualStart Time  Actual End Time
Sunday 00:00 Monday 00:00 Sunday 00:00 Monday 00:00
Monday 00:00 Monday 04:00 Monday 00:00 Monday 04:00
Friday 2100 Saturday 0000 Friday 21.00 Saturday 00:00
Saturday 00:00 Sunday 00:00 Saturday 00:00 Sunday 00:00
Motification  None =
Offline Status ~ Offline =

Online Status ~ Awvailable s
Reason |

4

o Canmeel o Save

The screen will expand to display the Outage Editor screen including the Blackout Period, if
defined for the Item associated SLA. Within the table the start and end time is displayed as Local
Time and Actual Time:

¢ Local Time is based on the time zone of the logged in User
¢ Actual Time is based on the SLA time zone.
Define the Interval for the Outage

Select One Time if the Outage is a one off, or set regular outages based on a weekly or monthly
basis.

. Enter the Outage details

Select the Start/End Date within the calendar, and modify the Time accordingly inside the
calendar pop-up.

Set the Notification method and recipients, for when the Outage is saved.

Tick the Reminder Email field, if a reminder is to be emailed to defined recipients prior to the
Outage time

Define the length of time before the Outage occurs that the reminder is to be sent

&

Motification  Email 5 Primary Contacts H

Reminder Email E 24 hours + before outage.

Complete the Reason for the Outage
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13. Click Save.

The Outage notification is sent to the defined recipients upon save.

See Outages for more information on setting up and viewing Item Outages.

[tem Audit Tralil

The Audit Trail tab records all changes that are made to fields within the Item Information and
Details screens. These entries are made to record all the alterations made to Items and the CMDB.

To view an audit trail entry, under the Item Details tab:

1. Select the Audit Trail tab
2. Click on the identification number hyperlink to display the entry details.

Description Motes [1] Attachments EEE!E‘

No. = Date T Event By = 1
550 050912 11:32 Item has been added to outage 10 Simone Supervisor
53 04/03/12 14:58 Delegate Costs changed from ** to 'no’ Simone Supervisor
40 07/26/11 1T.08 Relationship created. Service Desk #100002 is a Simone Supervisor

ch...
38 07/26/11 17:09 Relationship created. Service Desk #100002 is a Simone Supervisor

ch...
as 07/26/11 17:08 Relationship deleted. Blade Server #100004 is a Simone Supervisor

pa...

1-50f15Results = |

Rollback Option

All changes recorded in the Audit Trail can be rolled back to reinstate information recorded against
an Item.

To return to Item details to previously saved information:

1. Click Edit

2. Select the identification number hyperlink of the entry to be reversed
3. Click the Rollback button

4. Save the Item.

The Item details will revert to information recorded before an update was made.

Costs

For Users who are not assigned the Finance Role, the Costs Tab displays SLA Details and Item
Availability information. Users who are assigned the Finance Role, also have access to the Item's
financial and contractual details. The following Item Costs details include:

¢ Base cost

¢ Purchase date and related information

¢ Depreciation data

¢ Inherited costs
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+ SLA and Contract details
¢ Availability statistics.

Completing the Depreciate Over field causes the application to automatically keep track of the Item
depreciation over the specified number of years. The current value of the Item after depreciation is
displayed at Depreciated Value. The Audit Date field is used to record the date when the Item was
last audited.

For Service Items see: Service Item Costs Tab

Item Information

Information Detalls Losts Requests Relationships
Edit _ Duplicate ] "'=| Print Item # 100005 (Server)
Financial SLA Detalls
Cost 50.00 Service Level Warranty

Maonthly Cost 50.00
Purchase Date 08/01/10 18:03

Warranty
Depreciate Over years Expires
Depreciated Value S0.00 Avallability
{ﬂﬂdgﬁi Avg Repair Time N/A
L Avg Time To Fail Nis
Inherited Costs
Inherited Capital
Inherited Ongoing

Delegate Costs Yes Mo

The Financial Costs and Inherited Costs fields allow the support organization to assign costs across
related Items and charge Users and/or Organizational Units appropriately.

Financial Description

Cost The financial investment made to purchase the Item.
This figure is also used when the Delegate Costs is
enabled for allocating costs across related Items.

Monthly Cost The amount invested on a monthly basis to maintain
the running of an Item. This figure is also used when
the Delegate Costs option is enabled for allocating
costs across related Items.

Purchase Date The date the Item was purchased.

Depreciate Over Enter the number of years the Item is to be
depreciated over, if required.

Depreciated Value The system calculates the current value of the Item
based on the Purchase Date and the number of years
the Item is to be Depreciated Over.

Audit Date Set the date the Item is next to be audited.

PO Number If Purchase Orders are enabled for the system, the
field is visible and automatically populated with the PO
number generated by a User within the
Finance>Purchase Orders tab, when the Iltem order
was recorded in the system.
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Financial Description

Inherited Costs

Inherited Capital Total infrastructure costs of parent Cl's that directly
contribute to the cost of the current Cl. This figure is
derived from all the Cost fields within the Item
Information>Costs tab of related Parent ltems.

Inherited Ongoing Running costs of all associated Items that enable the
current CI to continue to function. This figure is derived
from all the Monthly Cost fields within the Item
Information>Costs tab of related Parent Items.

Delegate Costs To enable cost delegation across the relationship map
allowing associated Items to inherit the costs of the
current Cl, select Yes. This will take the figures from
the Cost and Monthly Cost fields for the Item and
spread them across related Child Items.

Define the technique to be used to evaluate the cost
split:

Child Count:Costs are split by percentage based on
the number of child CI's the costs are being delegated
across.

User Count:Costs are split proportionally based on the
number of users of the child CI's the costs are being
delegated across.

Custom %: The relationship itself allows for the % cost
to be assigned

The figures displayed within the Availability fields are automatically calculated by the application,
using the Item Lifecycle as it moves between online and offline States:

Availability

Avg Repair Time Entries displayed here are automatically calculated
based on the average length of time an Item is offline.

Avg Time To Fall Figures displayed here are automatically calculated
based on the average time between an Item being
offline.

Billing Enabled

When Billing is enabled, a Service Level hyperlink is available within the Costs screen. This provides
access to the Service Level Agreement details that govern the lifecycle for Requests logged against the
Item.
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Financlal
Cost 50.00
Monthly Cost 50.00
Purchase Date 05/20/11 0944
Depreciate Over years
Depreciated Value 50.00

" Relationships |

Service Level Gold
Contract# &
Invoice # 100007
Start Date 05/23/11
End Date 05/31/12

Item # 100009 (Oracle 11g)

Audit Date Expires 1 Year 9 Days
(mmy/ddiyy)
PO Number Avallability
Inherited Cost Avg Repair Time N/A
Inherited Capital Avg Time To Fail N/A
Inherited Ongeing
Delegate Costs | Yes = Mo
Contract# < Type SLA = Invoice # Start Date = End Date =
[} Per tem Gold 100007 052311 00:02 05/31/12 23:58
1-1cf1 Results

S,

If Invoices are also enabled, an Invoice Number hyperlink is available and when selected, will
display the invoice details for the Contract that covers the Item. The Start Date and End Dates
stipulate the contract length covered for the Item. It is summarized by the days or hours recorded in

the Expires field.

The Contract tab within the Item Information Costs tab summarizes the contract details that cover the
Item. Further Contract details can be found within the relevant Contract Number within the

Finance>Invoices screen.

Create a Contract

Through the Item Costs tab, Contracts with an associated Invoice Number (if relevant) can be
generated for an Item, after it has been logged in the system.

To add a Contract to an Item, within the Configuration>Item screen:

1. Select the Item Number
2. Move to the Costs tab

The Contracts tab is visible in the bottom right corner of the screen

3. Click Edit

The Add and Delete buttons are made available within the Contracts tab

[ Contract#

= Type

4. Click Add
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0-0of 0 Results
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(If Invoices are enabled in the system, an Invoice number will be automatically generated and
assigned to the Contract).

Item Information
| Informaton |  Detalls | | Costs || Requests | | Relationships | |  Outages
Contract
Invoice Number 100018
service Love NN
| Bronze —
Gold . Cancel
Platinurm
| Silver |

5. Select an SLA from the drop-down option
The screen will display the SLA details and the Contract Type locked to Per Item.

Item Information

[ Information | [  Detalls | | Costs | | Requests | | Relationshlps | |  Outages |

Contract
Invoice Number 100018
Service Level Bronze

Prierity Response Time  Restoration Time Resolution Time 24 x 7 support Alert

Urgent 12 Hours 24 Hours 36 Hours No Action
High 24 Hours 28 Hours B0 Hours No Action
Medium 30 Hours 48 Hours B4 Hours No Action
Low 36 Hours 80 Hours 108 Hours No Mction

Contract Type Per ltem

bl v Subscription

| Time Limited Subscription
StartDate  Support Hours
Support Hours By Month
End -

Motes

Price 3160.00
Tax 50.00

Taxable [
Total Cost S180.00

6. Assign the Time period to be covered by the Contract:

If Subscription is selected, the Start and End Dates are automatically completed by the system,
but can be edited if required.

If Time Limited Subscription is selected, the Support Hours field is displayed and the number of
support hours purchased by the Customer should be entered. Also, the Start Date and End Date
fields should be completed manually, entering the length of time for the subscription period.

If Support Hours is selected, the number of support hours purchased by the Customers should be
entered.
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If Support Hours by Month is selected, set the number of hours purchased per month and define
which day of the month contract is to rollover to start the new month. The Total Support Hours
will automatically be calculated based on the Start and End Dates set for the Contract.

(If a Contract is forward dated with a Start Date set in the future, the Pending Contract status is
assigned. See Pending Contracts.)

7. Add any relevant Invoice Notes
8. Check the Taxable box, if the Contract is to be taxed
9. Click Save.

If Invoices are enabled in the system, an Invoice number will be automatically generated for the
Contract and made available within Finance>Invoices. Payment will need to be processed by a
Finance User before the Contract can be enabled in the system. If invoice payment is required
before the contract can be enabled in the system the following Warning message is displayed:

h Warning

L] ‘:;; The invoice has been generated against this item with status "Pending Unpaid".
Technicians will not be able to work with this item until the invoice has been paid.

10. Click Next

The Contracts information is only populated after the Invoice has been processed. To process the
Invoice, as a Finance User move to the Finance>Invoices tab. Once the relevant Invoice payment
has been processed the Contract details will be visible in the Costs >Contracts tab.

Item Information
Information Detalls Costs_ Requests
| e i._ - .'._, - W .

Financlal Contract

Relatlonships Outages

Item # 100004 (Blade Server) |

Cost $10,000.00
Monthly Cost 50.00
Purchase Date 06/30/10 16:44
Depreciate Over 5years
Depreciated Value $6,295.88

Audit Date
(mmiddiyy)

PO Number
Inherited Costs
Inherited Capital
Inherited Ongoing
Delegate Costs  * Yes Mo
Strategy User Count

Service Level Bronze
Contract# 9
Contract Type Subscription
Invoice # 100018
Start Date 05/07/12
End Date 05/07/13
Expires 1 Year 0 Day
Warranty
Expires
Avallability
HAvg Repair Time N/A
HAvg Time To Fail N/A

R .. —
Contract# = Type SLA = Invoice # Start Date = End Date =
] Per Item Bronze 100019 05/07/112 00:00 05/07/13 23:58
1-1of 1 Results

This section lists all the requests that have been logged against an Item. For Technician Users, this tab
is only visible to when the View All Requests option is enabled in the Setup>Privileges>User tab.
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Use the system list filter to display the relevant type of request or task. To expand and view the
request in full, select the Task # or Problem Report hyperlink.

ltem Information

Information Detalls Costs Em Relatlonships
Item # 100003 (Oracle 11g)
Incidents [sys] &
Task# < Process = Date = Status = Technician = Problem Report
100050 Incident 068/26/11 18:16 Pending System User Carnot access items hosted on this server on the network

1-1of 1 Resulis

Dane

Item Relationships

This Relationship Tab allows Users to view and/or create a Relationship Map for the current Item,
with other Items within the CMDB.

The Relationship direction can be defined as:

¢ Service Oriented - Parent-Child Relationship
¢ Component Oriented - Child-Parent Relationship.

Within each view the Relationship Class can be defined as:

¢ Hierarchical Relationship

+ Connection - an association between the selected Items.

For a Service, such as the Email or Web Site Service, it is recommended that the Hardware be defined

as the Parent for the Software Items and the Software be defined as the Parent of the Email or Web

Site Service.

Create a Relationship

To create a new Item Relationship:

Select Configuration>Items
Select an Item

Select the Item's Relationship tab
Click Edit

Click New

Select the Relationship Direction and Class from the drop-down menus

NS gk w -

Define the Relationship by selecting a description from the drop-down list
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tem Information

Information Detalls Costs Reguests —% Outages
'iuml Print y Item # 100004 (Blade Server)
Direction ~ Parent - Child H
TypaLs

Related Iten Hierarchical

Connection
[Ttem Number ltem Type

ltem# = ltem Type = Identifier Status =
100002 Service Desk Mvailable
100003 Email Service Available
100005 Service Manager Installed

If the Relationship Type has the Inherit Parent Ownership option enabled, Child Items that use
this relationship will inherit the Parent Item's owners. The ownership will not be editable and no
other Parent Item can be assigned to the Child Item. A warning will be displayed if a
relationship type has the Inherit Parent Ownership option enabled.

8. Use the Find Item field to locate the relevant Item
9. Click on the Item Number hyperlink to create the Relationship
10. Click Save to default to the Relationship Map view.

Relationship Map

Within the Relationships tab of the Item Information screen, a Relationship Map visually displays the
connections that have been defined for an Item. All Item Relationships are listed in the Relationships
Table beneath the Map. The Relationship Map can display up to 48 Child Items and 16 Parent Items
in the one diagram.

The central icon of a Map is a visual representation of the selected Item. Scroll over an Item label to
view any information recorded on the Information and Details tabs of the Item. To drill-down
through the relationships, click on an Item label. To change the focus of the Relationship Map to
another Item, click on the Item label and the system will request that OK be selected before updating
the central node of the Map.

The Relationship Table data displayed at the base of the map can be filtered using the Direction filter
view of Parent-Child or Child-Parent.
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Direction ~ Parent - Child
Relationships c ltem

Oracle 11g

Oracle 11g
Oracle 11g

. L ]
2

Seryice Desk

& §m

Service Manager craclgﬁg
Loaded
ke
B
Relations hip
is host of
is a parent of
is host of

w2

Email

ltern # 100002
Criticality: Low
Average Uptime: N/A

Item # 100004 (Oracle 11g)

Average Response Time: N/A
Service Level: Bronze
Last Updated: 04/03/12 14:58

is a parent of
[ 100005 (Service Manager)

= Related llem =

Service
Manager

Service Desk
Email

Item #
100005

100002
100003

= Category = Cost Split 3%
Software /A
Service N/
Service I

The map displays the relationship between each Lifecycle State by using different colors to represent

the type of Lifecycle State.

Color

Green Circle Cl is assigned an online status.

Red Square Cl is assigned an offline status.

Blue Triangle Service Cl is assigned a pre-production status.

The Lifecycle State name can be accessed by scrolling over the Item icon within the Map.
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To delete a Relationship:

To remove the Relationship between Items:

1. Select the relevant Item within the Configuration tab
2. Move to the Relationships tab
3. Click Edit
4. Select Delete
A table with the Relationship details is displayed.

Item Information
. Infermation . Detalls | Costs | Reguests | _Mm_
Ll Print Item # 100003 (Oracle 11g)
Direction = Parent - Child H
Eosiatiorecins Current ltem Relationship = Related ltem = ltem# = Category = CostSpit %
E‘[ Oracle 11g is a parent of Service Desk 100002 Service MNiA

1-10f 1 Results

G GNP

5. Select the Relationship Direction to display the relevant Relationship table

6. Mark the checkbox next to the Relationship that is to be removed

7. Select Delete

8. Click Done to return to the Item list.
Users can view and create relationship maps for current Item with other Items within the CMDB
within the Relationships tab to define the infrastructure that underpins Services within the Service

Catalog. For more information about creating a Service catalog and relationship mapping, see:
Service catalog.

AMIE Item Imports and Relationships

Items with Item relationships that have been imported using the AMIE engine, retain the
relationships that exist within the Asset Management Tool. A visible map of the relationships is
recorded within the Relationships tab.

Quick Calls

Quick Calls are used for common Requests that are logged using a template during the Request
creation process.

If the Quick Call functionality is enabled for the system, after the Customer and, if relevant, Item
details are assigned to a

Request, within the Details tab the Quick Call options are displayed below the dashed line in the
Request Type drop-down list.

NOTE: Quick Call Templates also define the stage of the Workflow for the Request being created,
which enables pre-approved Requests to be created in the system.
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Quick Calls and Item Assignment

When creating a Quick Call, an Item can be assigned after the Customer information has been set or
when the Quick Call template is applied to the Request.

If the Item is to be assigned to the Request using the Quick Call Template configuration, the User
simply selects the Next button after assigning the Customer information to the Request. The
application moves to the Details tab and within the Request Type options, the list displayed only
includes Templates that have Items preset.

NOTE: The Next button will only be visible after the Customer has been assigned to the Request, if
Quick Call templates that have Items assigned are configured in the system.

If a specific Item is associated with the Quick Call Request within the Customer tab, the options
displayed within the Request Type drop-down list will include Quick Call templates associated with
the Item Type already assigned to the Request, and templates assigned the Unknown Item.

For Requests created with multiple Items assigned that use different Items, Quick Call templates
with no Items assigned are displayed. For Requests where the same Item is assigned on multiple
occasions, Quick Call templates that have the matching Item and no Items assigned are made
available in the Request Type drop-down list.

To create a Request using a Quick Call:

1. After allocating a Customer and Item(s), click Next to move to the Details tab

Request Information

Customer Detalls

Request Detalls
Request Type + New Service Reguest

Classfficatiol Create Account

| Poswordrese 9

Subject
Description | . ;

Format + Fontfamily = Fontsize - | |HrrnL";?v

A-B 7 U#=|iZiZ«|=E=E=|x x

_——

Path: Words: 0 A

2. Within the Request Type drop-down list, select the relevant Quick Call template displayed
below the dashed line

3. Assign the Classification
The list displayed will be based on the Item assigned to the Request.
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Request Information
el R

Regquest Datalls

uest Typa? = - 5
Req e Permission Denied

-k

Classificati

Quota Exceeded
Service Offline

Subject Please create an account of AD for the following customer

Description |

Format + Fontfamily - Fontsize - |
A-B 7 U 2|2 ¢ |E=EE=E|x X
A

Account detalls are:

Path: Words: 3 Y

4. Click Done.

All Request details will be populated according to the Quick Call template. Any amendments
can be made through the Request Summary screen.

NOTE: When saved, the Request created using the Quick Call template can be duplicated, to
minimise data entry requirements for multiple similar Requests.

Contract Tab

When Contracts are enabled for the system, the Contract tab is visible within the Service Request
Information screen.

The Contract tab of a Request includes the details of the Contract Type and SLA assigned to the
Request. If a valid contract is active for the Customer, Item or Organizational Unit assigned to the
Request, then the details of the contract will be displayed. If an SLA is not assigned to the Customer,
Item or Org Unit and the Billing functionality is not enabled, the system automatically applies a
default SLA based on the Item Type or the system default SLA.
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Service Request Information
Customer % Analysls Summary

Contract
Contract Type Per Item
Service Level Gold
Time Subscription
Start Date 05/15/11 22:10
End Date 05/15/12 06:59

S Pricrity Response Time  Restoration Time  Resolution Time 24 x 7 support Alert
Urgent & Hours 12 Hours 24 Hours Mo Action
High 12 Hours 24 Hours 48 Hours No Action
Medium 18 Hours 38 Hours 72 Hours Mo Action
Low 24 Hours 48 Hours 88 Hours Mo Action
D

When Billing is enabled and the Contracts or Invoices functionality is active, the system verifies the
service entitlement status of the Customer assigned to the Request, and if a valid contract is not in
place, the Request is assigned a status of Pending-No Contract and locked until a valid contract is
associated with the Request. The Customer is automatically sent the
NoContractCreateRequestSummary email when the Request is saved with this Status.

' Item Information

Information Detalls . FCosts Reguests Relationships Outages
S
. Duplicate =y brinc Rom % 100007 (Fhong)
Financial Contract
Cost | 0.00 3 Service Level Bronze
£ Contract # Mo Contract Assigned
Monthly Cost  0.00 \
Purchase Date 05,/07/12 11:30 Pending Contract# 11 ([ Enstla )

A reminder email can be sent to the assigned Customer by the Technician from within the Summary
tab by clicking .

For more detailed information about contracts and billing, see Contracts.

Details Tab

To successfully create a Service Request, the Request must be profiled by completing the Request
Type, Classification and Description details. Within the Details tab there is also the option to select
any relevant Quick Call Templates that have been configured for the Item Type assigned to the
Request.

Entering a Request Description
To profile the Request:
1. Define the Request Type

The New Service Request option is locked in if there are no Quick Call templates available for
the Item or Process.
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2. Select a Classification

If multiple Items are assigned to the Request, the option to assign a specific Classification for
each Item Request is provided.

3. Complete any required customized fields
4. Define the Subject content, if desired or required

(The Subject field can be set as a required field by the Administrator in the
Setup>Privileges>User tab.)

Request Information
Customer M

Reguest Detalls
Reguest Type] New Service Request %

ak

Classification = Question

Subject MNeed increased storage capacity

Description |

Paragraph  ~ Fontfamily = Fontsize | [ hm GF -

A-B 7 U #|iZZw|EEE|x x

—_—

Mot able to send or receive emails

Path: p Words: 0 .

Cancel E n

5. Enter all relevant information within the Description field
This is a mandatory field.
6. Click Done to enter the new Request into the database.

When a Request is submitted successfully, the Request Summary Tab is displayed. If the Force
Analysis functionality is enabled in the application's Setup, the system will move to the Analysis
Tab.

Request Subject

It is recommended that a summary be included in the Subject field, as the details recorded in the
Subject field are displayed in scroll-over summaries throughout the application. For example, when a
new Request is being entered for a Customer, a Recent Customer Requests list is displayed during
the Request creation process for all Items the Customer owns either directly or via shared ownership.
The Requests list includes a scroll-over summary where Subject content is displayed, if the Subject is
completed for a Request. Subject information can also be included within a column in the List View,
for a quick glance summary of a Request.
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Itern No. 100003
Open Date 2012-03-13 16:23:41.0
Status Open

Classification Service Offline

Technician  Calvin Johns

Subject Mew Email Account

Q 1000011 Email Service

NOTE: The system Administrator can make the Subject field mandatory by enabling the Subject
Required option in the Setup>Privileges>User tab.

Analysis Tab during Request Creation

When the Force Analysis option is enabled by the Administrator, the Analysis tab is automatically
displayed after the Description is entered during the Request creation process. Within this tab the
User can:

¢ Convert a Service Request to an Incident

¢ Create or search for a Solution

¢ Create or apply a Workaround

¢ Link the Request to other requests prior to saving the Request.

(This option is not available to Incidents created with Multiple Items assigned during the
Incident creation process.)

¢ Create an Alert related to the Request.

NOTE: To include analysis during Request creation, ensure the
Administrator>Setup>Privileges>Requests>Force Analysis option is set to Yes.

Service Request Information

Customer M Summary
— =) =
‘ Service Request# 1000011

Search Solution

New Solution | Type Relevance
New Incident

Convert to Incident

Link Incident .

Similar Service Requests .. tancel . Done |
New Problem

Link Problem

MNew Change Reguest
Link Change Reguest

0-0of 0 Results

NOTE: If analysis is not required during the request creation process, click Done to continue to the
Summary tab.
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Proactive Solution Analysis

During Request creation after the Description is completed, the system automatically searches the
Knowledge Base for possible Solutions that may be related to the Request. This search is based on the
Item Type, Classification and text matching of existing Articles with the Incident Description content.
Proposed Solutions will be visible when the Proposed Solution filter is selected within the Analysis
tab.

To assign a proposed Solution to a Request:

1. Select the Article ID number

2. Click W BBB to assign the Solution or select Cancel to revert to the Proposed Solution
list.

If the Resolved option is selected, the Request is automatically closed and the selected Article is
assigned as the Solution.

For further information see Analysis Tab.

Summary Tab

Analysis

Within the Service Request Analysis tab other requests can be created, similar Service Requests can
be viewed and the current Service Request can be related to other requests. It also allows the User to
convert a Service Request to an Incident.

To assign a Solution to a Service Request, the User can apply Proposed Solutions presented by the
application or use the Search Solution facility. If a Solution Article does not exist, a Service Request
solution can be created within this screen. Once a Solution is applied to the Service Request, the
application automatically closes the Request.

The options with the Service Request Analysis tab include:

Analysis Tab Drop-down Options

Proposed Solution Displays a list of all solutions with a search based on
Request Description, Item Type and Classification. To
assign a Solution, select the Solution ID number to
display the solution in full. Click Resolve if the Solution
is relevant. This will close the Request and update the
Customer.

Search Solution Allows User to enter full text or ID number to search for
possible Solution Articles. To assign a Solution, select
the Solution ID number to display the Solution in full.
Click Resolve if the Solution is relevant. This will close
the Request and update the Customer.

New Solution Displays Knowledge Base editor to allow the User to
enter a new Solution. Solution Articles are used as
Proposed Solutions for future Requests. See: Solution
Article.

New Incident Creates a new Incident and automatically links the
Request to the Incident. The Request status will move
to ‘On Hold - Process Escalated'.

216 User Guide



Analysis Tab Drop-down Options

Convert to Incident

Link Incident

Similar Service Requests

New Problem

Link Problem

New Change Request

Link Change Request

Alerts

Allows the User to make the current Request an
Incident and maintain the current identification number
for Customer correspondence purpose, while
recording the action in the Audit Trail.

Allows the User to enter full text or ID number to
search on Incidents. Select a No. link to immediately
link the current Request to Incidents.

Displays similar Requests based on Iltem Category,
Classification and Description.

Creates a new Problem and automatically links the
Request to the Problem.

Allows the User to enter full text or ID number to
search on Problems. Select a Problem ID number to
immediately link the current Request to other
Problems. The Request status will move to ‘On Hold -
Process Escalated'.

Creates a new RFC and automatically links the
Request to the RFC. The Request status will move to
‘On Hold - Process Escalated’.

Allows the User to enter full text or ID number to
search on Change Requests. Select a Change
Request ID number to immediately link the current
Request with other Change Requests.

Allows the User to create an Alert directly related to
the Request. Displays any reminder alerts that have
been created in the Summary tab of the Request.
Select the Alerts option to view Alerts list, and click on
an Alert Publish Date to view Alert Content.

Searching for a Solution

To Search for a Solution:
1. Click on the number of the required Request

The Request Information screen appears.
Select the Analysis tab
Click Edit

The drop-down list will become active.
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Service Request Information

Customer " 52!&5 Summary

% Service Request# 100014

Proposed Solutions =
Article No. = Summary Type Relevance =
2 Employee’s account with the Service Desk is no longer valid or accessible. Article 100%
1 The printer details are not included in the list of printers available for Article 61%
printing.

1- 2 of 2 Results

4. Select from the available options, as follows:

Analysis Tab Drop-down Options

Proposed Solution Displays a list of all solutions with a search based
on Request Description, Item Type and
Classification. To assign a Solution, select the
Solution ID number to display the solution in full.
Click Resolve if the Solution is relevant. This will
close the Request and update the Customer.

Search Solution Allows User to enter full text or ID number to search
for possible Solution Articles. To assign a Solution,
select the Solution ID number to display the
Solution in full. Click Resolve if the Solution is
relevant. This will close the Request and update the
Customer.

New Solution Displays Knowledge Base editor to allow the User
to enter a new Solution. Solution Articles are used
as Proposed Solutions for future Requests. See:
Solution Article.

Alerts Shows details of the Alerts that have been created
within the Incident.

5. Click Save.

Proactive Analysis during Request Creation

During Request creation after the Request Description is completed, the system automatically
searches the Knowledge Base for possible Solutions that may be related to the Request. This search is
based on the Item Type, Classification and text matching of existing Articles with the Request
Description content. Proposed Solutions are visible when the Proposed Solutions filter is selected
within the Analysis tab.

To assign a proposed Solution to a Request:
1. Select the Article ID number

The system will display the Solution details screen.
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T T,

ﬁ i Service Request# 100014

o 2
Typa Article
Vishity Tochnicians & Customers
Status  Publshed
liem Category Sarvice
Classfication Mew User
Rovirw Dale
Service Desk
Tithe Mood io log requests but do not have Service Desk Account
Summary Employee's accoun! with the Service Desk & no onger valid of access i,

Contenr! Faase emai the empioyes detais 1o phn@servicesuppor.com and an account will be created of re-anabied

Creatad OBO111 13:35

Rovised DB/ 1215
Direct Link  hitpocahost BOBNL e Tima WebObiecta/Live
“Statistics Views:0 Last: Votes: Rating:

ot/ ook upAricie Tarticiald=2

2. Select the Apply button.
The Service Request is automatically closed when a Proposed Solution is applied.

Converting a Service Request to an Incident

Service Requests are logged against Service Items and can be converted to Incidents within the
Analysis tab. This action results in the Incident maintaining the same request identification number
and audit trail that records the conversion.

To convert a Service Request to an Incident:

1. Select Edit within the Analysis tab
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2. Select the Convert to Incident option.

The Service Request ID # is associated with a new Incident and the Incident is assigned the Entry
State of a relevant Incident Workflow. The audit trail of the Incident records the conversion time
and date. The customer is not notified about the Process amendment.

Linking Service Requests

Within the Analysis tab, Service Requests can be linked to other Service Requests, Incidents,
Problems and RFCs.

To link a Service Request to a Group:

1. Select Edit within the Analysis tab
2. Search for a Request Group using the full text or ID option
3. Select the relevant search result ID number.

This automatically adds the current Request with the existing group.

Creating an Incident, Problem or Change Request within a Service Request

A Service Request can prompt the creation of an Incident, Problem or RFC and this can be achieved
within the Analysis tab. This will move the Service Request status to On Hold - Process Escalated,
and link it to the new Incident, Problem or Change Request group.

To escalate a Service Request to another Process:

1. Select Edit within the Analysis tab
2. Select the New Incident, New Problem or New Change Request option.

The Service Request is automatically escalated and its status changed to On Hold - Process
Escalated.

NOTE: When the related Incident, Problem or Change is moved to an Exit State, the Service Request
is automatically moved to the default Exit State, if not already closed.

Creating an Alert

Within the Analysis tab, an Alert that is associated with the Request can be created by:

1. Select Edit within the Analysis tab

2. Select the Alerts option in the drop-down list
The New button is made accessible.

3. Click New

4. Refine the content for each required field:
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Alert Details Description

Created The current date and time.

Publish The date the Alert is published. Use the calendar icon to
the right of the field, to select a Publish date.

Set to a date in the future, or use the default to publish
the Alert immediately.

Dismiss The date the Alert ceases to be available. Use the
calendar icon to the right of the field, to select a Publish
date. On this date, the Alert will disappear from a User's
Alert list.

Severity The type of Alert to be published. The choices are:
* Information — for general Alerts
* Warning — to warn Users of potential issues

+ Urgent — to publish an urgent actionable message.

The icon appearing with the message will depend on
the type of Alert.

User The type of Users to receive the Alert, which include:
+ Specific Customer or User
¢ User Role
+ Personal Alert
+ Organizational Units
+ Public.

In the Find User or Customer list, click search to select
the recipient from the drop-down list.

An Alert sent to a User Role will go to all Users with that
Role.

A personal Alert appears on the User's own screen at
the Publish date.

A Public Alert appears when the Public Alert link is
selected on the Login Page.

Title Enter the title of the Alert.

Message Enter the main content of the Alert.

5. Click Save.

Article Button

Article
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When a Solution has been applied or proposed for a request with the Create Knowledge option set to
No, the Solution is visible within the Analysis tab and not available within the Knowledge Base. To
manually escalate a request Solution to a Knowledge Base Solution Article, with the Analysis tab in
Edit mode, select the Article tab.

Service Request Information
| Customer "'| \

3.0 Service Request# 100015

Solution [

All jobs associated with this reguest have been completed.
This request will now be closed, unless you have further gueries.

Regards

Remove Button
When a Solution has been applied or proposed for a request, the Solution or Knowledge Base
Solution Article is visible within the Analysis tab. To disassociate a Solution from a request, with the

Analysis tab in Edit mode, click the Remove button. The Analysis tab will now only display the
default drop-down list options.

Solution Article

Solution Articles are Knowledge Base Articles generated as fixes for Incidents and Service Requests
made available within the Analysis tab of requests. For similar requests that are logged in the future,
they can be used as Proposed Solutions.

The Solution options available within the Analysis tab of a request include:
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Analysis Tab Options

Proposed Solution Displays a list of all Solutions with a search based on
the Problem Description, Item Type and Classification.
To assign a Solution, select the Solution ID number to
display the Solution in full. Click Resolve if the Solution
is relevant. This will close the Problem and notify the
Customer.

Search Solution Allows User to enter full text or ID number to search for
possible Solution Articles. To assign a Solution, select
the Solution ID number to display the Solution in full.
Click Resolve if the Solution is relevant. This will close
the Problem and notify the Customer.

New Solution Displays Knowledge Base editor to allow User to enter
a new Solution. Define visibility, enter a Summary, a
Description and Save.

Creating a Solution Article

Within a request:

1. Select the Analysis tab

Incident Information
Customer .MES Summary
3 Edit - Incident # 100009

Proposed Solutions B
Article No. = Summary Type Relevance =
2 The following provides procedures for access the Service Desk Article BO%
1 How do | set up this process? Article BO%

1- 2 of 2 Results

2. Click Edit
3. Select New Solution in the drop-down list options

The screen defaults to the expanded Solution Article editor with the Visibility and Status locked
down.
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Visibility Options Description

Assigned Request The default visibility. This means that the solution is
only visible relative to the request through which it
was created.

Users Visible by internal Users only (i.e., not Customers).
Users & Customers Visible to internal Users and Customers logged into
the
application.
Everyone Available publicly, without logging into the system.

4. Enter a Review Date or leave blank for the field to be automatically populated when saved
The Item Category, Classification and Item Type are all drawn from the related request.

5. Edit the Problem content if required
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Incident Information

[ Customer | | Summary |

Flags

S

=& Incident# 100009

Type | Solution
Visibilty Assigned Reguest
Status Published
Itern Category | Service
Classification | Question

Review Date 06/17/11

Item Types |
Service Desk
Problem |
Paragraph -

Font family = Font size -

A-B I U iz iz « |

The Service Desk Is offline and cannot be reached. How do we restart It?

Path: p
Solution
Paragraph = Fontfamily = Fontsize - | |HTmL?v
A-BIrix|z¢|E==|xx

Path: p

Created 06/15/11 22:08
Revised 06/15/11 22:08

6. Enter the Solution content

7. Upload an relevant attachments within the Attachments tab
8. Click Save.

Requests Tab

Words: 10 i

Words: 0 v

Solution Articles generated from requests include a Requests tab. This tab enables the User to view
details of the request related to the Article. For detailed information about Knowledge Base Articles

see: Articles.
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Summary

The Summary tab provides comprehensive details related to a Service Request and gives access to the
tabs required to work on the Request. To view the details of a Customer select the Customer name
link within the Request Information screen. The Customer and Item assigned to the Request can be

updated within the Customer tab by selecting @, when in Edit mode.

The Service Request Information Summary tab screen includes the following:

Summary Tab Description

Contact Displays the Customer assigned to the Request and
their contact information. Click on the Customer Name
or Org.Unit link for more details relating to Customer
and Org Unit.

To update the Customer details assigned to the
request, click on the Customer tab and ensure the
Request is in edit mode.

Iltem Displays the Item assigned to the Request. Scroll over

& to view Item information recorded on the Details
tab. Select the Type hyperlink for more information
about the Item.

Click "= to view the ltem Relationship map. Any Item
displayed in the map can be set as the Item associated
with the Request, by making it the central node of the
Relationship map and clicking on the centralized map
icon to confirm the Item assignment change.

To update the Item assigned to the request, click on
the Customer tab and ensure the Request is in edit
mode, or use the Update Item facility in the
Relationships filter view of the impact tab.

Details

Classification Displays the Request Classification that was selected
when the Request was created. This can be updated,
if required.

Priority Shows the priority of the Request, which determines
the Service Level triggers applied to the Request.

If the Derived option is enabled in the applications
Setup, then the Urgency and Impact drop-down lists
are displayed. The User is required to select the
corresponding Urgency and Impact for the Request to
alter the Priority assigned. See Priority.

Escalation This is visible if the Escalation Control option is
enabled in the application Setup. This is only available
to the Supervisor, and allows them to disable the
escalation timers. See Escalation.

Escalation Layer Shows the name of the current Group of Users
assigned to the Request. When the Workflow State is
updated, this could also result in an update of the
assigned Group of Users.
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Summary Tab

Description

Technician

Notification

Customer

Technician

Alternate Team

Service Request

Team

Workflow

Status

Next Action

The name of the Technician assigned to the Request.

When a Service Request is assigned to the Queue,
the name applied in the Technician field is System
User. See: Queues.

Shows how updates regarding the Request are sent to
the Customer who logged the Request, or to all
Owners of the Item associated with the Request.

Customer CCs is a free text field for any additional
notification recipients, these can be divided into
Customer and Technician CC lists. See: Notification.

Allows the User to adjust the default Technician
notification between None, Email or SMS for updating
the assigned Technician, all Technicians in the Team
or Layer of Escalation assigned to the Request.

Technician CCs is a free text field for any additional
notification recipients, these can be divided into
Customer and Technician CC lists. See: Notification.

Is visible if the "Notify Alternate Team" option is
enabled in the Admin>Email>Setup tab and another
Team within the same Process is included in the
system. This allows the User to define another Team
to be notified about updates regarding the Request.

Displays the default support Team assigned to the
Request. This can be changed by selecting another
option within the drop-down list. The Team list is
derived from the Workflow and Workflow State.

Displays the default Workflow assigned to the
Request. This can be changed by selecting another
option within the drop-down list. The Workflow list is
derived from the SLA assigned to the Request.

Select =& to view the Workflow in its entirety.

Shows the current Workflow State of the Request. See
Status.

Lists all the States available after the current Request
State. This is based on the Workflow assigned to the
Request. To move the Service Request through the
Workflow, select a Status included in the list displayed.

By assigning a different Workflow State, the Work or
Manager Group assigned to the Request may also be
automatically updated, based on the Workflow and
Team Configuration. Refer to the Escalation Layer and
Technician Fields to view if an assignment change is
made as part of the Status update.
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Summary Tab Description

Status Due Details the expiry time for the current Workflow State if
the State has an OLA assigned.

Service Terms

Agreement Displays the Service Level Agreement assigned to the
Request. The service level is derived from either the
Customer, Organizational Unit or Item.

Service Manager Displays the name of the Service Level Manager
responsible for overseeing Requests related to the
assigned service agreement.

Progress Visually displays how the Request is tracking against
the assigned SLA and displays the percentage of SLA
used when greater than 10%. The grey progress bar is
gradually filled in based on the status:

Faused  _ workflow is in an SLA paused State.
Triggers will not fire.

[26% | - Workflow is in an SLA timers on State.
Triggers will fire.

@ - Workflow is in an Exit State and the SLA
has been successfully maintained.

m - Assigned SLA has been breached and
Workflow is in an Exit State.

Dates Summarizes the important date details for the
Request. The Due Date is automatically calculated
based on the Service Level assigned to the Request.
See:Request Detalils.

Time Recorded Displays the amount of time the Service Request has
been open and worked on. See: Time Recorded.

Affects Displays the number of Users assigned to the Item.
Service Request Information Service Terms
Customer Analysls . Summary Sarvice
e | — Agrasmant Siver
=
" print ) Service Request # 1000430 Service Manager Simone Supervisor
co - Progress (6% = y
ntact Notification
Open Data 031912 11:50
Customer Carla Parsons Customer Emai  Customer
- " - Due Date 03729712 14:50
Org Unit MyCompany - Liac Customer CCs .
Ramaining 3 Days, 3 Hrs, 1 Mins (31%)
Phane 03 9797 959 Technician Emai Technican i
Last Action 03/26/12 11:32
Local Time Mon, 26 Mar 2012 11:49:03 Technician CCs
GPs SBervice Request TAS A
&l
iz Item Team Service Request Team Afocts
Type Email Service @ o Workflow Service Request Workflow
Number 100003 Status Ouisourced
Status Avaiable Next Action | outsourced B
Criticalty Moderate Underpinning Contract Canton Services
Datsils Status Due 03/30/12 12:21 (37% Remaining)

Chssification Question

Escalation Layer Assement Group

Technician Simone Supervisor (Service Lavel Manager)
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NOTE: Only Technicians assigned to the Workflow Group of the Request can edit the Request.

For each Service Request additional details and options are available within the Summary tab. These
allow Users to add Notes, analyze the Request and view its history. The options include:

*

*

*

Changing a Request's Customer or Item

Notes
Attachments
Impact

Audit Trail
Related Requests.

Summary Tab Buttons

Edit

AN

Edit opens the Request in edit mode. This allows
the Request details to be amended, Notes to be
added and time is automatically recorded against
the Request whilst in edit mode.

Opens the Request in edit mode and moves directly
to the New Note editor. See: New Note

Duplicate creates a copy of the Request and links
the copy to the original Request. The User can then
amend the Customer or Item detalils, if required.

Print opens a summary of the Request in a Print
View window. This includes a Description and all
Notes added to the Request. It is a good alternative
for viewing Request information within one window
when adding a new Note.

Allows the User to create or view reminders related
to the Request. When published it will be displayed
like the normal alert icon.

This option is visible next to the Item Type, if the
Request is in a Workflow State with the Iltem
Editable option is set to Yes. Click the icon to edit
the ltem details.

The escalation buttons allow the User to escalate
the Request to the next layer within the Team, or de-
escalate the Request to the lower level, if required.

After a Request is created, it may be necessary to change the assigned Customer or Item. This may be
the case when the Unknown Item is associated with a Request, or a Service Item has been assigned to
the Request and the relevant hardware, software or network Item needs to be associated with the
request. When the "Allow Unknown" option is disabled in the Setup>Privileges>Requests tab and a
Request that is assigned to the Unknown Item is opened in Edit mode, the User will be prompted to
update the Item assigned to the Request before the Save button action can successfully record
changes to the Request.

NOTE: This option is required when a Request is created through email, as the Item assigned may be
the system's default Unknown Item or the Org Unit's default Item.
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To change the Customer:

Click the Request's Edit button

Select the Request's Customer tab

Click @ next to the Customer Name
Search and select a Customer
Click

Ok LN

‘%
If the Request's Item needs to be altered as a result of the Customer change the Find Item field
appears. Search and select the appropriate Item using the Find Item search.

6. Select the Summary tab, to continue working on the Request
7. Click Save.

To change the Item:

1. Click the Request's Edit button
2. Select the Request's Customer tab

3. Click the Item Number &

The Find Item option appears.
4. Search and select a new Item
5. Click

‘%

The Request is updated.

6. Select the Summary tab to continue working on the Request, or click Cancel and Done to close
the Request with the newly assigned Item.

NOTE: Technicians do not have the ability to delete Requests or Customers.

Converting a Service Request to an Incident

Service Requests are logged against Service Items and can be converted to Incidents within the
Analysis tab. This action results in the Incident maintaining the same request identification number
and audit trail that records the conversion.

To convert a Service Request to an Incident:

1. Select Edit within the Analysis tab
2. Select the Convert to Incident option.

The Service Request ID # is associated with a new Incident and the Incident is assigned the Entry
State of a relevant Incident Workflow. The audit trail of the Incident records the conversion time
and date. The customer is not notified about the Process amendment.
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Item Relationship Map and Assignment

Selecting "5 opens a pop-up window that displays a map of Items that are related to the Request

Item that can be navigated by clicking on the icons within the map. To view related Item information,
scroll over the relevant Item icon.

Relationship Map

V]

= Sc'ryicc Desk

& E@'llﬂ

Service Manager Oracle *:.__19
[
V]
Email
Loaded

Updating the Item associated with the Request

Criticality: Moderate

Average Uptime: 289 Days, 22 Hrs, 50 Mins
Average Response Time: N/A

Sarvice Level: Siver

Last Updated: 05/21/12 13:55

is a parent of
100004 (Oracle 11g)

The Item associated with the Request can be updated when in the request is in Edit mode:

1. Select "2

2. Navigate the map to move the relevant Item icon to the central point of the map

Select the Item icon label in the Map to move it to the central node.

3. Click the icon label when it is in the middle of the map

A warning message is displayed, prompting the confirmation of the Item change.
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Relationship Map ®

http://localhost:8080

Change the item of Incident #1000028
from 100005 (Service Manager)

to #100003 (Email}
( Cancel j ( 0K 3

M—

[ §
A ~ A
Fm
Omcle iia
|
V-
Email

Item # 100003
& Criticality: Moderate
% : Average Uptime: 239 Days, 22 Hrs, 50 Mins
Average Responsa Time: N/A
Sarvice Manager Sarvice Lavel: Siver
: Last Updated: 05/21/12 13:55

iz a parant of
100004 (Oracle 11g)

Done

4. Select OK and the Item association will be updated
(If the Enable Item Shadow option is enabled by the Administrator in the
Setup>Privileges>Customer tab, the change of Item information will not be visible on the
Customer Portal.)

5. Select ® to close the window.

The Item assignment change is recorded in the Audit tab.

See: Item Relationships

ltem Relationships

Infrastructure Items that have a connection can have the relationships mapped within the CMDB.
Items that are linked display the related Item details under the Relationship tab.

Users can view and create relationship maps for an Item opened in Edit mode with other Items
within the CMDB within the Relationships tab to define the infrastructure that underpins Services
within the Service Catalog. For more information about creating a Service Catalog and relationship
mapping also refer to Service catalog.

NOTE: Items imported using AMIE automatically have the relationships mapped within the system.
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To create a new Relationship:

1. Select Configuration>Items

2. Select an Item

3. Select the Item Relationship tab

4. Click New

5. Select the Direction from the drop-down menu
The options are:

Parent-Child: A Service Oriented view describes relationships top-down with the Service at the
top. For example, the Service Email Provision, would be at the top level with relationships
between Configuration Items described, ending at an individual User.

Child-Parent:A Component Oriented view starts from the bottom up, with the Service being the
top layer.

For a Service, such as the Email or Web Site Service, it is recommended that the Hardware be
defined as the Parent for the Software Items and the Software be defined as the Parent of the
Email or Web Site Service.

tem Information

Information Detalls Costs Reguests Outages
":"% Item # 100004 (Blade Server)
Direction ~ Parent - Child H
Ty

Related Iten Hierarchical

Connection
["Ttem Number [tem Type

ltem# = ltem Type = |dentifier Status =
100002 Service Desk Mvailable
100003 Email Service Available
100005 Service Manager Installed

6. Select the Type
Hierarchical or Connection.
7. Select the Relationship description from the drop-down list
8. Use the Find Item field to locate the relevant Item
9. Click on the Item Number hyperlink to create the Relationship.
10. Click Save to display the newly created Relationship map.
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To navigate any connections that may exist within the Relationship map, click on the Item icon
and this will automatically move the User to the Information details of the selected Item.

o Mew Delete iz Pt ltem # 100004 (Oracle 11g)

..
V]

Seryice Desk

Itern # 100002
% A Criticality: Low
ilgl Average Uptime: N/A
Service Manager Oracle 11g Average Response Time: N/A
Service Level: Bronze

Last Updated: 04/03/12 14:58

is a parent of
[ I 100005 (Service Manager)
[ V-]
Email
Leoaded
Direction ~ Parent - Child H
Relationshibs | gyrrent ltem Relationship = Related ltem = ltem# E Category = Cost Spit%
Oracle 11g is host of Service 100005 Software NiA
Manager

Oracle 11g is a parent of Service Desk 100002 Service MNiA
Oracle 11g is host of Email 100003 Service MNisy

The map displays the relationship between each Lifecycle State by using different colors to represent
the type of Lifecycle State.

Color

Green Circle Cl is assigned an online status.

Red Square Cl is assigned an offline status.

Blue Triangle Service Cl is assigned a pre-production status.

The Lifecycle State name can be accessed by scrolling over the Item icon within the Map.

234 User Guide



AMIE Item imports and relationships

Items with Item relationships that have been imported using the AMIE engine retain the
relationships that exist within the Asset Management Tool. A visible map of the relationships is
recorded within the Relationships tab.

To delete a Relationship:

8.

O L=

Select Configuration>Items

Select an Item

Select the Item > Relationship tab

Click Edit

Select the Delete button

A list of all the Item relationships are displayed.
Select the direction of the relationship

The options are Parent - Child or Child - Parent.

Use the checkbox beside the Current Item to select the relationship for deletion

Item Information

Information Detalls Costs Requests
WS print Item # 100005 (Blade Server)
Direction ~ Parent - Child v

Relationships | o current ltem Relationship = Related liem = llem# = Category = CostSpit%

B Blade Server is host of Service Desk 100002 Service NIA

g Blade Server is host of Email Service 100003 Service MIA

1-2of 2 Results

. Gancel  Delete

Click the Delete button.

The relationship between the Current and Related Item is removed.

Service Terms

The Service Terms sidebar displays the Service Level Agreement (SLA) assigned to the Service
Request and provides details of key dates.
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Service Terms

Service
Agreement Bronze
Service Manager Simone Supervisor

Progress (B9% ]
Open Date 031612 11:26
Due Date 03/27/12 18:26
Remaining 1 Day, 5 Hrs (11%)
Last Action 03/26/12 11:14
Time Recorded & Mins

Affects

By default the application calculates the Due Date based on the Priority of the SLA assigned to the
Customer, Organizational Unit or Item. The email reminders and escalations are then managed
accordingly. If an SLA is not associated with the Service Request via the Customer, Org Unit or Item,
the system default SLA will be automatically assigned to the Service Request but can be manually
adjusted by the Technician. Once the Workflow is moved from the default Open State, the SLA can no
longer be edited.

Service Terms

Agreement Displays the Service Level Agreement assigned to the
Request. The service level is derived from either the
Customer, Organizational Unit or Item.

When Contracts are not enabled, the Agreement field
can be edited, when the Request is in edit mode.

Service Manager Displays the User assigned as the Service Manager
for the assigned SLA.

Progress Visually displays how the Request is tracking against
the assigned SLA. The grey progress bar is gradually
filled in based on the status of the SLA:

Faused  _ workflow is in an SLA paused State.
Triggers will not fire.

(26% T - Workflow is in an SLA timers on State.
Triggers will fire.

SUSCESS - \Workflow is in an Exit State and the SLA
has been successfully maintained.

m - Assigned SLA has been breached and
Workflow is in an Exit State.

Open Date The open date field is automatically populated when
the Request is created.

Due Date By default the application calculates the Due Date
based on the SLA Target for the Priority assigned to
the Request, and email reminders are sent
accordingly.
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Service Terms

Fix Date Auto-filled when the Request moves into a Workflow
State that is defined as meeting the SLA Resolution
Time.

Remaining Auto-filled and visible when there is SLA time
remaining.

Time Overdue Auto-filled and visible when the SLA is overdue.

Close Date Auto-filled when the status of a Request is set to

Closed. This date is fixed.

Resolution Time Auto-filled with the number of minutes it took for the
Request to move from the first SLA active state to a
Workflow State that is defined as meeting the SLA
Resolution Time.

Last Action Date Auto-filled when Done or Save is selected after the
Request has been modified or opened in edit mode.
As changes may be made to a Request after it has
been Closed, this date may fall after the Close Date.

Time Recorded Displays the sum total of automatically logged time,
when the Request is in edit mode plus any manually
entered Note Times.

Affects Number of Customers assigned to the Item associated
with the Request.

NOTE: Each User can customize the date format within the My Account sub-menu option. To change
the date format go to Home > My Account, click Edit and select the preferred format.

Time Recorded

Time Recorded uses a combination of auto-timing and manual Note Time entries to measure and
monitor the time spent working on a Request.

The Auto-timer is activated when a Request is opened in edit mode, if enabled by the Administrator
in the Admin>Setup>Privileges>User>Manual Incident Time. When the Request is saved after any
amendments have been made, the timer stops and records the length of time the Incident has been
worked on. This total is added to the sum total of any manual Note Time entries made by Technicians
when they are adding Notes. See: Notes Tab.

The Time Recorded is used by the system when the Contracts functionality is in use. See: Contracts.

Related Requests

The Related Requests sidebar is automatically displayed when a Service Request is linked to other
requests.

Requests can be linked in the following ways:

¢ Using the Group option within the Service Request list
¢ Using the Service Request Groups feature under the Request tab

¢ Linking requests within the Request's Analysis tab
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¢ A result of multi-Item Request creation.

Related

[ Customer = Item Type =
B G John Brown Service Desk

O a Tania Moran Service Desk

1- 2 of 2 Results

Any Requests that belong to a Group can be viewed within the Related sidebar window, inside the
Service Request Information screen. Within this window, all related Service Requests are listed and
can be controlled as one. For example, Notes can be applied to all related Requests or the entire
Group can be closed.

Managing Related Requests

The details of a Related Request can be viewed by hovering the mouse over the colored Icon. Click on
the same Icon, and the system moves to the Request Information screen of that associated request.

Request 1000434
Rela
Report Date 2012-03-19 15:37:14.0
S Status Pending
Classification New User =
— Technician System User
[ ] @ Tania Moran Service Desk

1= 2 of 2 Results

Bulk Updates

The Bulk option allows one or more linked Requests to have the following information updated
simultaneously:

¢ Priority, Workflow, Status, Team, Escalation Layer & Technician

+ Notification method and recipients

*

Request Classification

+ Jtems

*

Description, Attachments and Notes.
To complete a Bulk update for any of the above elements:

1. Go to Operations>Service Requests
2. Click on the Request # link of the relevant Grouped Request

3. Tick the checkboxes of the appropriate requests in the Related Requests sidebar that are to be
updated
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4. Select

Bulk

The system displays the Bulk Editor screen.

The system does not allow Requests with a status of Pending-No Contract to be updated

NOTE: If the Bulk update is only associated with Requests of this Status, an error message is
displayed noting that one or more Requests need to be selected.

5. Amend the appropriate element as per the above list
6. Click Save.

Remove Related Requests

To remove a request from a Group:
1. Go to Operations> Service Requests

Or, within Operations>Request Groups select the Group # link and move to the Elements tab
2. Click on the Request # hyperlink of a Grouped Request
3. Click

Edit

The Request opens in Edit mode and checkboxes become available next to the requests in the
Related sidebar.

4. Tick the checkboxes of the requests to be removed

5. Select %

The marked requests are removed from the Group.

Closing Requests within Groups

Requests within the Related sidebar can be closed individually by moving the Workflow State to a
Exit (Closed) State within the Information Summary tab Screen. Grouped Requests can also be closed
as a group, by changing the Request Status to a Exit (Closed) State as part of a Bulk update. (See Bulk
Updates above.)
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 Editing Multiple Requests

Customer Analysis Summary
Detalls Classifications
Priority Medium Service Desk  Question =
Impact  Low 5

Item
Update All ltems @

ak

Urgency Moderate
‘Workflow  Service Request Workf 3

Status +
Cancelled
Cancelled - Unpaid
SO Closed - Resoved |
| In Progress
"““““““‘1 On Hold - Pending Approval
Custome On Hold - Process Escalated

Tean

. Open
Customer CCs Pending
Techniciar Pending - No Contract
Technician CCs

Alternatively, all Requests can be closed by using the Solution button within the Notes tab of a
Request. This option is available if the Handshaking facility has not been enabled for the system,
within the Administrator>Setup>Privileges>Requests tab.

To close related Requests using this method:
1. Go to Operations>Requests

Or, within Operations>Request Groups select the Group Number and move to the Elements tab.
2. Select the Request # hyperlink of a Request in the relevant Group
3. Click

4. Enter the Note details of the Solution
The Visibility option must be set to Public to access the Solution or Propose button.
5. Check the Apply to Group option

If relevant, add Note Time across the Group.

Group Options E]Apph_.' to Group
[ Add Note Time to Group

Create Knowledge () yes (*)MNo

6. If relevant, enable Create Knowledge

This will move the content of the Note field to a Solution Knowledge Base Article with the
Visibility of Assigned Request.

7. Click NSauea |

The related Requests are automatically closed and the Note content is also made available in the
Knowledge Base if the Create Knowledge was enabled.
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Status

Service Request Workflows are a combination of any number of stages or States that cover the
lifecycle of a Request for a Service Category Item. A Supervisor creates new Workflow States for the
default Service Request Workflow or builds new Workflows in the Service >Workflows tab. See
Workflows for more information.

Within the Service Request Information Summary tab, the assigned stage of the Workflow is
displayed within the Status field, with the Next Action field displaying the options of where the
Request can move to. To view an assigned Workflow in its entirety select ==, and scroll over the State
fields within the map to view State details.

The system provides the following States for the Service Request Workflow:

Status Description

SLA Timers On

Open The Request is open. Request timers are running and
the automated SLA triggers fire when appropriate.

Pending Work on the Request has not commenced. The
Response-time SLA trigger will fire for Requests with
this status.

SLA Timers Off

On Hold - Pending Approval* When the Request is manually moved to this State,

SLA triggers will not fire for the Request.

On Hold - Process Escalated* A Request moves into this state when a related
Request has been created within the Analysis Tab of
the Request. The timer stops and there are no future
States as the request will be closed when the related
Request is closed.

Pending- No Contract* Request has been created without a Contract. The
Contract must be processed before work on the
Request can commence .

Closed (Verified)- CAB Request has been resolved and verified by the CAB.

Closed Resolved The issue has been resolved and the Request has
been closed. SLA triggers will not fire for Requests
with this status.

Cancelled The Request has been cancelled. SLA triggers will not
fire for Requests with this status.

Cancelled- Unpaid* The contract for a Request has not been paid. The
Request is cancelled.

*Denote System States that cannot be deleted but can be renamed.

Updating a Service Request's Workflow and Status

The list of available Workflows is derived from the associated SLA. To manually change a Request's
Workflow or Status:

1. Select Operations > Service Requests
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2. Select a Request #
3. Click Edit
4. Within the Workflow list, modify the Workflow as required.
5. From the Next Action drop-down list select the Request's next Status.
The States listed in Next Action are based on the Service Request Workflow selected. To view the

complete Workflow lifecycle click &z.

Service Reguest

Team Service Reguest Team ¥

2 Workflo Approval Required

- Cancelled
Status Open

MNext Actior ¥« Pending

e

6. Click Save.
The system can automatically move a Request into another State through the following actions:

¢ Using the Handshaking feature when a Note is added
¢ Closing an Incident when adding a Note using the Solution button
¢ Escalating a Request to an Incident, Problem or Change Request

¢ When Billing is enabled and payment is not received.

Requests with a Pending-No Contract Status

Requests logged with the system that do not have a valid Contract are assigned the Pending - No
Contract status. These Requests are locked until a valid Contract is applied, and if relevant, paid. See:
Create a Contract.

Viewing a Status Note

As Requests move into a State with a Status Note, a Note icon is displayed beside the Status field

within the Summary tab of the Request. Scroll over &, to view the contents of the Status Note. If the
Status Note includes an attachment, click the attachment name link in the pop-up window to

download it. Click  * ' to close the window.

Service Request

Team  Service Reguest Team ¥

s WMorkflow  Service Reguest Workf

St-atus DpEF‘ ﬁ‘..—l—l-' e . L

Mol
Open =

L 1L

Mext Action
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Service Request Reminders

When Requests move into a Customer, Line Manager or Team Manager Approval State, Technicians
who are part of the Request Team have access to the Send a Reminder option. Clicking [*/| emails a

reminder email to the Manager and records the action in the Request's Audit tab. (The message is
customized by the Administrator in the Setup>Email>Templates, Approve Service Request link.)

Service Request
Team Service Reguest Team
=, Workflow Service Reguest Workflow

Status Approval Required [

SLA Triggers and Request Status

SLA Triggers fire for Requests that are in a Workflow State that has the Service Timer Active option
set to Yes. The default Timer Active set for systems States can be changed if relevant for the
organization. For example, it may not be appropriate for an organization to have SLA Triggers fire
when a Request is moved to the system default "On Hold" State.

The following icons displayed in the Service Terms box, visually indicate how the Request is tracking
against the SLA and if the SLA timers are active:

Current SLA Status

FPaused Workflow is in an SLA paused State. Triggers will not
fire.

(et M Workflow is in an SLA timers on State. Triggers will
fire.

@ Workflow is in an Exit State and the SLA has been

successfully met.

Eaier Assigned SLA has been breached and Workflow is in
an Exit State.

Supervisor Users can verify the Timer Active status of a Workflow by scrolling over the Status in the
Workflow map available in the Summary Information screen, or within the
Service>Workflows>selected Workflow> Lifecycle>selected Status screen.

Service
SLA Active @ Yes () No
SLM Restoration () Yes (%) No

SLA Resolution ()Yes ®No

Priority

The Priority determines the timeframe in which a Request should be handled and sets the service
level targets adopted by the Request that drive the SLA triggers and actions. It represents the degree
of importance of the Service Request to the Customer and also indicates the urgency of the Request to
the Technician.
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A Request can have one of four possible Priorities:

¢ Urgent
+ High
¢ Medium

¢ Low.

Setting Request Priority

The Administrator configures the options for determining the Priority within the
Setup>Privileges>Request tab. The Priority options include:

¢ Selected Priority - where the system configured default Priority is applied to the Request but can
be manually adjusted by the User

¢ Derived Priority - where the Impact is derived from the Item Criticality and the User enters the
Urgency, enabling the system to calculate the Priority.

Urgency: The value selected reflects how quickly a resolution is required

Impact: The value selected indicates the impact the Request has on the User and Organization. The
higher the Impact the higher the Priority to resolve the Request.

If the Administrator has set the Request Priority option to Derived, the Priority of a Request results
from the Impact being mapped from the Criticality of the Item and then combined with the selected
Urgency. However, if required, the Impact can be manually adjusted within the Request Information
screen to affect the Priority.

The following table displays the calculations applied by the system using the Item Criticality mapped
directly to the Request Impact, to determine a Request's Priority:

Impact / Urgency Urgent High Moderate Low Very Low
critical [ N S 0.700 0.550 0.410
High [ 0.723 0.595 0.468 0.349
Moderate 0.700 0.595 0.490 0.385 0.287
Low 0.550 0.468 0.385 0.303 0.226
Very Low 0.410 0.349 0.287 0.226 0.168

The above calculations result in the following Priorities:

Pricrity Upper Lower
1 0.83
High 0.83 0.58
Medium 0.58 0.34
Low 0.34 0
Escalation

Request Assignment and Escalation

When a Request is logged within the system, it is allocated to the Team that is associated with the
SLA and Workflows used by the Request or to the default Team assigned to a Workflow State. The
Request Status is automatically set to the default Entry State of the Workflow.
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The appropriate Request Workflow is assigned within the Request Summary tab, by selecting an
option from the Workflows drop-down list. This list is derived from the SLA assigned to the
Customer, Organizational Unit and Item. Once the Workflow is selected, the associated Teams are
available for assignment. Based on the Team assigned, a Technician in the Group associated with the
first State of the selected Workflow is allocated to work on the Request. This can be adjusted
manually, if required. As the Request moves through the Workflow, it is allocated to an Assigned
Technician within the Group associated with the assigned State.

Note, that if the Technician assigned to the Request is also included in the Group associated with the
next Workflow State, the system will by default reassign the Request to the same Technician when it
moves to that next State.

It should also be noted that for each Service Request Team, there is an over-arching layer of escalation
above the Technicians assigned to each Workflow State. This means that throughout the Workflow
Lifecycle, in addition to changing the Technician by moving Workflow States, the Request can be
escalated to a higher level of support if required.

The Request is automatically escalated according to the SLA assigned to the Request and the triggers
configured within the Priority of the SLA. A Request is escalated if the assigned User exceeds the
Escalation trigger point defined for the Response, Restoration or Resolution time of the assigned
SLA, when the assigned Workflow State is an SLA Active State. Or, it can be manually escalated by a
User, if required.

Request Assignment

When a Request is assigned to a User, the system follows a series of steps to look for the most
appropriate Technician for the job, based on skill set, location and workload. The order of business
logic is as follows:

1. The system will identify the Team associated with the Service Request's SLA and associated
Workflows

2. The system will find Technicians/Supervisors assigned to the Team

3. If Users are assigned to an Organizational Unit, the system will identify the Users that belong to
the same Organizational Unit as associated with the Request by the Customer assignment

4. If Classifications/Skills are assigned to Users, the system will find Technicians/Supervisors
assigned to the Request's selected Classification

5. Based on the Team configuration, if the Live Priority option is enabled for the Team, the system
will look for a User who is logged into the system

6. The system verifies Work Hours/Availability of Users within the Team for appropriate Request
assignment

7. The system will assign the Request to the User who has the lowest workload, i.e., the fewest
number of Open or Pending Requests

8. If there is a tie, the system randomly allocates the Request to a User in the tie.

If a more appropriate Team member is available, the User assigned to the Request can re-assign it
manually by selecting a Technician from the drop-down Technician list in the Request Information
screen.

Note, if the Self Assign option is enabled for the Team, the system assignment logic is ignored and the
User creating the request is automatically assigned the Request.
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Automated Escalation

A Request's Service Level Agreement includes trigger points that set the rate at which automated
escalations will occur for a Request. Auto-escalation is triggered when the number of support hours
specified for either a Request's Service Level Response, Restoration or Resolution time is exceeded
and the SLA Trigger action is set to Escalate. When it is escalated, the Service Request is assigned to a
Technician in the over-arching escalation layer for the assigned Service Team.

Manual Escalation

The Escalate button next to the Technician name in the Service Request Screen, escalates the Request
to an over-arching escalation layer for the Service Team. Any Technician or Supervisor assigned
within the escalation layer can be allocated to the Request.

Escalation @ on () Off
Escalation Layer Layer 2

Technician ~ Meil Green s AN

Escalation Control

If the Escalation Control functionality is enabled in Admin>Setup>Privileges>Requests, the option to
enable or disable Escalation within the Service Request Information Summary screen is available to
Supervisor Users.

NOTE: This option is only visible to Supervisor Users. Once a Request is created, a Supervisor can
elect to switch the Escalation option to Off. This means all SLA timers stop, which prevents
escalation. Switching the option back to On will re-start the timer and reactivate the SLA triggers.

Notification

The Notify option sets the method of messaging used by the application to notify Customers and
Technicians of the following changes to a Service Request:

¢ Request created

¢ Request closed

¢ Request deleted

¢ Request Note added

¢ Request escalated (Technician only).
The default notification status of Requests is set on a per Team basis, within the Users>Teams>Team
Information screen, with the default recipients of new Notes being configured by the Administrator

in the Setup>Email>Setup tab. However, these settings can be adjusted on a per Request basis within
the Notification Method field and on a per Note basis, when new Notes are created.

The methods of Notification can be set for Technicians and Customers, and include:

¢ None, which ensures that no messages are sent

¢ Email, which means an email is sent containing the Service Request detail updates
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¢ SMS notifications, which sends an SMS message about the Request update. This is only available
to Users who have a mobile number and a service provider entered in their User and Customer
Information screen.

Motification

Customer  Email = Customer ¥

Customer CCs  jane@mycompany.com, sylvia@yourp

Technician  Email S v Technician

Layer

Technician CCs Tear

Notifications can be sent to:

¢ Customer - the Customer who logged the Request
+ All Owners - all Customers who share the Item assigned to the Request

¢ Customer CC's - email addresses to receive Customer email correspondence when the CC field
is selected in the New Notes screen

This field may be automatically populated by the system with email addresses included in the
CC list of the original email used to create the Request. Multiple addresses should be separated
by a comma.

¢ Technician - notifications can be sent to the Technician assigned the Request, to all members
within the Team assigned to the Request, or restricted to members within the Group to which
the Request is assigned

¢ Technician CC's - enter email addresses that are to be sent Request Notifications when the
Technician CC option is selected in the New Notes screen

Multiple addresses should be separated by a comma.

¢ Alternate Team - this option is visible if the Notify Alternate Team option is enabled in the
Admin>Email>Setup tab and other Teams assigned to the same Process are configured in the
system. Notifications can be sent to a Team within the related Process, by the User selecting an
option within the drop-down list.

The following is a sample email sent by the system to the Customer and assigned Technician,
confirming the creation of a Request. The message sent can be customized by the system
Administrator:

Email Sample
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Thank wou for contacting our suppott department.

Tour problem has been recetved and allocated to a technician. ¥ ou will be notified
wa email of the progress, or you may logm to our support site at any tune to checl
the status of your incident.

Incident Information

Incident =: 100053

Diate Opened: 0B/18/06 15:24 (mm/ddivy hhomm)
Classification: Printing

Technician: Superdsor Teer

Item =: 100005

Item Type: word

Identifier:

Custormer: Bob Samson

Company: =ales

Diue Date: OB2106 15:24

Descrption: Whenever [ try to print i Word, nothing happens.

supervisor User

LiveTiune Software, Inc
hitp Jiwarwe hivetime . com

Workflow

When a Service Request is created it is assigned a Workflow that governs the lifecycle of the Request.
The SLA allocated to the Request determines the Workflow options made available for the Request.
Before saving the Request, the User can adjust the system assigned Workflow, if more than one
Workflow option is available.

After the Workflow is assigned to the Request, all stages of the assigned Workflow can be viewed by
selecting==. The Workflow map displays the entry points (blue boxes), transitional States (yellow
boxes) and exit points (red boxes).

The User moves the Request through the Workflow Lifecycle by adjusting the options displayed in
the Next Action field.
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Moving through the Workflow

To move a Service Request through the stages of the Workflow, in the Summary tab of the Service
Request Information screen:

1. Click Edit

The Next Action field with a drop down list of Status options is displayed below the Status field.
2. Click on the Next Action field

The Status options are displayed. This list is based on the configuration of the assigned
Workflow.

4k

Team  Service Reguest Team

= Workflow  farvica Danoact WinelFla
- Approval Required
e | Cancelled

Nert Ao

Pending

5
L L

3. Select a State
4. Click Save.

The selected Status is assigned to the Service Request with the updated logic applied (i.e., the
SLA Timers may now be active or inactive based on the newly assigned State configuration or an
alternative Work or Manager Group may have been assigned to the Request. See:Status.)

Approval State

Approval States in Service Request Workflows provide the facility to approve or reject Request
activity to Manager Groups, Customers and Line Managers. When a Request moves into an
Approval State, the Edit button is only visible to Manager Users within the Manager Group or the
Team Lead when the Request is in a Customer or Line Manager Approval State. For Manager
Approval States, Users who are not Managers within the Team, can send a reminder to action a

Request, by selecting L4,

Service Reguest
Team Service Reguest Team

s Workflow Service Request Workflow
Status Approval Required [

Managers who are assigned a Request for approval can . (approve) or & (reject) the Request,
which automatically moves the Request to the next pre-configured stage of the Workflow. Requests
assigned a Customer or Line Manager Approval State can be processed via the Customer Portal or
email.

Service Request
Team Service Reguest Team

s Workflow Service Request Workflow
Status Approval Regquired

MNext Action &% &,%
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Assigning a State with an Underpinning Contract

Each State of a Workflow can be customized for either internal support contract management that is
monitored by an OLA, or out-sourced to an external support provider, which is monitored by an
Underpinning Contract.

When a Service Request moves into a State that is governed by an Underpinning Contract, for
internal contract control the Service Request can be assigned to the Service Level Manager, if
configured in the Workflow. This allows the Manager to maintain control of the Service Request, and
to easily follow up with the external service provider, if required. The assigned SLM will be able to
adjust the current Status, add Notes and update the Contract Monitor information in the Impact tab.
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Service Request Information
Customer
— . :
Contact
Customer Barney Sanderson

Analysis

Org Unit MyCompanry - Teal
Phone 03 9797 999
Local Time Fri, 16 Mar 2012 15:44:11
GPS
<5 Item
Type Blade Server Due aale
Number 100004 : A

Status Qut for repair

Criticality Moderate
Details

Classification General

Urgency Low
Impact Very Low
Priority Low

Escalation Layer Assement Group
Technician Simone Supervisor (Service Level Manager

Network Address s _' e "_' %

-
]*/f

i
€) Service Request # 100018 ol

Notification
Customer Email Customer
Customer CCs
Technician Email Technician
Technician CCs
Service Reguast
Team Service Request Team
e Workflow Service Request Workflow

Status Open

o Bl / Outsourced
Underpinning Contract Cardor!- éo-arv-k:m
ﬁ\‘\-# Status Due 032012 15:41

e
lsou 1 State of the Warkllov nhigured

Alternatively, the Workflow State can be configured for the Technician assigned at the time the
Request is moved to the Underpinning Contract State to maintain Request editing privileges and
manage adherence to the assigned service agreement. If the Workflow is configured for the
responsibility of the Request to be maintained by the Technician when the Request is in an external
contract state the Technician will be able to adjust the current Status, add Notes and, if the Technician
is assigned the Internal Process of Service Level Management amend the Contract Monitor

information in the Impact tab.

OLA Status Due

Within the Summary screen, the Status Due field is visible when a Workflow status is monitored by
an OLA. The time, date and percentage remaining information displayed is calculated using the

OLA's Target Resolution time.

Service Request
Team Service Reguest Team
e Morkflow Service Request Workflow

Status Investigating
OLA Problem OLA
Status Due 0330712 16:56 (B2% Remaining)
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Team Assignment during the Workflow Lifecycle

To ensure that all Requests are managed throughout the Workflow, the Team assigned to the Request
when it is first logged within the system is set as the default Team. If a Request moves to a State that
has an OLA assigned with a Team, the Request is re-assigned to that OLA's Team. When the Request
moves out of the OLA State to a State where no OLA or Team is assigned, the Request is re-assigned
to the default Team.

Pending - No Contract Status

When the Contracts or Invoices functionality is enabled and a Request is created, the system will
verify the service entitlement status of the Customer and if a valid contract is not in place, the new
Request is assigned a Status of Pending-No Contract and locked until a valid contract is associated
with the Request.

In a Request Group where the Customer and Organizational Unit does not have a Contract, if an Item
applied to a Request has a Contract and another does not, a relevant Status will be applied to each
Request. The User will be able to edit the Request with a valid Contract, but the Request without a
Contract will be locked down to a Pending - No Contract Status, until a valid Contract is applied to
the Request.

Incident
Team Incident Team

s Morkflow |ncidents - Events

Status Pending - No Contract
Canceal |

The Customer is automatically sent the NoContractCreateRequestSummary email when the request
is saved with the Status. A reminder email can be sent by the Technician from within the Summary

tab by clicking =}, when the Request maintains this Workflow Status assignment. See: Contracts

Description

The Request report entered during the Request creation is recorded within the Description tab.
Amendments can be made to the Request report if required, but it should be noted that an Audit Trail
is not maintained for alterations made within this screen. Therefore, it is recommended that any
Request report amendments be entered as a Request Note.
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w’ " MNaotes Attachments Impact Audit Trail

Subject] Details required

Description |

Format ~ Fontfamily = Fontsize - | |HTI11I. “:‘P-

A-B 7 U s|iTiZ 6 |[EE=E|x X

when will the service be avallable?

Path: Words: 6 v
Request Subject

The details recorded in the Subject field are displayed in scroll-over summaries throughout the
application. For example, when a new Request is being entered for a Customer, a Recent Customer
Requests list is displayed during the Request creation process for all Items the Customer owns either
directly or via shared ownership. The Requests list includes a scroll-over summary where Subject
content is displayed, if the Subject is completed for a Request. Subject information can also be
included within a column in the List View, for a quick glance summary of a Request.

NOTE: The Administrator can set the Subject field to be required for Technicians and Customers
within the Setup>Privileges>User and Setup>Privileges>Customer tabs, respectively.

Notes

The Request Notes tab displays entries made by a User regarding the Request. New Notes are date-
stamped automatically and associated with the User logging the Note.

The number of Notes recorded against a Request is displayed in brackets on the Notes tab, and if a
Note has been added by a Customer or a Technician other than the Technician assigned to the
Request, an asterisk will also be visible on the Notes tab until the assigned Technician opens the Note.

Add Note Button

Add Note

The Add Note button within the Summary tab can be used to open the Request in Edit mode and
automatically access a new Note window, as shown in Step 4 below.

Viewing All Notes
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Use a Request's Print button to access a list of all Request Notes in one screen. To hide Private Notes
in the Print output, remove the tick from the Show Private Notes box.

Adding a Note

When the first Note is created for a Request, the Request Description automatically populates the
New Note editor allowing the Technician to enter their response.

To add a Note:
1. Click the Request ID Number

The Service Request Information>Summary tab appears.
2. Click Edit
3. In the Notes tab, click New

4. Enter the Note details
Or, select a Template if a relevant pre-configured response has been set for the Item or Type
Category for the Item assigned to the Request.

Description [ Naotes. Attachments Impact Audit Trail
. o . Ly i

Note Time + + O (Minutes) 03/27/12 15:01 |=_| Select a template... B

Format ~ Font Family '+ Font Size - | | o G~

A-B 7 U= | |EE=|x X

— H

————— Initial Description -----

What Information do you need

Path: Words¥ )
Attachments : 00 Visibilty O Private @ Public

Message Recipients @Customers Oeces
™ Technicians M ces

Create Knowledge (ves (No

R o el GRddlote.

5. Enter Note Time

The time entered represents the amount of time accumulated to formulate the Note's content or

time spent working on a request away from the system. If no additional time has been spent on

the Request away from the application this field will be automatically populated with the

Logged Time when the Request is in Edit mode, if the Manual Request Time option is disabled
A

in the Setup>Privileges>User tab. When this option is disabled, is visible next to the Service

Request number in the top right corner of the Summary Tab screen when the Request is in Edit

mode. (See:Contracts Logged Time.)
6. Adjust the time and date work was completed, if relevant

7. Add attachments to be sent with the Note, if required, by clicking @ to search and upload the
attachment

A maximum of two attachments can be added per Note.
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8. Adjust the Note visibility, if relevant

The default Private or Public visibility for Email Notes is set within
Admin>Setup>Privileges>Requests, and can be adjusted on a per Note basis.

9. Refine the Email Recipient options as required

The default Request Notifications for Notes is set within the Team assigned to the Request, and
can be adjusted on a per Note basis.

Vendors, as Email Recipients, is displayed as an option if the Request is in a State associated with
an Underpinning Contract.

10. Click f e tate

The Note editor screen will close and the Note will be emailed to recipients, if defined.

NOTE: A Technician can only add Notes if they belong to the work group associated with the
current Request status.

Create Knowledge

NOTE: This option is only visible for Public Notes

When a new Note is created for a Request it can be added to the Knowledge Base by selecting the
Create Knowledge option. By selecting this option and then clicking the Propose or Solution button,
the system automatically moves the Request to the default Closed State for the Workflow and creates
a Solution Knowledge Base Article with a visibility of Assigned Request. This visibility allows
Customers of a shared Request to view the Solution. For the Solution to be available to other
Customers of the same Item Type, the visibility must be adjusted to Technicians and Customers
within the Analysis tab of the Request or the Knowledge Tab.

Solution

Salution

If a Request Note resolves the Customer issue, the Note can be saved as the Solution. This Solution
can be converted to a Solution Article, found under Request Information>Analysis tab and available
in the Knowledge Base, by enabling the Create Knowledge option before selecting the Solution
button. Clicking the Solution button will automatically move the Request to the default Closed State.
If a Solution is applied to a Request containing attachments, the attachments are included in the
Solution email.

To save a Note as the Solution:

1. Enter the Note details
2. Select Create Knowledge, if the Note content is to be available in the Knowledge Base
3. Click Solution.

For Create Knowledge enabled Notes the content will be recorded as the solution under the
Analysis tab. The Status of the Request will change to default Exit State of the assigned
Workflow.

NOTE: This option is not available if the Handshaking facility is enabled in
Admin>Setup>Privileges>Requests.
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Propose Handshake
elizose

If a Note is a possible solution to a Request, it can be sent to the Customer with a notice stating the
Request will be closed in a set number of days if no correspondence is received from the Customer.
(The time span, in days, is specified by the Administrator in Setup>Privileges>Requests, or adjusted
on a per Org Unit basis). This Note can be converted to a Solution Article, found under Request
Information>Analysis tab and available in the Knowledge Base, by enabling the Create Knowledge
option before selecting the Propose button.

When the Propose button is selected with the Create Knowledge option enabled, the Create
Knowledge field is visible when the Summary tab is in edit mode and the Request is waiting to close.
If the option is disabled and the Request moves to the Closed State, the proposed Note will not be
available in the Knowledge Base.

To send a Note with a Handshake Notification:

1. Within the Notes Editor, enter the possible solution

2. At the bottom of the Notes field, click the Propose button. The proposed solution and handshake
notification will be sent to the Customer. The Request will automatically change status to On
Hold - Pending Approval.

NOTE: For a Customer to re-open a Request using the link in the handshake email, the web server
must be using Port 80.

Draft Note

Draft

Use the Draft button to save an incomplete Note entry, which will be displayed in the Notes list.

When a Note is saved as a draft, the Status will be displayed as A _If the Add Note button is selected
when a draft Note has been recorded against a Request, a warning will be displayed. To continue
working on a draft Note, open the request in Edit mode and select the Note No. hyperlink.

Description Motes® . Attachments Impact Audit Trail
No. = Date = Mote By = Public  Status Minutes =
B 051111 2218 It would seem the service is down due to  ==--- Initial Simone Supervisor (& a 0
Description ----- L

1«1 of 1 Results

Changing the Status of a Note

¢ When the Note is created, it can be either public or private. After the Note is saved, it is possible
to switch visibility

¢ If a Note is marked Private, a padlock graphic is visible. To change the status to Public, clicks to
display &

¢ To change the Public Note to Private, click & to display .
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Viewing a Note

An asterisk is visible on the Notes tab when the Technician assigned to the Request is yet to view a
Note added to the Request.

To view a Note:

1. Select a Request ID Number
2. Select the Notes tab
3. Click on the Request Note Number hyperlink.

Description MNotes [1 Attachments Impact Audit Trail
Mo, = Date = Mote By = Public  Status Minutes =
B 0511411 22:18 It would seem the service is down due to the network.  Simone Supervisor W B 0
W\\ Please try again in five minutes. &...

1-1of 1 Results

When Notes are viewed without opening the Request in Edit mode by clicking the Note No. link, the

User can scroll through the Notes list by selecting@} @ inside the top right corner of the Notes
window.

Replying to a Note
e

To reply to a Note, which will include the Note as part of the email:
1. Click the required Request ID number

The Service Request Information screen appears.
2. Select Edit
3. Select Notes tab
4. Click on the Note number
The Note is displayed.
5. Click Reply
The new Notes editor is opened and includes the exisiting Customer Note.
6. Enter the Note content
7. Adjust the Visibility and Recipients settings, accordingly
8. Select Add Note to send the Note, or click Draft to finish the Note later.

Emailing Saved Request Notes

Email

To email a Customer after a Note has been saved:
1. Click the required Request ID number

The Service Request Information screen appears.
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2. Select Edit
3. Select Notes tab
4. Click on the Note number
The Note is displayed.
5. Click Email to send the Note to the Customer and any other Users added to the Notification list.

Adding Notes to Groups

When a Note is created for a Request that belongs to a Group, the Apply to Group option is visible
within the Notes tab. If the new Note is to be assigned to all Requests within the Group, select the
Apply to Group option.

NOTE: Any new Requests added to the Group at a later date will also have all pre-existing Notes,
with this option selected, applied to the newly Grouped Request.

When the Apply to Group option is selected, the Add Note Time to Group option is displayed. Select
this checkbox to also apply the Note Time to each of the Requests.

Visibility (#) Private () Public
Email Recipients Customers CCs
# Technicians [ ces

Group Options Eﬁ.ppw to Group
[T Add Note Time to Group

Selecting the Apply to Group option and then clicking the Solution button, closes all Requests within
the Group.

Attachments

The Attachments tab displays all attachments recorded against a Request, including ones attached
via an emailed Request, attachments added to new Notes created by Technicians and attachments
uploaded directly through this tab.

All Users can attach any type of file to a Service Request.

Adding an Attachment

To add an Attachment:

1. Select a Request number ID
2. Click Edit

3. Select the Attachment tab
4. Click

Mew
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Description MNotes® [1] .—{Edﬁvu%— Impact Audit Trail

( Choose File ) no file selected Private | Description (%M1
5. Browse and select a file
6. Mark Private, if the attachment is not to be available on the Customer Portal

7. Enter a file description, if necessary

8. Select @ to upload the file or &3 to cancel the process.

The uploaded attachment is automatically date stamped and shown as a File Name link with its
file size.

To open an Attachment, select the file name hyperlink.

Description Notes® [1] mmm&l Impact Audit Trail
File Description = Size Date T Public Share
Email.png T KB 051211 21:45 (] )
Channge to Admin.png 17 KB 051211 21:44 q

1- 2 of 2 Results

NOTE: Requests that are part of a Request Group and have attachments uploaded within the

Request Group Details Screen and are shared within the Group display | & within the Share
Column.

Deleting an Attachment

To delete an Attachment, select the checkbox beside the File Description then click Delete. The
addition or removal of Attachments is recorded within the Audit Trail of the Request.

Impact

The Impact tab provides the capability to measure the progress of a Service Request relative to
agreed Service Level targets and Workflow time estimates. It also includes a quick reference for
identifying other Services or Items affected by the Request. This tab displays a summary of the
following:

¢ Service targets

¢ Workflow estimates

¢ The impact of the current Service Request on related infrastructure.

The drop-down filter options within the Impact tab include:

Options Description

Service Targets Displays the target response, restoration and
resolution times based on the Service Level
Agreement/OLA assigned to the Request.
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Options Description

Service Level Breaches Displays service level breaches that have occurred
and allows Users to assign a breach code and
explanation for the breach.

Services Affected Displays the Service Item Number, the Service SLA
and number of Affected Users for any Services related
to the Item associated with the Request.

Estimates Provides a summary of the time estimated for each
state of the Workflow based on the OLA assigned to
the Request.

Planned Outages Provides a list of all the Planned Outages for the Item
assigned to the Request.

Contract Monitor If the current Service Request Workflow State is
assigned an Underpinning Contract or OLA, a table is
displayed outlining the response, restoration and
resolution milestones. When a milestone is met, the
User is required to check the relevant checkbox. The
application will automatically calculate the actual time
accrued to achieve the milestone. The value displayed
here is used for the Contract reports.

Purchases When Purchase Orders are enabled in the system,
any Purchase Orders associated with Items assigned
to the Request are accessible through this option.

Service Targets

The details displayed here are drawn from the Service Level assigned to the Request. These include

the target Response, Restoration and Resolution times for a Request, based on the Priority assigned.

If an Underpinning contract or OLA has been assigned to the Request's current state then the targets
for that contract will also be listed.

Description Motes Attachments IWE Audit Trail
Display: Service Targets H
Name Pricrity Response Restoration Resolution 24x7
Time: Time Time: support
SLA Silver Medium 21 Hours 38 Hours 75 Hours No
Current UPC Canton Services Medium 18 Hours 36 Hours 72 Hours No

For more information on Service Targets, see: Service Level Agreements.

Service Level Breaches

When a Request Service Level Agreement is violated, a service level breach is recorded against the
Request. The User assigned to the Request will be notified and asked to provide a reason for the
breach, and assign a Breach Code.

Supervisor Guide 259



Dﬂuﬂpﬂ.un Notes Attachments . lmpact Aud.l:‘. Trail
L

Display: Service Level Breaches ' 3

ey
SLA breached Warranty
SLA priority Warranty - Low
Phase breached Response
Event date 05/05/11 23:25

Technician

responsible Simone Supervisor

Breach code
Additional Info SLA Breached - Response Time Exceeded (24 hrs)

To assign a Breach Code:

1. Click the Request number

2. Click Edit

3. Select Impact > Service Level Breaches

4. Select the Phase of the SLA that was breached

If more than one SLA Phase has been breached, multiple options will be available in the Phase
breached field.

5. Click Edit
The breached Phase is locked down and the Additional Info field is opened in Edit mode.
6. Assign a Breach Code

(The available codes are created by the Supervisor within the Service tab.)

7. Add any additional information, if required

Breach code  Technical Problem %

Additional Info . )
Format ~ Font Family = Font Size - | |HTI11L s
A-B 7 U |22« |EEE|x x
|
Mo notification was recelved
Path: Words:4 y

8. Click Save.

All breach information is used for reporting on Service Level Agreements.
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Services Affected

When the request is logged against an Item that is associated with Services within the Item
Relationships tab, the Services Affected option displays the Service Item Number, the Service SLA
and number of Affected Users.

Estimates

The Estimates option allows Users to view an indication of the approximate time a Request should
remain in each State of the Service Request Workflow, the amount of time logged in each State and
the length of time the Request resided in each State.

Options Description

Estimate Indicates the approximate length of time the Request will spend in
the Workflow State. This field is automatically completed if an OLA
or UC is assigned to the Workflow State.

Logged Is a combination of time accrued against the Request when in edit
mode with the automatic timers enabled, and the sum total of Note
Times manually entered by Users.

Total The total time a Request has resided in the Workflow State.

% Active The percentage of the Total time that the Request was actively
worked on when in the State. The calculation is, (Logged Time
divided by Total Time) x 100.

The Estimate Times are drawn from the OLA and Underpinning Contract assigned to the current
State. However, these can also be adjusted manually for each Request. To manually adjust the
estimated time for a Workflow State:

1. Select a Request number ID

2. Click Edit

3. Move to the Impact tab, select Estimates from the drop-down list

4. Select the State hyperlink within the Status column of the Estimate Time to be adjusted

An editor box is displayed.

o1

Enter the adjusted time in the available field
6. Click Save within the editor box

7. Make any other time adjustments, if required
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8. Select Save to record all manually entered time adjustments against the Service Request.

Status

In Progress
Open

Description

On Hold - Pending Approval

Qutsourced
Manager Approval

Contract Monitor

Notes® [2]

Workflow

Service Request Workflow
Service Request Workflow
Service Request Workflow
Service Request Workflow
Service Request Workflow

1-50f 7 Results

Attachments [2] " % Audit Trail
Display: Estimates H
Estimate (mins)= Logged Total % Active
] ] 0 0%
o 26 17 Mins 100%
o ] 0 0%
4320 0 0 0%
] ] 0 0%

cQ

When a Workflow State with an OLA or Underpinning Contract is assigned to the Request, the
Contract Monitor displays the details of the Contract. The information is used for reporting purposes

and includes:

Details Description

Contract Type Specifies if the Contract Type is an OLA or
Underpinning Contract.

Start Time Auto-generated time the request moved to the current
Workflow State.

Milestones

Expected Response Time

Responded

Expected Restoration Time

Restored

Expected Resolution Time

Resolved

Comments

Response Time calculated using the Contract target
parameters.

Actual Response Time auto-calculated when the User
checks the box.

Restoration Time calculated using the Contract target
parameters.

Actual Restoration Time auto-calculated when the
User checks the box.

Resolution Time calculated using the Contract target
parameters.

Actual Resolution Time auto-calculated when the User
checks the box.

Allows for additional comments, if required.
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[ Description | | Notes | [ Attachments | “ [T

Display: Contract Monitor H

Details
Underpinning Contract Canton Services
Start Time 05/11/11 21:21
Expected Response Time 05/12/1121:21] «ff=——— Breached Response Time
Responded [ |
Expected Restoration Time 05/13/11 21:21
Restored [ Check when the Service Provider
Expected Resolution Time 05/15/11 21:21 meels the F'it'.*l-.-_l alion o
Resoved [ ResolutionTime
Comments

NOTE: If Milestones are breached the Response, Restoration and Resolution times are assigned a red
marking.

Audit Trail

The Audit Trail tab lists all activities that occur within the lifetime of a Request, the resources used
and the history of the Request's Item. It provides access to information relating to Approval activities
logged against the Request.

| Description | | Notes*[2] | Attachments[2] | | Impact | ( AudiTesl )
LR AuditTrall

| Resource Utilization |
Itern Audit Trail

Date T Status = Action By Request Approvals |
051211 Open Status changed from "Penrding’ to "Open’ Simone !
2157 Supervisor

051211 Open Emailed Note 33 to Technricians Simone

21:57 Supervisor

0sM2M1 Open New Mote added to Service Reguest with time 25 Simone 33
21:57 Supervisor

05M2M1 Pending Attachment "Channge to Admin.png’ has been added.  Simone

21:.44 Supervisor

osM2M1 Pending New Mote added to Service Reguest with time 0 Simone 30
20050 Supervisor

1-5ofTResuts: ©QQ
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Audit Tralil

The Audit Trail option records all the activity related to a Request. The recorded activity, which can
be exported to PDF includes:

¢ Date and time the Request was assigned and/or reassigned to Users

¢ When the Request moved to a new state, or had its Priority or Due Date changed

¢ Details of Notes added

¢ Attachments activity

¢ C(lassification change

¢ Logged time.

Resource Utilization

The Resource Utilization option displays a breakdown of the time a Request was worked on at each
level of support. It details the User's name, the escalation layer they belong to, and the amount of
time they spent on the Request.

[tem Audit Trail

The history of the Item associated with the Request is detailed within Item Audit Trail. To access
more information regarding an Item Audit Trail entry, select the ID number hyperlink.

Request Approvals

For Requests that are assigned an Approval State, the details, including the time and date the Request
entered and exited the Approval State, are recorded within this tab. Select the Date hyperlink to view
the Approval Action information. The complete list and details can be exported using the PDF
option.

Description Motes [3] Attachments Impact Audit Trail

Display: Request Approvals | 3

This request entered the approval state ‘Approval State’ on Mon May 23 14:02:37 EST 2011.
Approved By:
Simone Supervisor on Mon May 23 14:02:58 EST 2011.

Approved on Mon May 23 14:02:55 EST 2011
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Related Requests

Grouping Service Requests

Service Requests can be linked to form project Groups when Requests are related in some way (e.g.,
Requests that have the same solution). New Groups must consist of Requests that are not already
linked.

Creating a New Group via the Service Request Tab

Within the Service Requests List View:

1. Select Operations>Service Requests tab

2. Tick check boxes in the far left column of unlinked Requests

.Bervlna Requests

[} Reguest# T Created = OpenTime = DueDate = Status = Priority = ltem Type

E} 1000438 03MaM2 00:40 (/0212 Open Low Desktop
16:23 05:00 Management

[g 1000436 031912 00:40 D432 Open Low Email Service
16:23 1523

@ 1000435 03 aM2 00:40 03/20/12 Open Medium Directory Services
16:23 00:00

3. Click Link to group the Requests.
A Group Number will be assigned and an instant Group hyperlink will appear under the Group

column.
Request Groups
L - I, S - I I = Filtar: | All Request Groups [sys] & Display: 10 | @
(@ Group#¥ Teo & Mom Type @ Clssfication | Priody |5 StanDate @ CloseDate | Requests Customerns Desscrgion
® 100007 Group 100007 Meodium 051211 2042 2 Amber Wallan

Dawn Knight Group 100007

1-10of 1 Resukts

Related Requests

Requests that are included in a Request Group are listed within the Elements tab of the Request
Group. See: Request Groups.

Adding Requests to an Existing Group

To add Requests to an existing Group:

1. From the Service Request list, check the boxes of the new Requests and at least one existing
member of the Group to which you wish to add the Requests

2. Click Link.
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NOTE: This will not work if Requests representing more than one group are included. For instance, if
you have two Groups (A and B) each with two Requests (A1, A2, Bland B2), and you want to add two
unlinked Requests to Group A, click the check boxes for the unlinked Requests and either Al or A2
or both. If Blor B2 is also clicked, the linking process will fail because it will not know which group to
add the two new Requests to.

Merging Request Groups

Existing Request Groups can be merged within the Request Groups tab, to allow all related Requests
within the Groups to be managed as one. To combine Request Groups:
1. Go to Operations>Request Groups
2. Check the fields next to the relevant Group #'s
3. Click Merge
The screen defaults to the Details tab for the Merge Group.

4. Set the Name, Item Type, Classification, Status, Priority and Description that best defines all
associated Service Requests

5. Click Save.

The History tab records details of the Groups merged to form the new Group. Click the No.
hyperlink to view the details. The Impact tab records the Type and Number of requests
associated with the Group.

Grouping Service Requests

Service Requests can be grouped by selecting the checkboxes next to the Request #, followed by the
Link button.

NOTE: The type of Request Group created is based on the Service Request type assigned to the
Group.

¢ If the Group contains Service Requests, it is a Service Request Group
¢ If the Group contains Service Requests and Incidents, it is an Incident Group
¢ If the Group contains Service Request and Problems, it is a Problem Group

¢ If the Group contains Service Request/Incidents/Problem/Change, it is a Change Group.

If a Service Request is related to an Incident, Problem or Change Request and that related request in
the other Process is closed, the Service Request is automatically closed. The system views the request
hierarchy from low to high as Service Request, Incident, Problem and Change Request, and if a
related request of a higher type is closed, all the lesser type requests are automatically closed, or if the
handshaking facility is enabled for the system, moved to the Pending-Approval State.

Multi-ltem Requests

Also displayed within the Service Request Groups List View are Groups of Requests that are created
as Multi-Item Requests. These Requests allow for multiple Items to be assigned during the Service
Request creation process and result in separate Requests being created for each Item assigned to the
initial Request, which are then displayed within the Related window of the Service Request
Information screen.
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The Requests are managed as individual tasks, although they may be updated in bulk. This allows
for the specific requirements of Items being modified to be managed effectively, ensuring each Item
has its own Audit Trail, Attachments and Notes for future reference.

Multi-Item Requests are also listed as separate Service Requests within the Service Requests List
View.

Service Request Information Service Terms
Customer Analysls | [ Summani. | | HarL
— — " — -— - Agreement Siver
- o |
Lt BT S 1 R Service Request# 100001 Service Manager Simone Supervisor
Progress (83% 3
Contact Notification
Tite Open Date 04/19/12 16:36
s .
. Customer ~ Email ¥ Customer ¥ Due Date 05/02/12 10:36
Customer Francis Young
5 Customer CCs Remaining 4 Days, 18 Hrs, 42 Mins {17%)
Org Unit MyCompany - Azure
Last Action 04/27/12 15:51
Phone Technician = Email +  Technician ¥ . .
Time Recorded 1 Mins
Local Time Fri, 27 Apr 2012 15:53:15 Technician COs
- e
-5 ltem Service Reguest
Type Email @ Team Service Reguest Team : Related
Number 100003 S Workflow  Service Request Workflow ¥ Bulk & unlink
Status Available
Status Open o = =
Criticalty Moderate ) piome Sl Tyoe =
Next Action  ppen -
Details ] ) CarlaParsons Service Desk
Classification = Permission Denied ¥
1-10f1 Results
Urgency = Moderate ¥
Impact  Low s
Priority Medium
Escalation @on Oof
Escalation Layer Implement Group
Techniclan ~ Scott Daly N L2

Multi-Item Requests are created like a single Item Request, but have more than one Item assigned
during the Service Request creation process. See: Create a Request - Item Information.

For more information about managing Multi-Iltem Requests, see Related Requests.

Multi-ltem Request Item Assignment

After assigning a customer to a Request move to the Find Item field to assign
ltems to the Request:

1. Click the relevant Item link if listed below the Find Item search box

Or, Search for an Item or click € to Create an Item.

The option to create an Item is only available to Technicians if the system Administrator has
enabled the Create Items option within the Setup>Privileges>User screen.
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Request Information

Address 1 Suite 7
Address 2 75 No Way
City Beautiful
State Victoria
Zip 3807
Country Australia

Title ltem Mumber a 100003

Name @) Francis Young Category Service
Org. Unit MyCompany - Azure tem Type Email Service

Room |dentifier
Email francis{@ Team Reguest Team
Phane Room
Maobile Service Gold

Fax
Pager

2. Click Next to move to the Details tab if only one Item is to be assigned to the Request

Or, select Add to assign additional Items. If Add is selected, a Request Selections window will be
displayed that lists all the current Items assigned to the Request.

Selections

e Francis Young 100003 Email Service

1-1of 1 Results

3. Continue to add all the relevant Items to the Request and then select Next to move to the Details
tab

Within the Details tab the Request is profiled by assigning a Classification and Description.
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Request Information

[ Customer ]“

Request
Request Type|  Mew Service Request ¥

Subject Mew Accounts

Description
I Format - Font Family = Font Size

A-B I U &= :i= @ |=
L]

Path:

Can new accounts be created within both Services for the following |

am

Service Desk ~ New User

am

Email 3ervice New User

Words:11 4

4. Select the Classification, enter the Subject and Description
5. Click Done to enter all Requests simultaneously.
The Requests are created individually and automatically applied to a Group.

Billing/Contracts

Billing: Contracts and Invoices

Billing within the system allows support organizations to manage their Customers' service and
support contracts. This can be achieved by the system Administrator enabling the preferences of
Contracts, with or without the preference of Invoices, within the Billing option of the Setup tab.

Billing

Contracts |

Billing Module
Enable Purchase Orders  Yes m

Dizplay SLA Prices Yes Mo
Email Motifications &8s =) Disabled
Currency  United States Dollar

4k
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When Contracts are enabled without Invoices, system contracts can be created without the need for
charging Customers for the support provided. Whereas, the Contracts option combined with
Invoices allows the application to manage service contracts and process payment within the one
facility.

There are a number of Contract Types available within the system, and these include:

IMPORTANT: Per Request - covers the period of time for which the request is open and work
completed

Per Item - covers the Item, regardless of the number of requests logged against the Item but can be
created for the following;:

Subscription - a contract that covers a specified period of time

Time Limited Subscription - a contract that covers either a specific time period or number of support
hours, whichever limit is reached first

Support Hours - a contract that defines the number of support hours covered

Support Hours by Month - a contract that covers a total number of support hours purchased for a
defined timeframe and allocated on a per month basis.

When Billing is enabled in the application's Setup, a maintenance contract must exist for either a
Customer, Organizational Unit or Item, before a request can be processed. For more information on
creating a maintenance contract see Contracts.

Contract Validation Process

When a request is created and Contracts are enabled with Invoices, the system validates the contract
status for a Customer, Organizational Unit or Item. As part of the contract validation process, the
application selects the first element found on this list:
1. Customer (with a valid contract)
Org. Unit (with a valid contract)
Item (with a valid contract)
Customer (with a pending contract)
Org. Unit (with a pending contract)

Item (with a pending contract)

N g LN

No contract found, then either a Per Request or Per Item contract is created through the request.

NOTE: When a Pending Contract is selected, the Contract must be processed before work can be
undertaken on the request.

Create & Process a Request with Contracts enabled

When the Contracts or Invoices functionality is enabled and a request is created, the system will
verify the service entitlement status of the Customer and if a valid contract is not in place, the new
request is assigned a status of Pending - No Contract and locked until a valid contract is associated
with the request.
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In a Request Group where the Customer and Organizational Unit does not have a Contract, if an Item
applied to a request has a Contract and another does not, a relevant status will be applied to each
request. The User will be able to edit the request with a valid Contract, but the request without a
Contract will be locked down to a Pending - No Contract status, until a valid Contract is applied to
the request.

Incident
Team Incident Team
< Workflow Incidents - Events
Status Pending - No Contract
Cancel (24

The Customer is automatically sent the NoContractCreateRequestSummary email when the request
is saved with the Status. A reminder email can be sent to the assigned Customer by the Technician

from within the Summary tab by clicking L.

Two types of Contracts are used by the system, these include Per Item or Per Request Contracts. They
are defined as follows:

¢ Per Request - covers the period of time for which the request is open and work is done

¢ Per Item - covers the Item, regardless of the number of requests logged against the Item and can
be defined as:

Subscription - a contract that covers a specified period of time

Time Limited Subscription - a contract that covers either a specified period of time or number of
support hours, whichever limit is reached first

Support Hours - a contract that defines the number of support hours covered

Support Hours by Month - a contract that covers a total number of support hours purchased for a
defined timeframe and allocated on a per month basis.

Request with Per Item Contract
To create a Per Item Contract for a request within the Summary tab of the request:
1. Click the Pending - No Contract link

The Contract tab is displayed with Contract Type and Service Level drop-down options.

Service Request Information
Customer M Analysis Summary

Contract

L3

Contract Type

T

Service Level

2. Select the Contract Type of Per Item

For the Per Item Contract Type the Time Period for the Contract can be defined as one of the
following:
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Subscription if selected, the Start and End Dates are automatically set to a year from the date of
creation, but can be edited if required

Time Limited Subscription if selected, the Support Hours field is displayed and the number of
support hours purchased by the Customer should be entered. Also, the Start Date and End Date
fields should be completed manually by entering the length of time for the subscription period,
or the system will default to entering a year from the date of creation

Support Hours if selected, the number of support hours purchased by the Customers should be
entered

Support Hours by Month if selected, set the number of hours purchased per month and define
which day of the month the contract is to rollover to start the new month. The Total Support
Hours will automatically be calculated based on the Start and End Dates set for the Contract.

(If a Contract is forward dated with a Start Date set in the future, the Pending Contract status is
assigned. See Pending Contracts.)

Service Request Information

Customer %% Analysis Summary
Caontract

ry

Contract Type  Per ltem H

Service Level Gold =

Ak

Time Subscription

Start Date 05/13/11 00:03 =
End Date 05/12/12 06:59 =l
Targets o ; : : 1 :
Pricrity Response Time  Restoration Time Resclution Time 24 x 7 support Alert
Urgent 6 Hours 12 Hours 24 Hours Mo Action
High 12 Hours 24 Hours 48 Hours Mo Action
Medium 18 Hours 38 Hours 72 Hours Mo Action
Low 24 Hours 48 Hours 86 Hours Mo MAction

3. Click Save

The maintenance contract is created.

4. Click Next to continue to create the request by defining the Classification and Description.

NOTE: If Invoices are enabled, a new invoice is automatically saved within the Finance>Invoices
screen for the newly created Contract.

Request with Per Request Contract

To create a Per Request Contract for a request within the Summary tab of the request:

1.

Click the Pending - No Contract link

The Contract tab is displayed with Contract Type and Service Level drop-down options.
Select the Per Request Contract Type

(The SLA Price and Tax option box is displayed, if Invoices are enabled for the system.)
Select the SLA
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(If required, check the box to indicate if tax is to be applied to the Invoice, which will be applied
to the Invoice that is automatically saved within the Finance>Invoices screen when the newly
created Contract is saved.)

Service Request Information

Customer Contract Analysls Summary
Contract

Contract Type  Per Request

A

Service Level Bronze

Rl

Group O Apply to uncontracted

SLA Price 520,00
Taxable [
eels Priority Response Time  Restoration Time Resolution Time 24 x 7 support Alert
Urgent 12 Hours 24 Hours 36 Hours No Action
High 24 Hours 26 Hours 80 Hours No MAction
Medium 30 Hours 48 Hours 84 Hours No Action
Low 36 Hours 80 Hours 108 Hours No Action

-_%—rh_é‘?“?—ﬂ

4. Click Save

(If the Service Level selected for the request has a cost associated with it, the request will be
assigned with the status Pending - No Contract. Work cannot commence on the request until
payment for the invoice is received.)

Warning

® ) The Service Request has been flagged as "Pending - Mo Contract".
Technicians will not be able to work on this Service Reguest until the invoice has been paid.

5. If the Service Level has no cost i.e., Warranty, the maintenance contract is created and work can
commence on the request immediately

6. Click Done.

The screen defaults to the Summary tab.

Grouped Requests and Contracts

Contracts can be applied to all requests within an Incident Group when a Per Request contract is
created within the Contract tab of a grouped request. The following options are available:

¢ Per Group - applies the Contract to the Request Group as a whole and assigns a single charge for
the Contract. On the associated Invoice, if relevant, the SLA Price is distributed evenly across
each Request line-item
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¢ Per Request - applies the Contract to the Request Group but assigns the SLA Price as an
individual charge to each request within the Group. On the associated Invoice, if relevant, the
SLA Price is applied to each request line-item.

Incident Information

Customer . Contract Analysis sSummary

S
Contract

an

Contract Type  Per Request

ar

Service Level Bronze
Group Ej Apply to uncontracted

Charge bas gl I geldiT1].}
Per Request

SLA Price
Taxable [
Fargeiz Priority Response Time  Restoration Time  Resolution Time 24 x 7 support Alert
Urgent 12 Hours 24 Hours 38 Hours No Action
High 24 Hours 26 Hours 80 Hours No Action
Medium 30 Hours 48 Hours B4 Hours No Action
Low 36 Hours &0 Hours 108 Hours No Action

Processing an Invoice

If invoice payment for the SLA contract is required before the User can commence work on the
request, the following system message is displayed:

I\ Warning
V' A

"{5 The Service Request has been flagged as "Pending - No Contract”.
Technicians will not be able to work on this Service Request until the inwoice has been paid.

When a request is flagged with this status, the Edit button will not be available within the Summary
tab and a User assigned the Finance Role must process invoice payment before the request can be
edited.

To process payment for an invoice see: Invoice Payment and Delivery

Invoice Cancellation

To cancel an Invoice for a request:

1. Select the Request # id
2. Select the Request with the Status Pending - No Contract
3. Click the Cancel hyperlink in the Summary tab.

This will cancel the Invoice and change the request Status to Cancelled - Unpaid.
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Time Recorded

Although it is important for organizations to know exactly how much time is spent working on
requests for internal reasons, it is crucial for organizations using Time Based Subscription contracts
and Support Hours contracts. These Contract types rely on the amount of time worked on requests to
be subtracted from the number of hours a Customer has purchased as part of their service contract.

Recording Time against Contracts

To give organizations greater control and more accurate data regarding time used to work on a
request, the system records the time in two areas:

¢ When a Note is added, the User has the option to complete the Note Time field, for the time they

spent working on the request away from the application

Mote Time + 5 15 (minutes)

¢ When a request is opened in Edit mode, the system clock monitors the point at which it was
placed in Edit mode until it is Saved and moved out of Edit mode. (This functionality is applied
if the Admin>Setup>Privileges>User>Manual Incident option is set to No.)

These two amounts are added and recorded within the Time Recorded field in the Service Terms
sidebar.

Time Recorded 16 Mins

The Time Recorded is then deducted from the number of support hours purchased by a Customer.
The remaining contract time can be viewed via the Item > Costs tab, the Customer > Contracts tab, or
the Organizational Unit > Contracts tab, where relevant.

Request Groups

Service Request Groups

Service Requests that are related can be linked to form Groups. Once the Group has been created,
Requests can be managed as one.

For example, Requests can be grouped if:

¢ They are all logged by Users of one department
¢ They are all logged by one Customer
¢ They are all logged for the same Configuration Item

¢ They have a common Description or Solution.

¢ NOTE: New Groups must consist of Service Requests that are not already linked, unless the
merge facility is used to combine existing Groups.

Users can group Requests manually through the Request Groups tab or Service Requests List. (See:
Grouping Service Requests.) Service Requests that have multiple Items assigned to them during the
Request creation process, are also listed within the Request Groups tab.
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tee . Fillr: | All Request Grouss [sys] | ¢ Display: | 10 |41 @

(] 100007 Group 100007 Modum  DSM2/1120.42 2 Amber Wallan
. Dawn Knight Group 100007

(4= 10l 1 Reauts

When the last Request in the Group is closed, the Status of the Group is automatically set to Closed.

Creating a New Group via the Request Groups Tab

To create a new Group via the Request Groups tab:

1. Select Operations >Request Groups
2. Click New

New Group

(" anaslysis ) [ Elements |

New Group
Use Template [
Mame | I I

ltem Type ltem type not selected

Find Item Type (Name)

Description
! Format ~  Font Family = Font Size -

A-B 5 U =S = « |

Path: Words:0 y

Enter a Name for the Group
Assign an Item Type, if applicable

Assign a Classification, if an Item Type is selected

AN L

Assign a Group Priority
The Status is set by default to Open.

N

Enter a Group Description
8. Click Save

The screen will default to the Analysis Tab, which allows the User to Group existing Requests.
The information displayed can be adjusted by using the Filter options.
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_hwlu Request Group - Service Desk Requests

9. Check the field next to the relevant Request # to add Requests to the Group
10. Select Add
The Requests are included in the Elements tab.

11. Click Done to record the new Service Request Group.

Detalls “ Elements

P e — Filtar: | Unassigned Requests 4 Display: | 235 3 @
| [ 100033 0 05121 16:12 Ciosed - Medim Emai Service Amber Walan Incident Team Caria Parsons having ssues

il = Rescived

1 100032 o 05/12/11 00:57 Closad - Madium Emal Sarvice Ambar Wakan Incident Team Dennis Barry KB Test

i Resoived

M 100031 0 0512111 00:20 Closed - Madium Service Manager Amber Walan Incident Team Dennis Barry Testing Solutions

i = Resoived

() 100030 e 05117111 22:34 Closed - Medium Sesvice Desk Scot: Daly Request Team John Brown tech test two

= Resoived

] 100029 © 0511112232 Open Madium Service Desk Seoft Daly Request Team Francis Young Assignment Test

Service Request Group - Service Desk Requests
Aﬂ‘l‘\"‘ _ o ;
Dinplay: = 25 & |

(D 05111112213 Pending Service Desk Request Team Calvin Johns Service Desk  Detals required

- Requests
[ 100029 0 051111 2232 Panding Maedium Service Desk Scott Daly Request Team Francis Young Service Desk  Assignment Test
o Requests
~) 100030 @ 05/11/111 22:34  Pending Medium Sarvice Desk Dennis Barry Raquest Team John Brown Service Desk  1ech test two
- Requests

1-30f3 Resuts

Creating a Service Request Group using a Group Template

A Service Group can be created using a Group Template. A Group Template contains a series of tasks

in the form of Quick Calls. For more information, see: Group Templates.

Tasks within the Group Template can be created simultaneously or sequentially in the system. If the
In Sequence option is used, the first task within the Group Template is created when the Template is
selected. When the first task is closed, the next Task within the Template is automatically created and
so goes the auto-creation process until all tasks within the Template have been created and closed in

sequence.
To create a new Group using a Group Template:

1. Select Operations>Request Groups
2. Click New
The New Group editor is displayed.
3. Select the Use Template checkbox
A list of Group Templates is displayed
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New Group
ﬁ g Analysls o Elements o
New Group
Use Template [§ v '
New Employee
Name |
Item Type
Classification
Status
Priority
Description
J Format - Fontfamily - Fontsize = | - [ wrme GF ~
A-B 7 U &|iZiZ¢|EEE|x X
Path: Words: 0 7.

4. Select an appropriate Template
The Group details are listed.
5. Enter a Name, as unique identifier for this Group

The selected requests for the Group are displayed. These requests are the Quick Calls assigned
to the Group Template.

Now Group

Elements

New Group

Use Template E New Employee =

Name | New Employee

Item Type
Classification

Status Open

Priority Low
Description

! Format ~ FontFamily |~ FentSize v | = - [wm GF ~
A-B 7 U s|ZiZ«|E=E=E|x x
._

Create account on Directery Server, enable computer and telephone access, create email and
service desk account for:

Employee Name:

Department:

Manager:

Path: Words:21 Y

6. Click Next
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New Group

Detalls |

Find Customer
First Name Email
| )
Last Name Phone
Username Org. Unit
@

: Analysis ;

Elements

New Employee

7. Search and select the Customer to be associated with the tasks included in the template

If the Customer details are not in the database and are to be created as part of the tasks included
in the template, assign a default customer and update the details in the Customer tab of the
Request, when the Customer details exist in the system.

8. Review the Selected Requests displayed for the Group

These Requests are the Quick Calls assigned to the Group Template. To exclude any of the
Requests from the newly created Group, untick the checkbox next to the Template name.

New Group
[ Detalls \| _ [ Analysls || Elements |
New Employee
MName a Lena Benson
Email lena@mycompany.co
Phone 03 9797 929
Mddress Level 12
City Melbourne
State Victoria
Zip 3000
Country Australia
y Order Template Status Pricrity Classification Duration
g 1 Authentication Account Cpen Medium Question 10
g 2 Create Email Account Open Low Service 10
Cffline
M 2 Service Desk Account Open Low Question 5
M 4 New Employee Open Low Question 10
Creation a{:nSm-a O In Sequence

9. Define the Creation option:

¢ On Save for all the requests to be created when the Request Group is saved

¢ In Sequence for the first request to be created when the Request Group is saved.
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10. Click Save.
The Group is created including all Quick Call Requests. To add or remove Requests to or from
the Group, use the Analysis and Elements tabs (Covered below).

The type of Group created, whether it be a Service Request, Incident, Problem or Change, will
depend on the Quick Call Tasks assigned to the Group Template. For example:
+ If all assigned Tasks are Service Requests, the Group will become a Request Group

¢ If there are Service Request and Incident Quick Call Tasks, the Group will become an Incident
Group

¢ If there is at least one Change Quick Call Task, the Group will become a Change Group.

If a Service Request is related to an Incident, Problem or Change Request and the related request in
the other Process is closed, the Service Request will be automatically closed. The system views the
request hierarchy from low to high as Service Request, Incident, Problem and Change Request, and if
a related request of a higher type is closed, all the lesser type requests are automatically closed.

Analysis Tab

Service Requests can be linked to a Group at the Analysis screen of a Service Request Group. To
search for Requests to add to the Group, use the system Filters or the Search option.

The system filter includes the following;:

Unassigned Requests Description

Project Requests Requests that have been assigned to the Change
Group/Project.

Unassigned Requests All Requests that exist in the system and have not

been assigned to
the Group.

Potential Requests- Keyword match Requests with keywords that match between the
Request description and the Group description.

NOTE: Note: The match is only performed on the first
250 characters of the description.

All Service Requests (sys) Lists all Requests in the system irrespective of
Workflow State or User assignment. Note that this
option is not visible to Technicians when the privilege
to View All Requests is disabled by the Administrator.

My Service Requests (Active) (sys) Displays all Requests in an active Workflow State that
are assigned to the logged-in User.

My Service Requests (All) (sys) Displays all Requests, in active and inactive Workflow
States, that are assigned to the logged-in User.

My Teams Service Requests (Active) (sys) Displays all Requests in an active Workflow State,
allocated to the Teams with which the User is
associated.

My Teams Service Requests (All) (sys) Displays all the Requests, in active and inactive

Workflow States, allocated to the Teams with which the
User is associated.
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Unassigned Requests

Description

Pending Approvals (sys)

Service Requests Queue (sys)

If the User has Manager privileges, this view provides
them with a list of Requests that are assigned an
Approval stage of the Workflow.

Displays Requests assigned to the System User by
default, which Technicians can reassign after viewing.
(This is only available if the functionality is enabled for
the system and Team.)

To link Requests within the Service Request Group Analysis tab:

Go to Operations>Request Groups
Select the Service Request Group # link
Move to the Analysis tab

Choose the Filter option

O L=

Service Request Group - Service Desk Requests

Select the relevant Requests checkbox on the left

o - Elements
Add ‘il Search 1 Filtar: | Unassigned Requests 4 Diaplay: | 25 ¢ &
151 Requestd ¥ IP  Created = Swus  F Priocky  E ltom Type E Technican H Team E Customer E Group E Subject
100033 @ 0512111612 Ciosed - Madium Email Service Amber Walan Incident Team Carla Parsons having issves
Resohved
100032 05/12/11 0057 Closed - Medium Emal Service Amber Walan Incident Team Dennis Barry KB Test
= v
Resohved
100031 @ 0512110020 Ciosed - Medium Service Manager  Amber Walan Incident Team Dennis Barry Testing Solutions
) Resobed
100030 @ 0511112234 Closed - Medium Service Desk Scoft Daly Request Team  John Brown tech test two
=] Resohed
100029 @ 0511112232 Open Medium Service Desk Scott Daly Request Team  Francs Young Assignment Test

6. Click the Add button
7. Click Done.
The screen defaults to the Groups list.

Elements Tab

The Elements tab displays all the Requests that belong to the Service Request Group. Any Request
can be removed from the Group from within this screen.

To remove a Request:

1. Go to Operations > Request Groups

2. Select the Request Group # link

3. Move to the Elements tab

4. Select the checkbox of the relevant Request
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Service Reguest Group - New Employee

Detalis Anaiysis R -
-
) Rogquest® = 1P Croald E Saus = Priotty 2 ltem Type & Technician 2 Team = Customor. = Group
™ 1000435 0 031912 1623 Open Mediim Directory Services  System User Service Request  Lena Banson MNew
Team Employee
] 1000438 D 031812 16:23 Open Low Email Service Calvin Johns Service Request  Lena Banson New
Team Employes
] 1000438 O 0311812 16:23 Open Low Desktop Mary Calder Service Request  Lena Banson Now Ensure Deskiop and Takephons
- Management Team Employon availabiity for new staff member
1-30f3 Resulis

5. Click the Remove button.

Merging Service Request Groups

Existing Service Request Groups can be merged within the Request Groups tab, to allow all related
Requests within the Groups to be managed as one. To combine Requests Groups:
1. Go to Operations>Request Groups
2. Check the fields next to the relevant Group #'s
3. Click Merge
The screen defaults to the Details tab for the Merge Group.

4. Set the Name, Item Type, Classification, Priority and Description that best defines all associated
Service Requests

5. Click Save.

The History tab records details of the Groups merged to form the new Group. Click the No.
hyperlink to view the details. The Impact tab records the Type and Number of requests
associated with the Group.

Closing a Request Group
A Request Group is automatically closed when all Requests included in the Group are closed.
To close a Group:

1. Go to Operations>Request Groups
2. Select the Service Request Group # link
3. Move to the Elements tab
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Service Request Group - New Employee

MName MNew Employee
Group Type Service Reguest Group
ltem Type ltem type not selected
Priority Low
Status Open
Description

Create account on Directory Server, enable computer and telephone access, create email
and service desk account for:

Employee Name: Jill Nutall
Department: Admin
Manager: Leanne Conroy

File Description

'
:
:

0- 0 of 0 Results

4. Select a Request # hyperlink

The Summary tab of the Request is displayed.
5. Click Edit

6. Within the Related sidebar check all related Service Requests

7. Click the Bulk button
The Bulk Editor screen is displayed
8. Select the Status of Closed - Resolved
Or, the relevant Exit State
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2.4.2

Editing Multiple Requests

Customer  approval Rejected pary
" | L
Approval Required
Bt Cancelled

Prioriy  cancelled - Unpaid
e Gosea ~ Resobved
In Progress
Urgenc | e Manager Approval
On Hold - Pending Approval

Workflow
On Holg - Process Escalated
Status v Open
Outsourced
L Pending

Escalation Laye Pending - Mo Contract

L L

Technician

9. Click Save
10. Click Save and Done.
The Details tab of the Group now displays a Status of Closed - Resolved.

Duplicated Service Requests

When a Service Request is duplicated, the new Request is linked to the original Request creating a
Request Group. Requests can be unlinked through the Group's Elements tab.
¢ Grouping Service Requests

¢ Multi Item Requests
Incident Management

Incident Management

The function of the Service Desk is to act as the point of contact between customers of IT services (end
users) and the IT service provider (IT department). Its role is to handle all requests for service,
including Incidents, and provide an interface for other activities such as Request Fulfillment, Change,
Problem and Configuration Management.

An Incident is defined as any event that is not part of the standard operation of a service, and causes,
or may cause, an interruption to, or a reduction in the quality of service. The goal of Incident
Management is to restore normal service as quickly as possible, with minimal disruption to the
business. This ensures that the highest achievable levels of availability and service are maintained.

Incident Management objectives include:

*

Incident detection and recording

*

Classification of all Incidents and initial support

¢ Investigation and diagnosis

*

Escalation

*

Resolution and recovery

284 User Guide



+ Incident closure

¢ Incident ownership, monitoring, tracking and communication.
As part of the Incident Management Process, if an Incident is related to a Problem or Change Request
and that related request in the other Process is closed, the Incident will be automatically closed. The
system views the request hierarchy from low to high as Service Request, Incident, Problem and

Change Request, and if a related request of a higher type is closed, all the lesser type requests are
automatically closed

Implementing Incident Management
To set up the Incident Management Process in the system, the following steps are to be completed:

1. Assign the Incident Management Process to the relevant Users within the User Information
screen under the User>Users tab. (See:Create a User.)

Customners  Organizational Units mmmm_@rmm Assignments

s

User Information

* Schedule Allases Team Skills Org Unit
F—— 1 —

First Name | Mary

LastName | Calder
Assign the Incident Process to the User

Username | marycalder within the User Information screer
P&’ES\'&DMI ssEEssssan
Confirm F’a.sswordl SEEEESBEEE
Roles ~ Supervisor [ Technician Partner
[Q'Cu;tmmr

Default Portal ~ User Portal

Operations (@ Request [ Incident (@ Prablem
Processes
Change Processes (¥ Change (W Release +/ Deployment
Internal Processes || Service Level (@ Configuration @ Knowledge

2. Create or review the SLA within the Service>SLAs tab, and associate the Incident Management
Workflow to the SLA in the SLAs Workflow tab. (NB: The Supervisor User setting up the SLA
must be assigned the Internal Process of Service Level in their User Information screen to
complete this action.)
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P EETCTaTE THE THCTaenT vvarrnow o e

aLA within the Worklows tab af the

SLA.

Typical Change Workflow
Standard Change Workflow
Service Request Workflow
Problem Workflow

Emergency Change Workflow
Change Deployment Workflow
T

3. Review the Incident Management Workflow within the Service>Workflows tab. (See: Incident

Management Workflow.)

Incident Workflow

= Prior States Open

= Mext States Open

L
- 1 | I

4. Edit the Default Incident Management Team within the User>Teams screen. (See: Incident
Management Team.)
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Customers &gxnhﬂumlf.hm Pm'h‘-erﬁgan’imﬁms l.!sen Teams lm'igmm‘tx

Team Information Sel the Team options and associate __i
- : “ToChTiciarts Wt e ormation soreer i
S, (i ) (e
. Duplcate incident Team
Create escalation layers in the
Layers tab
Team Mame | Default Incident Team Address
Sat the default Workftow i1 the
r = o . f"l the default Workftow in the
Service lab:
Team Lead Simone Supervisor B State
Incoming Email  incidents@servicesupport.com Zip
Email Display Name  Service Desk Country .

5. Associate the SLA to an Item or Customer or Org Unit. This final step ties all the elements
together when an Incident is created, as the SLA associated with the Item, Customer or Org Unit
assigned to the Incident determines the Workflow, Team and Technicians that are made available
within the Incident Information screen.

Incidents

Incidents

Incidents

R 5 incidents RS S S e

Incidents are requests raised for Customers, or raised by a Customer through the Customer Portal.
An Incident is raised against a Configuration Item (Item), which may also be a Service, within the
system. Incidents are assigned to Technicians and are escalated according to the Service Level
Agreement (SLA) applied to the Incident.

The Operations>Incidents view defaults to display All Incidents logged within the system
irrespective of Incident Status. Available Incident Filters include:

Supervisor Guide 287



288

Filter Description

All Incidents Displays all Incidents logged in the system regardless
of their Status or Assignment.

Incident Queue Displays Incidents assigned to the System User by
default, which Technicians can reassign after viewing.
(This is only available if the functionality is enabled for
the system and Team.)

My Incidents (Active) Displays all Incidents in an active Workflow State that
are assigned to the logged-in User.

My Incidents (All) Displays all Incidents, in active and inactive Workflow
States, that are assigned to the logged-in User.

My Teams Incidents (Active) Displays all Incidents in an active Workflow State,
allocated to the Teams with which the User is
associated.

My Teams Incidents (All) Displays all the Incidents, in active and inactive

Workflow States, allocated to the Teams with which the
User is associated.

The default display is ten Incidents per batch. The list can be re-sorted by clicking on a column
header, and the number of Incidents displayed per batch can be altered using the Display pop-up
option.

Creating an Incident:
To create an Incident within the system, the following information is required:

¢ Customer Details
+ Jtem Details
+ Contract Details

¢ Incident Classification and Description.

Incident Queue

Incidents that are created by Customers through the Customer Portal or via email, can be forwarded
to a holding bay or queue, if this functionality is required by the Service Desk. The capability can be
enabled system-wide but applied on a per Incident Team basis, as needed.

When an Incident is assigned to the Queue, the name applied in the Technician field is System User.

See: Incident Queue.

Incident Search Tips:

¢ The Incident search option has a default Status to search only Active Incidents. To ensure search
success, select the relevant Incident Status, if unsure, select All

¢ To search for multiple Incident numbers at once, insert a comma separator between Incident
numbers
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¢ To search based on an Incident status, select the Incident Workflow option from the Workflow
drop-down list

¢ To search by Classification, select an Item Category from the Category drop-down list. After the
Category is applied, a list of Classifications is displayed

¢ To search based on the content of an Incident Description, select the Full Text option within the
Search screen and enter a relevant term (See: Full text searches.)

¢ To search using an Item's Custom field information, select the Item Category to display any
Custom Fields configured for that Item.

NOTE: For information regarding request assignment, reviewing a request, adding notes or
updating the status, refer to Working on a Request.

RSS Feeds

To easily access up to the minute details regarding Incident activity within an RSS feed browser
bookmark, Users can subscribe to RSS feeds by selecting the RSS button within the Incident list.
When the RSS button is selected, Users are presented with the application options for subscribing to
receive the information and where the Recent Activity information is to be accessed. To readily access
the information through a browser window, save the feed the to the Bookmark Bar.

The following is an example of the information obtained by clicking on the RSS bookmark:

@ Recent Activity For 5.,

[] Incident #100001 - Due: 2008-02-23 15:44:00.0
[] Incident #100002 - Due: 2005-02-23 15:51:00.0

= open allin Tabs

Customer Tab - Incidents

The first step in creating a new Incident requires a Customer be assigned to the Incident. There are
two ways to assign a Customer to an Incident, either search and select an existing Customer, or create
a new Customer.

Create an Incident for an existing Customer

To search and assign a Customer who already exists in the system:

1. Go to Operations>Incidents
2. Click New
3. Search and select a Customer

Within the Find Customer field, enter any known Customer details or leave the search fields
blank to access the complete Customer list. If Custom Fields have been enabled in the Customer
Information screen, the Advanced Search option can be used to search on data recorded within
these fields.
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] Request Information

Rt LA S

R
Find Customer
First Name Email
Last Name Fhone
Username Org. Unit
| advanced Search
Name £ Phone = Org Unit
Amber Wallan 03 9797 999 MyCompany - White
Barney Sanderson 03 8797 999 MyCompany - Teal
Calin Johns 02 9797 9797 MyCompany - Green
Carla Parsons 03 9797 999 MyCompany - Lilac
Dawn Knight 02 9797 9797 MyCompany - Green
Dennis Barry 02 8797 9797 MyCompany - Pink
Fiona Nanders 02 9797 9797 MyCompany - Azure
Francis Young MyCompany - Azure
Jamie Stewart 03 8797 955 MyCompany - Teal
John Brown 02 8797 9797 MyCompany - Pink
1-100of 19 Results = =

4. Click @ to search the Customer database
5. Select the relevant Customer Name hyperlink to assign the Customer details to the Incident.

The screen will open the Find Item field.

See: Advanced Search Options.

Create an Incident for a new Customer

If the Customer does not exist within the system, an account can be created when entering the
Incident:

1. Select Incident>Incident
2. Click New

3. Within the Find Customer field, select (+]

An expanded editable Customer details form is displayed.
4. Enter the Customer details
5. Click Save.

The form will revert to a non-editable screen of the newly entered details and display the Items
Tab.
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Incidents for Partner Organization Customers

NOTE: When an Incident is created for a Customer of a Partner Organization it is automatically
allocated to the Partner User associated with the Partner Organization.

Customers can be assigned to a Partner, in one of two ways:

1. When a Partner logs in and creates a new Customer, the Customer is automatically assigned to

that Partner

2. When the Administrator option Edit Customer Partner is enabled, and the Partner is assigned to

the Customer within the Customer Information screen of the User > Customers tab.

Customer information

| Access Roles
FirstNama| Lena Current | ™ Administrator (| Supervisor
[ Technician

LastName| 8enson [JManager | Partner
u 1 g
SIS enabenson Em'

Defaul Portal = Customer Portal H

Details
Notes

Confirm Password] seessssans
web access () Enabled ) Disabled
Contact
Primary Email|  lena@mycompany.co
Org. Unk @ MyCompany - Whita

Find Org. Unit (Nama)

Lina Manager

Find Line Manager |{Last Nama)

Address 1  Level 12
Address 2 777 Collins Lane

City Melbourne

aw

State | Victoria

Zip 3000

-

Country = Australia

Emall Locals ~ English

aw

Phone 03 9797 999
Fant

Pager

Mobia
[(Raquired for SMS)

. Partner Organization associated with a
|} Override Address?

SMS Override Cuslomer within this field

\

| Partner
Customera |

|

a
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Supported Org Units Only option
This option is visible within the Find Customer search field, if the logged in User has been assigned

to support specific Organizational Units. Uncheck the option, if search results are to include
Customers belonging to all Organizational Units recorded in the system.

Request Information
_Customer

Find Customer

First Name Email
Last Name Phone
,f
Username Org. Unit
X
™ Supported Org. Units Only (O X +]

Item Information

After the Customer details are assigned to the Incident, an Item or Items are assigned to the Incident.
This assignment associates all the relationships of the Item(s), including Service Level Agreements
and assigned support Teams to the Incident.

When creating an Incident, if the Customer assigned to the Incident owns any Items they will be
listed below the Find Item search box. By default, the list is defined by the All Assigned Items option.
It is also possible to search by:

+ All Items

(Only visible if the Search All Items option is enabled within Admin>Setup>Privileges>User
tab.)

¢ All Assigned Items (Customer and Organization Unit)

¢ Assigned Items by Customer

¢ Assigned Items by Organizational Unit.
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Request Information

[Pt
Cuslorn-r- o
Title Find Item
el @ ol YO ltem Number Item Type
Org. Unit MyCompany - Azure
Rooen # Include Global* Items () Al ltems
Email francis@ M Active ltems Only ) All Assigned ltems
Phone () By Customer
Mabile () By Org. Unit
Fax
Pager Category )
Address 1 Suite 7 hd
Address 2 75 No Way [ Advanced Search
City Beautiful
State Victoria @ o
Zip 3807 ltem# £ ltem Type = |dentifier Status =
SNy, Aumsiralia 100002 Service Desk Available
100003 Email Service Available
1-2 of 2 Results
Cancel Next

The list can be filtered using the Include Global* Items option. This will display Items that are
available to all Users in the system, as they have not been assigned to a specific Customer or
Organizational Unit. It can also be filtered using the Active Items Only option, which means only
Items that are assigned an active lifecycle state are displayed if the option is checked.

Multi-ltem Requests

The system also allows for multiple Items to be assigned to a request during the Incident creation
process, if relevant. This results in separate Incidents being created for each Item assigned to the
initial Incident, which are then displayed within the Related Requests window within the Incident
Information screen.

The requests are managed as individual Incidents to cater for any special requirements relative to
each Item. For example, consider a situation where a Team rolls-out an update in an organization. In
this instance, during the Incident creation process multiple Items are assigned to a single Incident,
which the system automatically allocates to separate Incidents that are then managed on an
individual basis. This allows appropriate Teams/ Technicians to be assigned to the Incidents relative
to their skill-set or departmental assignments. The implementation process more effectively
differentiates between the tasks and Items being modified and ensures each Item has its own Audit
Trail, Attachments and Notes for future reference.

Multi-Item Requests are listed as separate Incidents within the Incidents List View, and can be
accessed as a group within the Incidents Groups List View.
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Incident Item Assignment

To assign an Item to the Incident:

1. Click the relevant Item link if listed below the Find Item search box

Or, click @ to Search for an Item or click @ to Create an Item.

NOTE: The option to create an Item is only available to Technicians if the system Administrator has
enabled the Create Items option within the Setup>Privileges>User screen.

Request Information

Customer Item
Title Item Number @& 100002
MName @ Francis Young Category Service
Org. Unit MyCompany - Azure Item Type Email Service
Room Identifier
Email francis{@ Team Incident Team
Phone Room
Mobile Service Gold
Fax
Pager

Address 1 Suite 7
Address 2 75 No Way
City Beautiful
State Victoria
Zip 3807
Country Australia

1. Click Next to move to the Details tab if only one Item is to be assigned to the Incident

Or, select Add to assign additional Items. If Add is selected, a Selections window will be
displayed that lists all the current Items assigned to the request.

Selections
Customer Item Mo. = Item Type =
o Francis Young 100003 Email Service

1-1of 1 Results

2. Continue to add all the relevant Items to the Incident and then select Next to move to the Details
tab.

Within the Details tab the Incident is profiled by assigning a Classification and Incident
Description.

Quick Calls

Quick Calls are used for common requests that are logged using a template during the Incident
creation process.
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If the Quick Call functionality is enabled for the system, after the Customer and if relevant, Item
details are assigned to an Incident, within the Details tab the Quick Call options are displayed below
the dashed line in the Request Type drop-down list.

Quick Calls and Item Assignment

If the Item is to be assigned to the Incident using the Quick Call Template configuration, the User
simply selects the Next button after assigning the Customer information to the Incident. The
application moves to the Details tab and within the Request Type options, the list displayed only
includes Templates that have Items preset.

NOTE: The Next button will only be visible after the Customer has been assigned to the Incident, if
Quick Call templates that have Items assigned are configured in the system.

If a specific Item is associated with the Quick Call Request within the Customer tab, the options
displayed within the Request Type drop-down list will include Quick Call templates associated with
the Item already assigned to the Incident, and templates assigned the Unknown Item.

For Incidents created with multiple Items assigned that use different Items, Quick Call templates
with no Items assigned are displayed. For Incidents where the same Item is assigned on multiple
occasions, Quick Call templates that have the matching Item and no Items assigned are made
available in the Request Type drop-down list.

To create an Incident using a Quick Call:

1. After allocating a Customer and Item(s) if required, click Next to move to the Details tab

2. Within the Request Type drop-down list, select the relevant Quick Call template displayed
below the dashed line

Request Information
Customer gﬂls

Reguest Details
Request Type + MNew Incident k
Sy System Offine
Subject |
Description
ption] Format + Fontfamily = Fontsize - |mrm‘1?-
A-B J U s=|[ZiZ«|E=E=|x x
— 3
Path: Words: 0 y

3. Assign a Classification
4. Click Done.
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All Incident details will be populated according to the Quick Call template. Any amendments
can be made through the Incident Summary screen.

NOTE: When saved, the Incident created using the Quick Call template can be duplicated to
minimise data entry requirements for multiple similar Incidents.

Contract Tab

When Contracts are enabled for the system, the Contract tab is visible within the Incident
Information screen.

The Contract tab of an Incident includes the details of the Contract Type and SLA assigned to the
Incident. If a valid contract is active for the Customer, Item or Organizational Unit assigned to the
Incident, then the details of the contract will be displayed. If an SLA is not assigned to the Customer,
Item or Org Unit and the Billing functionality is not enabled, the system automatically applies a
default SLA based on the Item Type or the system default SLA.

Incident Information

Customer M Analysls Summary

Contract
Contract Type Per ltem
Service Level Gold
Time Subscription
Start Date 051511 22:07
End Date 05/15/12 06:59

acgets Pricrity Response Time  Restoration Time Resolution Time 24 x 7 support Alert
Urgent & Hours 12 Hours 24 Hours No Action
High 12 Hours 24 Hours 48 Hours No Action
Medium 18 Hours 38 Hours 72 Hours Mo Action
Low 24 Hours 48 Hours 88 Hours Mo Action
Done. ;

When Billing is enabled and the Contracts or Invoices functionality is active, the system verifies the
service entitlement status of the Customer assigned to the Incident, and if a valid contract is not in
place, the Incident is assigned a status of Pending-No Contract and locked until a valid contract is
associated with the Incident. The Customer is automatically sent the
NoContractCreateRequestSummary email when the request is saved with this Status.

Incident
Team Incident Team
s Morkflow |ncidents - Events
Status Pending - No Contract
Cancel |

A reminder email can be sent to the assigned Customer by the Technician from within the Summary
tab by clicking L.

For more detailed information about contracts and billing, see Contracts.
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Details Tab

To successfully create an Incident, the Incident must be profiled by completing the Request Type,
Classification and Description details. Within the Details tab, there is also the option to select any
relevant Quick Call Templates that have been configured for the Item Type assigned to the Incident.

Entering an Incident Description

To profile the Incident:

1.

Define the Request Type

The New Incident option is locked in if there are no Quick Call templates available for the Item

or Process.

Select a Classification

If multiple Items are assigned to the Request, the option to assign a specific Classification for

each Item Request is provided.

Complete any required Custom Fields

4. Define the Subject content, if desired

Request Information
Ciimer . Detls

Path:

S SSa_—
Request Details
Request Type® = ~* - *
o Ly Downloads '_
Classificationf gl e L e |
[ Installation =
Manuals
Subject
Description
P Format - Fontfamily ~ Fontsize - | |HTmL"ff'v
A-B I U #|iZ iS¢ |EE=|x x°
—_—

Words: 0 o

5. Enter all relevant information within the Description field

This is a mandatory field.

Click Done to enter the new Incident into the system.

A unique reference number is generated automatically for the request at this point. When an
Incident is submitted successfully, the Incident Summary Tab is displayed. If the Force Analysis
functionality is enabled in the application's Setup, the system will move to the Analysis Tab.
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Request Subject

It is recommended that a summary be included in the Subject field, as the details recorded in the
Subject field are displayed in scroll-over summaries throughout the application. For example, when a
new Incident is being entered for a Customer, a Recent Customer Requests list is displayed during
the Incident creation process for all Items the Customer owns either directly or via shared ownership.
The Requests list includes a scroll-over summary where Subject content is displayed, if the Subject is
completed for a request. Subject information can also be included within a column in the Incidents
List View, for a quick glance summary of an Incident.

ltern No. 100003
Open Date 2012-03-13 16:23:41.0

Status Open

Classification Service Offline
Technician = Calvin Johns

Subject MNew Email Account |

0 1000011 Email Service

NOTE: The system Administrator can make the Subject field mandatory by enabling the Subject
Required option in the Setup>Privileges>User tab.

Analysis Tab during Incident Creation

When the Force Analysis option is enabled by the Administrator, the Analysis tab is automatically
displayed after the Description is entered during the Incident creation process. Within this tab the
User can:

¢ Create or search for a Solution

¢ Create or apply a Workaround

¢ Link the Incident to other requests prior to saving the Incident

(This option is not available to Incidents created with Multiple Items assigned during the
Incident creation process.)

+ Create an Alert related to the Incident.

NOTE: To include analysis during Incident creation, ensure the
Administrator>Setup>Privileges>Requests>Force Analysis option is set to Yes.
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Incident Information

Customer I% Summary
Incident # 1000054

+ Proposed Solutions
Search Solution |
New Solution | Type Relevance = !

Proposed Workarounds
Search Workaround |
New Workaround |
Link Incident H—‘ﬂ—r -—Eﬂ—n}hﬂ |
Similar Incidents

Convert to Service Request
New Problem

Link Problem

New Change Request

Link Change Request

0- 0 of 0 Results

Alerts

If analysis is not required during the request creation process, click Done to continue to the Summary
tab.

Proactive Solution Analysis

During Incident creation after the Incident Description is completed, the system automatically
searches the Knowledge Base for possible Solutions that may be related to the Incident. This search is
based on the Item Type, Classification and text matching of existing Articles with the Incident
Description content. Proposed Solutions will be visible when the Proposed Solution filter is selected
within the Analysis tab.

To assign a proposed Solution to an Incident:

1. Select the Article ID number

2. Click W BBBl 0 to assign the Solution or select Cancel to revert to the Proposed Solution
list.

If the Resolved option is selected, the Incident is automatically closed and the selected Article is
assigned as the Solution.

Workarounds

A Workaround is a temporary fix applied to an Incident or Problem when a full resolution is not yet
available.

To assign a Workaround to an Incident, the User can apply a Proposed Workaround presented by the
application or use the Search Workaround facility. If a Workaround Article does not exist, a
Workaround can be created within this screen. Once a Workaround is applied to the Incident it can be
viewed in the Analysis tab under the View Workaround option.

For further information see: Analysis Tab.

Analysis
The Analysis tab is used to search for Solutions, Workarounds or to relate the current Incident with

other requests. It also allows the User to convert an Incident, logged against a Service Item, to a
Service Request.
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To assign a Solution to the Incident, the User can apply Proposed Solutions presented by the
application or use the Search Solution facility. If a Solution Article does not exist, an Incident solution
can be created within this screen. Once a Solution is applied to the Incident, the application
automatically closes the Incident.

Searching for a Solution

To Search for a Solution:
1. Click on the number of the required Incident

The Incident Information screen appears.
2. Select the Analysis tab
3. Click Edit

The drop-down list will become active.

Incident Information
" Customer

% Incident # 100041

3 Storage quota Article 100%
i The service desk wil verify your storage guota, and if relevant increase it.  Article BE6%

1-20f2Resulis

4. Select from the available options, as follows:
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Analysis Tab Drop-down Options

Proposed Solution Displays a list of all solutions with a search based
on Incident Description, Item Type and
Classification. To assign a Solution, select the
Solution ID number to display the solution in full.
Click Resolve if the Solution is relevant. This will
close the Incident and update the Customer.

Search Solution Allows Users to enter full text or ID humber to
search for possible Solution Articles. To assign a
Solution, select the Solution ID number to display
the Solution in full. Click Resolve if the Solution is
relevant. This will close the Incident and update the
Customer.

New Solution Displays Knowledge Base editor to allow the User
to enter a new Solution. Solution Articles are used
as Proposed Solutions for future Incidents. See:
Solution Article.

Convert to Service Request Allows the User to make the current Incident a
Service Request and maintain the current
identification number for Customer correspondence
purpose, while recording the action in the Audit
Trail.

Proposed Workaround Displays a list of all Workarounds with a search
based on Incident Description, Item Type and
Classification. To assign a Workaround, select the
Workaround ID number to display the Workaround
in full. Click "Apply" if the Workaround is relevant.

Search Workaround Allows User to enter full text or ID number to search
for an existing Workaround Article. To assign a
Workaround, select the Workaround ID number to
display the Workaround details. Click "Apply" if the
Workaround is relevant.

New Workaround Displays Knowledge Base editor to allow the User
to enter a new Workaround. Workaround Articles
are used as Proposed Workarounds for future
Incidents. See: Workaround Atrticle.

Alerts Shows details of the Alerts that have been created
within the Incident.

5. Click Save.

Proactive Analysis during Incident Creation

During Incident creation after the Incident Description is completed, the system automatically
searches the Knowledge Base for possible Solutions or Workarounds that may be related to the
Incident. This search is based on the Item Type, Classification and text matching of existing Articles
with the Incident Description content. Proposed Solutions or Workarounds are visible when the
Proposed Solutions or Proposed Workarounds filter is selected within the Analysis tab.
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To assign a proposed Solution or Workaround to an Incident:
1. Select the Article ID number

The system will display the Solution or Workarounds details screen.

T

—E 2% Incident# 100041
B 1
Type Adticl
Visiblity Technicians & Customers

Swatus Pubdshed
Ham Caisgory  Service
Classification Permission Donlbed
Rirvierw Dl

Emai Sarvice
Tithe Mod able to send or rocelvo emal
Summary Tha service desk will verly your slorags quota, and f ralevan! increase i

Content
Tha sarvice desk will varily your siorsge quota, and If ralevan! increase i

Piease ba sure that all emaits siored on the server are relevant, and delete any urwanted accounts bafore
Tolowing up

Created 050311 D029
Revised 050511 18016
Direct Link  hitp:tiocahos b BOBNLve Tima WebObjecis/Live Tima woa‘waLookupArticle Taricield=1

 Statistics Views:1 Last:050511 2329 Votes: Rating:
I.H—W'—xl _ ET———,

Fila Description E Skze Dty ¥ Publiz

| 0-00f0Rosuts

2. Select the Apply button.

The Incident is automatically closed when a Proposed Solution is applied. When a Proposed
Workaround is applied the Incident status remains unchanged.
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Converting an Incident to a Service Request

An Incident that has been logged against a Service Item, can be converted to a Service Request within
the Analysis tab. This action results in the Service Request maintaining the same request
identification number and audit trail, which records the conversion.

To convert an Incident logged against a Service Item to a Service Request:

1. Select Edit within the Analysis tab
2. Select the Convert to Service Request option.

The Incident ID # is associated with a new Service Request and the Request is assigned the Entry
State of a relevant Service Request Workflow. The audit trail of the Service Request records the
conversion time and date. The customer is not notified about the Process amendment.

Linking requests

Within the Analysis tab, Incidents can be linked to other Incidents within a pre-existing Incident
Group, or linked with existing Problem and Change Groups. A new Problem or Change Request can
also be automatically created and associated to the Incident within this Tab.

Link with other requests

Link Incident Allows User to enter full text or ID number to search on
Incidents. Select an Incident ID number to immediately
link the current Incident to a Grouped Incident.

Similar Incidents Displays similar Incidents based on Item Type,
Classification and Description.

New Problem Allows the User to create a new ‘Problem Group’ that
links the Problem and Incident to the new Group. The
Incident status will move to ‘On Hold - Process
Escalated'.

Link Problem Allows User to enter full text or ID number to search on
Problems. Select an Problem ID number to
immediately link the current Incident to a Problem
Group.

New Change Request Allows the User to create a new ‘Change Group’ and
links the RFC and Incident into the new Group. The
Incident status will move to ‘On Hold - Process
Escalated'.

Link Change Request Allows the User to enter full text or ID number to
search on Change Requests. Select a Change
Request ID number to immediately link the current
Incident to a grouped Change Request.

Alerts Allows the User to create an Alert directly related to
the Incident. Displays any reminder alerts that have
been created in the Summary tab of the Incident.
Select the Alerts option to view Alerts list, and click on
an Alert Publish Date to view Alert Content.

To link an Incident to a Group within the Analysis tab:

1. Select Edit
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The drop-down list becomes available.
2. Search for a request Group using full text or ID number
3. Select the relevant search result ID number.

This automatically adds the current Incident to the existing Group.

Creating a Problem or Change Request within an Incident

An Incident can prompt the creation of a Problem or RFC within the Analysis tab. This will move the
current Incident status to On Hold - Process Escalated, and link it to the new Problem or Change
Request group.

To escalate an Incident to another Process:

1. Select Edit within the Analysis tab
2. Select the New Problem or New Change Request option.

The Incident is automatically escalated and its status changed to On Hold - Process Escalated.

NOTE: When the related Problem or Change is moved to an Exit State, the Incident is automatically
moved to the default Exit State, if not already closed.

Creating an Alert

To create an Alert that is associated with the Incident, within the Analysis tab:

1. Select Edit within the Analysis tab

2. Select the Alerts option in the drop-down list
The New button is made accessible.

3. Click New

4. Refine the content for each required field:
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Alert Details Description

Created The current date and time.

Publish The date the Alert is published. Use the calendar icon to
the right of the field, to select a Publish date.

Set to a date in the future, or use the default to publish
the Alert immediately.

Dismiss The date the Alert ceases to be available. Use the
calendar icon to the right of the field, to select a Publish
date. On this date, the Alert will disappear from a User's
Alert list.

Severity The type of Alert to be published. The choices are:
* Information — for general Alerts
* Warning — to warn Users of potential issues

+ Urgent — to publish an urgent actionable message.

The icon appearing with the message will depend on
the type of Alert.

User The User type to receive the Alert, which include:

+ Specific Customer or User - In the Find User or
Customer list, click search to select the recipient
from the drop-down list.

+ User Role - An Alert sent to a User Role will go to
all Users with that Role.

+ Personal Alert - A personal Alert appears on the
User's own screen at the Publish date.

+ Organizational Units - In the Find Org. Unit field,
search and select the recipients.

¢ Public - A Public Alert appears when the Public
Alert link is selected on the Login Page.

Title Enter the title of the Alert.

Message Enter the main content of the Alert.

5. Click Save.

Article Button

Article

When a Solution has been applied or proposed for a request with the Create Knowledge option set to
No, the Solution is visible within the Analysis tab and not available within the Knowledge Base. To
manually escalate a request Solution to a Knowledge Base Solution Article, with the Analysis tab in
Edit mode, select the Article tab.
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Incident Information

[ Customer nalysl: . Summary |

- Incident # 100025

LR The server has been restarted, so all should be back online.
Flease let me know if the problem persists.

Regards

el (G ) . Remove. . .. . Done .

Remove Button

When a Solution has been applied or proposed for a request, the Solution or Knowledge Base
Solution Article is visible within the Analysis tab. To disassociate a Solution from a request, with the
Analysis tab in Edit mode, click the Remove button. The Analysis tab will now only display the
default drop-down list options.

Workaround Article

Workarounds are temporary fixes applied to a Problem until the Problem is resolved.

To assign a Workaround to a Problem, the User can apply a Proposed Workaround presented by the
application or use the Search Workaround facility. If a Workaround Article does not exist, a
Workaround can be created within this screen. Once a Workaround is applied to the Problem it can
be accessed via the Analysis tab under the View Workaround option.

The Workaround options included in the Analysis tab are:
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Analysis Tab Options

Proposed Workarounds Displays a list of all Workarounds with a search based
on Problem Description, Item Type and Classification.
To assign a Workaround, select the Article number to
display the Workaround in full. Click Resolve if the
Workaround is relevant. This will assign the
Workaround to the Problem. After a Workaround has
been assigned, the View Workaround option will
become visible within the Analysis options

Search Workarounds Allows User to enter full text or ID number to search for
possible Workaround Articles. To assign a
Workaround, select the Article number to display the
Workaround in full. Click Resolve if the Workaround is
relevant. This will assign the Workaround to the
Problem. After a Workaround has been assigned, the
View Workaround option will become visible within the
Analysis options

New Workaround Displays Knowledge Base editor to allow User to enter
a new Workaround. Define visibility, enter a Summary,
a Description and Save.

Creating a Workaround Article

Within a Problem:

1. Select the Analysis tab
2. Click Edit

Problem Information

Customer M Summary
Problem # 100011

| « Proposed Solutions
Search Solution
New Solution Type Relevance
Proposed Workarounds
Search Workaround

0 - 0 of 0 Results

Mew Change Request

Alerts

3. Select the New Workaround option within the drop-down list

The screen defaults to the expanded Solution Article editor with the Visibility and Status locked
down.
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Visibility Options Description

Assigned Request The default visibility. This means that the solution is
only visible relative to the Problem through which it
was created.

Users Visible by internal Users only (i.e., not Customers).
Users & Customers Visible to internal Users and Customers logged into
the
application.
Everyone Available publicly, without logging into the system.

4. Enter a Review Date or leave blank for the field to be automatically populated when saved
The Item Category, Classification and Item Type are all drawn from the related request.

5. Edit the Problem content if required
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Problem Information
(o) R (S

Problem # 100011
Flags

Type | Workaround
Wisibility Mssigned Reguest
Status Published
Item Category | Software
Classification | General

Review Date  06/17/11
Item Types |
Service Manager
Content
Problem | i .
Format - Font family =  Fontsize

|HTI'I1L ? -

A-B I U =iz =«

Find Issue behind the exception errors

Path: Woaords: 6 Y
Workaround | T T "
Format ~ Font family ~ Font size

A-B I U === «
—_—

Path: Words: 0
Created 06/M5/11 22:45
Revised 081511 22:45

4

6. Enter the Workaround content

7. Upload an relevant Attachments, within the Attachments tab
8. Click Save.

Requests Tab

Workaround Articles generated within requests, include a Requests tab. This tab enables the User to

view details of the request related to the Article. For detailed information about Knowledge Base
Articles see: Articles.
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Summary

The Summary tab provides comprehensive details related to an Incident and gives access to the tabs
required to work on the Incident. To view the details of a Customer select the Customer name link
within the Incident Information screen. The Customer and Item assigned to the Incident can be

updated within the Customer tab by selecting @, when in Edit mode.

The Incident Information Summary tab includes the following:

Summary Tab Description

Contact Displays the Customer assigned to the Incident and
their contact information. Click on the Customer Name
or Org.Unit link for more details relating to Customer
and Org Unit.

To update the Customer details assigned to the
request, click on the Customer tab and ensure the
Request is in edit mode.

Send Survey This field is displayed when a Serviced Customer
Survey is active in the system. The envelope icon
allows the survey to be manually sent to the Customer.

Iltem Displays the Item assigned to the Incident. Scroll over

'ﬁ' to view Item information recorded on the Details
tab. Select the Type hyperlink for more information
about the Item.

Click “'a to view the ltem Relationship map. Any Item
displayed in the map can be set as the Item associated
with the Incident, by making it the central node of the

Relationship map and clicking on the centralized map
icon to confirm the Item assignment change.

To update the Item details assigned to the request,
click on the Customer tab and ensure the Requestis in
edit mode, or use the Update Item facility in the
Relationships filter view of the impact tab.

Details

Classification Displays the Incident Classification that was selected
when the Incident was created. This can be updated, if
required.

Priority Shows the priority of the Incident, which determines
the Service Level triggers applied to the Incident.

If the Derived option is enabled in the applications
Setup, then the Urgency and Impact drop-down lists
are displayed. The User is required to select the
corresponding Urgency and Impact for the Incident to
alter the Priority assigned. See Priority.

Escalation This is visible if the Escalation Control option is
enabled in the application Setup. This is only available
to the Supervisor and allows them to disable the
escalation timers. See Escalation.
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Summary Tab Description

Escalation Layer Shows the number of levels of Escalation that exist in
the Team assigned to the Incident, and at which level
the Incident is currently assigned.

Technician The name of the Technician assigned to the Incident.

When an Incident is assigned to the Queue, the name
applied in the Technician field is System User.
See:Queues.

Notification

Customer Shows how updates regarding the Incident are sent to
the Customer who logged the Incident, or to all
Owners of the Item associated with the Request.

Customer CCs is a free text field for any additional
notification recipients, these can be divided into
Customer and Technician CC lists. See: Notification.

Technician Allows the User to adjust the default Technician
notification between None, Email or SMS for updating
the assigned Technician, all Technicians in the Team
or Layer of Escalation assigned to the Incident.

Technician CCsis a free text field for any additional
notification recipients, these can be divided into
Customer and Technician CC lists. See: Notification.

Alternate Team Is visible if the Notify Alternate Team option is enabled
in the Admin>Email>Setup tab and another Team
within the same Process is included in the system.
This allows the User to define another Team to be
notified about updates regarding the Incident.

Incident

Team Displays the default support Team assigned to the
Incident. This can be changed by selecting another
option within the drop-down list. The Team list is
derived from the Workflow and Workflow State.

Workflow Displays the default Workflow assigned to the Incident.
This can be changed by selecting another option
within the drop-down list. The Workflow list is derived
from the SLA assigned to the Incident.

Select =& to view the Workflow in its entirety.

Status Shows the current Workflow State of the Incident. See
Status.

Next Action Lists all the States available after the current Incident
State. This is based on the Workflow assigned to the
Incident. To move the Incident through the Workflow,
select a Status included in the list displayed.

Status Due Details the expiry time for the current Workflow State if
the State has an OLA assigned.

Service Terms
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Summary Tab Description

Agreement Displays the Service Level Agreement assigned to the
Incident. The SLA is derived from either the ltem,
Customer or Organizational Unit.

Service Manager Displays the name of the Service Level Manager
responsible for overseeing Incidents related to the
assigned service agreement.

Progress Visually displays how the Incident is tracking against
the assigned SLA and displays the percentage of SLA
used when greater than 10%. The grey progress bar is
gradually filled in based on the status of the SLA:

Faused . workflow is in an SLA paused State.
Triggers will not fire.

[26% | - Workflow is in an SLA timers on State.
Triggers will fire.

@ - Workflow is in an Exit State and the SLA
has been successfully maintained.

m - Assigned SLA has been breached and
Workflow is in an EXxit State.

Dates Summarizes the important date details for the Incident.
The due date is automatically calculated based on the
Service Level assigned to the Incident. See: Request
Details.

Time Recorded Displays the amount of time the Incident has been
open and worked on. See: Time Recorded.

Affects Displays the number of Users assigned to the Item.
Incident information Service Terms
Customer Analysis Summary Service
— — - - - Agreament Bronze
Incident # 1000420 Sarvice Manager S Supervisor
Progress | )
Motification
Open Dats ( 26
oM Customer | Email 3 | Customer | & Due Da
o Customer CCa Ciose Date 0
o Resolution Time 3 Days
I Time: M Techaician | Emall 2! | Technician 3 Last Action O16/12 1541
GPS ] Last Act 0 612 15
s Tochnician CCs Time Rocorded
. . Incident LU 17 Users |
Typs Se Desk

Toam ircid

5. Workfiow

Suatus Cio

Next Action | Closed - Resolved
Classfication ' Question
Urgency = Moderate
Impact | Moderate
Priocy Medium
Escaiaton o on

Escalation Layer (Layer 1 of 3)

Tochnicion | Scott Daly H L2

NOTE: Only Technicians assigned to the Team can edit the Incident.

312 User Guide



For each Incident additional details and options are available within the Summary tab. These allow
Users to add Notes, analyze the Incident and view its history. The options include:

* Notes

¢ Attachments

¢ Impact

¢ Audit Trail

¢ Related Requests.

Summary Tab Buttons

Edit Edit opens the Incident in edit mode. This allows the
T— Incident details to be amended, Notes to be added
and time is automatically recorded against the
Incident whilst in edit mode.

. : Opens the Incident in edit mode and moves directly
e AddNote to the New Note editor. See: New Note
Duplicate Duplicate creates a copy of the Incident and links

the copy to the original Incident. The User can then
amend the Customer or Item detalils, if required.

Print opens a summary of the Incident in a Print
View window. This includes a Description and all
Notes added to the Incident. It is a good alternative
for viewing Incident information within one window
when adding a new Note.

'-'I:,t Print -

NOTE: To remove Private Notes from the output,
remove the tick in the 'Show Private Notes' box.

Allows the User to create or view reminders related
to the Incident. When published it will be displayed
like the normal alert icon.

i"‘ . ﬂﬁg

'__,;;;-1 5}\\: The escalation buttons allow the User to escalate
the Incident to next layer within the Team, or de-
escalate the Incident to the lower level, if required.

Changing an Incident's Customer or Item

After an Incident has been created, it may be necessary to change the assigned Customer or Item.
This may be the case when the Unknown Item is associated with a request, or a Service Item has been
assigned to the Incident and the relevant hardware, software or network Item needs to be associated
with the Incident. When the "Allow Unknown" option is disabled in the Setup>Privileges>Requests
tab and a Incident that is assigned to the Unknown Item is opened in Edit mode, the User will be
prompted to update the Item assigned to the Incident before the Save button action can successfully
record changes to the Incident.

NOTE: This option is required when an Incident is created through Email, as the Item assigned may
be the system's default Unknown Item or the Org Unit's default Item.

To change the Item:

1. Click the Incident's Edit button
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2. Select the Incident's Customer tab

3. Click the Item Number &

The Find Item option appears.
4. Search and select a new Item
5. Click

‘%’

6. Select the Summary tab to continue working on the Incident, or click Cancel and Done to close
the Incident with the newly assigned Item.

NOTE: Technicians do not have the ability to delete Incidents or Customers.

To change the Customer:

Click the Incident's Edit button

Select the Incident's Customer tab

Click @Y next to the Customer Name
Search and select a Customer
Click

Ok LN

‘%’

If the Incident's Item needs to be altered as a result of the Customer change the Find Item field
appears. Search and select the appropriate Item using the Find Item search.

6. Select the Summary tab, to continue working on the request
7. Click Save.

Converting an Incident to a Service Request

An Incident that has been logged against a Service Item, can be converted to a Service Request within
the Analysis tab. This action results in the Service Request maintaining the same request
identification number and audit trail, which records the conversion.

To convert an Incident logged against a Service Item to a Service Request:

1. Select Edit within the Analysis tab
2. Select the Convert to Service Request option.

The Incident ID # is associated with a new Service Request and the Request is assigned the Entry
State of a relevant Service Request Workflow. The audit trail of the Service Request records the
conversion time and date. The customer is not notified about the Process amendment.

Item Relationship Map and Assignment

Selecting "= opens a pop-up window that displays a map of Items that are related to the Request
Item that can be navigated by clicking on the icons within the map. To view related Item information,
scroll over the relevant Item icon.
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Relationship Map

..
V]

Sdryice Desk

[

F 1 i A
&

Service Manager Oracle 1ig

Wl

Email

Itern # 100003
Criticality: Moderate
Average Uptime: 289 Days, 22 Hrs, 50 Mins

Averape Response Time: N/A
Service Level: Siver
Last Updated: 06/21/12 13:55

iz a parent of
100004 (Oracle 11g)

Loaded

Updating the ltem associated with the Request

The Item associated with the request can be updated when in the request is in Edit mode:

1. Select "=
2. Navigate the map to move the relevant Item icon to the central point of the map

Select the Item icon label in the Map to move it to the central node.
3. Click the icon label when it is in the middle of the map

A warning message is displayed, prompting the confirmation of the Item change.
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| Relationship Map % |

http://localhost:8080

Change the item of Incident #1000028
from 100005 (Service Manager)

to #100003 (Email)
(_ Cancel J (—rﬁl&—)

L
A -
E@ - E‘l-r»&c‘[!c—zk
ogacia 119

Item # 100003
Criticality: Moderate

@ﬁ‘ Average Uptime: 239 Days, 22 Hrs, 50 Mins
Average Responsa Time: N/A

Sarvice Lavel: Siver

Last Updated: 05/21/12 13:55

iz a parant of
100004 (Oracle 11g)

Done

4. Select OK and the Item association will be updated

(If the Enable Item Shadow option is enabled by the Administrator in the
Setup>Privileges>Customer tab, the change of Item information will not be visible on the
Customer Portal.)

5. Select ¥ to close the window.

The Item assignment change is recorded in the Audit tab.

See: Item Relationships

Service Terms

The Service Terms sidebar displays the Service Level Agreement (SLA) assigned to the Incident and
provides details of key dates.
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Service Terms

Service
Agreement Bronze
Service Manager Simone Supervisor

Progress (B9%

Open Date 031612 11:26
Due Date 03/27/12 18:26
Remaining 1 Day, 5 Hrs (11%)
Last Action 03/26/12 11:14
Time Recorded & Mins

Affects

By default the application calculates the Due Date based on the Priority of the SLA assigned to the
Customer, Organizational Unit or Item. The email reminders and escalations are then managed
accordingly. If an SLA is not associated with the Incident via the Customer, Org Unit or Item, the
system default SLA will be automatically assigned to the Incident but can be manually adjusted by
the Technician. Once the Workflow is moved from the default Open State, the SLA can no longer be

edited.

Service Terms

Agreement

Service Manager

Progress

Open Date

Due Date

Displays the Service Level Agreement assigned to the
Incident. The service level is derived from either the
Customer, Organizational Unit or Item.

When Contracts are not enabled, the Agreement field
can be edited, when the Incident is in edit mode.

Displays the User assigned as the Service Manager
for the assigned SLA.

Visually displays how the Incident is tracking against
the assigned SLA. The grey progress bar is gradually
filled in based on the status of the SLA:

Faused  _ workflow is in an SLA paused State.
Triggers will not fire.

(26% T - Workflow is in an SLA timers on State.
Triggers will fire.

SUSCESS - \Workflow is in an Exit State and the SLA
has been successfully maintained.

m - Assigned SLA has been breached and
Workflow is in an Exit State.

The open date field is automatically populated when
the Incident is created.

By default the application calculates the Due Date
based on the SLA Target for the Priority assigned to
the Incident, and email reminders are sent accordingly.
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Service Terms

Fix Date Auto-filled when the Incident moves into a Workflow
State that is defined as meeting the SLA Resolution
Time.

Remaining Auto-filled and visible when there is SLA time
remaining.

Time Overdue Auto-filled and visible when the SLA is overdue.

Close Date Auto-filled when the Status of an Incident is set to

Closed. This date is fixed.

Resolution Time Auto-filled with the number of minutes it took for the
Incident to move from the first SLA active State to a
Workflow State that is defined as meeting the SLA
Resolution Time.

Last Action Date Auto-filled when Done or Save is selected after the
Incident has been modified or opened in edit mode. As
changes may be made to an Incident after it has been
Closed, this date may fall after the Close Date.

Time Recorded Displays the sum total of automatically logged time,
when the Incident is in edit mode plus any manually
entered Note Times.

Affects Number of Customers assigned to the Item associated
with the Incident.

NOTE: Each User can customize the date format within the My Account sub-menu option. To change
the date format go to Home>My Account, click Edit and select the preferred format.

Time Recorded

Time Recorded uses a combination of auto-timing and manual Note Time entries to measure and
monitor the time spent working on an Incident.

The Auto-timer is activated when an Incident is opened in Edit mode, if enabled by the
Administrator in the Admin>Setup>Privileges>User>Manual Incident Time. When the Incident is
saved after any amendments have been made, the timer stops and records the length of time the
Incident has been worked on. This total is added to the sum total of any manual Note Time entries
made by Technicians when they are adding Notes. See: Notes Tab.

The Time Recorded is used by the system when the Contracts functionality is in use. See: Contracts.

Related Requests

The Related Requests sidebar is automatically displayed when an Incident is linked to other requests.
Incidents can be linked in the following ways:

¢ Using the Group button within the Incident list
¢ Within the Incident Groups option under the Incident tab

¢ Linking requests within the Analysis tab of an Incident
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¢ A result of multi-Item request creation.

Related

| Customer = ltem Type =
B G John Brown Service Desk

O a Tania Moran Service Desk

1- 2 of 2 Results

Any Incidents that belong to a Group can be viewed within the Related Requests sidebar window,
inside the Incident Information screen. Within this window, all related requests are listed and can be
controlled as one. For example, Notes can be applied to all related Incidents, or the entire Group can
be closed.

Managing Related Requests

The details of a related request can be viewed by hovering the mouse over the colored icon. Click on
the same icon, and the system moves to the Incident Information screen of that related request.

Request 1000434
Rela
Report Date 2012-03-19 15:37:14.0
S Status Pending
Classification New User =
— Technician System User
[ ] @ Tania Moran Service Desk

1= 2 of 2 Results

Bulk Updates

The Bulk option allows one or more related requests to have the following information updated
simultaneously:

¢ Priority, Workflow, Status, Team, Escalation Layer & Technician
+ Notification method and recipients

¢ Request Classification

¢ Items

¢ Description, Attachments and Notes.
To bulk update for any of the above elements:
1. Select Operations>Incidents

Or, within Operations>Incident Groups select the Group Number and move to the Related
sidebar.

2. Click on the Request # hyperlink of the relevant grouped request
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3. Tick the checkboxes of the appropriate requests in the Related sidebar that are to be updated
4. Select

Bulk

The system displays the Bulk Editor screen.

NOTE: The system does not allow requests with a Status of Pending-No Contract to be updated

If the bulk update is only associated with Requests of this Status, an error message is displayed.

5. Amend the appropriate element as per the above list
6. Click Save.

Remove Related Requests

To remove a request from a Group:
1. Go to Operations>Incidents

Or, within Incident>Incident Groups select the Group # link and move to the Elements tab
2. Click on the Request # hyperlink of a Grouped Request
3. Click

Edit

The Incident opens in Edit mode and checkboxes become available next to the Incidents in the
Related sidebar.

4. Tick the checkboxes of the requests to be removed

5. Select %—'

The marked requests are removed from the Group.

Closing Incidents within Groups

Requests within the Related sidebar can be closed individually by moving the Workflow State to a
Exit/Closed State within the Incident Information Screen. Grouped requests can also be closed as a
group, by changing the request Status to a Exit/Closed State as part of a Bulk update. (See Bulk
Updates above.)
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 Editing Multiple Requests

Escalation Laye! Closed - Resolved

. Open
Customer CCs Pending
Techniciar Pending - No Contract
Technician CCs

Customer Analysis Summary
Detalls Classifications
Priority Medium Service Desk  Question =
Impact  Low 5 Item

Update All ltems @

ak

Urgency Moderate
‘Workflow  Service Request Workf 3

Status +
Cancelled
Toag Cancelled - Unpaid
In Progress
"““““““‘1 On Hold - Pending Approval
Custome On Hold - Process Escalated

Alternatively, all Incidents can be closed by using the Solution button within the Notes tab of an
Incident. This option is available if the Handshaking facility has not been enabled for the system,
within the Administrator>Setup>Privileges>Requests tab.

To close related Incidents using this method:

1.

Go to Operations>Incidents

Or, within Operations>Incident Groups select the Group Number and move to the Elements tab.

2. Select the Incident # hyperlink of a request in the relevant Group
3. Click

. _Add Note
Enter the Note details of the Solution
The Visibility option must be set to Public to access the Solution or Propose button.

Check the Apply to Group option

If relevant, add Note Time across the Group.

Group Options E]Apph_.' to Group
[ Add Note Time to Group

Create Knowledge () yes (*)MNo

If relevant, enable Create Knowledge

This will move the content of the Note field to a Solution Knowledge Base Article with the
Visibility of Assigned Request.

Click . .

The related requests are automatically closed and the Note content is also made available in the
Knowledge Base if the Create Knowledge option was enabled.
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NOTE: When an Incident has a Solution applied to it, the "SHEWSSEEESRT jcon is visible next to the
exit Status, within the Incident Summary Tab. To view the Solution, click the icon.

Status

Incident Workflows are a combination of any number of stages or States that cover the lifecycle of an
Incident. A Supervisor creates new Incident States for the default Incident Workflow or builds new
Workflows in the Service >Workflows tab. For more information about configuring Workflows. See:
Workflows.

Within the Incident Information Summary page, the assigned stage of the Workflow is displayed
within the Status field, with the Next Action field displaying the options of where the Incident can

move to. To view an assigned Workflow in its entirety select .

The system provides the following States:

Status Description

SLA Timers On

Open The Incident is open. Incident timers are running and
the automated SLA reminders, warnings and
escalations will fire relative to the Triggers configured
for the SLA.

Open - Restored The Incident is still open as the issue is yet to be
resolved, but a satisfactory temporary solution has
been put in place. SLA triggers will fire for the SLAs
Resolution Time, but the Restoration targets have
been met for the Incident.

Pending Work on the Incident has not yet begun. The
Response-Time SLA trigger will fire for Incidents with
this Status.

SLA Timers Off

Pending - No Contract A valid contract is not in place and one needs to be

created or processed before work can commence on
the Incident. Any changes to the Status will be
recorded in the History tab.

Closed Restored Though the basic issue remains, a satisfactory
temporary solution has been reached and the Incident
has been closed. SLA triggers will not fire for Incidents
with this Status.

Closed Resolved The issue has been resolved and the Incident has
been closed. SLA triggers will not fire for Incidents with
this Status.

On Hold The Incident has been put on hold for some reason.

SLA triggers will not fire for Incidents with this Status.
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Status Description

On Hold - Pending Approval* An Incident automatically moves to this State when the
"Propose" button is used for sending an Incident Note.
This means the CloseRequest email is sent to the
Customer asking them to verify the proposed Solution.
If the Customer does not respond to the emalil, the
Incident is automatically closed by the number of days
set within the Handshaking Privilege. (The email
handshaking option is set by the Administrator in
Setup>Privileges> Requests.)

By clicking on the URL provided in the email, the
Customer ensures the Incident retains an open and
active State.

On Hold - Process Escalated* An Incident moves into this State when a Service
Request, Problem or Change has been created within
the Analysis tab of the Incident. The timer stops and
there are no future States as the Incident will be closed
when the related Problem or Change is closed.

Cancelled The Incident has been cancelled. SLA triggers will not
fire for Incidents with this Status.

NOTE: When an Incident is created and assigned the default Incident Workflow, it is automatically
assigned the Default Open State defined for the Workflow. The Default Open State can be customized
for the Incident Workflow within Service > Workflows.

Updating an Incident's Status

To manually change an Incident's Status:

1. Select Operations > Incidents
2. Select the Request # hyperlink for the relevant Incident
3. Click Edit
4. From the Next Action drop-down list select the Incident's next Status
The States listed in Next Action are based on the Incident workflow and its lifecycle. To view the

Workflow in its entirety click .

Imcident

4k

Team Incident Team

= Workflow  Incident Workflow

4k

Status On Hold

Next Ao T

Open

5. Click Save.
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The system can automatically move an Incident into another State through the following actions:

¢ Using the Handshaking feature when a Note is added by selecting the Propose button to send
and save a Note

¢ Closing an Incident when adding a Note using the Solution button
¢ Escalating an Incident to a Problem or Change Request

¢ When Billing is enabled and payment is not received.

Incidents with a Pending-No Contract Status

Incidents logged with the system that do not have a valid Contract are assigned the Pending - No
Contract Status. These Incidents are locked until a valid Contract is applied, and if relevant, paid. See:
Create a Contract

Viewing a Status Note

When Incidents move into a State with a Status Note, & is displayed beside the assigned Status

within the Summary tab of the Incident. Scroll over @, to view the contents of the Status Note. If the
Status Note includes an attachment, click the attachment name link in the pop-up window to

download it. Click * ' to close the window.

Customer CCs
Technician Emai| |nformation =
Tachnictan (s When an incident is assigned this State, ask the
Incident Customer to verify the asset id number.
LUl v Apply Solution 69 KB
2. Workflow

Status

SLA Triggers and Incident Status

SLA Triggers fire for Incidents that are in a Workflow State that have the Service Timer Active option
set to Yes. The default Timer Active set for systems States can be changed if relevant for the
organization. For example, it may not be appropriate for an organization to have SLA Triggers fire
when an Incident is moved to the system default On Hold State.

The following icons displayed in the Service Terms box, visually indicate how the Incident is tracking
against the SLA and if the SLA timers are active:
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Current SLA Status

Pauzed Workflow is in an SLA paused State. Triggers will not
fire.
(2esa M Workflow is in an SLA timers on State. Triggers will
fire.
@ Workflow is in an Exit State and the SLA has been

successfully met.

Eaier Assigned SLA has been breached and Workflow is in
an Exit State.

Supervisor Users can verify the Timer Active status of a Workflow by scrolling over the Status in the
Workflow map available in the Summary Information screen, or within the
Service>Workflows>selected Workflow> Lifecycle>selected Status screen.

Service
SLA Actve @ ves ()Mo
SLA Restoration () Yes ) No

SLA Resolution (Jvas ) No

Priority

The Priority determines the timeframe in which an Incident should be handled and sets the service
level targets adopted by the Incident that drive the SLA triggers and actions. It represents the degree
of importance of the Incident to the Customer and also indicates the urgency of the request to the
Technician.

An Incident can have one of four possible Priorities:

¢ Urgent
¢ High
¢ Medium

* Low.

Setting Incident Priority

The Administrator configures the options for determining the Priority within the
Setup>Privileges>Request tab. The Priority options include:

¢ Selected Priority - where the system configured default Priority is applied to the request but can
be manually adjusted by the User

¢ Derived Priority - where the Impact is derived from the Item Criticality and the User enters the
Urgency, enabling the system to calculate the Priority.

Urgency: The value selected reflects how quickly a resolution is required

Impact: The value selected indicates the impact the Incident has on the User and Organization. The
higher the Impact the higher the Priority to resolve the Incident.
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If the Administrator has set the Request Priority option to Derived, the Priority of an Incident results
from the Impact being mapped from the Criticality of the Item and then combined with the selected
Urgency. However, if required, the Impact can be manually adjusted within the Incident Information
screen to affect the Priority.

The following table displays the calculations applied by the system using the Item Criticality mapped
directly to the Incident Impact, to determine an Incident's Priority:

Impact / Urgency Urgent High Moderate Low Very Low

Critical [ S 0.700 0.550 0.410

High [ 0.723 0.595 0.468 0.349

Moderate 0.700 0.595 0.490 0.385 0.287
Low 0.550 0.468 0.385 0.303 0.226
Very Low 0.410 0.349 0.287 0.226 0.168

The above calculations result in the following Priorities:

Pricrity Upper Lower
1 0.83
High 0.83 0.58
Medium 0.58 0.34
Low 0.34 0
Escalation

Incident Assignment and Escalation

When an Incident is logged within the system, it is allocated to the Team that is associated with the
SLAs and Workflows applied to the Incident or to the default Team assigned to a Workflow State.

The appropriate Incident Workflow is assigned within the Incident Summary tab, by selecting an
option from the Workflows drop-down list. This list is derived from the SLA assigned to the
Customer, Organizational Unit and Item. Once the Workflow is selected, the associated Teams are
available for assignment. Based on the Team assigned, a Technician in Layer One of escalation is
allocated to work on the Incident. This can be adjusted manually, if required.

The Incident is automatically escalated according to the SLA assigned to the Incident and the triggers
configured within the Priority of the SLA. An Incident is escalated if the assigned User exceeds the
Escalation trigger point defined for the Response, Restoration or Resolution time of the assigned
SLA, when the assigned Workflow State is an SLA Active State. Or, it can be manually escalated by a
User, if required.

Incident Assignment

When an Incident is assigned to a User, the system follows a series of steps to look for the most
appropriate Technician for the job, based on skill set, location and workload. The order of business
logic is as follows:
1. The system will identify the Team associated with the Incident's SLA and associated Workflows
2. The system will find Technicians/Supervisors assigned to the Team

3. If Users are assigned to an Organizational Unit, the system will identify the Users that belong to
the same Organizational Unit as associated with the Incident by the Customer assignment
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4. If Classifications/Skills are assigned to Users, the system will find Technicians/Supervisors
assigned to the Incident's selected Classification

5. Based on the Team configuration, if the Live Priority option is enabled for the Team, the system
will look for a User who is logged into the system

6. The system verifies Work Hours/Availability of Users within the Team for appropriate Incident
assignment

7. The system will assign the Request to the User who has the lowest workload, i.e., the fewest
number of Open or Pending Incidents

8. If there is a tie, the system randomly allocates the Request to a User in the tie.

If a more appropriate Team member is available, the User assigned to the Incident can re-assign it
manually by selecting a Technician from the drop-down Technician list in the Incident Information
screen.

Note, if the Self Assign option is enabled for the Team, the system assignment logic is ignored and the
User creating the request is automatically assigned the Incident.

Automated Escalation

An Incident's Service Level Agreement includes trigger points that set the rate at which automated
escalations will occur for an Incident. Auto-escalation is triggered when the number of support hours
specified for either an Incident's Service Level Response, Restoration or Resolution time is exceeded
and the SLA Trigger action is set to Escalate. When it is escalated, the Incident is reassigned to a
Technician in the next escalation level and an email is sent to the newly assigned Technician. This
process repeats itself until either the Incident Status changes to an inactive State, for example, Closed
- Resolved, On Hold, Closed Change Request, or until all of the Team's available escalation layers are
exhausted.

Manual Escalation

If the Incident Team has more than one escalation layer, the Technician assigned to the Incident can
escalate it to the next escalation layer by clicking the escalate icon next to the Technician name. If the
Incident is allocated to a second layer of escalation or higher, the Incident can be returned to a lower
escalation state by clicking the de-escalate button next to the Technician name.

An Incident's Technician and the Technician's Supervisor are able to reassign the Incident to one of
the listed Technicians in the Technicians drop-down list by selecting their name and clicking Save to
accept the change.

Escalation @ on () Of
Escalation Layer Layer 2

EL3

AN

Technician  Neil Green

Escalation Control

If the Escalation Control functionality is enabled in Admin>Setup>Privileges>Requests, there is the
option to enable or disable escalation within the Incident Information Summary screen.

NOTE: This option is only visible to Supervisor Users. Once an Incident is created, a Supervisor can
elect to switch the Escalation option to Off. This means all SLA timers stop, which prevents
escalation. Switching the option back to On will re-start the timer and reactivate the SLA triggers.
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Notification

The Notify option sets the method of messaging used by the application to notify Customers and
Technicians of the following changes to an Incident:

+ Incident created

*

Incident closed
Incident deleted
Incident Note added

Incident escalated (Technician only).

*

*

*

The default Notification status of Incidents is set on a per Team basis, within the Users>Teams>Team
Information screen, with the default recipients of new Notes being configured by the Administrator
in the Setup>Email>Setup tab. However, this can be adjusted on a per Incident basis within the
Notification Method field and on a per Note basis, when new Notes are created.

The methods of Notification can be set for Customers and Technicians, and include:

+ None, which ensures no messages are sent
¢ Email, which means an email is sent containing the Incident detail updates

¢ SMS notifications, which sends an SMS message to Technicians and Customers about the
Incident update. This is only available to Customers and Users who have a mobile number and a
service provider entered in their User and Customer Information screen.

Maotification

s e

Customer Email H Customer ¥

Customer CCs  jane@mycompany.com, sylvia@yourp

Technician  Email S v Technician

- Layer
Technician CCs Tear

Notifications can be sent to:

¢ Customer - the Customer who logged the Incident
¢ All Owners - all Customers who share the Item assigned to the Incident

¢ Customer CC's - email addresses to receive Customer email correspondence when the CC field
is selected in the New Notes screen

This field may be automatically populated by the system with email addresses included in the
CC list of the original email used to create the Incident. Multiple addresses should be separated
by a comma.

¢ Current Team - notifications can be switched off, sent to all members within the Team assigned
to the Incident, or restricted to members within the layer of escalation to which the Incident is
assigned

¢ Technician CC's - enter any User account email addresses that are to be sent Incident
Notifications. Multiple addresses should be separated by a comma

¢ Alternate Team - this option is visible if the Notify Alternate Team option is enabled in the
Admin>Email>Setup tab. Notifications can be sent to a Team within the related Process, by the
User selecting an option within the drop-down list.
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The following is a sample email sent by the system to the Customer and assigned Technician,
confirming the creation of an Incident. The message and template sent can be customized by the
system Administrator:

Email Sample

Thank vou for contacting our support department.

Tour problem has been recerved and allocated to a techmcian. Y ou will be notfied
wa emall of the progress, of yvou may login to our suppott site at any time to check
the statuz of vour moident.

Incident Information

Incident =: 100053

Diate Opened: 0B/18/06 15:24 (mm/ddiyy hhvmm)
Classihication: Printing

Technician: Superdsor Teer

Item =: 100005

Item Type: wotd

Identifier:

Customer: Bob Samsen

Company: Sales

De Date: 08/21/06 15:24

Description: Whenever [ try to print in Word, nothing happens.

supervisor User

LiwveTime Software, Inc
hitp Sfwrwrwr Ivetime. com

Workflow

When an Incident is created it is assigned a Workflow that governs the lifecycle of the Incident. The
SLA allocated to the Incident determines the Workflow options made available for the Incident.
Before saving the Incident, the User can adjust the system assigned Workflow, if more than one
Workflow option is available.

After the Workflow is assigned to the Incident, all stages of the assigned Workflow can be viewed by

selecting . The Workflow map displays the entry points (blue boxes), transitional States (orange
boxes) and exit points (red boxes).
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The User moves the Incident through the Workflow Lifecycle by adjusting the options displayed in
the Next Action field.

Moving through the Workflow

To move an Incident through the stages of the Workflow, in the Summary tab of the Incident
Information screen:

1. Click Edit

The Next Action field with a drop down list of Status options is displayed below the Status field.
2. Click on the Next Action field

The Status options are displayed. This list is based on the configuration of the assigned
Workflow.

Incident

L Cancelled

= Workflow Closed - Resolved
- Closed - Restored
Sat?  5n Hold
Ll - On Hold - Client Action
On Hold - Pending Approval
Open
Open - Restored

3. Select a State
4. Click Save.

The selected Status is assigned to the Incident with the updated logic applied (i.e., the SLA
Timers may now be active or inactive based on the newly assigned State configuration. See:
Status.)

Assigning a State with an Underpinning Contract

Each State of a Workflow can be customized for either internal support contract management that is
monitored by an OLA, or out-sourced to an external support provider, which is monitored by an
Underpinning Contract.

When an Incident moves into a State that is governed by an Underpinning Contract, for internal
contract control the Incident can be assigned to a Service Level Manager. This allows the Manager to
maintain control of the Incident and to easily follow up with the external service provider, if
required. The assigned SLM will be able to adjust the current Status, add Notes and update the
Contract Monitor information in the Impact tab.
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Incident Information

Customer Analysls | e Summante
ey prne Incident # 1000437
Contact HNetification
Customer Lera Benson Customer Email Customer
Org Unit Vodafone Customer CCs
Phone 03 9797 999 Technician Email Technician
Local Time Mon, 26 Mar 2012 16:44:22 Technician CCs supervisor@mycompany.com
GP3 Incident
<17 Item Team Incident Team
Type Service Desk (@ : sm Workflow Incident Workflow
Due dale I | |
Number 100002 AP Stalus  gpen |
Status Avaablo ssigned o the Worklow State, N ARSI
Criticalty Moderate wd:-pinning Contract Service Contractors
Detalls Status Due 03/30/12 15:47
Classification Question
Urgency Low
Impact Very Low ] _:" Le it
Priority Low e gt SN
| 1 11k i {in
Escalation Layer (Layer 1 of 3) = i
Technician Simone Supervisor (Service Level Manager)

Alternatively, the Workflow State can be configured for the Technician assigned at the time the
Incident is moved to the Underpinning Contract State to maintain Incident editing privileges and
manage adherence to the assigned service agreement. If the Workflow is configured for the
responsibility of the Incident to be maintained by the Technician when the Incident is in an external
contract state the Technician will be able to adjust the current Status, add Notes and, if the Technician
is assigned the Internal Process of Service Level Management amend the Contract Monitor
information in the Impact tab.

OLA Status Due

Within the Summary screen, the Status Due field is visible when a Workflow status is monitored by
an OLA. The time, date and percentage remaining information displayed is calculated using the
OLA's Target Resolution time.

Incident
Team Incident Team
s Workflow Incident Workflow
Status Investigating
OLA Problem OLA
Status Due 0330012 16:58 (B2% Remaining)

Team Assignment during the Workflow Lifecycle

To ensure that all Incidents are managed throughout the Workflow, the Team assigned to the Incident
when it is first logged within the system is set as the default Team. If an Incident moves to a State that
has an OLA assigned with a Team, the Incident is re-assigned to that OLA's Team. When the Incident
moves out of the OLA State to a State where no OLA or Team is assigned, the Incident is re-assigned
to the default Team.
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Pending - No Contract Status

When the Contracts or Invoices functionality is enabled and an Incident is created, the system will
verify the service entitlement status of the Customer and if a valid contract is not in place, the new
Incident is assigned a Status of Pending-No Contract and locked until a valid contract is associated
with the Incident.

In a request Group where the Customer and Organizational Unit does not have a Contract, if an Item
applied to a request has a Contract and another does not, a relevant Status will be applied to each
request. The User will be able to edit the request with a valid Contract, but the request without a
Contract will be locked down to a Pending - No Contract Status, until a valid Contract is applied to
the Incident.

Incident
Team Incident Team
s Morkflow |ncidents - Events
Status Pending - No Contract
Canceal (2]

The Customer is automatically sent the NoContractCreateRequestSummary email when the Incident
is saved with the Status. A reminder email can be sent by the Technician from within the Summary

tab by clicking =], when the Incident maintains this Workflow Status assignment. See: Contracts

Description
The Incident report entered during Incident creation is recorded within the Description tab. Changes
can be made to the Incident report within this tab if required, but it should be noted that an Audit

Trail is not maintained for changes made within this screen. Therefore, it is recommended that any
Incident Description changes be entered as a Note.

DEE;EE Notes Attachments Impact Audit Trail

Subject| Details required

Description |
R Format - Fontfamily - Fontsize - | wrm e
A-B I U #s|iZiZ ¢ | EE=E=|x x
o £
When will the service be avallable?
Path: Words: 6 7
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Request Subject

The details recorded in the Subject field are displayed in scroll-over summaries throughout the
application. For example, when a new Incident is being entered for a Customer, a Recent Customer
Requests list is displayed during the Incident creation process for all Items the Customer owns either
directly or via shared ownership. The Requests list includes a scroll-over summary where Subject
content is displayed, if the Subject is completed for an Incident. Subject information can also be
included within a column in the Incidents List View, for a quick glance summary of an Incident.

NOTE: The Administrator can set the Subject field to be required for Technicians and Customers
within the Setup>Privileges>User and Setup>Privileges>Customer tabs, respectively.

Notes

The Incident Notes tab displays entries made by a User or Customer regarding an Incident. New
Notes are date-stamped automatically and associated with the User logging the Note.

The number of Notes recorded against an Incident is displayed in brackets on the Notes tab, and if a
Note has been added by a Customer or a Technician other than the Technician assigned to the
Incident, an asterisk will also be visible on the Notes tab until the assigned Technician opens the
Note.

Add Note

bl Ot

The Add Note button within the Summary tab can be used to open the Incident in Edit mode and
automatically access a new Note window, as shown in Step 4 below.

Viewing All Notes

. Print p

Use an Incident's Print button to access a list of all Incident Notes in one screen. To hide Private Notes
in the Print output, remove the tick from the Show Private Notes box.

Adding a Note

When the first Note is created for an Incident, the Incident Description automatically populates the
New Note editor allowing the Technician to enter their response.

To add a Note:
1. Click the Incident ID Number

The Incident Information>Summary tab appears.
2. Click Edit
3. In the Notes tab, click New
4. Enter the Note details
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Or, select a Template if a relevant pre-configured response has been set for the Item Type or
Category for the Item assigned to the Incident.

Drescription [ Naotes. Attachments Impact Audit Trail
5 o . ) a

Mote Time + » O (Minutes) 03/27/12 15:01 |_| Select a template... H

Format ~ Font Family '~ Font Size - [ som G -

A~-B 7 U s |22 |E=E=x

= 3

----- Initial Description -----

What information de you need

Path: Words:7 y
Attachments = °° Visibiity () Private ) Public

Message Recipients ™ Customers [|CCs
™ Technicians M ces

Create Knowledge (Jves (No

ity ity ‘el wlddfiote.

Enter Note Time

The time entered represents the amount of time accumulated to formulate the Note's content or
time spent working on a request away from the system. If no additional time has been spent on
the Incident away from the application this field will be automatically populated with the

Logged Time when the Incident is in Edit mode, if the Manual Request Time option is disabled

(L]

in the Setup>Privileges>User tab. When this option is disabled, is visible next to the Incident
number in the top right corner of the Summary Tab screen when the Incident is in Edit mode.

(See: Contracts Logged Time.)

6. Adjust the time and date work was completed, if relevant

7. Add attachments to be sent with the Note, if required

10.

A maximum of two attachments can be added per Note.

. Adjust the Note visibility, if relevant

The default Private or Public visibility for Email Notes is set within
Admin>Setup>Privileges>Requests, and can be adjusted on a per Note basis.

. Refine the Email Recipient options as required

The default Request Notifications for Notes is set within the Team assigned to the Request, and
can be adjusted on a per Note basis.

Vendors, as Email Recipients, is displayed as an option if the Incident is in a State associated with
an Underpinning Contract.

Click i ——

The Note editor screen will close and the Note will be emailed to recipients, if defined.

Create Knowledge

NOTE: This option is only visible for Public Notes.
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When a new Note is created for an Incident it can be added to the Knowledge Base by selecting the
Create Knowledge option. By selecting this option and then clicking the Propose or Solution button,
the system automatically moves the Incident to the default Closed State for the Workflow and creates
a Solution Knowledge Base Article with a visibility of Assigned Request. This visibility allows
Customers of a shared Incident to view the Solution. For the Solution to be available to other
Customers of the same Item Type, the visibility must be adjusted to Technicians and Customers
within the Analysis tab of the Incident or the Knowledge Tab.

Solution

Salution

If an Incident Note resolves the issue, the Note can be saved as the Solution. This will convert the
Note into a Solution Article (found under Incidents>Analysis tab), by enabling the Create Knowledge
option before selecting the Solution button. Clicking the Solution button will automatically move the
Incident to the default Closed State. If a Solution is applied to an Incident containing attachments, the
attachments are included in the Solution email.

To save a Note as the Solution:

1. Enter the Note details
2. Select Create Knowledge, if the Note content is to be available in the Knowledge Base
3. Click Solution.

For Create Knowledge enabled Notes the content will be recorded as the solution under the
Analysis tab. The Status of the Incident will change to the default Exit State of the assigned
Workflow.

NOTE: This option is not available if the Handshaking facility is enabled in
Admin>Setup>Privileges>Requests.

Propose Handshake
elmcce

If a Note is a possible solution to an Incident, it can be sent to the Customer with a notice stating the
Incident will be closed in a set number of days if no correspondence is received from the Customer.
(The time span, in days, is specified by the Administrator in Setup>Privileges>Requests or within the
Organizational Unit information screen).

To send a Public Note with a Handshake Notification:

1. Within the Notes Editor, enter the possible solution
2. At the bottom of the Notes field, click the Propose button.

The proposed solution and handshake notification will be sent to the Customer. The Incident
will automatically change status to On Hold - Pending Approval.

NOTE: For a Customer to re-open an Incident using the link in the handshake email, the web server
must be using Port 80.

Supervisor Guide 335



336

Draft Note

-l

Use the Draft button to save an incomplete Note entry, which will be displayed in the Notes list.

When a Note is saved as a draft, the Status will be displayed as A If the Add Note button is selected
when a draft Note has been recorded against a request, a warning will be displayed. To continue
working on a draft Note, open the request in Edit mode and select the Note No. hyperlink.

Description | ([ NotesS[4] ) | Awachments | | dmpact | | AudicTral
e R Kb P
No. = Date = Note By = Public  Status Minutes =
B 051111 22118 It would seem the service is down due to  ===-- Initial Simone Supervisor & % 0
Description === L
1-10of1 Results

Changing the Status of an Incident Note

¢ When the Incident Note is created, it can be either public or private. After the Note is saved, it is
possible to switch visibility

¢ If a Note is marked Private, a padlock graphic is visible. To change the status to Public, clicks to
display @

¢ To change the Public Incident Note to Private, click @ to display i

Viewing a Note

To view a Note:

1. Select an Incident ID Number
2. Select the Notes tab
3. Click on the Incident Note Number hyperlink.

Crescription % Attachments Impact Audit Trail
No. = Date = Note By = Public  Status Minutes =
8 051111 22:18 It would seem the service is down due to the network.  Simone Supervisor @ B4 0

Please try again in five minutes. &...
k 1o view 1 -1 of 1 Results

When Notes are viewed without opening the Request in Edit mode by clicking the Note No. link, the

User can scroll through the Notes list by selecting@} @ inside the top right corner of the Notes
window.

Replying to a Note

ey
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To reply via email to a Customer Note:

1.

Click the required Incident ID number.

The Incident Information screen appears.
Select Edit

3. Select Notes tab

4. Click on the Note number

The Note appears.
Click Reply

The new Notes editor is opened and includes the Customer Note.

6. Enter the Note content

7. Adjust the Visibility and Recipients settings, accordingly
8. Select Add Note to send the Note, or click Draft to finish the Note later.

Emailing Saved Incident Notes

Ermnail

To email a Customer after a Note has been saved:

1.

Click the required Incident ID number

The Incident Information screen appears.
Select Edit

3. Select Notes tab

Click on the Note number
The Note is displayed.

Click Email to send the Note to the Customer and any other Users added to the notification list.

Adding Notes to Groups

When a Note is created for an Incident that belongs to a Group, the Apply to Group option is visible
within the Notes tab. If the new Note is to be assigned to all requests within the Group, select the
Apply to Group option.

NOTE: Any new requests added to the Group at a later date will also have all pre-existing Notes,
with this option selected, applied to the newly grouped request.

When the Apply to Group option is selected, the Add Note Time to Group option is displayed. Select
this checkbox to also apply the Note Time to each of the requests.

Vigibilty (%) Private () Public
Email Recipients Customers CCs
W Technicians []ccs

Group Options E.ﬂ.ppry to Group
[ Add Note Time to Group
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Selecting the Apply to Group option and then clicking the Solution button, closes all Incidents within
the Group.
Attachments

All Users can attach files to an Incident. Any type of file can be attached either by a User, Customer or
via email.

Adding an Attachment

To add an Attachment:

1. Select an Incident number ID
2. Click Edit

3. Select the Attachment tab

4. Click

Mew

Description Motes* [1] _!d_tm_ Impact Audit Trail

[ Choose File | no file selected Private [_| Description (% 2]
Click Choose File to browse and select a file
Mark Private, if the attachment is not to be available on the Customer Portal

Enter a file Description, if necessary

® N o

Select @ to upload the file or €3 to cancel the process.

The uploaded Attachment is automatically date stamped and shown as a file name link along
with its file size.

To open an Attachment, select the file name hyperlink.

Description Notes® [1] Mﬂ_ Impact Audit Trail
File Description = Size Date T Public Share
Email.png T KB 051211 21:45 (] )
Channge to Admin.png 17 KB 051211 21:44 @

1- 2 of 2 Results

NOTE: Incidents that are part of a Group and have attachments uploaded within the Group

Details Screen, display | & within the Share Column.

Deleting an Attachment

To delete an Attachment, select the checkbox beside the File Description then click Delete. The
addition or removal of Attachments is recorded within the Audit Trail of the Incident.
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Impact

The Impact tab provides the capability to measure the progress of an Incident relative to agreed
Service Level targets and Workflow time estimates. It also includes a quick reference for identifying
other Services or Items affected by the Incident. This tab displays a summary of the following;:

¢ Service targets

+ Workflow estimates

¢ The impact of the current Incident on related infrastructure.

The drop-down filter options within the Impact tab include:

Options

Description

Service Targets

Service Level Breaches

Services Affected

Estimates

Contract Monitor

Purchases

Displays the target response, restoration and
resolution times based on the Service Level
Agreement/OLA assigned to the Incident.

Displays service level breaches that have occurred
and allows Users to assign a breach code and
explanation for the breach.

Displays the Service Item Number, the Service SLA
and number of Affected Users for any Services related
to the Item associated with the Request.

Provides a summary of the time estimated for each
state of the Workflow based on the OLA assigned to
the Incident.

If the current Incident Workflow State is assigned an
Underpinning Contract or OLA, a table is displayed
outlining the response, restoration and resolution
milestones. When a milestone is met, the User is
required to check the relevant checkbox. The
application will automatically calculate the actual time
accrued to achieve the milestone. The value displayed
here is used for the Contract reports.

When Purchase Orders are enabled in the system,
any Purchase Orders associated with Items assigned
to the Incident are accessible through this option.

Service Targets

The details displayed here are drawn from the Service Level assigned to the Incident. These include

the target Response, Restoration and Resolution times for an Incident, based on the Priority assigned.
If an Underpinning contract or OLA has been assigned to the Incident's current State then the targets
for that contract will also be listed.

SLA

Name
Siver

Priocrity
Medium

Attachments ]J—_TI.FH_I Audit Trail

Display: Service Targets

Response Time Restoration Time Resolution Time 24 x 7 support
18 Hours 36 Hours 72 Hours Yes
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For more information on Service Targets, see: Service Level Agreements.

Service Level Breaches

When an Incident Service Level Agreement is violated, a service level breach is recorded against the
Incident. The User assigned to the Incident will be notified and asked to provide a reason for the
breach and assign a breach code.

Description Notes Attachments v SR Audit Trail

Display: Service Level Breaches 3

ety
SLA breached Warranty
SLA pricrity Warranty - Low
Phase breached Response
Event date 05/00/11 23.25
r;BEpgnrtsﬁEg Simone Supervisor
Breach code
Additional Info SLA Breached - Response Time Exceeded (24 hrs)
To assign a Breach Code:
1. Click the Incident number
2. Click Edit
3. Select Impact > Service Level Breaches
4. Click Edit
5. Assign a Breach Code
(The available codes are created by the Supervisor within the Service tab.)
6. Add any additional information, if required
Breach code  Technical Problem %
Additional Info . .
ormat ~ Font Family -~ Font Size - | | imL o -
A-B 7 U &= |ZiZ«|[EEE|x X
Mo notification was recelved
Path: Words:4 y

7. Click Save.

All breach information is used for reporting on Service Level Agreements.
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Services Affected

When the request is logged against an Item that is associated with Services within the Item
Relationships tab, the Services Affected option displays the Service Item Number, the Service SLA
and number of Affected Users.

Estimates

The Estimates option allows Users to view an indication of the approximate amount of time that an

Incident should remain in each State of the assigned Workflow, the amount of time logged in each
State and the length of time the Incident resided in each State.

Options Description

Estimate Indicates the approximate length of time the Incident will spend in

the Workflow State. This field is automatically completed if an OLA

or UC is assigned to the Workflow State.

Logged Is a combination of time accrued against the Incident when in edit

mode with the automatic timers enabled, and the sum total of Note

Times manually entered by Users.
Total The total time an Incident has resided in the Workflow State.

% Active The percentage of the Total Time that the Incident was actively
worked on when in the State. The calculation is, (Logged time
divided by Total time) x 100.

To manually add an estimated time frame for a Workflow State:

Select an Incident number 1D
Click Edit
Move to the Impact tab

Select Estimates from the drop-down list

A

Select the State hyperlink within the Status column of the Estimate Time to be adjusted
An editor box is displayed.

Enter the Estimated time in the available field

Click Save within the editor box

Make any other time adjustments, if required

L ® N

Select Save to record all manually entered time adjustments against the Incident.

Description Motes Attachments M Audit Trail

-

Display: Estimates

Status = Workflow Estimate {mins)= Logged Total % Active
Open Incident Workflow 0 3 36 Mins B%
On Hold - Perding Approval  Incident Workflow ] [H] ] 0%
Outsourced Incident Waork flow 4320 o o 0%
On Hold Incident Work flow 0 1} 0 0%
Cn Hold - Client Action Incident Workflow o o o 0%

1-GofBResuts Q@
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Contract Monitor

When a Workflow State with an OLA or Underpinning Contract is assigned to the Incident, the
Contract Monitor displays the details of the Contract.

Drescription Notes Attachments % Audit Trail

Details

Underpinning Contract
Start Time

Milestones

Expected Response Time
Responded

Expected Restoration Time
Restored

Expected Resclution Time
Resolved

Comments

Display: Contract Monitor s

Canton Services
051111 21:21

051211 21:21]

051311 21:21
O W

05/15/1121:21 ==
B

The information is used for reporting purposes and includes:

Details Description

Contract Type Specifies if the Contract Type is an OLA or
Underpinning Contract.

Start Time Auto-generated time the Incident moved to the current
Workflow State.

Milestones

Expected Response Time

Responded

Expected Restoration Time

Response Time calculated using the Contract target
parameters.

Actual Response Time auto-calculated when the User
checks the box.

Restoration Time calculated using the Contract target

parameters.
Restored Actual Restoration Time auto-calculated when the
User checks the box.
User Guide



Details

Description

Expected Resolution Time

Resolved

Comments

Resolution Time calculated using the Contract target
parameters.

Actual Resolution Time auto-calculated when the User

checks the box.

Allows for additional comments, if required.

NOTE: If Milestones are breached the Response, Restoration and Resolution times are assigned a red
marking.

Audit Trail

The Audit Trail tab lists all activities that occur within the lifecycle of an Incident, the resources used
and the history of the Incident's Item.

Date
0443012
15:45

04430112
15:45

0443012
15:45

04/30/12
14:44
04/30/12
14:40

[Description Notes [1]
T Status = Action
Open Urgency changed from "Moderate’ to "Low”
Open Sent Note 10 to
TO: [francis@mycompany.co]
cc: ..
Open New Note added to Incident with time 0
Open Status changed from "Pending’ to "Open’
Pending Incident Created by Technician

Subject: Cannot ac...

1 - 5 0f 5 Results

Audit Tralil

Impact

W ETEY o Audit Trall

By
Simone
Supervisor

Simone
Supervisor

Simone
Supervisor

Simone
Supervisor

Simone
Supervisor

Resource Utilization
Iterm Audit Trail

10

The Audit Trail option records all changes made to an Incident. The logged changes, which can be
exported via PDF include:

*

*

Date and time the Incident was assigned and/or reassigned to Technicians

When the Incident was escalated to a new layer of support, or had its priority or due date
changed

Details of Notes added
Attachments activity

Status change

Classification change

Logged time.
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Resource Utilization

The Resource Utilization option displays a breakdown of the time an Incident was worked on at each
level of support. It details the User's name, the escalation layer they belong to and the amount of time
they have spent on the Incident.

[tem Audit Tralil

The history of the Item associated with the Incident is detailed within Item Audit Trail. To access
more information regarding an Item Audit Trail entry, select the ID number hyperlink.

Managing Requests via Email

Entering a Request via Email

The system processes requests via email when the Administrator has enabled the following options,
under the Administrator>Setup>Email>Setup tab:

¢ Email Polling
¢ Create/Update via Email.

The Customer sends an email to the support system email address or to an alias account that has
been assigned to a Team of Technicians. The application uses the Customer's email address to verify
they have an account, and populates the Description with the body of the email. Any attachments
sent with the email are uploaded to the Attachments tab of the newly entered request.

By default, when the application is installed a Classification of General exists. If required, this
Classification can be renamed. However, when a new request is received via email, it is assigned the
General or the renamed Classification. The Priority is set to Medium and the Item assigned to the
request is set to Unknown, unless the Customer only owns one Item in the system, in which case that
Item will be assigned to the request. The Classification and Item can be changed by the assigned User
when they open the request in edit mode.

NOTE: If the Allow Unknown option is set to No in the Admin>Setup>Privileges>Requests tab,
when a request that is assigned the Unknown Item is opened in Edit mode, the User will not be
allowed to save changes to the request without replacing the Unknown Item with an actual Item.

Notification that a request has been received is sent to the User assigned to the request, and a
confirmation email is sent to the Customer. For further information see Email Polling and Request
Creation.

Managing Requests via Email

Customers can manage requests via email by including the Incident # followed by the specific
request number in the Subject field of the email. The request is referenced by its number, and a Note
is created in the system using the main text of the email, with any email attachments saved to the
Attachments tab.

The audit history of the request is updated and notifications are sent based on the request settings.
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Editing Incidents created by Email

To edit an Incident, click the Incident number or problem report hyperlink. The selected Incident will
default to the Incident Information tab.

To edit your selection:

1. Click on the Edit button

2. Make the required changes such as: Assign the correct Item, Classification and Status
(See:Summary Tab.)

3. Click Save.
Grouping Incidents

Incidents can be linked together to form project Groups when Incidents are related in some way (e.g.,
Incidents that have the same solution). New Groups must consist of Incidents that are not already

linked.
Creating a New Group via the Incidents Tab
Within the Incidents list in the Incidents tab:

1. Tick the check boxes in the far left-hand column corresponding to unlinked Incidents
2. Click Link to group the Incidents.
A Group Number will be assigned and an instant Group hyperlink will appear under the Group

column.
Incidents
Mew ) Search. B8, roF J el T RSS W) Fiter:  All incidents [sys) 4 Dimplay: 25 2 &
[l Roguest# ¥ Created & OponTime & DusDate & Slaws = Priorty = Hem Type & Technician = Toam & Custome: = Group E Subjoct
@ 1000063 0413012 00:00 051112 Open Medium Email Simone Incident Team Now More maemoary to be aliocated to
i 15:48 0948 Supervisor Thompsos c t
@ 00062 04302 01:08 0511112 OnHoid- Medum  Email Simone Incident Team  Francis Young Cannot access email
iy 14:40 0a:40 Cient Suparvisor

Action

Adding Incidents to an Existing Group

To add Incidents to an existing Group within the Incidents list:

1. Check the boxes of the Incidents that are to be added to an existing Group and at least one
Incident already included in the Group

2. Click Link.

NOTE: This will not work if Incidents representing more than one group are included. For instance,
if you have two Groups (A and B) each with two Incidents (A1, A2, Bland B2), and you want to add
two unlinked Incidents to Group A, click the check boxes for the unlinked Incidents and either A1 or
A2 or both. If Blor B2 is also clicked, the linking process will fail because it will not know which
group to add the two new Incidents to.
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Merging Incident Groups

Existing Incident Groups can be merged within the Incident Groups tab, to allow all related Incidents
within the Groups to be managed as one. To combine Incident Groups:
1. Go to Operations>Incident Groups
2. Check the fields next to the relevant Group #'s
3. Click Merge
The screen defaults to the Details tab for the Merge Group.

4. Set the Name, Item Type, Classification, Status, Priority and Description that best defines all
associated Incidents

5. Click Save.

The History tab records details of the Groups merged to form the new Group. Click the No.
hyperlink to view the details. The Impact tab records the Type and Number of requests
associated with the Group.

Grouping Incidents

Incidents can be grouped by selecting the checkboxes next to the Request # column, followed by the
Link button.

NOTE: Within the Home tab, the type of request Group created is based on the Request Type
assigned to the Group.

¢ If the Group contains Incidents, it is an Incident Group

¢ If the Group contains Incidents/Change, it is a Change Group

¢ If the Group contains Incidents/Problem/Change, it is a Change Group
¢ If the Group contains Incidents/Problem, it is a Problem Group

¢ If the Group contains Problem/Change, it is a Change Group.

The system views the request hierarchy from low to high as Service Request, Incident, Problem and
Change Request, and if a related request of a higher type is closed, all the lesser type requests are
automatically closed, or if the handshaking facility is enabled for the system, moved to the Pending-
Approval State.

Related Requests

Incidents that are included in an Incident Group, list the associated Incidents in the Related sidebar
of the Incident Summary tab. See Related Requests.

Billing/Contracts

+ Contracts & Invoices
¢ Create a Contract

+ Time Recorded
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Incident Groups

Incident Groups

Incidents that are related can be linked together to form Groups. Once the Group has been created,
the Incidents can be managed together. This may be relevant when mulitple Incidents are:

¢ logged by Users of one department

¢ logged by one Customer

¢ related to a common Description or Solution.

NOTE: New Groups can only consist of Incidents that are not already associated with an existing
Incident Group, unless the merge facility is used to combine existing Groups.

Users can group Incidents together manually through the Incident Group tab (as outlined below) or
within the Incident List (see: Grouping Incidents). Incidents that have multiple Items assigned to
them during the Incident creation process, are also listed within the Incident>Groups tab.

The system can also use its Analysis Engine to automatically link Incidents together based on criteria
defined by the Administrator. Incidents auto-linked using the Analysis criteria result in the creation
of a Problem Group, listed under the Problem tab.

Incident Groups.
Tew bl Search ¥7_Memge BB ror 4 Excel Filter: | All Incident Groups [sys] ¢ | Display: | 10 ¢ &
@ Group® 7 Tite [ ltem Type E Classficaton & Priorty E Start Daie E Close Date E Requests Customers Description
100014 Group 100014 Medum 0522111 21:40 4 John Brown Outsourced Incidents: Inked 1o manage the
- Carla Parsons Service Provider Contrac
Jamie Stewart
100003 Group 100003 Emal Service  Permission Denied Medium DS05112351 0512110018 2 Francis Young Emall Service ssues

Simona Suparviser
1- 2 of 2 Resulls

Creating a New Group via the Incident Group Option

To create a new Group via the Incident Group Option:

1. Select Operations>Incident Groups Tab
2. Click New
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New Group

(" Analysis | (  Elements |

New Group

Use Template [

Namall

Item Type Item type not selected ]
Find Item Type (Name)

an

Priority ~ Low

Description
1 Format ~ | Font Family = Font Size -

A-B I U = i=

Path: Words:0 y

. Enter a Name for the Group
. Assign an Item Type, if applicable

Assign a Classification if an Item Type is selected

o Gk W

Assign a Group Priority
The Status is set by default to Open.

N

Enter a Group Description
8. Click Save

The screen will default to the Analysis Tab, which allows the User to Group existing requests.
The information displayed can be adjusted by using the Filter options.

Meiient Growp - Grovp. 100814,

 Dewlls | | Bements
[T T— Filtar: | Unassigned Requests 4 Dinplay: | 25 (4 @
; 13 g o 05722111 18:26 Ope Low - beMameor W'QI'M Incident Team . Fiona m 1 Bution
O 100047 9 0516811 18:19 mw Medium Emal Service Ambar Wallan Incidant Team Carla Parsons Having ssues
O 100033 @ ¥ ER m;ﬂ Medism Emall Sarvice Amber Wallan Incident Team Carla Parsons having issues

9. Check the field next to the relevant Request # to add the request to the Group
10. Select Add
11. Click Done to record the new Incident Group.

Creating an Incident Group using a Group Template

An Incident Group can be created using a Group Template. A Group Template contains a series of
tasks in the form of Quick Calls. For more information, see: Group Templates.
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Tasks within the Group Template can be created simultaneously or sequentially in the system. If the
In Sequence option is used, the first task within the Group Template is created when the Template is
selected. When the first task is closed, the next Task within the Template is automatically created and
so goes the auto-creation process until all tasks within the Template have been created and closed in
sequence.

To create a new Group using a Group Template:

1. Select Operations>Incident Groups tab
2. Click New

The New Group editor is displayed.
3. Select the Use Template checkbox

A list of Group Templates is displayed.

New Group
. Detals Analysls Elements
A ™
New Group
Use Template [§ v
Mew Employee =
Name |
Item Type
Classification
Status
Priority
Description
ption | Format - | Fontfamily ~ Font size | |HTmL§v
A-B 7 U |22« |EEE|x
L
Path: Words:0 .
Ry

4. Select an appropriate Template
The Group details are listed.
5. Enter a Name, as unique identifier for this Group

The selected requests for the Group are displayed. These requests are the Quick Calls assigned
to the Group Template.
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New Group

Requests | (  Analysls |  Elements

New Group

Use Template ™ New Employee -

Name| New Employee

Item Type
Classification
Status Open
Priority Low
Dascription
I Format ~ Font Family |~ Font Size - | =2 sn | am GF
A-B 7 Um|[iZiZ«|EEE|xx
L]

Create account on Directory Server, enable computer and telephone access, create emall and
service desk account for:
Employee Name:

Department:

Manager:

Path: Words:21 4

6. Click Next
New Group
Detalls i 1 Analysis N Elements
New Employee
Find Customer
First Name Emall
I |
Last Mame Phone
Username Org. Unit
@

7. Search and select the Customer to be associated with the tasks included in the template

(If the Customer details are not in the database and are to be created as part of the tasks included
in the template, assign a default customer and update the details in the Customer tab of the
Request, when the Customer details exist in the system.)

. The Selected Requests for the Group are displayed.

These requests are the Quick Calls assigned to the Group Template. To exclude any of the
requests from the newly created Group, deselect the checkbox next to the Template name.
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New Group

Detalls w

New Employee |
Customar
Name @ Lena Benson
Email lena@mycompany.co
Phone 03 9797 999
Mddress Level 12
City Melbourne
State Victoria
Zip 3000
Country Australia
Selected Reguests
[ Order Template Status Priarity Classification Duration
E] 1 Authentication Account Open Medium Question 10
E 2 Create Email Account Cpen Low Service 10
Cffline
M 2 Service Desk Account Open Low Question 5
M 4 New Employes Open Low Question 10
1 - 4 of 4 Results
Creation @ On Save Q In Sequence

9. Select the Creation option:
¢ On Save for all the requests to be created when the Request Group is saved
¢ In Sequence for the first request to be created when the Request Group is saved.
10. Click Save

The Group is created including all Quick Call Requests. To add or remove Incidents to or from
the Group, use the Analysis and Elements tabs (Covered below).

The type of Group created, whether it be a Service Request, Incident or Change Group will depend
on the Quick Call tasks assigned to the Group Template.

For example:

If there is a mix of Service Request and Incident Quick Calls, the Group will become an Incident
Group;

If there is at least one Change Quick Call, the Group will become a Change Group.

If an Incident is related to a Problem or Change Request within a Group and that related request in
the other Process is closed, the Incident will be automatically closed. The system views the request
hierarchy from low to high as Service Request, Incident, Problem and Change Request, and if a
related request of a higher type is closed, all the lesser type requests are automatically closed.

Analysis Tab
Incidents can be linked to a Group within the Analysis screen of an Incident Group. To search for

Incidents to add to the Group, use the system filters or the Search option. The system filter includes
the following:
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Unassigned Requests

Description

Project Requests

Unassigned Requests

Potential Requests - Item Type & Classification

Potential Requests- Keyword match

All Incidents (sys)

Incident Queue (sys)

My Incidents (Active) (sys)

My Incidents (All) (sys)

My Teams Incidents (Active) (sys)

My Teams Incidents (All) (sys)

Incidents that have been assigned to the Incident
Group/Project.

All Incidents that exist in the system and have not
been assigned to

the Group.

Incidents in the system that match the Item Type and/
or Classification of the Group.

Incidents with keywords that match between the
Incident Description and the Group Description.

NOTE: The match is only performed on the first 250
characters of the description.

Lists all Incidents in the system irrespective of
Workflow State or User assignment. Note that this
option is not visible to Technicians when the privilege
to View All Requests is disabled by the Administrator.

Displays Incidents assigned to the System User by
default, which Technicians can reassign after viewing.
(This is only available if the functionality is enabled for
the system and Team.)

Displays all Incidents in an active Workflow State that
are assigned to the logged-in User.

Displays all Incidents, in active and inactive Workflow
States, that are assigned to the logged-in User.

Displays all Incidents in an active Workflow State,
allocated to the Teams with which the User is
associated.

Displays all the Incidents, in active and inactive
Workflow States, allocated to the Teams with which the
User is associated.

To link Incidents within the Incident Group Analysis tab:

1. Go to Operations>Incident Groups
2. Select the Incident Group # link

3. Move to the Analysis tab

4. Choose the Filter option

Incident Group - Group 100014
Detalls M Elements

Add ‘.k.:' Fsr—
{3 Request# ¥ [P Croated = Status @ Priosty = ltem Type
L\,{ 100053 [1] 0522111826 Open Low

051611 18:118  Closed
® Reschved

sohved

5. Select the Incident checkbox on the left

User Guide

= Technician = Team
Service Manager Amber Wallan
Amber Wallan

Amber Wallan

Filter: | Unassigned Requests $! Dinplay: | 25 (3 &

= Customer = Group = Subject

Fiona Nanders Solution Bution

Carla Parsons Har




6.

Click the Add button

7. Click Done.

The screen defaults to the Groups list.

Elements Tab

The Elements tab displays all the requests that belong to the Incident Group. From this screen, any
request can be removed.

To remove a request:

5.

1. Go to Operations>Incident Groups
2. Select the Incident Group # link

3.
4

. Select the checkbox of the relevant Incident.

Move to the Elements tab

Incldent Group - Group 100014

Detalls Analysis %
RN
[ Request® H P Crealed | Staus [ Priorty 5 hem Type B Technician E Team
100048 @ 051811 2344 Outsourced Medum Emad Sadvice Simane Incident Team

- Supervisor

] 100050 (1] 05M19/11 23:38 Outsourced Medium Service Desk Scott Daly Incident Team

] 100051 O 051911 23:39 OQutsourced Medium Service Manager Amber Walan Incident Team
[] 100052 O 0519/11 23:42 Outsourced Madium Emad Service Scott Daly Incident Team
M 100053 (1] 0522/11 1826 Open Low Service Manager Amber \Walan Incident Team

1-50f 5 Resuls

Click the Remove button.

Merging Incident Groups

E Customer

John Brown
Carila Parsons
John Brown
Jamie Stowart

Fiona Nanders

Display: | 25 &

H Group = Subject

Group 100014 Please work out ssue with account
Group 100014 Testing Outsourced

Group 100014 Testing workfiow state

Group 100014 Changed UPC provider

Group 100014 Solution Button

Existing Incident Groups can be merged within the Incident Groups tab, to allow all related Incidents
within the Groups to be managed as one.

To combine Incident Groups:

1. Go to Operations>Incident Groups

Check the fields next to the relevant Group #'s
Click Merge
The screen defaults to the Details tab for the Merge Group.

Incidents
Click Save.

The History tab records details of the Groups merged to form the new Group. Click the No.
hyperlink to view the details. The Impact tab records the Type and Number of requests

associated with the Group.
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Closing an Incident Group
An Incident Group is automatically closed when all Incidents included in the Group are closed.
To close a Group:

1. Go to Operations>Incident Groups
2. Select the Incident Group # link
3. Move to the Elements tab

Incident Group - Group #1000011

Details “Analysls

RN . visplay: 25 3 @

(] 1000050 o 04/27112 Pending Medium  Email Mary Calder Events Barney Group Cannot access email

- 11:52 Team Sanderson #1000011
|:] 1000051 “ 04/27112 Cancelled Medium  Service Desk Simone Incident Jamie Stewart Group Meed to find account
= 11:.58 - Unpaid Supervisor Team #1000011  numbers for access
] 1000083 “ 04/30012 ©OnHold- Medium  Email Simone Incident Mol Group Maore memory to be
= 1549 Client Supervisor Team Thompson #1000011  allocated to account
Action

4. Select a Request # hyperlink
The Summary tab of the Incident is displayed.
5. Click Edit
6. Within the Related sidebar check all related Incidents

7. Select the Bulk option
The Bulk Editor screen is displayed.
8. Select the Status of Closed - Resolved or desired Workflow Exit State
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Editing Multiple Requests

Customer Contract Analysls

Details
Prigrity

Impac Cancelled
Cancelled - Unpaid
R Closed - Resobved
Workfiow Closed - Restored
On Holg
Status + On Hold - Client Action
On Hold - Pending Approval
On Hold - Process Escalated
Notificatior Open
Buctoms Open - Restored
Pending
Customer CCs Pending - No Contract

Tean

Fs s

Technician ~ Email Z Technician #

Technician CCs  supervisor@mycompany.com

9. Click Save
10. Click Save and Done.
The Details tab of the Group now displays a Status of Closed - Resolved.

Duplicated Incidents

When an Incident is duplicated, the new Incident is linked with the original Incident creating an
Incident Group. Incidents can be unlinked in the Group's Elements tab.

Multi-ltem Requests

Displayed within the Incident Groups List View are any Groups that are created as Multi-Item
Requests. These requests allow for multiple Items to be assigned during the Incident creation
process, and result in separate Incidents being created for each Item assigned to the initial Incident,
which are then displayed within the Related Requests window of the Incident Information screen.

The Incidents are managed as individual Incidents to cater for any special requirements relative to
each Item. For example, consider a situation where a Team rolls-out an update in an organization. In
this instance, during the Incident creation process multiple Items are assigned to a single Incident,
which the system automatically allocates to separate Incidents that are then managed on an
individual basis. This allows appropriate Teams/ Technicians to be assigned to the Incidents relative
to their skill-set or departmental assignments. The implementation process more effectively
differentiates between the tasks and Items being modified and ensures each Item has its own Audit
Trail, Attachments and Notes for future reference.

Multi-Item Requests are also listed as separate Incidents within the Incidents List View.
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Incident Information Service Terms.

Customer Analysis L. Summary | Servica
— |
— - Agreament | Silver
DU ey R e el AT Incldent # 1000088
Service Manager Simone Supervisar
Contact Notification Progress (53% D p
Customer Dawn Knight Customner = Email s Customer % Open Data
Org Unit MyCompany - Green i e Due Date 05/24/12 10:39
Phone 02 9797 9797 Remaining 5 Days, 23 Hrs, 14 Mins (47%)
Local Time Fri, 18 May 2012 11:25:10 Technician = Email v Technician % Last Action 031812 11:24
GPS Tochnician CCs Time Recorded
& tom Ry sors )
Incident
Type #hone
Number 100007 Team = Incident Team g Related
Number :'__‘_ Workflow | Incident Workflow E
Status. Depioyed RS = S — L S—
S, i Status Panding
Dy Low NextActon | pending z @ Gustomer = liam Typa =
Details
0 u Dawn Knight Emai
Classificaion ~ Display
W night Serv nages
Urgency = Moderate B £ Ehen it s
Impact | Low 1-20of 2Resutts
Priority Medium
Escation @on Con
Escalation Layer (Layer 3 of 3)
Technician | Simone Supervisor H RN

Multi-Item Requests are created like a single Item Request, but have more than one Item assigned
during the Incident creation process. See: Create an Incident - Item Information.

For more information about managing Multi-Iltem Requests, see Related Requests.

Multi-ltem Request Item Assignment

After assigning a customer to an Incident move to the Find Item field to assign
ltems to the Incident:

1. Click the relevant Item link if listed below the Find Item search box

Or, Search for an Item or click @ to Create an Item.

NOTE: The option to create an Item is only available to Technicians if the system Administrator
has enabled the Create Items option within the Setup>Privileges>User screen.
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Request Information

Address 1 Suite 7
Address 2 75 No Way
City Beautiful
State Victoria
Zip 3807
Country Australia

Title ltem Mumber a 100003

Name @) Francis Young Category Service
Org. Unit MyCompany - Azure tem Type Email Service

Room |dentifier
Email francis{@ Team Reguest Team
Phane Room
Maobile Service Gold

Fax
Pager

2. Click Next to move to the Details tab if only one Item is to be assigned to the Incident

Or, select Add to assign additional Items. If Add is selected, a Request Selections window will be
displayed that lists all the current Items assigned to the Incident.

Selections

e Francis Young 100003 Email Service

1-1of 1 Results

3. Continue to add all the relevant Items to the Incident and then select Next to move to the Details

tab
Within the Details tab the Incident is profiled by assigning a Classification and Description.
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Request Information

Customer Detalls -

I-ﬁquu'-t- | .CJ;!ss['l-It-:-at-lt-m.

ar
e

Request Type |  Mew Incident Service Desk  Question

Detalls Email ~ Permission Denied =
Subject
Description

ption | Format + Font Family '~ Font Size - | | wrm. 57 -
A-B 7 U |26 |EEE|x x
o =
|
Path: Words:0 Y

Cancel " Done

4. Select the Classification, enter the Subject and Description
5. Click Done to enter all Requests simultaneously.

The Requests are created individually and automatically applied to a Group.

2.4.3 Problem Management

Problem Management

Problem Management extends the process of Incident Management. An Incident is a non-standard
operational event with the potential to harm the quality of an IT service. Incidents are reported by
end-Users, encountered by technicians and system/database Administrators, or automatically
detected by system management tools. In all instances, Incidents should be reported to the Service
Desk.

A Problem describes the underlying cause of one or more Incidents that are being investigated.
However, not all Incidents are investigated as Problems. For example, if the power-supply in a
desktop computer blew up, it should be treated as an Incident, and the power-supply replaced.
(Although if the power-supply is controlled by Change Management, it would need to be treated as a
minor change request.) However, if there was a spate of burnt-out power-supplies in the same model
desktop, then an underlying Problem with the desktop may possibly exist and further investigation
into the cause and potential solutions may be required.

For Incidents to be correctly categorized as a Problem, organizations must define the evaluation
criteria. For example, raise a Problem if more than 10 Incidents are logged in the space of three hours
that refer to the same Configuration Item.

After the underlying cause of a Problem has been diagnosed, it is referred to as a Known Error. At
this point, the root cause of the Problem is known, and the most appropriate course of action is to be
determined. This may take the form of a structural resolution by raising a request for change (RFC).
Alternatively, it may be decided, after consultation with Users and Customers, to implement a
workaround or recovery action.
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In the case of the above example:

¢ Problem: Brand X Desktops no longer operating

¢ Root Cause: Faulty power-supply in July '09 models

¢ Known Error: Warranty - replace with new power-supply.

As part of the Problem Management Process, if a Problem is related to a Change Request and that
related Change Request is closed, the Problem will be automatically closed. The system views the

request hierarchy from low to high as Service Request, Incident, Problem and Change Request, and if

a related request of a higher type is closed, all the lesser type requests are automatically closed.

Implementing Problem Management

To set up the Problem Management Process in the system, the following steps are to be completed:

1. Assign the Problem Management Process to the relevant Users within the User Information

screen under the User>Users tab. (See:Create a User.)

Customners  Organizational Units mmmm_@rmm Assignments

User Information

o ' i

First Name |
Last Name |
Username |
Password |

Confirm Password |
Roles

Default Portal

Operations
Processes

Change Processes

Internal Processes

s

Allases Team Skills Org Unit

Mary
Calder
marycalder
sennansnns

SAEEEISABEEN
. Supervisor
gCu;tumar
User Portal
@ Reguest

g{}hange

(T Bervice Leveal

[+ Technician Partner
[w|Manager [ |Finance

4

[ Incident [ Problem

gRelease ./ Deployment
gC{:nﬁguratinn @'Kno\ul&dge

2. Create or review the SLA within the Service>SLAs tab, and associate the Problem Management
Workflow to the SLA in the SLAs Workflow tab. (NB: The Supervisor User setting up the SLA
must be assigned the Internal Process of Service Level in their User Information screen to
complete this action.)
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Associale (he Froblem

the SLA Workflow tab

Available ‘l".'urkﬂmq ¥
. Typical Change Workflow

“ Standard Change Workflow
Service Reguest Workflow

Problem Workflow

Incident Workflow

Emergency Change Workflow
Change Deployment Workflow

3. Review the Problem Management Workflow within the Service>Workflows tab. (See: Problem

Management Workflow.)

Problem Workflow

= Prior States Open

= Next States Open

4. Create a Problem Management Team within the User>Teams screen. (See: Problem Management

Team.)
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Customers  Organizational Units

Team Information = =

Partner Organiza

am o

Infarmation

SEFao! :
SR l == \

ers in the
Datail Location
Taam e Service Reguest Address
Incident E Vorkflow-in-th
Zett o Problem Giry . S
Change Request 3
Teamleal  pejegse ' i
Problem Queut Service Portfolio Zip
Country v
FPhone

5. Associate the SLA to an Item or Customer or Org Unit. This final step ties all the elements
together when a Problem is created, as the SLA associated with the Item, Customer or Org Unit
assigned to the Problem determines the Workflow, Team and Technicians that are made
available within the Problem Information screen.

Problems

Problem

Service Requests  Request Groups  Incidents

Incident Groups B! 8l Errors

[Setup]  [Customer] Danny Supervisor

The Problem tab defaults to display all Problems logged with the system. The other available List

Filters include:

Filter

Description

All Problems

My Problems (Active)

My Problems (All)

My Teams Problems (Active)

My Teams Problems (All)

Problem Queue

Displays all Problems logged in the system regardless
of their Status or Assignment.

Displays all Problems in an active Workflow State that
are assigned to the logged-in User.

Displays all Problems, in active and inactive Workflow
States, that are assigned to the logged-in User.

Displays all Problems in an active Workflow State,
allocated to the Teams with which the User is
associated.

Displays all the Problems, in active and inactive
Workflow States, allocated to the Teams with which the
User is associated.

Displays Problems assigned to the System User by
default, which Technicians can reassign after viewing.
(This is only available if the functionality is enabled for
the system and Team.)
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The default display is ten Problems per batch. The list can be re-sorted by clicking on a column
header and the number of Problems displayed per batch can be altered using the Display pop-up
option.

Problems - Individual or Group

Problem Management is :
¢ Used to manage an ongoing or immediate situation where there is significant impact to business
services or IT infrastructure
+ Created when more than one Incident has been raised around the same issue
+ Used to find a solution to all the related Incidents

+ Differentiated from an Incident group, in that, a Problem is created to work on the cause of the
Incidents within the Problem

¢ An internal service management investigation process, which does not typically involve any
Customer updates, except upon resolution.

Problem Management can also be used pro-actively to prevent Problems by identifying related or
recurring Incidents.

When a Problem is created, a Problem Group is automatically generated. The Group is used as a
container for all requests that relate to the same underlying issue. The name assigned to the Group is
the Problem ID e.g. Problem #100067. The Problem Group can be edited under the Error tab or via the
Problem itself.

Creating a Problem:

To create a Problem within the Problem>Problems tab of LiveTime, the following information is
required:

¢ Customer Details

¢ Jtem Details

+ Contract Details

¢ C(lassification and Description.

Problem Queue

Problems that are created by the Users through the User Portal can be forwarded to a holding bay or
queue, if this functionality is required by the Service Desk. The capability can be enabled system-
wide but applied on a per Problem Team basis, as needed.

See: Queues.

Problem Search Tips:

¢ The Problem search option has a default Status to search only Active requests. To ensure search
success, select the relevant Incident Status, if unsure, select All

¢ To search for multiple Problem numbers at once, insert a comma separator between Problem
numbers

¢ To search based on a Problem status, select the Problem Workflow option from the Workflow
drop-down list. Once selected, a list of States is displayed
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¢ To search by Classification, select an Item category from the Category drop-down list. After the
category is chosen, a list of Problem Classifications is displayed

¢ To search based on the content of a Problem Description, select the Full Text option within the
Search and enter a relevant term (See: Full text searches.)

¢ To search using an Item's Custom field information, select the Item Category to display any
Custom Fields enabled for that Item.

RSS Feeds

To easily access up to the minute details regarding Problem activity within an RSS feed browser
bookmark, Users can subscribe to RSS feeds by selecting the RSS button within the Problems list.
When the RSS button is selected, Users are presented with the application options for subscribing to
receive the information and where the Recent Activity information is to be accessed. To readily access
the information through a browser window, save the feed the to the Bookmark Bar.

The following is an example of the information obtained by clicking on the RSS bookmark:

@ Recent Activity for 5...

[] Incident #100001 - Due: 2003-02-23 15:44:00.0
[ ] Incident 4100002 - Due: 2008-02-23 15:51:00.0

1 open Allin Tabs

Customer Tab

The first step in creating a new Problem requires that a Customer be assigned to the Problem. There
are two ways to assign a Customer to a Problem, either search and select an existing Customer or
create a new Customer.

Create a Problem for an existing Customer

To search for and assign a Customer who already exists in the system:

1. Go to Problem>Problems
2. Click New
3. Search and select a Customer

Within the Find Customer field, enter any known Customer details or leave the search field
blank to access the complete Customer list. If Custom Fields have been enabled in the Customer
Information screen, the Advanced Search option can be used to search on data recorded within
these fields.
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4.
5.

Request Information

e = B

Find Customer

First Name Email

Last Name Fhone

Username Org. Unit

| advanced Search

Name £ Phone = Org Unit

Amber Wallan 03 9797 999 MyCompany - White
Barney Sanderson 03 8797 999 MyCompany - Teal
Calin Johns 02 9797 9797 MyCompany - Green
Carla Parsons 03 9797 999 MyCompany - Lilac
Dawn Knight 02 9797 9797 MyCompany - Green
Dennis Barry 02 8797 9797 MyCompany - Pink
Fiona Nanders 02 9797 9797 MyCompany - Azure
Francis Young MyCompany - Azure
Jamie Stewart 03 8797 955 MyCompany - Teal
John Brown 02 8797 9797 MyCompany - Pink

1-100of 19 Results = =

Click @ to search the Customer database
Select the relevant Customer Name hyperlink to assign the Customer details to the Problem.

The screen will open the Find Item field.

See: Advanced Search Options

Create a Problem for a new Customer

If the Customer does not exist within the system, an account can be created when entering the
Problem:

1.
2.

Select Problem> Problem
Click New

Within the Find Customer field, select (+]
An expanded editable Customer Details form is displayed.

Enter the Customer details

5. Click Save

The form will revert to a non-editable screen of the newly entered details.

Click Next to assign an Item to the Problem. Or select Quick Call if a template is to be used.
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Supported Org Units Only option

This option is visible within the Find Customer search field, if the logged in User has been assigned
to support specific Organizational Units. Uncheck the option, if search results are to include
Customers belonging to all Organizational Units recorded in the system.

Request Information
_Customer

Find Customer

First Name Email
Last Name Phone
,f
Username Org. Unit
X
™ Supported Org. Units Only (O X +]

[tem Information

After the Customer details are assigned to the Problem, an Item is assigned to the Problem. This
assignment associates all the relationships of the Item, including service level agreements and
assigned support Team, to the Problem.

If the Customer assigned to the Problem owns any Items they will be listed below the Find Item
search box. By default, the list is defined by the All Assigned Items option. It is also possible to search
by:

+ All Items

(Only visible if the Search All Items option is enabled within Admin>Setup>Privileges>User
tab.)

¢ All Assigned Items (Customer and Organizational Unit)

¢ Assigned Items by Customer
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¢ Assigned Items by Organizational Unit.

Request Information

Detalls

Customer
Title

Room

Phone

Mobile

Fax

Pager

Zip aso7

Email francis{@

Address 1 Suite 7
Address 2 75 No Way
City Beautiful
State Victoria

Country Australia

Name () Francis Young
Org. Unit MyCompany - Azure

Find ltem
Item Number Item Type
# Include Global® Items ) Al ltems
™ Active ltems Only {® Al Assigned ltems
() By Customer
() By Org. Unit
Category
s
v
[ Advanced Search
tem# = ltem Type = |dentifier Status =
100002  Service Desk Available
100003 Email Service Available
1- 2 of 2 Results

The list can be filtered using the Include Global* Items option. This will display Items that are
available to all Users in the system, as they have not been assigned to a specific Customer or

Organizational Unit. It can also be filtered using the Active Items Only option, which means only
Items that are assigned an active lifecycle state are displayed if the option is checked.

Problem Item Assignment

To assign an Item to the Problem:

1. Click the relevant Item link if listed below the Find Item search box

Or, Search for an Item or Click @ to Create an Item

NOTE: The option to create an Item is only available to Technicians if the system Administrator has
enabled the Create Items option within the Setup>Privileges>User screen
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Request Information

LCustomer
Customo-r. i Item
Title Item Number @) 100002
Name @ Francis Young Category Service
Org. Unit MyCompany - Azure ltem Type Service Desk
Room Identifier
Email francis{@mycompany.co Team Prcblem Team
Phone Room
Mobile Service Bronze
Fax
Pager
Address 1
Address 2
City
State
Zip

Country Australia

L e

1. When the Item is assigned to the Problem, click Next to move to the Details tab.

The Classification and Description are now to be entered for the Problem.

Quick Calls

Quick Calls are used for common requests that are logged using a template during the Problem
creation process.

If the Quick Call functionality is enabled for the system, after the Customer and, if relevant, Item
details are assigned to a Problem, within the Details tab the Quick Call options are displayed below
the dashed line in the Request Type drop-down list.

Quick Calls and Item Assignment

If the Item is to be assigned to the Problem using the Quick Call Template configuration, the User
simply selects the Next button after assigning the Customer information to the Problem. The
application moves to the Details tab and within the Request Type options, the list displayed only
includes Templates that have Items preset.

NOTE: The Next button will only be visible after the Customer has been assigned to the Problem, if
Quick Call templates that have Items assigned are configured in the system.

If a specific Item is associated with the Quick Call Request within the Customer tab, the options
displayed within the Request Type drop-down list will include Quick Call templates associated with
the Item Type already assigned to the Problem, and templates assigned the Unknown Item..

For Problems created with multiple Items assigned that use different Items, Quick Call templates
with no Items assigned are displayed. For Problems where the same Item is assigned on multiple
occasions, Quick Call templates that have the matching Item and no Items assigned are made
available in the Request Type drop-down list.

To create a Problem Request using a Quick Call:

1. After allocating a Customer and Item(s) if required, click Next to move to the Details tab
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Request Information

Customer . Demils
]

Request Details
Request Type + Mew Problem ¥
alficat Investigate Issue i
Subject |
Description
ption | Format - Font Family ~+ FontSize | | vrme G -
A-B 7 U |22« |EEE|x x
i
Path: Words0

2. Within the Request Type drop-down list, select the relevant Quick Call template displayed
below the dashed line

3. Select the Classification

4. Click Done.

All Problem details will be populated according to the Quick Call template. Any amendments
can be made through the Problem Summary screen.

NOTE: When saved, the Problem created using the Quick Call template can be duplicated, to
minimise data entry requirements for multiple similar Problems.

Contract Tab

When Contracts are enabled for the system, the Contract tab is visible within the Problem
Information screen.

The Contract tab of a Problem includes the details of the Contract Type and SLA assigned to the
Problem. If a valid contract is active for the Customer, Item or Organizational Unit assigned to the
Problem, then the details of the contract will be displayed. If an SLA is not assigned to the Customer,
Item or Org Unit and the Billing functionality is not enabled, the system automatically applies a
default SLA based on the Item Type or the system default SLA.
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Problem Information
Customer Contract Analysis Summary
Contnn- .
Contract Type Per Reguest

Service Level Bronze
SLA Price 520.00

Taxable

Targets Pricrity Response Time Restoration Time Resclution Time 24 x 7 support Alert
Urgent 12 Hours 24 Hours 38 Hours Mo Action
High 24 Hours 268 Hours 80 Hours Mo MAction
Medium 30 Hours 48 Hours 84 Hours Mo Action
Low 36 Hours 60 Hours 108 Hours Mo Action

_JL_"

When Billing is enabled and the Contracts or Invoices functionality is active, the system verifies the
service entitlement status of the Customer assigned to the Problem, and if a valid contract is not in
place, the Problem is assigned a status of Pending-No Contract and locked until a valid contract is
associated with the Problem. The assigned Technician is automatically sent the
NoContractCreateRequestSummary email when the Problem is saved with this Status. If the Self
Mail option is enabled, the message is sent to the Technician who logged the Problem and the
assigned Technician.

Problem
Team Problem Team

s Workflow Problem Workflow

Status Pending - No Contract
Cancel

For more detailed information about contracts and billing, see Contracts.

Details Tab

To successfully create a Problem, the Problem must be profiled by completing the Request Type,
Classification and Description details. Within the Details tab, there is also the option to select any
relevant Quick Call Templates that have been configured for the Item Type assigned to the Problem.

Entering a Problem Description

To profile the Problem:
1. Define the Request Type

The New Problem option is locked in if there are no Quick Call templates available for the Item
or Process.

2. Select a Classification
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Request Information
eiiadi .. Details
.

Request Detalls
Request Type®? =+ ~* =
- sy Downloads
ClassificationS g el |
Installation
Manuals

.ok

Subject

Description
phen] Format ~ Fontfamily = Fontsize -

Ml
i —
e
H..

A-B I U =|iZ i «|=

Path: Words: 0 S

3. Complete any required customized fields

4. Define the Subject content, if desired

5. Enter all relevant information within the Description field
This is a mandatory field.

6. Click Done to enter the new Problem into the database.

A unique reference number is automatically generated for the request at this point. When a
Problem is submitted successfully, the Problem Summary Tab is displayed. If the Force Analysis
functionality is enabled in the application's Setup, the system will move to the Analysis Tab.

Request Subject

It is recommended that a summary be included in the Subject field, as the details recorded in the
Subject field are displayed in scroll-over summaries throughout the application. For example, when a
new Problem is being entered for a Customer, a Recent Customer Requests list is displayed during
the Problem creation process for all Items the Customer owns either directly or via shared
ownership. The Requests list includes a scroll-over summary where Subject content is displayed, if
the Subject is completed for a Problem. Subject information can also be included within a column in
the Problems List View, for a quick glance summary of a Problem.
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Itern No. 100003
Open Date 2012-03-13 16:23:41.0
Status Open

Classification Service Offline

Technician  Calvin Johns

Subject Mew Email Account

0 1000011 Email Service

Summary Tab

Analysis

The Analysis tab is used to search for Solutions, Workarounds or to escalate the current Problem to a
Change Request. The drop-down options include:

Analysis Tab Options

Proposed Solution Displays a list of all Solutions with a search based on
the Problem Description, Item Type and Classification.
To assign a Solution, select the Solution ID number to
display the Solution in full. Click Resolve if the Solution
is relevant. This will close the Problem and notify the
Customer.

Search Solution Allows User to enter full text or ID number to search for
possible Solution Articles. To assign a Solution, select
the Solution ID number to display the Solution in full.
Click Resolve if the Solution is relevant. This will close
the Problem and notify the Customer.

New Solution Displays Knowledge Base editor to allow User to enter
a new Solution. Define visibility, enter a Summary, a
Description and Save.

Proposed Workarounds Displays a list of all Workarounds with a search based
on Problem Description, Item Type and Classification.
To assign a Workaround, select the Article number to
display the Workaround in full. Click Resolve if the
Workaround is relevant. This will assign the
Workaround to the Problem. After a Workaround has
been assigned, the View Workaround option will
become visible within the Analysis options

Search Workarounds Allows User to enter full text or ID number to search for
possible Workaround Articles. To assign a
Workaround, select the Article number to display the
Workaround in full. Click Resolve if the Workaround is
relevant. This will assign the Workaround to the
Problem. After a Workaround has been assigned, the
View Workaround option will become visible within the
Analysis options
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Analysis Tab Options

New Workaround Displays Knowledge Base editor to allow User to enter
a new Workaround. Define visibility, enter a Summary,
a Description and Save.

New Change Request Allows the User to create a new ‘Change Request’ and
links the RFC and Problem into the new Group. The
Problem status moves to ‘On Hold - Process
Escalated’.

Alerts Allows the User to create an Alert directly related to
the Problem. Displays any reminder alerts that have
been created in the Summary tab of the Problem.
Select the Alerts option to view Alerts list, and click on
an Alert Publish Date to view Alert Content.

Problem Workarounds

Workarounds are temporary fixes applied to a Problem until the Problem is resolved.

To assign a Workaround to a Problem, the User can apply a Proposed Workaround presented by the
application or use the Search Workaround facility. If a Workaround Article does not exist, a
Workaround can be created within this screen. Once a Workaround is applied to the Problem it can
be accessed via the Analysis tab under the View Workaround option. Searching for a Workaround

To search for a Workaround:
1. Click on the number of the required Problem

The Problem Information screen appears.
2. Select the Analysis tab
3. Click Edit

The drop-down list will become active.

Problem Information

Customer Contract .ﬂmalm Summary
Problem # 1000067 |

« Proposed Solutions H
Search Solution i
New Solution | Type

Proposed Workarounds
0 - 0 of 0 Results

‘ Search Workaround

Mew Workaround I
New Change Request _Came -&-

Alerts

4. Select an option:
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Analysis Tab Options

Proposed Workarounds Displays a list of all Workarounds with a search
based on Problem Description, Iltem Type and
Classification. To assign a Workaround, select the
Article number to display the Workaround in full.
Click Resolve if the Workaround is relevant. This
will assign the Workaround to the Problem. After a
Workaround has been assigned, the View
Workaround option will become visible within the
Analysis options

Search Workarounds Allows User to enter full text or ID number to search
for possible Workaround Articles. To assign a
Workaround, select the Article number to display
the Workaround in full. Click Resolve if the
Workaround is relevant. This will assign the
Workaround to the Problem. After a Workaround
has been assigned, the View Workaround option
will become visible within the Analysis options

New Workaround Displays Knowledge Base editor to allow User to
enter a new Workaround. Define visibility, enter a
Summary, a Description and Save.

5. Click Save.
Problem Solutions

To assign a Solution or Known Error to a Problem, the User can apply Proposed Solutions presented
by the application or use the Search Solution facility to access the Known Error database. If a Known
Error does not exist, it can be created within this screen. Once a Known Error is applied to the
Problem, the application automatically closes the Problem.

Searching for a Solution/Known Error

To Search for a Solution/Known Error:
1. Click on the number of the required Problem

The Problem Information screen appears.
2. Select the Analysis tab
3. Click Edit

The drop-down list will become active.
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Problem Information

Customer Contract ME&Z Summary
Problem # 1000067

+ Proposed Solutions
Search Solution
Mew Solution Type Relevance =
Proposed Workarounds
Search Workaround
Mew Workaround

New Change Request % -—E‘EE—:

0-00of0Results

Alerts

4. Select from the available options, as follows:

Analysis Tab Options

Proposed Solution Displays a list of all Solutions using a search based
on the Problem Description, Item Type and
Classification. To assign a Solution, select the
Solution ID number to display the Solution in full.
Click Resolve if the Solution is relevant. This will
close the Problem and notify the Customer.

Search Solution Allows User to enter full text or ID number to search
for possible Solution Articles. To assign a Solution,
select the Solution ID number to display the solution
in full. Click Resolve if the Solution is relevant. This
will close the Problem and notify the Customer.

New Solution Displays Knowledge Base editor to allow User to
enter a new Solution. Define visibility, enter a
Summary, a Description and Save.

5. Click Save.

Creating a Change Request from a Problem

Change Requests can be generated within the Analysis tab of a Problem screen. This will move the
current Problem status to On Hold and link the new Change Request to the selected Change group.

To create a related RFC for a Problem, within the Analysis tab:

1. Select Edit

The Proposed Solution drop-down list opens in Edit Mode
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| Customer | | Cantract
v Proposed Solutions a

Search Solution

New Solution

Problem # 1000067

Proposed Workarounds
Search Workaround
New Werkaround

New Change Request

0 - 0 of 0 Results

Alerts

2. Select the New Change Request option

The RFC is automatically created and the Problem status changed to On Hold - Process

Escalated.

Information

Mew change request has been created and linked to the Group Change #1000080

Creating an Alert

1. Select Edit within the Analysis tab

. Select the Alerts option in the drop-down list

The New button is made accessible.

3. Click New

4. Refine the content for each required field:

Within the Analysis tab, an Alert that is associated with the Problem can be created by:
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Alert Details

Description

Created

Publish

Dismiss

Severity

User

Title

Message

The current date and time.

The date the Alert is published. Use the calendar icon to
the right of the field, to select a Publish date.

Set to a date in the future, or use the default to publish
the Alert immediately.

The date the Alert ceases to be available. Use the
calendar icon to the right of the field, to select a Publish
date. On this date, the Alert will disappear from a User's
Alert list.

The type of Alert to be published. The choices are:
* Information — for general Alerts
* Warning — to warn Users of potential issues

+ Urgent — to publish an urgent actionable message.

The icon appearing with the message will depend on
the type of Alert.

The User type to receive the Alert, which include:

+ Specific Customer or User - In the Find User or
Customer list, click search to select the recipient
from the drop-down list.

+ User Role - An Alert sent to a User Role will go to
all Users with that Role.

+ Personal Alert - A personal Alert appears on the
User's own screen at the Publish date.

+ Organizational Units - In the Find Org. Unit field,
search and select the recipients.

Enter the title of the Alert.

Enter the main content of the Alert.

5. Click Save.

Summary

The Summary tab provides comprehensive details related to a Problem and gives access to the tabs
required to work on the Problem. To view the details of a Customer select the Customer name link
within the Problem Information screen. The Customer and Item assigned to the Problem can be

updated within the Customer tab by selecting @, when in Edit mode.

The Problem Information Summary tab includes the following:
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Summary Tab

Description

Contact

Item

Details

Classification

Priority

Escalation

Escalation Layer

Technician

Notification

Displays the Customer assigned to the Problem and
their contact information. Click on the Customer Name
or Org.Unit link for more details relating to Customer
and Org Unit.

To update the Customer details assigned to the
request, click on the Customer tab and ensure the
Request is in edit mode.

Displays the Item assigned to the Problem. Scroll over

@' to view Item information recorded on the Details
tab. Select the Type hyperlink for more information
about the Item.

Click “la to view the Item Relationship map. Any Item
displayed in the map can be set as the Item associated
with the Problem, by making it the central node of the
Relationship map and clicking on the centralized map
icon to confirm the Item assignment change.

To update the Item details assigned to the request,
click on the Customer tab and ensure the Request is in
edit mode, or use the Update Item facility in the
Relationships filter view of the impact tab.

Displays the Problem Classification that was selected
when the Problem was created. This can be updated,
if required.

Shows the priority of the Problem, which determines
the Service Level triggers applied to the Problem.

If the Derived option is enabled in the applications
Setup, then the Urgency and Impact drop-down lists
are displayed. The User is required to select the
corresponding Urgency and Impact for the Problem to
alter the Priority assigned. See Priority.

This is visible if the Escalation Control option is
enabled in the application Setup. This option is only
available to the Supervisor and allows them to disable
the escalation timers. See Escalation.

Shows the number of levels of Escalation that exist in
the Team assigned to the Incident, and at which level
the Incident is currently assigned.

The name of the Technician assigned to the Problem.

When a Problem is assigned to the Queue, the name
applied in the Technician field is System User.
See:Queues.
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Summary Tab

Description

Technician

Alternate Team

Problem

Team

Workflow

Status

Next Action

Status Due

Service Terms

Agreement

Service Manager

Allows the User to adjust the default Technician
notification between None, Email or SMS for updating
the assigned Technician, all Technicians in the Team
or Layer of Escalation assigned to the Problem.

Technician CCs is a free text field for any additional
notification recipients, these can be divided into
Customer and Technician CC lists. See: Notification.

Is visible if the Notify Alternate Team option is enabled
in the Admin>Email>Setup tab and another Team
within the same Process is included in the system.
This allows the User to define another Team to be
notified about updates regarding the Problem.

Displays the default support Team assigned to the
Problem. This can be changed by selecting another
option within the drop-down list. The Team list is
derived from the Workflow and Workflow State.

Displays the default Workflow assigned to the
Problem. This can be changed by selecting another
option within the drop-down list. The Workflow list is
derived from the SLA assigned to the Problem.

Select =& to view the Workflow in its entirety.

Shows the current Workflow State of the Problem. See
Status.

Lists all the States available after the current Problem
State. This is based on the Workflow assigned to the

Problem. To move the Problem through the Workflow,
select a Status included in the list displayed.

Details the expiry time for the current Workflow State if
the State has an OLA assigned.

Displays the Service Level Agreement assigned to the
Problem. The service level is derived from either the
Customer, Organizational Unit or Item.

Displays the name of the Service Level Manager
responsible for overseeing Requests related to the
assigned service agreement.
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Summary Tab

Description

Progress

Dates

Time Recorded

Affects

Visually displays how the Problem is tracking against
the assigned SLA and displays the percentage of SLA
used when greater than 10%. The grey progress bar is
gradually filled in based on the status:

Faused  _ \workflow is in an SLA paused State.
Triggers will not fire.

[26% | - Workflow is in an SLA timers on State.
Triggers will fire.

(5“'3'3*355 - Workflow is in an Exit State and the SLA
has been successfully maintained.

m - Assigned SLA has been breached and
Workflow is in an Exit State.

Summarizes the important date details for the
Problem. The due date is automatically calculated
based on the Service Level and Priority assigned to
the Problem. See Service Terms.

Displays the amount of time the Problem has been
open and worked on. See: Time Recorded.

Displays the number of Users assigned to the Item.

Problem Iinformation

Service Terms

Customer Contract Analysls . Summary Service
. — Siver
=
RISV, ST CU R S Problem # 1000081 Service Manager Simone Supervisor
o Progress | Paused
ntact Notification
Cpen Date 05/01/12 15:24
Tale Technician | Email 3 Technician | % Due Date 0514112 09:24
Customer Francis Young T ce: i
Org Unit MyCompany - Azure echnician CCs terry@iicantonservices.com, jane@noc - L.ERsiAann 05/01/12 16:16
ime Recorded
Ehona Problem
Local Time Tue, 1 May 2012 16:17.09 Team [ Froblem Team . Allocts
oS 2 Workflow f
z oy K Problem Workflow H
3 ftem Related
Status On Hold
Type Email
Next Action | on Hold : R - SV, P—
Number 100003
Status Avaiabie o] Customer B hem Typs =
Creicalty Moderate [ { Franc Young Emat
Dotails
Classiication | Permission Denied 4 1=7of 1 Resuks
Urgency | Low
Impact Moderate
Priority Medium
Escalton ®on (Don
Escalation Layer (Layer 1 of 2)
Technician | Scott Daly * ﬁ %

NOTE: Only Technicians assigned to the Team can edit the Problem.

For each Problem additional details and options are available within the Summary tab. These allow
Users to add Notes, analyze the Problem and view its history. The options include:

+ Notes
+ Attachments

¢ Impact
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+ Audit Trail
+ Related.

Summary Tab Buttons

Edit

. Print p

H"‘ - ﬁEE

AN

Edit opens the Problem in edit mode. This allows
the Problem details to be amended, Notes to be
added and time is automatically recorded against
the Problem whilst in edit mode.

Opens the Problem in edit mode and moves directly
to the New Note editor. See: New Note

Duplicate creates a copy of the Problem and links
the copy to the original Problem. The User can then
amend the Customer or Item details, if required.

Print opens a summary of the Problem in a Print
View window. This includes a Description and all
Notes added to the Problem. It is a good alternative
for viewing Problem information within one window
when adding a new Note.

Allows the User to create or view reminders related
to the Problem. When published it will be displayed
like the normal alert icon.

The escalation buttons allow the User to escalate
the Problem to the next layer within the Team, or de-
escalate the Request to the lower level, if required.

Changing a Problem's Customer or Item

After a Problem is created, it may be necessary to change the assigned Customer or Item. This may be
the case when the Unknown Item is associated with a Problem, or a Service Item has been assigned to
the Problem and the relevant hardware, software or network Item needs to be associated with the
request. When the "Allow Unknown" option is disabled in the Setup>Privileges>Requests tab and a
Request that is assigned to the Unknown Item is opened in Edit mode, the User will be prompted to
update the Item assigned to the Problem before the Save button action can successfully record

changes to the Problem.

NOTE: This option is also required when a Problem is generated for a request created via email,
which results in the Item assigned being the system's default Unknown Item or the Org Unit's default

Item.

To change the Item:

1. Click the Problem's Edit button
2. Select the Problem's Item tab

3. Click the Item Number &
The Find Item option appears.
4. Search and select a new Item

5. Click Apply to update the Problem
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6. Select the Summary tab to continue working on the Problem.

Or, click Cancel and Done to close the Problem with the newly assigned Item.
To change the Customer:

Click the Problem's Edit button

Select the Problem's Customer tab

Click @ next to the Customer Name
Search and select a Customer
Click

S M

‘%

If the Problem's Item needs to be altered as a result of the Customer change the Find Item field
appears. Search and select the appropriate Item using the Find Item search.

6. Select the Summary tab, to continue working on the Problem
7. Click Save.

NOTE: Technicians do not have the ability to delete Problems or Customers.

ltem Relationship Map and Assignment

Selecting ~'= opens a pop-up window that displays a map of Items that are related to the Request
Item that can be navigated by clicking on the icons within the map. To view related Item information,
scroll over the relevant Item icon.
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Relationship Map

..
V]

Sdryice Desk

[

F 1 i A
&

Service Manager Oracle 1ig

Wl

Email

Itern # 100003
Criticality: Moderate
Average Uptime: 289 Days, 22 Hrs, 50 Mins

Averape Response Time: N/A
Service Level: Siver
Last Updated: 06/21/12 13:55

iz a parent of
100004 (Oracle 11g)

Loaded

Updating the ltem associated with the Request

The Item associated with the request can be updated when in the request is in Edit mode:

1. Select "=
2. Navigate the map to move the relevant Item icon to the central point of the map

Select the Item icon label in the Map to move it to the central node.
3. Click the icon label when it is in the middle of the map

A warning message is displayed, prompting the confirmation of the Item change.
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| Relationship Map % |

- http://localhost:8080
Change the item of Incident #1000028
from 100005 (Service Manager)
to #100003 (Email)

(_ Cancel J (—rﬁl&—)

L
A -
E@ - E‘l-r»&c‘[!c—zk
ogacia 119

Item # 100003
Criticality: Moderate

@ﬁ‘ Average Uptime: 239 Days, 22 Hrs, 50 Mins
Average Responsa Time: N/A

Sarvice Lavel: Siver

Last Updated: 05/21/12 13:55

iz a parant of
100004 (Oracle 11g)

Done

4. Select OK and the Item association will be updated

(If the Enable Item Shadow option is enabled by the Administrator in the
Setup>Privileges>Customer tab, the change of Item information will not be visible on the
Customer Portal.)

5. Select ¥ to close the window.

The Item assignment change is recorded in the Audit tab.

See: Item Relationships

Service Terms

The Service Terms sidebar displays the Service Level Agreement (SLA) assigned to the Problem and
provides details of key dates.
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Service Terms

Service
Agreement Bronze
Service Manager Simone Supervisor

Progress (B9% ]
Open Date 031612 11:26
Due Date 03/27/12 18:26
Remaining 1 Day, 5 Hrs (11%)
Last Action 03/26/12 11:14
Time Recorded & Mins

Affects

By default the application calculates the Due Date based on the Priority of the SLA assigned to the
Customer, Organizational Unit or Item. The email reminders and escalations are then managed
accordingly. If an SLA is not associated with the Problem via the Customer, Org Unit or Item, the
system default SLA will be automatically assigned to the Problem but can be manually adjusted by
the Technician. Once the Workflow is moved from the default Open State, the SLA can no longer be
edited.

Service Terms

Agreement Displays the Service Level Agreement assigned to the
Problem. The service level is derived from either the
Customer, Organizational Unit or Item.

When Contracts are not enabled, the Agreement field
can be edited, when the Problem is in edit mode.

Service Manager Displays the User assigned as the Service Manager
for the assigned SLA.

Progress Visually displays how the Problem is tracking against
the assigned SLA. The grey progress bar is gradually
filled in based on the status of the SLA:

Faused  _ workflow is in an SLA paused State.
Triggers will not fire.

(26% T - Workflow is in an SLA timers on State.
Triggers will fire.

SUSCESS - \Workflow is in an Exit State and the SLA
has been successfully maintained.

m - Assigned SLA has been breached and
Workflow is in an Exit State.

Open Date The Open Date field is automatically populated when
the Problem is created.

Due Date By default the application calculates the Due Date
based on the SLA Target for the Priority assigned to
the Problem, and email reminders are sent
accordingly.
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Service Terms

Fix Date Auto-filled when the Problem moves into a Workflow
State that is defined as meeting the SLA Resolution
Time.

Remaining Auto-filled and visible when there is SLA time
remaining.

Time Overdue Auto-filled and visible when the SLA is overdue.

Close Date Auto-filled when the Status of a Problem is set to

Closed. This date is fixed.

Resolution Time Auto-filled with the number of minutes it took for the
Problem to move from the first SLA active state to a
Workflow State that is defined as meeting the SLA
Resolution Time.

Last Action Date Auto-filled when Done or Save is selected after the
Problem has been modified or opened in edit mode.
As updates may be made to a Problem after it has
been Closed, this date may fall after the Close Date.

Time Recorded Displays the sum total of automatically logged time,
when the Problem is in edit mode plus any manually
entered Note Times.

Affects Number of Customers assigned to the Item associated
with the Problem.

NOTE: Each User can customize the date format within the My Account sub-menu option. To change
the date format go to Home > My Account, click Edit and select the preferred format.

Time Recorded

Time Recorded uses a combination of auto-timing and manual Note Time entries to measure and
monitor the time spent working on a Problem.

The Auto-timer is activated when a Problem is opened in edit mode, if enabled by the Administrator
in the Admin>Setup>Privileges>User>Manual Incident Time. When the Problem is saved after any
amendments have been made, the timer stops and records the length of time the Problem has been
worked on. This total is added to the sum total of any manual Note Time entries made by Technicians
when they are adding Notes. See: Notes Tab.

The Time Recorded is used by the system when the Contracts functionality is in use. See: Contracts.

Related Requests
The Related sidebar is automatically displayed when a Problem is linked to other requests.
Problems can be linked to other requests in the following ways:

¢ Using the Group option within the My Tasks list, using a Problem assigned to the Group
¢ Using the Problem Group feature under the Problem > Errors tab
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¢ Linking requests within the Problem's Analysis tab.

Related

| Customer = ltem Type =
B G John Brown Service Desk

O a Tania Moran Service Desk

1- 2 of 2 Results

Any requests that belong to a Group can be viewed within the Related Requests sidebar window,
inside the Problem Information screen. Within this window, all related requests are listed and can be
controlled as one. For example, Notes can be applied to all related requests, or the entire Group can
be closed.

Managing Related Requests

The details of a related request can be viewed by hovering the mouse over the colored icon. Click on
the same icon, and the system moves to the Problem Information screen of that related request.

Request 1000434
Rela
Report Date 2012-03-19 15:37:14.0
S Status Pending
Classification New User =
— Technician System User
[ ] @ Tania Moran Service Desk

1= 2 of 2 Results

Bulk Updates

The Bulk option allows one or more related requests to have the following information updated
simultaneously:

*

Priority, Workflow, Status, Team, Escalation Layer & Technician

*

Notification method and recipients

*

Request Classification
¢ Items

¢ Description, Attachments and Notes.
To bulk update for any of the above elements:

1. Select Operations>Problems
2. Click on the Request # link of the relevant grouped request
3. Tick the checkboxes of the requests in the Related sidebar that are to be updated
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4. Select

Bulk

The system displays the Bulk Editor screen.

The system does not allow requests with a status of Pending-No Contract to be updated

If the Bulk update is only associated with requests of this Status, an error message is displayed.
5. Amend the appropriate element as per the above list

6. Click Save.

Remove Related Requests

To remove a request from a Group:

1. Go to Operations>Problems
2. Click on the Request # hyperlink of a Grouped Request
3. Click

Edit

The Problem opens in Edit mode and checkboxes become available next to the requests in the
Related sidebar.

4. Tick the checkboxes of the requests to be removed
5. Select %—'

The marked requests are removed from the Group.

Closing Requests within Groups

Requests within the Related sidebar can be closed individually by moving the Workflow State to a
Closed State within the Problem Information Screen. Grouped requests can also be closed as a group,
by changing the request Status to a Closed State as part of a bulk update. (See Bulk Updates above.)
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Editing Multiple Requests

Customer Analysis Summary
Detalls
Priority Medium
Impact  Low 5
Urgency Moderate S
‘Workflow  Service Request Workf 3
Status v
Cancelled
Tean Cancelled - Unpaid
Easrastuiivey Loy Closed - Resolved
In Progress
Notificatior On Hold - Pending Approval
Custome On Hold - Process Escalated
Open
Customer CCs Pending
Techniciar Pending - h_Jo _Cu:nr_nract
Technician CCs
Status

Classifications

ar

Service Desk  Question

Item
Update All ltems @

Problem Workflows are a combination of any number of stages or States that cover the lifecycle of an
issue to be investigated. A Supervisor creates new Problem States for the default Problem Workflow
or builds new Workflows in the Service >Workflows tab. For more information about configuring
Workflows. See: Workflows.

Within the Problem Information Summary page, the assigned stage of the Workflow is displayed
within the Status field, with the Next Action field displaying the options of where the Problem can

move to. To view an assigned Workflow in its entirety select &.

The system provides the following States:

Status

Description

SLA Timers On

Open

Open Restored

Pending

SLA Timers Off

On Hold

The Problem is open. SLA timers are running and the
automated SLA reminders, warnings and escalations
will fire relative to the Triggers configured for the SLA.

The Problem is still open and the issue has yet to be
resolved, but a satisfactory temporary solution has
been put in place. SLA triggers will fire for the SLAs
Resolution Time, but the Restoration targets have
been met for the Problem.

Work on the Problem has not yet begun. The
Response-time SLA trigger will fire for Problems with
this status.

The Problem has been put on hold for some reason.
SLA triggers will not fire for Problems with this Status.
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Status Description

On Hold - Client Action Can be thought of as an awaiting Customer
confirmation state that will allow a Problem to remain
open but prevent SLA triggers from firing. (This was
called Open Resolved in previous releases).

On Hold - Process Escalated* The Problem has been transferred to some external
process. SLA reminders, warnings and escalations will
not fire for the assigned SLA.

Pending - No Contract* A valid contract is not in place and one needs to be
created or processed before work can commence on
the Problem.

Closed Restored Though the basic issue remains, a satisfactory

temporary solution has been reached and the Problem
has been closed. SLA triggers will not fire for Problems
with this Status.

Closed Resolved The issue has been resolved and the Problem has
been closed. SLA triggers will not fire for Problems
with this Status.

Cancelled The Problem has been cancelled. SLA triggers will not
fire for Problems with this Status.

*Denote System States that cannot be deleted.

NOTE: When a Problem is created, it is automatically assigned the Default Open Status, as
configured within the assigned Workflow.

Any changes to the Status Type will be recorded in the Audit Trail tab.

Updating a Problem's Status
To manually change a Problem's Status:

1. Select Operations> Problem
2. Select a Request # hyperlink for the relevant Problem
3. Click Edit
4. From the Next Action drop-down list select the Problem's next Status
The States listed in Next Action are based on the Problem Workflow and its lifecycle. To view the

complete Workflow lifecycle click .

Problem

L3

Team Problem Team

=, Workflow  problem Workflow

L3

Status On Hold

Next Ao

Open

5. Click Save.
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The system can automatically move a Problem into another State through the following actions:
¢ Closing a Problem by adding a Note
¢ Escalating a Problem to a RFC

¢ When Billing is enabled and payment is not received.

Requests with a Pending-No Contract Status

Requests logged with the system that do not have a valid Contract are assigned the Pending - No
Contract status. These requests are locked until a valid Contract is applied, and if relevant, paid. See:
Create a Contract

Viewing a Status Note

When Problems move into a State with a Status Note, & is displayed beside the Status within the
Summary tab of the Problem. Scroll over @ to view the contents of the Status Note. If the Status Note
includes an attachment, click the attachment name link in the pop-up window to download it. Click

to close the window.

Technician ~ Email 4 Information x

Technician CCs As the service is restored, be sure to identify |
which element in the network caused the issue

Problem and why. Refer to the attached checklist as a
guide.
=1 Network Checklist 160 KB |

Team  Problem Tear

= Workflow  Problem Work®

Statys Open - Restored ﬁ Related

SLA Triggers and Problem Status

SLA Triggers fire for Problems that are in a Workflow State that have the Service Timer Active option
set to Yes. The default Timer Active set for systems States can be changed if relevant for the
organization. For example, it may not be appropriate for an organization to have SLA Triggers fire
when a Problem is moved to the system default On Hold - Pending Approval State.

The following icons displayed in the Service Terms box, visually indicate how the Problem is tracking
against the SLA and if the SLA timers are active:

Current SLA Status

Pauzed Workflow is in an SLA paused State. Triggers will not
fire.

(26%. ) Workflow is in an SLA timers on State. Triggers will
fire.

(Success Workflow is in an Exit State and the SLA has been

successfully met.

(EalE Assigned SLA has been breached and Workflow is in
an Exit State.
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Supervisor Users can verify the Timer Active status of a Workflow by scrolling over the Status in the
Workflow map available in the Summary Information screen, or within the
Service>Workflows>selected Workflow> Lifecycle>selected Status screen.

Service
SLA Actve @ ves ()Mo
SLM Restoration () Yes (%) No

SLA Resolution ()Yes ®No

Priority

The Priority determines the timeframe in which a Problem should be handled and sets the service
level targets adopted by the Problem that drive the SLA triggers and actions. It represents the degree
of importance of the Problem to the Customer and also indicates the urgency of the Problem to the
Technician.

A Problem can have one of four possible priorities:

¢+ Low
¢ Medium
¢ High
¢ Urgent.

Setting Problem Priority

The Administrator configures the options for determining the Priority within the
Setup>Privileges>Request tab. The Priority options include:

¢ Selected Priority - where the system configured default Priority is applied to the Problem but
can be manually adjusted by the User

¢ Derived Priority - where the Impact is derived from the Item Criticality and the User enters the
Urgency, enabling the system to calculate the Priority.

Urgency: The value selected reflects how quickly a resolution is required

Impact: The value selected indicates the impact the Problem has on the User and Organization. The
higher the Impact the higher the Priority to resolve the Problem.

If the Administrator has set the Request Priority option to Derived, the Priority of a Problem results

from the Impact being mapped from the Criticality of the Item and then combined with the selected

Urgency. However, if required, the Impact can be manually adjusted within the Problem Information
screen to affect the Priority.

The following table displays the calculations applied by the system using the Item Criticality mapped
directly to the Problem Impact, to determine a Request's Priority:

Impact / Urgency Urgent High Moderate Low Very Low

Critical [ NNNNNOOONNNN INOESIN 0700 0.550 0.410

High S 0.723 0.595 0.468 0.349

Moderate 0.700 0.595 0.490 0.385 0.287
Low 0.550 0.468 0.385 0.303 0.226
Very Low 0.410 0.349 0.287 0.226 0.168
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The above calculations result in the following Priorities:

Priority Upper Lower
1 0.83
High 0.83 0.58
Medium 0.58 0.34
Low 0.34 0
Escalation

Problem Assignment and Escalation

When a Problem is logged within the system, it is allocated to the Team that is associated with the
SLAs and Workflows applied to the Problem or to the default Team assigned to a Workflow State.

The appropriate Problem Workflow is assigned within the Problem Summary tab, by selecting an
option from the Workflows drop-down list. This list is derived from the SLA assigned to the
Customer, Organizational Unit and Item. Once the Workflow is selected, the associated Teams are
available for assignment. Based on the Team assigned, a Technician in Layer One of escalation is
allocated to work on the Problem. This can be adjusted manually, if required.

The Problem is automatically escalated according to the SLA assigned to the Problem and the
triggers configured within the Priority of the SLA. An Incident is escalated if the assigned User
exceeds the Escalation trigger point defined for the Response, Restoration or Resolution time of the
assigned SLA, when the assigned Workflow State is an SLA Active State. Or, it can be manually
escalated by a User, if required.

Problem Assignment

When a Problem is assigned to a User, the system follows a series of steps to look for the most
appropriate Technician for the job, based on skill set, location and workload. The order of business
logic is as follows:
1. The system will identify the Team associated with the Problem's SLA and associated Workflows
2. The system will find Technicians/Supervisors assigned to the Team

3. If Users are assigned to an Organizational Unit, the system will identify the Users that belong to
the same Organizational Unit as associated with the Incident by the Customer assignment

4. If Classifications/Skills are assigned to Users, the system will find Technicians/Supervisors
assigned to the Problem's selected Classification

5. Based on the Team configuration, if the Live Priority option is enabled for the Team, the system
will look for a User who is logged into the system

6. The system verifies Work Hours/Availability of Users within the Team for appropriate Problem
assignment

7. The system will assign the Request to the User who has the lowest workload, i.e., the fewest
number of Open or Pending Problems

8. If there is a tie, the system randomly allocates the Request to a User in the tie.
If a more appropriate Team member is available, the User assigned to the Problem can re-assign it

manually by selecting a Technician from the drop-down Technician list in the Problem Information
screen.
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Note, if the Self Assign option is enabled for the Team, the system assignment logic is ignored and the
User creating the request is automatically assigned the Problem.

Automated Escalation

A Problem's Service Level Agreement includes trigger points that set the rate at which automated
escalations will occur for a Problem. Auto-escalation is triggered when the number of support hours
specified for either a Problem's Service Level Response, Restoration or Resolution time is exceeded
and the SLA Trigger action is set to Escalate. When it is escalated, the Problem is reassigned to a
Technician in the next escalation level and an email is sent to the newly assigned Technician. This
process repeats itself until either the Problem Status changes to an inactive State, for example, Closed
- Resolved, On Hold, Closed Change Request, or until all of the Team's available escalation layers are
exhausted.

Manual Escalation

If the Problem Team has more than one escalation layer, the Technician assigned to the Problem can

escalate it to the next escalation layer by clicking the escalate icon next to the Technician name . If the
Problem is allocated to a second layer of escalation or higher, it can be returned to a lower escalation
state by clicking the de-escalate button next to the Technician name.

A Problem's Technician and the Technician's Supervisor are able to reassign the Problem to one of the
listed Technicians in the Technicians drop-down list by selecting their name and clicking Save to
accept the change.

Escalation @ on () OF
Escalation Layer Layer 2

Technician ~ Neil Green AN

Escalation Control

If the Escalation Control functionality is enabled in Admin>Setup>Privileges>Requests, there is the
option to enable or disable escalation within the Problem Information Summary screen.

NOTE: This option is only visible to Supervisor Users. Once a Problem has been created, a
Supervisor can elect to switch the Escalation option to Off. This means all SLA timers stop, which
prevents escalation. Switching the option back to On will re-start the timer and reactivate the SLA
triggers.

Notification

The Notify option sets the method of messaging used by the application to notify Technicians of the
following changes to a Problem:

+ Problem created

*

Problem closed
Problem deleted
Problem Note added

Problem escalated.

*

*

*
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The default notification status of Problems is set on a per Team basis, within the Users>Teams>Team
Information screen, with the default recipients of new Notes being configured by the Administrator
in the Setup>Email>Setup tab. However, this can be adjusted on a per request basis within the
Notification Method field and on a per Note basis, when new Notes are created.

The methods of Notification can be set for Technicians, and include:

+ None, which ensures that no messages are sent
¢ Email, which means an email is sent containing the Problem detail updates

¢ SMS notifications, which sends an SMS message to Technicians about the Problem update. This
is only available to Users who have a mobile number and a service provider entered in their
User Information screen.

Maotification
Technician  Email = v Technician
. Layer
Technician CCs o prvmcantonsel o o0

Using Problem Management as an internal service management process, notifications can be sent to
the:

¢ Technician - notifications can be sent to all members within the Team assigned to the request, or
restricted to members within the Group to which the request is assigned

¢ Technician CC's - enter any User account email addresses that are to be sent request
Notifications

Multiple addresses should be separated by a comma.

¢ Alternate Team - this option is visible if the Notify Alternate Team option is enabled in the
Admin>Email>Setup tab and other Teams assigned to the same Process are configured in the
system. Notifications can be sent to a Team within the related Process, by the User selecting an
option within the drop-down list.

Workflow

When a Problem is created it is assigned a Workflow that governs the lifecycle of the Problem. The
SLA allocated to the Problem determines the Workflow options made available for the Problem.
Before saving the Problem, the User can adjust the system assigned Workflow, if more than one
Workflow option is available.

After the Workflow is assigned to the Problem, all stages of the assigned Workflow can be viewed by
selecting==. The Workflow map displays the entry points (blue boxes), transitional States (orange
boxes) and exit points (red boxes). To move a Problem through the Workflow select a Status in the

Next Action field, when the Problem is in Edit Mode.
The User moves the Problem through the Workflow Lifecycle by adjusting the options displayed in
the Next Action field.

Moving through the Workflow

To move a Problem through the stages of the Workflow, in the Summary tab of the Problem
Information screen:

1. Click Edit
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The Next Action field with a drop down list of Status options is displayed below the Status field.
2. Click on the Next Action field

The Status options are displayed. This list is based on the configuration of the assigned
Workflow.

Team Problem Team

aF

2 Workflow  Cancelled
o Closed - Resolved
Stand Closed - Restored
Next Acticrars T TR
On Holg - Client Action
Open
Open - Restored

-r

3. Select a State
4. Click Save.

The selected Status is assigned to the Problem with the updated logic applied (i.e., the SLA

Timers may now be active or inactive based on the newly assigned State configuration. See:
Status.)

Assigning a State with an Underpinning Contract

Each State of a Workflow can be customized for either internal support contract management that is

monitored by an OLA, or out-sourced to an external support provider, which is monitored by an
Underpinning Contract.

When a Problem moves into a State that is governed by an Underpinning Contract, for internal
contract control the Problem is assigned to a Service Level Manager. This allows the Manager to
maintain control of the Problem and to easily follow up with the external service provider, if
required. The assigned SLM will be able to adjust the current Status, add Notes and update the
Contract Monitor information in the Impact tab.
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Problem Information

Customer Analysis %
E'% OProhlem#1EIEIEIS1°
Contact Notification
Customer Amber Wallan Technician Email Technician
Org Unit MyCompany - White Technician CCs
Phone 03 9797 999 Problem
Local Time Mon, 26 Mar 2012 16:36:51 Team Problem Team
GPS : . . o Workflow Problem Workflow
Uu E lculated bas n
E th werpinninng Contract S Open L
Type Ensi Service. @ e < Ovouces
Number 100003 Underpinning Contract Service Contractors
Status Available \ Status Due 03/29M2 16:35
Criticality Moderate
Daotails
Classification Question
Urgency Moderate 1| [ T Le 1
Impact Moderate 15e " LT 1 l
Priority Medium thin the Oulsourced State of th
Escalation Layer (Layer 1 of 2) jured in th f I
Technician Simone Supervisor [Service Level Manager)

Alternatively, the Workflow State can be configured for the Technician assigned at the time the
Problem is moved to the Underpinning Contract State to maintain Problem editing privileges and
manage adherence to the assigned service agreement. If the Workflow is configured for the
responsibility of the Problem to be maintained by the Technician when the Problem is in an external
contract state the Technician will be able to adjust the current Status, add Notes and, if the Technician
is assigned the Internal Process of Service Level Management, amend the Contract Monitor
information in the Impact tab.

OLA Status Due

Within the Summary screen, the Status Due field is visible when a Workflow Status is monitored by
an OLA. The time, date and percentage remaining information displayed is calculated using the
OLA's Target Resolution time.

Prablem
Team Problem Team

s Morkflow Problem Workflow
Status Investigating
QLA Problem QLA

Status Due 032812 16:52 (75% Remaining)

Team Assignment during the Workflow Lifecycle

To ensure that all Problems are managed throughout the Workflow, the Team assigned to the
Problem when it is first logged within the system is set as the default Team. If a Problem moves to a
State that has an OLA assigned with a Team, the Problem is re-assigned to that OLA's Team. When
the Problem moves out of the OLA State to a State where no OLA or Team is assigned, the Problem is
re-assigned to the default Team.
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Pending - No Contract Status

When the Contracts or Invoices functionality is enabled and a Problem is created, the system will
verify the service entitlement status of the Customer and if a valid contract is not in place, the new
Problem is assigned a Status of "Pending-No Contract" and locked until a valid contract is associated
with the Problem.

In a Request Group where the Customer and Organizational Unit does not have a Contract, if an Item
applied to a request has a Contract and another does not, a relevant Status will be applied to each
request. The User will be able to edit the request with a valid Contract, but the request without a
Contract will be locked down to a Pending - No Contract Status, until a valid Contract is applied to
the Problem.

Problem
Team Problem Team
s Workflow Problem Workfiow

Status Penrding - Mo Contract
Cancel

The assigned Technician is automatically sent the NoContractCreateRequestSummary when the
request is saved with the Status. See: Contracts

Description
The Problem report entered during Problem creation is recorded within the Description tab.
Amendments can be made to the Problem report within this tab if required, but it should be noted

that an Audit Trail is not maintained for alterations entered within this screen. Therefore, it is
recommended that any Problem report changes be entered as a Note.

’ m: MNotes Attachments Impact Audit Trail

Subject] Details required

Description 1
ption | Format - Fontfamily - Fontsize - | prm F -
A-B 7 Us|iZiZw|E=E=|x x
it ) =t
When will the service be avallable?
Path: Words: B v
Subject Field

The details recorded in the Subject field are displayed in scroll-over summaries throughout the
application. For example, when a new Problem is being entered for a Customer, a Recent Customer
Requests list is displayed during the Problem creation process for all Items the Customer owns either
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directly or via shared ownership. The Requests list includes a scroll-over summary where Subject
content is displayed, if the Subject is completed for a Problem. Subject information can also be
included within a column in the Problems List View, for a quick glance summary of a Problem.

NOTE: The Administrator can set the Subject field to be required for Technicians and Customers
within the Setup>Privileges>User and Setup>Privileges>Customer tabs, respectively.

Notes

The Problem Notes tab displays entries made by a User regarding a Problem. New Notes are date-
stamped automatically and associated with the User logging the Note. Problem Management is
considered an internal support process, therefore Notes are not made visible or sent to Customers.

The number of Notes recorded against a Problem is displayed in brackets on the Notes tab, and if a
Note has been added by a Technician other than the Technician assigned to the Problem, an asterisk
is visible on the Notes tab until the assigned Technician opens the Note.

Add Note

h&r’

The Add Note button within the Summary tab can be used to open the Problem in Edit mode and
automatically access a new Note window, as shown in Step 4 below.

Viewing All Notes
Use a Problem's Print button to access a list of all Problem Notes in one screen.

Adding a Note

When the first Note is created for a Problem, the Problem Description automatically populates the
New Note editor allowing the Technician to enter their response.

To add a Note:
1. Click the Problem ID Number

The Problem Information>Summary tab appears.
2. Click Edit
3. In the Notes tab, click New
4. Enter the Note details

Or, select a Template if a relevant pre-configured response has been set for the Item Type or
Category for the Item assigned to the Problem.

User Guide



Description Nﬁg[ N Attachments [1] Impact Audit Traill

MNote Time + % O (Minutes) 03/27/12 15:06 H Select a template... =
Format ~ Font Family = Font Size - | | wrme e

A-B 7 U s |iZiE 6 |ESEE|x X

Path: Words:0 v
Attachments O Y- Message Recipients ™ Technicians (]CCs

Group Options | Apply to Group
Create Knowledge ()ves ®No

Soten . Concel . Drah . sddNote

5. Enter Note Time

The time entered represents the amount of time accumulated to formulate the Note's content or

time spent working on a request away from the system. If no additional time has been spent on

the Problem away from the application this field will be automatically populated with the

Logged Time when the Problem is in Edit mode, if the Manual Request Time option is disabled

Al

in the Setup>Privileges>User tab. When this option is disabled, is visible next to the

Problem number in the top right corner of the Summary Tab screen when the Request is in Edit

mode. (See: Contracts Logged Time.)

6. Adjust the time and date of work completed, if required
7. Add attachments to be sent with the Note, if required

A maximum of two attachments can be added per Note.

. Adjust Email Recipients and Group Options, if required

Vendors, as Email Recipients, is displayed as an option if the Problem is in a State associated with

an Underpinning Contract.
. Click =SS

The Note editor screen will close.

Draft Note

Draft

Use the Draft button to save an incomplete Note entry, which will be displayed in the Notes list.

When a Note is saved as a draft, the Status will be displayed as A _If the Add Note button is selected

when a draft Note has been recorded against a request, a warning will be displayed. To continue

working on a draft Note, open the request in Edit mode and select the Note No. hyperlink.
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Description Motes™ ! 1; Attachments Impact Audit Trail

No. = Date = Note By = Status Minutes = | Mew
40 DS/Z22/M11 17.24 Dear associated technicians, please review all ltem  Simone B ©
details before updating this Problem with any... Supervisor
1-10of 1 Resulis

Solution/Known Error

Solution

If a Problem Note is the resolution for the issue, the Note can be saved as the Solution/Known Error.
This will convert the Note into a Solution Article (found under Problem>Analysis tab), by enabling
the Create Knowledge option before selecting the Solution button. Clicking the Solution button will
automatically move the Problem to the default Closed State and all related Incidents or Service
Requests are automatically closed. When the handshaking facility is enabled for the system and a
Solution is recorded for a Problem, the Problem is automatically moved to the default Closed State
for the assigned Workflow but all related Incidents and Requests are moved to a Pending-Approval
State.

If a Solution is applied to a Problem containing attachments, the attachment is included in the
Solution.

To save a Note as the Solution:

1. Enter the Note details
2. Select Create Knowledge, if the Note content is to be available in the Knowledge Base
3. Click Solution.

For Create Knowledge enabled Notes the content will be recorded as the solution under the
Analysis tab. The Status of the Problem will change to default Closed State for the assigned
Workflow.

Viewing a Note

To view a Note:

1. Select a Problem ID Number
2. Select the Notes tab
3. Click on the Problem Note Number hyperlink.

Description Motes® ! 1} Attachments Impact Audit Trail
No. = Date = Note By = Status Minutes = . New
40 052211 1724 Dear associated technicians, please review all ltem Simone =] ©
‘\ details before updating this Problem with any... Supervisor
1-10of 1 Results

When Notes are viewed without opening the Request in Edit mode by clicking the Note No. link, the

User can scroll through the Notes list by selecting @) €2 inside the top right corner of the Notes
window.
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Adding Notes to Grouped Problems

When a Note is created for a Problem that belongs to a Group, the Apply to Group option is visible
within the Notes tab. If the new Note is to be assigned to all requests within the Group, select the
Apply to Group box.

NOTE: Any new requests added to the Group at a later date will also have all pre-existing Notes,
with this option selected, applied to the newly grouped request.

When the Apply to Group option is selected, the Add Note Time to Group option is displayed. Select
this checkbox to also apply the Note Time to each of the requests.

Email Recipients Technicians CCs
Group Options || Apply to Group
Create Knowledge () Yes (%) No

Solution Cancel Diraft Save

The Solution option is not visible if the Problem is included in a group of requests that includes
Change Requests.

Attachments

All Users can attach any type of file to a Problem.

Adding an Attachment

To add an Attachment:

1. Select a Problem ID

2. Click Edit

3. Select the Attachment tab
4. Click

Mew

Description Notes™® [1] _m_ Impact Audit Trail

( Choose File ) no file selected Description & O

5. Browse and select a file

6. Enter a file Description, if necessary

7. Select & to upload the file or €3 to cancel the process.

The Attachment is automatically date stamped and shown as a file name link along with its file
size.

To open an Attachment, select the File Name hyperlink.
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Description Notes Attachments [2] Impact Audit Trail

File Description = Size Date = Shara
Content B2 KB 03427112 12:23
Customer_Info.png 85 KB 03127112 12:23

1-2of 2 Results

NOTE: Requests that are part of a Group and have attachments uploaded within the Group

Details Screen, display |_& within the Share Column.

Deleting an Attachment

To delete an Attachment, select the checkbox beside the file Description then click Delete. The
addition or removal of Attachments is recorded within the Audit Trail of the Problem.

Impact

The Impact tab provides the capability to measure the progress of a Problem relative to agreed
Service Level targets and Workflow time estimates. It also includes a quick reference for identifying
other Services or Items affected by the Problem. This tab displays a summary of the following;:

¢ Service targets

¢ Workflow estimates

¢ The impact of the current Problem on related infrastructure.

The drop-down filter options within the Impact tab include:

Options Description

Service Targets Displays the target response, restoration and
resolution times based on the Service Level
Agreement/OLA assigned to the Problem.

Service Level Breaches Displays service level breaches that have occurred
and allows Users to assign a breach code and
explanation for the breach.

Services Affected Displays the Service Item Number, the Service SLA
and number of Affected Users for any Services related
to the Item associated with the Problem.

Estimates Provides a summary of the time estimated for each
State of the Workflow based on the OLA assigned to
the Problem.

Contract Monitor If the current Incident Workflow State is assigned an

Underpinning Contract or OLA, a table is displayed
outlining the response, restoration and resolution
milestones. When a milestone is met, the User is
required to check the relevant checkbox. The
application will automatically calculate the actual time
accrued to achieve the milestone. The value displayed
here is used for the Contract reports.
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Options Description

Purchases When Purchase Orders are enabled in the system,
any Purchase Orders associated with Items assigned
to the Problem are accessible through this option.

Service Targets

The details displayed here are drawn from the Service Level assigned to the Problem. These include
the target Response, Restoration and Resolution times for a Problem, based on the Priority assigned.
If an Underpinning contract or OLA has been assigned to the Problem's current state then the targets
for that contract will also be listed.

Description Notes Attachments M Audit Trail
Display: Service Targets H
Name Pricrity Response Restoration Resolution 24x7
Tirme Time Time support
SLA Siver Medium 21 Hours 38 Hours 75 Hours No
Current UPC Canton Services Medium 18 Hours 36 Hours 72 Hours No

For more information on Service Targets, see: Service Level Agreements.

Service Level Breaches

When a Problem Service Level Agreement is violated, a service level breach is recorded against the
Problem. The User assigned to the request will be notified and asked to provide a reason for the
breach and assign a breach code.

Description Notes Attachments m Audit Trail

Display: Service Level Breaches ' 3

SLA breached Warranty
SLA priority Warranty - Low

Phase breached Response
Event date 05/05/11 23:25

Technician

responsible Simone Supervisor

Breach code
Additional Info SLA Breached - Respense Time Exceeded (24 hrs)

To assign a breach code:

Click the Problem number

Click Edit

Select Impact > Service Level Breaches
Click Edit

Assign a Breach Code

A S

(The available codes are created by the Supervisor within the Service tab.)
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6. Add any additional information, if required

e

Breach code Technical Problem | ¥

Additional Info

Format ~ Font Family -~ Font Size - | |HTI11L =~
A-B 7 U #|iZiZ«|[EEE|x X

|

Mo notification was recelved

Path: Words:4 y

7. Click Save.

All breach information is used for reporting on Service Level Agreements.

Services Affected

When the request is logged against an Item that is associated with Services within the Item
Relationships tab, the Services Affected option displays the Service Item Number, the Service SLA
and number of Affected Users.

Estimates

The Estimates option allows Users to view an indication of the approximate time a Problem should
remain in each State of the Problem Workflow, the amount of time logged in each State and the length
of time the Problem resided in each State.

Options Description

Estimate Indicates the approximate length of time the Problem will spend in
the Workflow State. This field is automatically completed if an OLA
or UC is assigned to the Workflow State.

Logged Is a combination of time accrued against the Problem when in edit
mode with the automatic timers enabled, and the sum total of Note
Times manually entered by Users.

Total The total time a Problem has resided in the Workflow State.

% Active The percentage of the Total Time that the Problem was actively
worked on when in the State. The calculation is, (Logged time
divided by Total time) x 100.

Select a Problem ID
Click Edit

Move to the Impact tab, select Estimates from the drop-down list

L

Select the State hyperlink within the Status column of the Estimate Time to be adjusted
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An editor box is displayed.

5. Enter the adjusted time in the available field
6. Click Save within the editor box
7. Make any other time adjustments, if required
8. Select Save to record all manually entered time adjustments against the Problem.
Description Notes® [1] Attachments 4 M v Audit Trail
Display: Estimates H
Status = Workflow Estimate (mins)= Logged Total % Active
On Hold - Client Action Problem Workflow o 0 0 0%
Open Problem Workflow L] 45 2 Days 1%
19 Hours
18 Mins
Open - Restored Problem Waorkflow 0 0 ] 0%
Pending Problem Workflow 0 ] 38 Mins 16%
Cn Hold Problem Workflow o 0 0 0%

i-GofBResuts QD

NOTE: The Actual Time is automatically calculated by the system using the Logged Time

accrued in each state for the Workflow. The time is recorded and displayed when the Problem

moves to the next stage of the Workflow.

Contract Monitor

When a Workflow State with an OLA or Underpinning Contract is assigned to the Problem, the
Contract Monitor displays the details of the Contract.

Supervisor Guide

405



Drescription

Details
Underpinning Contract Canton Services
Start Time 05/11/11 21:21
Milestones

Expected Response Time 051211 21:21] -

Responded [ |

Expected Restoration Time 05/13/11 21:21

Restored [ "W

Expected Resclution Time 05/15/11 21.21
Resolved ; :

-

Comments

Attachments I—EE- ) Audit Trail

Display: Contract Monitor s

The information is used for reporting purposes and includes:

Details Description

Contract Type Specifies if the Contract Type is an OLA or
Underpinning Contract.

Start Time Auto-generated time the Problem moved to the current
Workflow State.

Milestones

Expected Response Time

Responded

Expected Restoration Time

Restored

Expected Resolution Time

Resolved

Comments

Response Time calculated using the Contract target
parameters.

Actual Response Time auto-calculated when the User
checks the box.

Restoration Time calculated using the Contract target
parameters.

Actual Restoration Time auto-calculated when the
User checks the box.

Resolution Time calculated using the Contract target
parameters.

Actual Resolution Time auto-calculated when the User
checks the box.

Allows for additional comments, if required.
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NOTE: If Milestones are breached the Response, Restoration and Resolution times are assigned a red
marking.

Audit Trail

The Audit Trail tab lists all activities that occur within the lifetime of a Problem, the resources used
and the history of the Problem's Item.

Description Motes®™ [1] Attachments Impact & &EE%

BT o Audit Trall
Resource Utilization

Date ¥ Status = Action By Item Audit Trail
0Ss/01/12 On Hold - Sent Note 20 to Simone
16:48 Process TO: None Supervisor
Escalated CC: None
0s/0112 On Held - Mew Note added to Problem with time 0 Simone 20
16:48 Process Supervisor
Escalated
050112 Pending Maintenance contract 41 created. Simone
14:30 Supervisor
0s/01/12 Pending Request contract # 41 has been enabled. Simone
1430 Supervisor
D4/30012 Pending Problem Created by Technician QuickCall 'Investiga... Simone
16:43 Supervisor

1- 50f 5 Results

Audit Tralil

The Audit Trail option records all changes made to a Problem. The logged amendments, which can
be exported to PDF include:
¢ Date and time the Problem was assigned and/or reassigned to technicians

¢ When the Problem was escalated to a new layer of support, or had its priority or due date
changed

¢ Details of Notes added
¢ Attachments activity

¢ Status change

¢ (lassification change

¢+ Logged time.

Resource Utilization

The Resource Utilization option displays a breakdown of the time a Problem was worked on at each
level of support. It details the User's name, the escalation layer they belong to, and the amount of
time they have spent on the Problem.

[tem Audit Tralil

The history of the Item associated with the Problem is detailed within Item Audit Trail. To access
more information regarding an Item Audit Trail entry, select the ID number hyperlink.
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Billing/Contracts

+ Contracts & Invoices
¢ Create a Request

¢ Logged Time

Known Errors

The Errors tab allows the User to view existing Problem Groups and Known Errors. Problem Groups
is a management tool for investigating Problems and related Incidents that provides summary
information within the Details tab and related requests in the Elements tab.

When a Problem is resolved it becomes a Known Error. Known Errors denote the successful
identification of the root cause of a Problem. These can be used for future Problem resolutions, and
accessed as successful Workarounds and Solutions.

Known Errors and Problem Groups that are related can also be easily merged within the relevant
Filter view within the Errors tab using the Merge button.

Creating a Known Error

When a Solution is assigned to a Problem, the Problem Group is converted into a Known Error and
all linked requests are consequently closed. It should be noted that if the Handshaking facility is
enabled for the system, the related Incidents and Requests are moved to a Pending-Approval State,
when the associated Problem is moved to the Exit State.

To assign a Solution, creating a Known Error:

1. Select Operations>Problems
2. Select a Problem ID# to assign the solution
The Problem Summary page is displayed.
3. Move to the Analysis tab
4. Click Edit
5. If a proposed solution is appropriate, select the Article number and click the Apply button

Or, assign a new Solution, by selecting the New Solution option and completing the Solution
field. See Analysis Tab for more information.

6. Click Save.

The system will confirm that the Solution has been assigned and a Known Error created.

Information
The Article was created successfully. Group Type changed to Known Error

Group Status changed to Closed - Resolved

Viewing a Known Error

Errors are used to identify known Problems. An Error can be used to close a Problem, or groups of
Problems.

To view Known Errors:

1. Select Operations>Errors
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The Groups screen appears.

Problem Groups

lseah . Er Mege . BB eoE. . M oExee Filtar: | All Known Error [sys] | 4 Display: 10 | & @
@ Growp#y Tt = llom Type = Classficaton = Priorty = StariDais = CloseDate = Req c D

; 100013 Problem #100049 Sarvice Desk  Question 05/19/11 23:00 1 Francis Young Help ma find the lost bution

2. Use the All Known Errors list filter

Zi All Known Error [sys]
All Problem Groups [sys]
L I |
u Save View as Filter...
Ji  Edit Filter List...

1-10of 1 Resulls

3. Select the Group # Number, or Title to open the group editor.

The Known Error details are displayed, including all assigned requests within the Elements tab

and the final fix in the Solution tab.

Editing a Problem Group

While a Problem remains open, additional requests can be added to the Group within the Errors tab.

To add or remove requests:

1. Select Operations>Errors

2. Select the Group # Number, or Title to open the group editor

3. Move to the Analysis tab to add requests

The Unassigned Requests are displayed by default. Tick any requests that are to be added to the

group and select the Add button.

4. Move to the Elements tab, to remove requests

Tick any requests that are to be removed from the group and select the Remove button.

5. Click Done.

Analysis Tab

Requests can be linked to a Group within the Analysis screen of a Problem Group. To search for
requests to add to the Group, use the system filters or the Search option.

The system filter includes the following;:

Unassigned Requests

Description

Project Requests

Unassigned Requests

Potential Requests - Item Type & Classification

Requests that have been assigned to the Problem
Group/Project.

All requests that exist in the system and have not been
assigned to

the Group.

Requests in the system that match the Item Type and/
or Classification of the Group.
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Unassigned Requests Description

Potential Requests- Keyword match Requests with keywords that match between the
request Description and the Group Description.

NOTE: The match is only performed on the first 250
characters of the Description.

All Problems (sys) Lists all Problems in the system irrespective of
Workflow State or User assignment. Note that this
option is not visible to Technicians when the privilege
to View All Requests is disabled by the Administrator.

My Problems (Active) (sys) Displays all Problems in an active Workflow State that
are assigned to the logged-in User.

My Problems (All) (sys) Displays all Problems, in active and inactive Workflow
States, that are assigned to the logged-in User.

My Teams Problems (Active) (sys) Displays all Problems in an active Workflow State,
allocated to the Teams with which the User is
associated.

My Teams Problems (All) (sys) Displays all the Problems, in active and inactive

Workflow States, allocated to the Teams with which the
User is associated.

To link requests:

1. Go to Operations > Problems
2. Select the Problem Group # hyperlink
3. Go to the Analysis tab
4. Choose the relevant Filter option
Problem Group - Problem #100042

Details Anaiysis Elements
Al s Search y Filter: | Unassigned Requests 4 Display: | 25 1§ @

[@ Requests ¥ IP  Created = Suws H Priorty & ltem Type £ Technician = Team = Cusiomer = Group & Subject
0 @ 0522111826 Oper Low Service Manager Amber Wakan ncident Team Fiona Nanders Solution Buttos
@ 0516/4118:19 Ciosed- Medium Emal Service Amber Walan Incudent Team Carla Parsons Having

47
= Resohed
100043 ) 0516/110000 Outsourced High Email Service Amber Walan Incident Team Barmey Sanderson Service down

5. Select the request checkbox on the left
6. Click the Add button
7. Click Done.

The screen defaults to the Groups list.

Elements Tab

The Elements tab displays all the requests that belong to the Problem Group. Within this screen, any
request can be removed from the Group.

To remove a request:

1. Move to the Elements tab

2. Select the checkbox of the relevant request
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Problem Group - Problem #100042

Detalls Analysis

_ By

RO

@ Regquest# @& P Created B Status E Priority £ ltem Type

100041 @ o5 zzoT

O 100042 Q@ 051811 Z32e

W 100043 @ 0518110000

On Hod Emak Service
Process

Escatated

Pending Medium Emad Sarvice
On Hoid Hgh Emal Service
Process

Escalated

3. Click the Remove button.

Merging Problem Groups

Existing Problem Groups can be merged within the All Known Error or All Problem Groups filter

view of the Errors screen, to allow all related requests within the Groups to be managed as one. To
combine Problem Groups:

1.
2. Check the fields next to the relevant Group #'s

Go to Operations>Errors

3. Click Merge

The screen defaults to the Details tab for the Merge Group.
Set the Name, Item Type, Classification, Status, Priority and Description that best defines all

associated requests
Click Save.

The History tab records details of the Groups merged to form the new Group. Click the No.

hyperlink to view the details. The Impact tab records the Type and Number of requests
associated with the Group.

Closing a Problem Group

To close the Problem Group:

A

Go to Operations>Errors

Select the Problem Group # link

Click Edit
Click Close
Click Done.

To close the related requests, within the Elements tab select a Problem and move it to a Closed
State. All related Incidents and Service Requests are automatically closed, or if the handshaking

facility is enabled for the system, moved to the Pending-Approval State.

Grouping Requests

Requests can be grouped by selecting the checkboxes next to the Request #, followed by the Link

button.
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2.5
2.5.1

NOTE: The type of request Group created is based on the request type assigned to the Group.

¢ If the Group contains Service Requests, it is a Service Request Group

¢ If the Group contains Incidents, it is an Incident Group

¢ If the Group contains Incidents/Change, it is a Change Group

¢ If the Group contains Incidents/Problem/Change, it is a Change Group
¢ If the Group contains Incidents/Problem, it is a Problem Group

¢ If the Group contains Problem/Change, it is a Change Group.

The system views the request hierarchy from low to high as Service Request, Incident, Problem and
Change Request, and if a related request of a higher type is closed, all the lesser type requests are
automatically closed, or if the handshaking facility is enabled for the system, moved to the Pending-
Approval State.

Change

Change Management

The goal of Change Management is to ensure that standardized procedures are used to efficiently
handle all changes, and minimize the impact of any related Incidents upon a service. The Change
Management process prevents unauthorized CMDB modifications and reduces disruption to
Customers. It does this by coordinating the build, test and implementation of any change that
impacts the CMDB.

Changes may arise reactively in response to Problems or externally imposed requirements, for
example a new or changed regulatory situation. They may also be proactive, instigated by
management to improve an organization’s efficiency and effectiveness, or to enable or reflect new
service improvement initiatives.

The Change Advisory Board (CAB) is responsible for approving any Request for Change (RFC). This
involves assessing the impact, resources and priority of the RFC. The CAB then advises the Change
Manager of their assessment and assigns an appropriate Workflow.

Change Workflows within the system ensure that each RFC is handled with consistency, based on the
risk and impact assessment of the CAB. Change Workflows define the actions required to correctly
implement the change, and define the responsibilities, authorization and timescale expected to
manage the change.

Once a Workflow is assigned to an RFC, it is routed to an appropriate Technician based on the
Change Workflow State. After a Technician completes their assignment, the RFC is forwarded to the
next Technician based on the next state of the Change Workflow.

When the RFC has progressed through all of the required Workflow States, a change review is
undertaken to verify that the RFC has achieved its objectives. If the change objectives are not met, the
RFC’s associated back-out procedure is implemented to rollback the change and restore the CMDB to
a valid state.

As part of the Change Management Process, all requests related to a Change Request are
automatically closed when the related RFC is closed. The system views the request hierarchy from
low to high as Service Request, Incident, Problem and Change Request, and if a related request of a
higher type is closed, all the lesser type requests are automatically closed.
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Implementing Change Management

To set up the Change Management Process in the system, the following steps are to be completed:

1. Assign the Change Process to the relevant Users within the User Information screen under the
User>Users tab. (See:Create a User.)

First Name | Mary
LastName |  Calder
Username | marycalder
Password | ssssssssas

Gonﬁrmpasswordl ssEEssssEl
AREE | | Bupervisor
[ Customer

Default Portal  User Portal
Operations @ Request

Processes

4

[ Incident

Change Processes (¥ Change [#/Release

Internal Processes || Service Level

_ Administrator  (Manager | |

g(}onﬁgu ration

[ Problem

./ Deployment
[gl(nowlaﬁge

Skills

[ oOrgunit

Assign the Change Process lo the
User within the User Information
screen.

2. Create or review the SLA within the Service>SLAs tab, and associate the Incident Service
Request Workflow to the SLA in the SLAs Workflow tab. (NB: The Supervisor User setting up

the SLA must be assigned the Internal Process of Service Level in their User Information screen
to complete this action.)

Available H’Mhrkﬂuwsl v

Service Request Workflow
Prablem Workflow
Incident Workflow
Emergency Change Workflow
Change Deployment Workflow

Associale one or more Change
SLA Editor Workflows with the SLA within thd
= = = = = L— ol A VVUTRITUW bl
[ Detalls \ Targets [ Blackouts

3. Review on or more Change Management Workflows within the Service>Workflows tab. (See:

Change Management Workflows.)
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Workflow - Standard Change Workflow

= Entry State

| Workflow | “ » Next States Cancelled

On Hold
Open
Pending

Rejected - CAB

.

Standard Change Workflow

4. Create a Change Management Team within the User>Teams screen. (See: Change Management
Team.)

___ Assoeiale Change

Workllows i the

lechnicians within the [nformalion tab.

Team Information

Service tab

| Information | | Servios I | Group o] States

| | Layers

Details
Team Name | Change Team

Proces: v Service Reguest

| Incident
heEx L’Bﬁ Problem I
Incoming Ema Change Request
Release

Email Display Nam{  Service Portfalio

Customer Notffication = None

Ak

Technician Notification ~ Mone

Ak

Create Technician Work

: and Manager

al Groups within

Ak

5. Associate the SLA to an Item or Customer or Org Unit. This final step ties all the elements
together when a Change Request is created, as the SLA associated with the Item, Customer or
Org Unit assigned to the Request determines the Workflow, Team and Technicians that are made

available within the Service Request Information screen.

2.5.2 Change Requests

414

Change

Change Requests (RFCs)

[ =1-TR SN TR Ol Change Groups  Relea loy p Tasks
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The Change Request tab defaults to display all Requests for Change (RFCs) logged within the system.
The available List Filters include:

Filter Description

All Change Requests Displays all Change Requests logged in the system
regardless of their Status or Assignment.

My Change Requests (Active) Displays all Change Requests in an active Workflow
State that are assigned to the logged-in User.

My Change Requests (All) Displays all Change Requests, in active and inactive
Workflow States, that are assigned to the logged-in
User.

My Teams Change Requests (Active) Displays all Change Requests in an active Workflow
State, allocated to the Teams with which the User is
associated.

My Teams Change Requests (All) Displays all the Change Requests, in active and
inactive Workflow States, allocated to the Teams with
which the User is associated.

Pending Approvals Provides the User with quick access to a list of Change
Requests that require Manager approval. (This is only
available if the User has Manager access.)

The default display is ten RFCs per batch. The list can be re-sorted by clicking on a column header
and the number of RFCs displayed per batch can be altered using the Display pop-up option.

Creating an RFC:

To create an RFC within the Change Requests tab, the following information is required:

¢ Customer Details
+ Jtem Details
+ Contract Details

¢ C(lassification and Description.

Change Request Search Tips:

¢ The Change Request search option has a default Status to search only Active Requests. To ensure
search success, select the relevant Incident Status, if unsure, select All

¢ To search for multiple RFC numbers at once, insert a comma separator between ID numbers

¢ To search based on an RFC status, select the REC Workflow option from the Workflow drop-
down list. Once selected, a list of States is displayed

¢ To search by Classification, select an Item Category from the Category drop-down list. After the
category is chosen, a list of Classifications is displayed

¢ To search based on the content of an RFC Description, select the Full Text option within the
Search and enter a relevant term (See: Full text searches.)

¢ To search using an Item's Custom field information, select the Item Category to display any
Custom Fields enabled for that Item.
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RSS Feeds

To easily access up to the minute details regarding Change Request activity within an RSS feed
browser bookmark, Users can subscribe to RSS feeds by selecting the RSS button within the Change
Request list. When the RSS button is selected, Users are presented with the application options for
subscribing to receive the information and where the Recent Activity information is to be accessed.
To readily access the information through a browser window, save the feed the to the Bookmark Bar.

The following is an example of the information obtained by clicking on the RSS bookmark:

@ Recent Activity For 5.,

(] Incident #100001 - Due: 2003-02-23 15:44:00,0
[ ] Incident #100002 - Due: 2008-02-23 15:51:00.0

- open allin Tabs

Customer Tab

The first step in creating a new RFC requires that a Customer be assigned to the request. There are
two ways to assign a Customer to an RFC, either search and select an existing Customer or create a
new one.

Create an RFC for an existing Customer

To search for and assign a Customer who already exists in the system:

1. Go to Change>Change Requests
2. Click New
3. Search and select a Customer

Within the Find Customer field, enter any known Customer details or leave the search field
blank to access the complete Customer List. If Custom Fields have been enabled in the Customer
Information screen, the Advanced Search option can be used to search on data recorded within
these fields.

User Guide



Request Information

e = B

Find Customer

First Name Email

Last Name Fhone

Username Org. Unit

| advanced Search

Name £ Phone = Org Unit

Amber Wallan 03 9797 999 MyCompany - White
Barney Sanderson 03 8797 999 MyCompany - Teal
Calin Johns 02 9797 9797 MyCompany - Green
Carla Parsons 03 9797 999 MyCompany - Lilac
Dawn Knight 02 9797 9797 MyCompany - Green
Dennis Barry 02 8797 9797 MyCompany - Pink
Fiona Nanders 02 9797 9797 MyCompany - Azure
Francis Young MyCompany - Azure
Jamie Stewart 03 8797 955 MyCompany - Teal
John Brown 02 8797 9797 MyCompany - Pink

1-100of 19 Results = =

4. Click @ to search the Customer database
5. Select the relevant Customer Name hyperlink to assign the Customer details to the RFC.
The screen will open the Find Item field.

See: Advanced Search Options

Create an RFC for a new Customer

If the Customer does not exist within the system, an account can be created when entering the RFC:

1. Select Change>Change Requests
2. Click New
3. Within the Find Customer field, select (+]
An expanded editable Customer Details form is displayed.
4. Enter the Customer details
5. Click Save
The form will revert to a non-editable screen of the newly entered details.

6. Click Next to assign an Item to the RFC. Or select Quick Call if a template is to be used.
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Supported Org Units Only option
This option is visible within the Find Customer search field, if the logged in User has been assigned

to support specific Organizational Units. Uncheck the option, if search results are to include
Customers belonging to all Organizational Units recorded in the system.

Request Information
_Customer

Find Customer

First Name Email
Last Name Phone
,f
Username Org. Unit
X
™ Supported Org. Units Only (O X +]

[tem Information

After the Customer details are assigned to the RFC, an Item or Items are associated with the Request.
This assignment sets all the relationships of the Item(s), including service level agreements and Team
assigned to support the RFC.

If the Customer assigned to the RFC owns Items directly, they are listed below the Find Item search
box. By default, the list is defined by the All Assigned Items option, but it is also possible to search
by:

+ All Items

(Only visible if the Search All Items option is enabled within Admin>Setup>Privileges>User
tab.)

¢ All Assigned Items (Customer and Organizational Unit)

¢ Assigned Items by Customer
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¢ Assigned Items by Organizational Unit.

Request Information

[
Cus‘tﬂm-r‘ o

o :L':: rlut: rrn:ber Item Type

Name () Francis Young

Org. Unit MyCompany - Azure

<l # Include Global* ltems () All ltems

Email francis@  Active Items Only @ Al Assigned Items

B () By Customer

Mabile ':‘ By Org. Unit
Fax

Pager Category

ar

Address 1 Suite 7

Address 2 75 No Way [_] Advanced Search

City Beautiful
State Wictoria @ o
Zip aso07 tem# = ltem Type = |dentifier Status =
Country Australia 100002 Service Desk Available
100003 Email Service Available

1- 2 of 2 Results

Cancel hext

The list can be filtered using the Include Global* Items option. This will display Items that are
available to all Users in the system, as they have not been assigned to a specific Customer or
Organizational Unit. It can also be filtered using the Active Items Only option, which means only
Items that are assigned an active lifecycle state are displayed if the option is checked.

Multi-ltem Requests

The system also allows for multiple Items to be assigned to a Request during the Request creation
process, if relevant. This results in separate RFCs being created for each Item assigned to the initial
RFC, which are then displayed within the Related Requests window within the Change Request
Information screen.

The Requests are managed as individual RFCs to cater for any special requirements relative to each
Item. For example, consider a situation where a Team rolls-out an update in an organization. In this
instance, during the Request creation process multiple Items are assigned to a single RFC, which the
system automatically allocates to separate RFCs that are then managed on an individual basis. This
allows appropriate Teams/ Technicians to be assigned to the RFCs relative to their skill-set or
departmental assignments. The implementation process more effectively differentiates between the
tasks and Items being modified and ensures each Item has its own Audit Trail, Attachments and
Notes for future reference.

Multi-Item Requests are listed as separate RFCs within the Change Requests List View, and can be
accessed as a group with the Change Groups List View.

RFC Item Assignment

To assign an Item to the RFC:

1. Click the relevant Item link if listed below the Find Item search box
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Or, Search for an Item or click @ to Create an Item

The option to create an Item is only available to Technicians if the system Administrator has
enabled the Create Items option within the Setup>Privileges>User tab.

Request Information

Customer
Custama-r‘ [un;‘
Title Item Number @. 100003
Name @ Francis Young Category Service
Org. Unit MyCompany - Azure Item Type Email
Reom |dentifier
Email francis@mycompany.co Team Change Team
Phone Room
Mobile Service Platinum
Fax Expiry 12 Months 2 Days
Pager
Address 1
Address 2
City
State
Zip
Country Australia

2. Click Next to move to the Details tab if only one Item is to be assigned to the Request

Or, select Add to assign additional Items. If Add is selected, a Request Selections window will be
displayed that lists all the current Items assigned to the Request.

Selections
Customer Item Mo. = Item Type =
@ Francis Young 100003 Email Service

1-10of 1 Results

3. Continue to add all the relevant Items to the Request and then select Next to move to the Details
tab.

Within the Details tab, the RFC is profiled by assigning a Classification and RFC Description.

Quick Calls

Quick Calls are used for common requests that are logged using a template during the Change
Request creation process.

If the Quick Call functionality is enabled for the system, after the Customer and if relevant, Item
details are assigned to the RFC, within the Details tab the Quick Call options are displayed below the
dashed line in the Request Type drop-down list.

NOTE: Quick Call Templates also define the stage of the Workflow for the RFC being created, which
enables pre-approved RFCs to be created in the system.
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Quick Calls and Item Assignment

When creating a Quick Call, an Item can be assigned after the Customer information has been set or
when the Quick Call template is applied to the Request.

If the Item is to be assigned to the RFC using the Quick Call Template configuration, the User simply
selects the Next button after assigning the Customer information to the RFC. The application moves
to the Details tab and within the Request Type options, the list displayed only includes Templates
that have Items preset.

NOTE: The Next button will only be visible after the Customer has been assigned to the RFC, if
Quick Call templates that have Items assigned are configured in the system.

If a specific Item is associated with the Quick Call Request within the Customer tab, the options
displayed within the Request Type drop-down list will include Quick Call templates associated with
the Item Type already assigned to the Request, and templates assigned the Unknown Item.

For RFCs created with multiple Items assigned that use different Items, Quick Call templates with no
Items assigned are displayed. For RFCs where the same Item is assigned on multiple occasions,
Quick Call templates that have the matching Item and no Items assigned are made available in the
Request Type drop-down list.

To create an RFC using a Quick Call:

1. After allocating a Customer and Item(s), click Next to move to the Details tab

Request Information
Customer Detalls.

Request Detalls
Reguest Type v New Change H

k

Classificatio Update OS =
Subject |
Description
panl Format ~ Font Family ~ Font Size - | [ Hrme b
A-B 7 U =|ZiZ«|EE=|x x
= H
Path: Words:0 y

2. Within the Request Type drop-down list, select the relevant Quick Call template displayed
below the dashed line

3. Assign the Classification
4. Click Done

All RFC details will be populated according to the Quick Call template. Any amendments can be
made through the RFC Summary screen.

5. Click Save.
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NOTE: When saved, the Request created using the Quick Call template can be duplicated to
minimise data entry requirements for multiple similar Requests.

Contract Tab

When Contracts are enabled for the system, the Contract tab is visible within the Change Request
Information screen.

The Contract tab of a Request includes the details of the Contract Type and SLA assigned to the
Request. If a valid contract is active for the Customer, Item or Organizational Unit assigned to the
Request, then the details of the contract will be displayed. If an SLA is not assigned to the Customer,
Item or Org Unit and the Billing functionality is not enabled, the system automatically applies a
default SLA based on the Item Type or the system default SLA.

Change Request Information
Customer __c&mm__l Analysis Summary
Contmnt- -
Contract Type Per tem
Service Level Platinum
Time Subscription
Start Date 04/30/12 00:00
End Date 04/30/13 23:59

Taxable

Targets Priority Response Time  Restoration Time Resolution Time 24 x 7 support Alert
Urgent 3 Hours & Hours 24 Hours Yes Action
High 8 Hours 12 Hours 48 Hours Yes Mction
Medium 9 Hours 24 Hours 80 Hours Yes Action
Low 12 Hours 36 Hours 72 Hours Yes Action

‘&i’-:

When Billing is enabled and the Contracts or Invoices functionality is active, the system verifies the
service entitlement status of the Customer assigned to the Request, and if a valid contract is not in
place, the Request is assigned a status of Pending-No Contract and locked until a valid contract is
associated with the Request. The Customer is automatically sent the
NoContractCreateRequestSummary email when the Request is saved with this Status.

Change Regquest
Team Change Team
s WMorkflow Typical Change Workflow
Status Pending - No Contract
Cancel (]

A reminder email can be sent to the assigned Customer by the Technician from within the Summary
tab by clicking L.

For more detailed information about contracts and billing, see Contracts.

Details Tab

To successfully create an RFC, the Request must be profiled by completing the Request Type,
Classification and Description details. Within the Details tab, there is also the option to select any
relevant Quick Call Templates that have been configured for the Item Type assigned to the RFC.
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Entering an RFC Description

To profile the RFC:
1. Define the Request Type

The New Change Request option is locked in if there are no Quick Call templates available for
the Item or Process.
2. Select a Classification

If multiple Items are assigned to the Change, the option to assign a specific Classification for
each Item Request is provided.

Request Information
Customer _ Demils

.
Request Detalls
Request Type! = = ~° = .
5 sy Downloads '_
ClassificationS g el |
Installation
Manuals
Subject
Description
paa] Format ~ Fontfamily '+ Fontsize - | |HTmL?v
A-B 7 Us|iZiZ«|[E=E=|xx
—_—
Path: Words: 0 S

3. Complete any required customized fields

4. Define the Subject content, if desired

5. Enter all relevant information within the Description field
This is a mandatory field.

6. Click Done to enter the new RFC into the database.

A unique reference number is generated automatically for the request at this point. When a
Change is submitted successfully, the RFC Summary Tab is displayed. If the Force Analysis
functionality is enabled in the application's Setup, the system will move to the Analysis Tab.

Request Subject
It is recommended that a summary be included in the Subject field, as the details recorded in the
Subject field are displayed in scroll-over summaries throughout the application. For example, when a

new Request is being entered for a Customer, a Recent Customer Requests list is displayed during
the Request creation process for all Items the Customer owns either directly or via shared ownership.
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The Requests list includes a scroll-over summary where Subject content is displayed, if the Subject is
completed for a Request. Subject information can also be included within a column in the Change
Requests List View, for a quick glance summary of a Change Request.

Itermn Mo. 100003

Open Date 2012-03-13 16:23:41.0

Status Open ne Supervisi
Classification Service Offline

Technician = Calvin Johns

Subject Mew Email Account

c’ 1000011 Email Service

Summary Tab

Analysis

Within the Change Request Analysis tab Backout Procedures can be created or the current RFC can
be related to other requests. The options within the Change Request Analysis tab include:

Analysis Tab Drop-down Options

New Solution Displays Knowledge Base editor to allow the User to
enter a new Solution. Solution Articles are used as
Proposed Solutions for future requests. See: Solution
Article.

New Backout Procedure Allows the User to create fallback plan, should the
implementation of the Change Request not go to plan.

Link Incident Allows the User to enter full text or ID number to
search on Incidents. Select a No. link to immediately
link the current RFC to Incidents.

Link Problem Allows the User to enter full text or ID number to
search on Problems. Select a Problem ID number to
immediately link the current RFC to Problems.

Link Change Request Allows the User to enter full text or ID number to
search on Change Requests. Select a Change
Request ID number to immediately link the current
RFC with other Change Requests.

New Release Allows the User to create a new Release package that
is automatically associated to the RFC to manage the
environment update.

Link Release Allows the User to associate the RFC to an existing
Release.
Alerts Allows the User to create an Alert directly related to

the Request. Displays any reminder alerts that have
been created in the Summary tab of the Request.
Select the Alerts option to view Alerts list, and click on
an Alert Publish Date to view Alert Content.
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Creating a Backout Procedure

REC's can implement a Backout Procedure if a necessary fallback plan is required.
To create a Backout Procedure:

1. Select an RFC from Change > Change Requests
2. Go to the Analysis tab

3. Click Edit
4

. From the drop-down list select New Backout Procedure

| Change Request Information

Customer Contract * Summary

‘ Change Request # 1000090

4 Select...

New Solution
New Backout Procedure ey Tote
Link Incident F
Link Problem

Link Change Reguest

New Release

Link Release

T

Adjust the Review Date, if relevant
Complete the Summary and Content fields
Upload any relevant attachments

Click Save.

® N o @

Once the Backout Procedure is created for an RFC it can be viewed via the Request. To view a
Backout Procedure:

1. Select the Analysis tab for the RFC

2. Select the View Backout Procedure option.
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The page will expand to display the article.

Change Request Information

Customer Contract w Summary

o Balt Change Request # 1000090

Flags
D 40
Type Back out Procedure
Visibility Assigned Request
Status Published
Item Category Hardware
Classification General
Review Date 11/02M12
Item Types

Back out Procedure #: 40

Content
Summary The upgrade process has failed.

Content |Re-install the previous version.

Created 05/03/12 12:16

Revised 05/03/1212:17
Direct Link  hitp:/localhost: BOBO/LiveTime/WebObjects/LiveTime. woaswa/Lookuparticle?articleld=40
Statistics Views:0 Last: Votes: Rating:

Histary

Linking Requests

Within the Analysis tab, RFC's can be linked to other Incidents, Problems, Change Requests and
Releases that are new or pre-existing.

Link with Requests

Link Incident Allows User to enter full text or ID number to search on
Incidents. Select an Incident ID number to immediately
link the current RFC to an grouped Incident.

Link Problem Allows the User to enter full text or ID number to
search on Problems. Select a Problem ID number to
immediately link the current RFC to a grouped
Problem.
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Link with Requests

Link Change Request Allows the User to enter full text or ID number to
search on Change Requests. Select a Change
Request ID number to immediately link the current
RFC to a grouped Change Request.

Link Release Allows the User to enter full text or ID number to
search on Releases. Select a Release ID number to
immediately link the current RFC to an existing
Release group.

New Release Allows the User to create a Release and manage the
RFC implementation as part of Release and
Deployment lifecycle. When selected, the screen
defaults to a New Release Information window, where
the Title and Description can be entered and other
options edited and automatically associates the
current RFC. For further information about Releases
see: Release Management.

To link a request to a Group, within the Analysis tab:

1. Select Edit
2. Search for a Request Group using the full text or ID option
3. Select the relevant search result ID number.

This automatically adds the current RFC with the existing group.

Creating an Alert

Within the Analysis tab, an Alert that is associated with the Request can be created by:

1. Select Edit within the Analysis tab

2. Select the Alerts option in the drop-down list
The New button is made accessible

3. Click New

4. Refine the content for each required field
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Alert Details Description

Created The current date and time.

Publish The date the Alert is published. Use the calendar icon to
the right of the field, to select a Publish date.

Set to a date in the future, or use the default to publish
the Alert immediately.

Dismiss The date the Alert ceases to be available. Use the
calendar icon to the right of the field, to select a Publish
date. On this date, the Alert will disappear from a User's
Alert list.

Severity The type of Alert to be published. The choices are:
* Information — for general Alerts
* Warning — to warn Users of potential issues

+ Urgent — to publish an urgent actionable message.

The icon appearing with the message will depend on
the type of Alert.

User The type of Users to receive the Alert, which include:
+ Specific Customer or User
¢ User Role
+ Personal Alert

¢ Organizational Units.

In the Find User or Customer list, click search to select
the recipient from the drop-down list.

An Alert sent to a User Role will go to all Users with that
Role.

A personal Alert appears on the User's own screen at
the Publish date.

Title Enter the title of the Alert.

Message Enter the main content of the Alert.

5. Click Save.

Summary

The Summary tab provides comprehensive details related to an RFC and gives access to the tabs
required to work on the RFC. To view the details of a Customer select the Customer name link within
the Request Information screen. The Customer and Item assigned to the Request can be updated

within the Customer tab by selecting @, when in Edit mode.

The Change Request Information Summary tab includes the following:
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Summary Tab Description

Contact Displays the Customer assigned to the RFC and their
contact information. Click on the Customer Name or
Org.Unit link for more details relating to Customer and
Org Unit.

To update the Customer details assigned to the
request, click on the Customer tab and ensure the
Request is in edit mode.
ltem Displays the Item assigned to the RFC. Scroll over i )
to view Item information recorded on the Details tab.
Select the Type hyperlink for more information about
the Item.

Click “la to view the Item Relationship map. Any Item
displayed in the map can be set as the Item associated
with the Incident, by making it the central node of the

Relationship map and clicking on the centralized map
icon to confirm the Item assignment change.

¥ is visible next to the Item Type, if the RFC is in a
Workflow State with the Item Editable option is set to
Yes. Click the icon to edit the Item details.

& is visible when the RFC is created as part of the
"Control CMS via RFC" functionality and the RFC was
created due to an Item update or creation. It appears
in an Item Editable stage of the Change Workflow and
allows the Item update details that prompted the
creation of the RFC, which will be detailed in the
Description field, to be applied to the CMDB. See: Item
RFC.

Details

Classification Displays the RFC Classification that was selected
when the Change Request was created. This can be
updated, if required.

Priority Shows the Priority of the RFC, which determines the
Service Level triggers applied to the Request.

If the Derived option is enabled in the applications
Setup, then the Urgency and Impact drop-down lists
are displayed. The User is required to select the
corresponding Urgency and Impact for the Change
Request to alter the Priority assigned. See Priority.

Escalation This is visible if the Escalation Control option is
enabled in the application Setup. This is only available
to the Supervisor, and allows them to disable the
escalation timers. See Escalation.

Escalation Layer Shows the name of the current Group of Users
assigned to the Request. When the Workflow State is
updated, this could also result in an update of the
assigned Group of Users.
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Summary Tab

Description

Technician
Notification

Customer

Technician

Alternate Team

Change Request

Team

Workflow

Status

Next Action

Status Due

Service Terms

The name of the Technician assigned to the RFC.

Shows how updates regarding the RFC are sent to the
Customer who logged the RFC, or to all Owners of the
Item associated with the RFC.

Customer CCs is a free text field for any additional
notification recipients, these can be divided into
Customer and Technician CC lists. See Notification.

Allows the User to adjust the default Technician
notification between None, Email or SMS for updating
the assigned Technician, all Technicians in the Team
or Layer of Escalation assigned to the RFC.

Technician CCs is a free text field for any additional
notification recipients, these can be divided into
Customer and Technician CC lists. See Notification.

Is visible if the Notify Alternate Team option is enabled
in the Admin>Email>Setup tab. This allows the User to
define another Team to be notified about updates
regarding the RFC.

Displays the default support Team assigned to the
RFC. This can be changed by selecting another option
within the drop-down list. The Team list is derived from
the Workflow and Workflow State.

Displays the default Workflow assigned to the RFC.
This can be changed by selecting another option
within the drop-down list. The Workflow list is derived
from the SLA assigned to the RFC.

Select &= to view the Workflow in its entirety.

Shows the current Workflow State of the RFC. See
Status.

Lists all the states available after the current RFC
State. This is based on the Workflow assigned to the
RFC. To move the RFC through the Workflow, select a
Status included in the list displayed.

By assigning a different Workflow State, the Work or
Manager Group assigned to the RFC may also be
automatically updated, based on the Workflow and
Team Configuration. Refer to the Escalation Layer and
Technician Fields to view if an assignment change is
made as part of the Status update.

Details the expiry time for the current Workflow State if
the State has an OLA assigned.
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Summary Tab

Description

Agreement

Service Manager

Progress

Dates

Time Recorded

Affects

Displays the Service Level Agreement assigned to the
RFC. The service level is derived from either the Item,
Customer or Organizational Unit.

Displays the name of the Service Level Manager
responsible for overseeing Requests related to the
assigned service agreement.

Visually displays how the RFC is tracking against the
assigned SLA and displays the percentage of SLA
used when greater than 10%. The grey progress bar is
gradually filled in based on the status:

Faused . workflow is in an SLA paused State.
Triggers will not fire.

[268% | - Workflow is in an SLA timers on State.
Triggers will fire.

@ - Workflow is in an Exit State and the SLA
has been successfully maintained.

m - Assigned SLA has been breached and
Workflow is in an EXxit State.

Summarizes the important date details for the RFC.
The Due Date is automatically calculated based on the
Service Level assigned to the RFC. See: Request
Details.

Displays the amount of time the Request has been
open and worked on. See: Time Recorded.

Displays the number of Users assigned to the Item.

GChange Request information

Analysis | (L Summang

Customer

Service Terms

Sorvice

cDupllente i PR e

Contact
Titie
Cusfomer Francis Young
Org Unit My
Phone
Local Time Thu, 26 Apr 2012 16:43:21
GPS
i ttom
Type Emai
Number 100003
Status Avakabie

mpany - Azure

Criticality Modorate
Details
Classification = Permission Denied
Urgency | Moderate
Impact | Moderare
Priority Medum
Escalton ®on Oon

Escalation Layer Action Group

Techngc@n | Calvin Johns CI A

Agreament Siver

Change Request # 1000041 Sarvice Manager Simone Supervsot

Progress |Paused

Notification
Open Date 04726112 16:40
Customer | Email : Customer Due Dals 05/09/12 10:56
Customer CCs FSC Date s
Technican = Email 3 Technician % Last Action 04/26/12 16:40
Tachnician CCs Time Recorded
Change Request

Team Change Team
< Workflow Typical Change Workflow
Status On Hold
Next Action | o Hold

Supervisor Guide 431



432

NOTE: Only Technicians assigned to the Workflow Group associated with the RFC can edit the
Change Request.

For each RFC additional details and options are available within the Summary tab. These allow Users
to add Notes, analyze the Change Request and view its history. The options include:

+ Notes

¢ Attachments

¢ Impact

Audit Trail
Related Requests

*

*

Summary Tab Buttons

Edit Edit opens the Request in edit mode. This allows
T— the Request details to be amended, Notes to be
added and time is automatically recorded against
the Request whilst in edit mode.

. Add Note Opens the Request in edit mode and moves directly
to the New Note editor. See: New Note

Duplicate Duplicate creates a copy of the Request and links
the copy to the original Request. The User can then
amend the Customer or Item detalils, if required.

i Print opens a summary of the Request in a Print
Aol Pt View window. This includes a Description and all
Notes added to the Request. It is a good alternative
for viewing Request information within one window
when adding a new Note.

L Aler Allows the User to create or view reminders related
to the RFC. When published it will be displayed like
the normal alert icon.

E ol This option is visible next to the Item Type, if the
RFC is in a Workflow State with the Item Editable
option is set to Yes. Click the icon to edit the Item
details.

:‘;’?&h The escalation buttons allow the User to escalate
the Request to the next layer within the Team, or de-
escalate the Request to the lower level, if required.

Changing an RFC's Item or Customer

After an RFC is created, it may be necessary to change the assigned Customer or Item. This may be
the case when the Unknown Item is associated with a RFC, or a Service Item has been assigned to the
RFC and the relevant hardware, software or network Item needs to be associated with the request.
When the "Allow Unknown" option is disabled in the Setup>Privileges>Requests tab and a Request
that is assigned to the Unknown Item is opened in Edit mode, the User will be prompted to update
the Item assigned to the RFC before the Save button action can successfully record changes to the
REC.
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NOTE: This option is also required when a request is created through email, as the Item assigned
may be the system's default Unknown Item or the Org Unit's default Item.

To change the Item:

1. Click the RFC's Edit button
2. Select the RFC's Customer tab

3. Click the Item Number &

The Find Item option appears.
4. Search and select a new Item
5. Click Apply to update the RFC

6. Select the Summary tab to continue working on the RFC, or click Cancel and Done to close the
RFC with the newly assigned Item.

To change the Customer:

Click the RFC's Edit button
Select the RFC's Customer tab
Click @ next to the Customer Name

Search and select a Customer
Click

A N T

‘%’

If the RFC's Item needs to be altered as a result of the Customer change the Find Item field
appears. Search and select the appropriate Item using the Find Item search.

6. Select the Summary tab, to continue working on the RFC
7. Click Save.

NOTE: Technicians do not have the ability to delete Change Requests or Customers.

Item Relationship Map and Assignment

Selecting "= opens a pop-up window that displays a map of Items that are related to the Request
Item that can be navigated by clicking on the icons within the map. To view related Item information,
scroll over the relevant Item icon.
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Relationship Map

..
V]

Sdryice Desk

[

F 1 i A
&

Service Manager Oracle 1ig

Wl

Email

Itern # 100003
Criticality: Moderate
Average Uptime: 289 Days, 22 Hrs, 50 Mins

Averape Response Time: N/A
Service Level: Siver
Last Updated: 06/21/12 13:55

iz a parent of
100004 (Oracle 11g)

Loaded

Updating the ltem associated with the Request

The Item associated with the Request can be updated when in the request is in Edit mode:

1. Select "=
2. Navigate the map to move the relevant Item icon to the central point of the map

Select the Item icon label in the Map to move it to the central node.
3. Click the icon label when it is in the middle of the map

A warning message is displayed, prompting the confirmation of the Item change.

User Guide



| Relationship Map

- http://localhost:8080
Change the item of Incident #1000028
from 100005 (Service Manager)
to #100003 (Email)

(_ Cancel J (—rﬁl&—)

L
A -
E@ - E‘l-r»&c‘[!c—zk
ogacia 119

Item # 100003
Criticality: Moderate

@ﬁ‘ Average Uptime: 239 Days, 22 Hrs, 50 Mins
Average Responsa Time: N/A

Sarvice Lavel: Siver

Last Updated: 05/21/12 13:55

iz a parant of
100004 (Oracle 11g)

Done

4. Select OK and the Item association will be updated

(If the Enable Item Shadow option is enabled by the Administrator in the
Setup>Privileges>Customer tab, the change of Item information will not be visible on the
Customer Portal.)

5. Select ¥ to close the window.

The Item assignment change is recorded in the Audit tab.

See: Item Relationships

Service Terms

The Service Terms sidebar displays the Service Level Agreement (SLA) assigned to the RFC and
provides details of key dates.

Supervisor Guide
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Service Terms

Service
Agreement Siver
Service Manager Simone Supervisor

Progress (32% | ]
Open Date 08/01/11 1548
Due Date 04/03/12 14:53
FSC Date
Remaining 8 Days, 3 Hrs, 3% Mins (68%)
Last Action 03/28M12 12:09
Time Recorded & Mins

Affects

By default the application calculates the Due Date based on the Priority of the SLA assigned to the
Customer, Organizational Unit or Item. The email reminders and escalations are then managed
accordingly. If an SLA is not associated with the Request via the Customer, Org Unit or Item, the
system default SLA will be automatically assigned to the Request but can be manually adjusted by
the Technician. Once the Workflow is moved from the default Open State, the SLA can no longer be
edited.

Service Terms

Agreement Displays the Service Level Agreement assigned to the
Request. The service level is derived from either the
Customer, Organizational Unit or Item.

When Contracts are not enabled, the Agreement field
can be edited when the RFC is in edit mode.

Service Manager Displays the User assigned as the Service Manager
for the assigned SLA.

Progress Visually displays how the Change Request is tracking
against the assigned SLA. The grey progress bar is
gradually filled in based on the status of the SLA:

Faused  _ workflow is in an SLA paused State.
Triggers will not fire.

(26% T - Workflow is in an SLA timers on State.
Triggers will fire.

SUECESS - Workflow is in an Exit State and the SLA
has been successfully maintained.

m - Assigned SLA has been breached and
Workflow is in an Exit State.

Open Date The Open Date field is automatically populated when
the Change Request is created.
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Service Terms

Due Date By default the application calculates the Due Date
based on the SLA Target for the Priority assigned to
the Request, and email reminders are sent
accordingly.

FSC Date The Forward Schedule Change date is automatically
updated by the system when a Planned Outage is
created within the Impact tab. The Planned Outage
and RFCs change due dates are also visible within the
Home>Calendar tab.

Fix Date Auto-filled when the Request moves into a Workflow
State that is defined as meeting the SLA Resolution
Time.

Remaining Auto-filled and visible when there is SLA time
remaining.

Time Overdue Auto-filled and visible when the SLA is overdue.

Close Date Auto-filled when the Status of a Change Request is set

to Closed. This date is fixed.

Resolution Time Auto-filled with the number of minutes it took for the
request to move from the first SLA active State to a
Workflow State that is defined as meeting the SLA
Resolution Time.

Last Action Date Auto-filled when Done or Save is selected after the
Change Request has been modified or opened in edit
mode. As updates may be made to a Request after it
has been Closed, this date may fall after the Close
Date.

Time Recorded Displays the sum total of automatically logged time,
when the Change Request is in edit mode plus any
manually entered Note Times.

Affects Number of Customers assigned to the Item associated
with the RFC.

NOTE: Each User can customize the date format within the My Account sub-menu option. To change
the date format go to Home > My Account, click Edit and select the preferred format.

Time Recorded

Time Recorded uses a combination of auto-timing and manual Note Time entries to measure and
monitor the time spent working on an RFC.

The Auto-timer is activated when a Change Request is opened in edit mode, if enabled by the
Administrator in the Admin>Setup>Privileges>User>Manual Incident Time. When the Request is
saved after any amendments have been made, the timer stops and records the length of time the
Request has been worked on. This total is added to the sum total of any manual Note Time entries
made by Technicians when they are adding Notes. See: Notes Tab.

The Time Recorded is used by the system when the Contracts functionality is in use. See: Contracts.
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Related Requests

The Related Requests sidebar is automatically displayed when a Change Request is linked to other
Requests.

RFCs can be linked in the following ways:

¢ Using the Group option within the RFC list
¢ Using the Change Group feature under the Change tab
¢ Linking requests within the RFC's Analysis tab

¢ A result of multi-Item Request creation.

Related

B Customer = ltem Type =
E G John Brown Service Desk

O Q Tania Moran Service Desk

1-2of 2 Results

Any Requests that belong to a Group can be viewed within the Related sidebar window, inside the
Change Information screen. Within this window;, all related Requests are listed and can be controlled
as one. For example, Notes can be applied to all related Requests, or the entire Group can be closed.

Managing Related Requests

The details of a Related Request can be viewed by hovering the mouse over the colored Icon. Click on
the same Icon and the system moves to the Change Information screen of that related Request.

Request 1000434
Report Date 2012-03-19 15:37:14.0

Status Pending

Classification New User

Technician System User

[ ] @ Tania Moran Service Desk

1= 2 of 2 Results

Bulk Updates

The Bulk option allows one or more related Requests to have the following information updated
simultaneously:

¢ Priority, Workflow, Status, Team, Escalation Layer & Technician
+ Notification method and recipients

¢ Request Classification
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¢ Description, Attachments and Notes.
To bulk update for any of the above elements:

1. Select Change>Change Requests

2. Click on the Request # link of the relevant Grouped Request

3. Tick the checkboxes of the appropriate requests in the Related sidebar that are to be updated
4. Select

Bulk

The system displays the Bulk Editor screen.

NOTE: The system does not allow Requests with a status of Pending-No Contract to be updated.
If the Bulk update is only associated with Requests of this Status, an error message is displayed.

5. Amend the appropriate element as per the above list
6. Click Save.

Remove Related Requests

To remove a request from a Group:
1. Go to Change>Change Requests

Or, within Change>Change Groups select the Group # link and move to the Elements tab
2. Click on the Request # hyperlink of a Grouped Request
3. Click

Edit

The RFC opens in Edit mode and checkboxes become available next to the requests in the
Related sidebar.

4. Tick the checkboxes of the requests to be removed

5. Select %’

The marked requests are removed from the Group.

Closing Requests within Groups
Requests within the Related sidebar can be closed individually by moving the Workflow State to a

Closed State within the Change Information Screen. Grouped Requests can also be closed as a group,
by changing the Request Status to an Exit State as part of a Bulk update. (See Bulk Updates above.)
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Editing Multiple Requests

Customer Analysis

Details
Priority Medium

ar

Impact Low

ak

Urgency Moderate

‘Workflow  Service Request Workf 3

Status v
Cancelled
Tean Cancelled - Unpaid
Escalation Lay Closed - Resolved
In Progress
Notificatios On Hold - Pending Approval
Custome On Hold - Process Escalated
Open
Customer CCs Pending
Techniciar Pending - h_Jo _Cu:nr_nract
Technician CCs
Status

Summary

Classifications

ar

Service Desk  Question

Item
Update All ltems @

Change Request Workflows are a combination of any number of stages or States that cover the
lifecycle of a Change Request. A Supervisor creates new Change States for the default Change
Workflows or builds new Workflows in the Service >Workflows tab. See Workflows for more

information.

Within the Change Request Information Summary page, the assigned stage of the Workflow is
displayed within the Status field, with the Next Action field displaying the options of where the

Request can move to. To view an assigned Workflow in its entirety selectsz.

The system provides the following States for each Change Workflow:

Status

Description

SLA Timers On

Open

Pending

SLA Timers Off

On Hold

Closed (Verified)- CAB

Closed Resolved

The RFC is open. Request timers are running and the
automated SLA reminders, warnings and escalations
will fire relative to the Triggers configured for the SLA.

Work on the RFC has not commenced. The
Response-time SLA trigger will fire for RFC's with this
Status.

The RFC has been put On Hold for some reason. SLA
triggers will not fire for RFC's with this Status.

RFC has been resolved and verified by the CAB.

The issue has been resolved and the RFC has been
closed. SLA triggers will not fire for RFCs with this
Status.
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Status Description

Cancelled The RFC has been cancelled. SLA triggers will not fire
for RFCs with this Status.

Cancelled- Unpaid* The contract for a RFC has not been paid. The RFC is
cancelled.
Pending- No Contract* RFC has been created without a Contract. The

Contract must be processed before work on the RFC
can commence .

Pending- CAB Work on the RFC has not commenced, and the RFC is
pending approval from the CAB.

Rejected- CAB The RFC has been rejected by the CAB.

*Denote System States that cannot be deleted.

NOTE: When an RFC is created, it is automatically assigned the Pending-CAB status. The CAB
defines the Workflow the RFC follows, which in turn determines the Statuses available for the RFC.

Updating a Request's Workflow and Status

To manually change an RFC's Workflow or Status:

Select Change > Change Requests

Select a Request #

Click Edit

Within the Workflow list, modify the Workflow as required

S N

From the Next Action drop-down list select the RFC's next Status.
The States listed in Next Action are based on the Change Workflow selected. To view the
complete Workflow lifecycle click .

Change Request
Team Change Team
s Workflow Standard Change Workflow
Status Approve Work

Mext Actio o+ Approve Work

On Hold
Open
Rejected - CAB

6. Click Save.
The system can automatically move an RFC to a Pending CAB Status through the following actions:

¢ When Billing is enabled and payment is not received

¢ When SLA parameters are violated.
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Requests with a Pending-No Contract Status

Requests logged with the system that do not have a valid Contract are assigned the Pending - No
Contract status. These requests are locked until a valid Contract is applied, and if relevant, paid. See:
Create a Contract

Viewing a Status Note

When Requests move into a State with a Status Note, i displayed beside the Status field within

the Summary tab of the Request. Scroll over @ to view the contents of the Status Note. If the Status
Note includes an attachment, click the displayed link in the pop-up window to download it.

Change Regquest
Team Change Team
e Workflow Standard Change Workflow
Status Open (G 4-—' ' '
Mext Action

4k

Open

Request Reminders

When Change Requests move into a Customer, Line Manager or Team Manager Approval State,
Technicians who are part of the Change Team have access to the Send a Reminder option within the

Summary tab. Clicking [~ sends a reminder email to the Manager or Customer, depending on the
type of approval required, and records the action in the Request's Audit tab. (The message is
customized by the Administrator in the Setup>Email>Templates, Approve Service Request link.)

Change Reguest
Team Change Team
s WMorkflow Standard Change Workflow
Status CAB Assessment [

SLA Triggers and Request Status

SLA Triggers fire for Requests that are in a Workflow State that has the Service Timer Active option
set to Yes. The default Timer Active set for systems States can be changed if relevant for the
organization. For example, it may not be appropriate for an organization to have SLA Triggers fire
when a Request is moved to the system default "On Hold" State.

The following icons displayed in the Service Terms box, visually indicate how the Request is tracking
against the SLA and if the SLA timers are active:
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Current SLA Status

Pauzed Workflow is in an SLA paused State. Triggers will not
fire.
(2esa M Workflow is in an SLA timers on State. Triggers will
fire.
@ Workflow is in an Exit State and the SLA has been

successfully met.

Eaier Assigned SLA has been breached and Workflow is in
an Exit State.

Supervisor Users can verify the Timer Active status of a Workflow by scrolling over the Status in the
Workflow map available in the Summary Information screen, or within the
Service>Workflows>selected Workflow> Lifecycle>selected Status screen.

Service
SLA Actve @ ves ()Mo
SLA Restoration () Yes ) No

SLA Resolution (Jvas ) No

Priority

The Priority determines the timeframe in which a Request should be handled and sets the service
level targets adopted by the Request that drive the SLA triggers and actions. It represents the degree
of importance of the service request to the Customer and also indicates the urgency of the Change
Request to the Technician.

A Request for change can have one of four possible Priorities:

¢ Urgent
¢ High
¢ Medium

* Low.

Setting RFC Priority

The Administrator configures the options for determining the Priority within the
Setup>Privileges>Request tab. The Priority options include:

¢ Selected Priority - where the system configured default Priority is applied to the Request but can
be manually adjusted by the User.

¢ Derived Priority - where the Impact is derived from the Item Criticality and the User enters the
Urgency, enabling the system to calculate the Priority.

Urgency: The value selected reflects how quickly a resolution is required.

Impact: The value selected indicates the impact the Request has on the User and Organization. The
higher the Impact the higher the Priority to resolve the Request.
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If the Administrator has set the Request Priority option to Derived, the Priority of a Request results
from the Impact being mapped from the Criticality of the Item and then combined with the selected
'Urgency'. However, if required, the Impact can be manually adjusted within the Request
Information screen to affect the Priority.

The following table displays the calculations applied by the system using the Item Criticality mapped
directly to the RFC Impact, to determine a Request's Priority:

Impact / Urgency Urgent High Moderate Low Very Low

Critical [ S 0.700 0.550 0.410

High [ 0.723 0.595 0.468 0.349

Moderate 0.700 0.595 0.490 0.385 0.287
Low 0.550 0.468 0.385 0.303 0.226
Very Low 0.410 0.349 0.287 0.226 0.168

The above calculations result in the following Priorities:

Pricrity Upper Lower
1 0.83
High 0.83 0.58
Medium 0.58 0.34
Low 0.34 0
Escalation

RFC Assignment and Escalation

When a Change Request (RFC) is logged within the system, it is allocated to the Team that is
associated with the SLA and Workflows used by the RFC or to the default Team assigned to a
Workflow State. The RFC Status is automatically set to the default Entry State of the Workflow.

The appropriate Change Request Workflow is assigned within the Change Request Summary tab, by
selecting an option from the Workflows drop-down list. This list is derived from the SLA assigned to
the Customer, Organizational Unit and Item. Once the Workflow is selected, the associated Teams are
available for assignment. Based on the Team assigned, a Technician in the Group associated with the
first State of the selected Workflow is allocated to work on the RFC. This can be adjusted manually, if
required. As the RFC moves through the Workflow, it is allocated to an Assigned Technician within
the Group associated with the assigned State.

Note, that if the Technician assigned to the RFC is also included in the Group associated with the next
Workflow State, the system will by default reassign the RFC to the same Technician when it moves to
that next State.

It should also be noted that for each Change Request Team, there is an over-arching layer of
escalation above the Technicians assigned to each Workflow State. This means that throughout the
Workflow Lifecycle, in addition to changing the Technician by moving Workflow States, the RFC can
be escalated to a higher level of support if required.

The Request is automatically escalated according to the SLA assigned to the RFC and the triggers
configured within the Priority of the SLA. An RFC is escalated if the assigned User exceeds the
Escalation trigger point defined for the Response, Restoration or Resolution time of the assigned
SLA, when the assigned Workflow State is an SLA Active State. Or, it can be manually escalated by a
User, if required.

User Guide




RFC Assignment

When an RFC is assigned to a User, the system follows a series of steps to look for the most
appropriate Technician for the job, based on skill set, location and workload. The order of business
logic is as follows:

1. The system will identify the Team associated with the Service Request's SLA and associated
Workflows
2. The system will find Technicians/Supervisors assigned to the Team

3. If Users are assigned to an Organizational Unit, the system will identify the Users that belong to
the same Organizational Unit as associated with the Request by the Customer assignment

4. If Classifications/Skills are assigned to Users, the system will find Technicians/Supervisors
assigned to the Request's selected Classification

5. Based on the Team configuration, if the Live Priority option is enabled for the Team, the system
will look for a User who is logged into the system

6. The system verifies Work Hours/Availability of Users within the Team for appropriate Request
assignment

7. The system will assign the Request to the User who has the lowest workload, i.e., the fewest
number of Open or Pending Requests

8. If there is a tie, the system randomly allocates the Request to a User in the tie.

If a more appropriate Team member is available, the User assigned to the RFC can re-assign it
manually by selecting a Technician from the drop-down Technician list in the Change Information
screen.

Note, if the Self Assign option is enabled for the Team, the system assignment logic is ignored and the
User creating the request is automatically assigned the RFC.

Automated Escalation

An RFC's Service Level Agreement includes trigger points that set the rate at which automated
escalations will occur for an RFC. Auto-escalation is triggered when the number of support hours
specified for either an RFC's Service Level Response, Restoration or Resolution time is exceeded and
the SLA Trigger action is set to Escalate. When it is escalated, the RFC is assigned to a Technician or
Supervisor in the over-arching escalation layer for the assigned Change Team.

Manual Escalation
The Escalate button next to the Technician name in the Change Request Information Summary

Screen, escalates the RFC to an over-arching escalation layer for the Change Team. Any Technician
assigned within the escalation layer can be assigned to the RFC.

Escalation ®on () OF
Escalation Layer Layer 2

Technician ~ Neil Green AN

Escalation Control

If the Escalation Control functionality is enabled in Admin>Setup>Privileges>Requests, there is the
option to enable or disable escalation within the Change Request Information Summary screen.
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NOTE: This option is only visible to Supervisor Users. Once an RFC is created, a Supervisor can elect
to switch the Escalation option to Off. This means all SLA timers stop, which prevents escalation.
Switching the option back to On will re-start the timer and reactivate the SLA triggers.

Notification

The Notify option sets the method of messaging used by the application to notify Customers and
Technicians of the following changes to an RFC:
¢ RFC s created
RFC is closed
RFC is deleted
¢ RFC Note is added
¢ RFC is escalated (Technician only).

*

*

The default notification status of Requests is set on a per Team basis within the Users>Teams>Team
Information screen, with the default recipients of new Notes being configured by the Administrator
in the Setup>Email>Setup tab. However, this can be adjusted on a per Request basis within the
Notification Method field and on a per Note basis, when new Notes are created.

The methods of Notification can be set for Customers and Technicians, and include:

¢ None, which ensures that no messages are sent
¢ Email, which means an email is sent containing the Change Request detail updates

¢ SMS notifications, which sends an SMS message to Technicians and Customers about the RFC
update. This is only available to Users and Customers who have a mobile number and a service
provider entered in their User and Customer Information screen.

Motification

Customer  Email = Customer ¥

Customer CCs  jane@mycompany.com, sylvia@yourp

Technician  Email & v Technician

Layer

Technician CCs Tearn

Notifications can be sent to:

¢ Customer- the Customer who logged the RFC
¢ All Owners - all Customers who share the Item assigned to the RFC

¢ Customer CC's - email addresses to receive Customer email correspondence when the CC field
is selected in the New Notes screen

This field is automatically populated by the system with email addresses included in the CC list
of the original email used to create the Request. Multiple addresses should be separated by a
comma.

¢ Team - notifications can be sent to all members within the Team assigned to the RFC, or
restricted to members within the layer of escalation to which the Request is assigned
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¢ Technician CC's - enter any User account email addresses that are to be sent Request
Notifications. Multiple addresses should be separated by a comma

¢ Alternate Team - this option is visible if the Notify Alternate Team option is enabled in the
Admin>Email>Setup tab. Notifications can be sent to a Team within the related Process, by the
User selecting an option within the drop-down list.

The following is a sample email sent by the system to the Customer and assigned Technician,
confirming the creation of a request. The message sent can be customized by the system
Administrator:

Email Sample

Thank wou for contacting our suppott department.
Tour problem has been recetved and allocated to a technician. ¥ ou will be notified

wa email of the progress, of you may login to our suppott site at aty time to checl
the status of your incident.

Incident Information

Incident =: 100053

Diate Opened: 081806 15:24 {mm'ddivy htumm)
Classification: Printing

Technician: Supervsor Teer

Item =: 100005

Item Type: word

Identifier:

Customer: Bob Samson

Company: Sales

De Date: 08/21/06 15:24

Desciiption: Whenever [ try to print in Word, nothing happens.

supervisor User

LiwveTime Software, Inc
hitp Sfwrwrwr Ivetime. com
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Workflow

When a Change Request is created it is assigned a Workflow that governs the life-cycle of the Change
Request. The SLA allocated to the RFC determines the Workflow options made available for the
Change Request. Before saving the RFC, the User can adjust the system assigned Workflow, if more
than one Workflow option is available.

After the Workflow is assigned to the Change Request, all stages of the assigned Workflow can be

viewed by selecting =&. The Workflow map displays the entry points (blue boxes), transitional States
(orange boxes) and exit points (red boxes).

The User moves the Request through the Workflow Lifecycle by adjusting the options displayed in
the Next Action field.

Moving through the Workflow

To move a Change Request through the stages of the Workflow, in the Summary tab of the Change
Request Information screen:

1. Click Edit

The Next Action field with a drop down list of Status options is displayed below the Status field.
2. Click on the Next Action field

The Status options are displayed. This list is based on the configuration of the assigned
Workflow.

Team Chanos Teram
2 Workfloy CAB
T Cancelled
Sl o0 Hold .
Nt Actog T
Pending
Pending - CAB

3. Select a State
4. Click Save.

The selected Status is assigned to the Change Request with the updated logic applied (i.e., The
SLA Timers may now be active or inactive based on the newly assigned State configuration or an
alternative Work or Manager Group may have been assigned to the Request. See:Status.)

Approval State

Approval States in Change Request Workflows provide the facility to approve or reject Request
activity to Manager Groups that have been assigned to the Approval State. When a Request moves
into an Approval State, the Edit button is only visible to Manager Users within the Manager Group
that is assigned to that stage of the Workflow. Users who are not Managers within the Team, can send

Managers a reminder to action the Request, by selecting [,
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Change Request
Team Change Team
- Workflow Standard Change Workflow
Status CAB Assessment [

Managers who are assigned a Request for approval can A (approve) or A (reject) the Request,
which automatically moves the Request to the next pre-configured stage of the Workflow. Requests
assigned a Customer or Line Manager Approval State can be processed via the Customer Portal or
email.

Change Reguest
Team Change Team
f‘a Workflow Standard Change Workflow
Status CAB Assessment

Mext Action ;g, &,‘%

Assigning a State with an Underpinning Contract

Each state of a Workflow can be customized for either internal support contract management that is
monitored by an OLA, or out-sourced to an external support provider, which is monitored by an
Underpinning Contract.

When a Request moves into a State that is governed by an Underpinning Contract, for internal
contract control the Request can be assigned to the Service Level Manager, if configured in the
Workflow. This allows the Manager to maintain control of the RFC, and to easily follow up with the
external service provider, if required. The assigned SLM will be able to adjust the current Status, add
Notes and udpate the Contract Monitor information in the Impact tab.

Service Request Information

Customer Analysis | (SEESSEESSUI
e
T S ) Service Request # 100018 (3
Contact Notification
Customer Barney Sanderson Customer Email Customer
Org Unit MyCompany - Teal Customer CCs
Phone 03 9797 5599 Technician Email Technician
Local Time Fri, 16 Mar 2012 15:44:11 Technician CCs
GPS Service Request
Sl Item Team Service Reguest Team
Type Blade Server Due dale calculated ey Workflow Sarvice Request Workflow
based an the Status
Number 100004 B s i) ; Open
Network Address e Next Acto T M
. sesigned to the Workllow — b
_Eftat'_m L Slale Underpinning Contract Canton Services
Criticalty Moderate \\* Status Due 03/20M12 15:41

Details
Classification General
Urgency Low

Impact Very Low

Priority Low B e R
Escalation Layer Assement Group / bl | ! -I.','I.'. SR T B
n the cervices=Vvorkiiow lab

Technician Simone Supervisor (Service Level Manager)
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Alternatively, the Workflow State can be configured for the Technician assigned at the time the
Request is moved to the Underpinning Contract State to maintain Request editing privileges and
manage adherence to the assigned service agreement. If the Workflow is configured for the
responsibility of the Request to be maintained by the Technician when the Request is in an external
contract state the Technician will be able to adjust the current Status, add Notes and, if the Technician
is assigned the Internal Process of Service Level Management amend the Contract Monitor
information in the Impact tab.

OLA Status Due

Within the Summary screen, the Status Due field is visible when a Workflow status is monitored by
an OLA. The time, date and percentage remaining information displayed is calculated using the
OLA's Target Resolution time.

Change Reguest
Team Change Team
Workflow Typical Change Workflow
Status Outscurced
Status Due O9/25/00 20:42 [98% Remaining)

Team Assignment during the Workflow Lifecycle

To ensure that all Change Requests are managed throughout the Workflow, the Team assigned to the
RFC when it is first logged within the system is set as the default Team. If a Request moves to a State
that has an OLA assigned with a Team, the RFC is re-assigned to that OLA's Team. When the RFC
moves out of the OLA State to a State where no OLA or Team is assigned, the RFC is re-assigned to
the default Team.

Pending - No Contract Status

When the Contracts or Invoices functionality is enabled and a request is created, the system will
verify the service entitlement status of the Customer and if a valid contract is not in place, the new
RFC is assigned a Status of Pending-No Contract and locked until a valid contract is associated with
the RFC.

In a Request Group where the Customer and Organizational Unit does not have a Contract, if an Item
applied to an RFC has a Contract and another does not, a relevant Status will be applied to each
request. The User will be able to edit the RFC with a valid Contract, but the RFC without a Contract
will be locked down to a Pending - No Contract Status, until a valid Contract is applied to the RFC.

Item Information

Infarmation Detalls LCosts. Requests Relationships Outages
% Duplicate ""E Print Item # 100007 (IPhone)
| Financial Contract
Cost | 0.00 Service Level Bronze
- Contract # Mo Contract Assigned
Monthly Cost  0.00 e
Purchase Date 05/07/12 11:30 El Pending Contract# 11 Enabéa

The Customer is automatically sent the NoContractCreateRequestSummary email when the Request
is saved with the Status. A reminder email can be sent by the Technician from within the Summary

tab by clicking 4}, when the RFC maintains this Workflow Status assignment. See: Contracts
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Description
The RFC report entered during the request creation is recorded within the Description tab.
Amendments can be made to the RFC report if required, but it should be noted that an Audit Trail is

not maintained for alterations made within this screen. Therefore, it is recommended that any RFC
report amendments be entered as an RFC Note.

’ w i Notes Attachments Impact Audit Trail

Subject| Details required

Description :
piaei] Format - Fontfamily - Fontsize - | wrm ¥
A-B 7 Us|iZiZ«|EEE|x
o oy
When will the service be available?
Path: Words: 6

P

Request Subject

The details recorded in the Subject field are displayed in scroll-over summaries throughout the
application. For example, when a new Change Request is being entered for a Customer, a Recent
Customer Requests list is displayed during the Change Request creation process for all Items the
Customer owns either directly or via shared ownership. The Requests list includes a scroll-over
summary where Subject content is displayed, if the Subject is completed for a Change Request.
Subject information can also be included within a column in the Changes List View, for a quick
glance summary of a Change Request.

NOTE: The Administrator can set the Subject field to be required for Technicians and Customers
within the Setup>Privileges>User and Setup>Privileges>Customer tabs, respectively.

Notes

The RFC Notes tab displays entries made by a User regarding the Change Request. New Notes are
date-stamped automatically and associated with the User logging the Note.

The number of Notes recorded against a Request is displayed in brackets on the Notes tab, and if a
Note has been added by a Customer or a Technician other than the Technician assigned to the
Request, an asterisk will also be visible on the Notes tab until the assigned Technician opens the Note.

Add Note Button

bl Ot

The Add Note button within the Summary tab can be used to open the Change Request in Edit mode
and automatically access a new Note window, as shown in Step 4 below.
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Viewing All Notes
mﬂ‘

Use a Change Request's Print button to access a list of all Change Request Notes in one screen. To
hide Private Notes in the Print output, remove the tick from the Show Private Notes box.

Adding a Note

When the first Note is created for a Change Request, the Request Description automatically
populates the New Note editor allowing the Technician to enter their response.

To add a Note:
1. Click the RFC ID Number

The Change Information>Summary tab appears.
2. Click Edit
3. In the Notes tab, click New
4. Enter the Note details

Or, select a Template, if a relevant pre-configured response has been set for the Item Type or
Category for the Item assigned to the Change Request.

Description Motes Attachments Impact Audit Trail
. " " o i
MNete Time + + O (Minutes) 03/27/12 14:57 |=_| Select a template... -
Format ~ Font Family = FontSize - | HTML “:‘r =

A-B 5 U ¢ |iZ = ¢ |

a

| % x

[

'y
v

Words:37 i

Visibiity @ Private () Public

oQ

Message Recipients Customers CCs

™ Technicians M ccs

Create Knowledge (Jves (N

+]

5. Enter Note Time

The time entered represents the amount of time accumulated to formulate the Note's content or
time spent working on a request away from the system. If no additional time has been spent on
the Request away from the application this field will be automatically populated with the
Logged Time when the Request is in Edit mode, if the Manual Request Time option is disabled
in the Setup>Privileges>User tab. When this option is disabled, is visible next to the Change
Request number in the top right corner of the Summary Tab screen when the Request is in Edit
mode. (See:Contracts Logged Time.)

452 User Guide



6. Adjust the time and date work was completed, if required
7. Add attachments to be sent with the Note, if required

A maximum of two attachments can be added per Note.
8. Adjust the Note visibility, if relevant

The default Private or Public visibility for Email Notes is set within
Admin>Setup>Privileges>Requests, and can be adjusted on a per Note basis.

9. Refine the Email Recipient options as required

The default Request Notifications for Notes is set within the Team assigned to the Request, and
can be adjusted on a per Note basis.

Vendors, as Email Recipients, is displayed as an option if the Change Request is in a State
associated with an Underpinning Contract.

10. Click i fde tate

NOTE: A Technician can only add RFC Notes if they belong to the work group associated with the
current RFC status.

Create Knowledge

When a new Note is created for a Request it can be added to the Knowledge Base by selecting the
Create Knowledge option. By selecting this option and then manually moving the Request to a
Closed State, the system automatically creates a Solution Knowledge Base Article with a visibility of
Assigned Request. This visibility allows Customers of a shared Item assigned to the Request to also
view the Solution. For the Solution to be available to other Customers of the same Item Type, the
visibility must be adjusted to Technicians and Customers within the Analysis tab or the Knowledge
Tab.

Solution

Salution

If a Note resolves the issue, the Note can be saved as the Solution. This will convert the Note into a
Solution Article (found under Change Request>Analysis tab), by enabling the Create Knowledge
option before selecting the Solution button. Clicking the Solution button will automatically move the
Change Request to the default Closed State. If the Solution button is applied to a Change Request
containing attachments, the attachment is included in the Solution email.

To save a Note as the Solution:

1. Enter the Note details
2. Select Create Knowledge, if the Note content is to be available in the Knowledge Base
3. Click Solution.

For Create Knowledge enabled Notes, the content will be recorded as the solution under the
Analysis tab. The Status of the Change Request will change to default exit State of the assigned
Workflow.
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Draft Note

-l

Use the Draft button to save an incomplete Note entry, which will be displayed in the Notes list.

When a Note is saved as a draft, the Status will be displayed as A If the Add Note button is selected
when a draft Note has been recorded against a request, a warning will be displayed. To continue
working on a draft Note, open the request in Edit mode and select the Note No. hyperlink.

Description | ([ NotesS[4] ) | Awachments | | dmpact | | AudicTral
e R Kb P
No. = Date = Note By = Public  Status Minutes =
B 051111 22118 It would seem the service is down due to  ===-- Initial Simone Supervisor & % 0
Description === L
1-10of1 Results

Changing the Status of a Note

¢ When the Note is created, it can be either public or private. After the Note is saved, it is possible
to switch visibility

¢ If a Note is marked Private, a padlock graphic is visible. To change the status to Public, clicks to
display @
¢ To change the Public Note to Private, click @ to display .

Viewing a Note

An asterisk is visible on the Notes tab when the Technician assigned to the Request is yet to view a
Note added to the Request.

To view a Note:

1. Select an Incident ID Number
2. Select the Notes tab
3. Click on the Incident Note Number hyperlink.

Drescription % Attachments Impact Audit Trail
Mo. = Date = Mote By = Public  Status Minutes =
B 05/11/111 22:18 It would seem the service is down due to the network.  Simone Supervisor @ BF 0
Please try again in five minutes. &..
hck | 18 1-10of 1 Results

When Notes are viewed without opening the Request in Edit mode by clicking the Note No. link, the

User can scroll through the Notes list by selecting@) €2 inside the top right corner of the Notes
window.
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Replying to a Note
—_ . —

To reply via email to a Customer Note:
1. Click the required Incident ID number.

The Change Information screen appears.
2. Select Edit
3. Select Notes tab
4. Click on the Note number
The Note appears.
5. Click Reply
The new Notes editor is opened and includes the Note that is being responded to.
6. Enter the Note content
7. Adjust the Visibility and Recipients settings, accordingly
8. Select Add Note to send the Note, or click Draft to finish the Note later.

Emailing Saved RFC Notes

Ermnail

To email a Customer after a Note has been saved:
1. Click the required RFC ID number

The Change Information screen appears.
2. Select Notes tab
3. Click on the Note number
The Note is displayed.
4. Click Email to send the Note to the Customer and any other Users added to the Notification list.

Adding Notes to Groups

When a Note is created for a Request that belongs to a Group, the Apply to Group option is visible
within the Notes tab. If the new Note is to be assigned to all requests within the Group, select the
Apply to Group option.

NOTE: Any new requests added to the Group at a later date will also have all pre-existing Notes,
with this option selected, applied to the newly grouped request.

When the Apply to Group option is selected, the Add Note Time to Group option is displayed. Select
this checkbox to also apply the Note Time to each of the requests.
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Visibility {®) Private () Public
Email Recipients Customers CCs
# Technicians [ces

Group Options EApply to Group
[T Add Note Time to Group

Selecting the Apply to Group option and then clicking the Solution button, closes all requests within
the Group.

Attachments

All Users can attach any type of file to an RFC.

Adding an Attachment

To add an Attachment:

1. Select an RFC number ID
2. Click Edit

3. Select the Attachment tab
4. Click

Description Notes® [1] % Impact Audit Trall
Choose File | no file selected Private || Description (1]

Browse and select a file
Mark Private, if the attachment is not to be available on the Customer Portal

Enter a file description, if necessary

® N o @

Select & to upload the file or & to cancel the process.
The Attachment is automatically date stamped and shown as a File Name link with its file size.

To open an Attachment, select the file name hyperlink.

Description | Notes® [1] | m [ Impact | Audit Trall

File Description = Size Date T Public Share
Email.prg TKB 01211 21:45 a (3
Channge to Admin.png 17 KB 051211 21:44 @

1- 2 of 2 Results
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NOTE: Requests that are part of a Group and have attachments uploaded within the Group Details

Screen display = within the Share Column.

Deleting an Attachment

To delete an Attachment, select the checkbox beside the File Description then click Delete. The
addition or removal of Attachments is recorded within the Audit Trail of the Change Request.

Impact

The Impact tab provides the capability to measure the progress of an RFC relative to agreed Service
Level targets and Workflow time estimates. It also includes a quick reference for identifying other
Services or Items affected by the RFC. This tab displays a summary of the following;:

¢ Service targets

¢ Workflow estimates

¢ The impact of the current RFC on related infrastructure.

The drop-down filter options within the Impact tab include:

Options Description

Service Targets Displays the target response, restoration and
resolution times based on the Service Level
Agreement/OLA assigned to the RFC.

Service Level Breaches Displays service level breaches that have occurred
and allows Users to assign a breach code and
explanation for the breach.

Services Affected Displays the Service Item Number, the Service SLA
and number of Affected Users for any Services related
to the Item associated with the Request.

Estimates Provides a summary of the time estimated for each
state of the Workflow based on the OLA assigned to
the RFC. This can also be manually completed inside
the Request.

Planned Outages Provides a list of all the Planned Outages for the Item
assigned to the RFC.

Contract Monitor If the current Change Workflow State is assigned an
Underpinning Contract or OLA, a table is displayed
outlining the response, restoration and resolution
milestones. When a milestone is met, the User is
required to check the relevant checkbox. The
application will automatically calculate the actual time
accrued to achieve the milestone. The value displayed
here is used for the Contract reports.

Purchases When Purchase Orders are enabled in the system,
any Purchase Orders associated with Items assigned
to the Request are accessible through this option.
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Service Targets

The details displayed here are drawn from the Service Level assigned to the RFC. These include the
target Response, Restoration and Resolution times for an RFC, based on the Priority assigned. If an
Underpinning Contract or OLA has been assigned to the RFC's current State then the targets for that
contract will also be listed.

Bescription | Niotes [ Attachments O Audit Tral
L STL}
Display: Service Targets H
Name Pricrity Response Restoration Resolution 24x7
Time: Time Time: support
SLA Silver Medium 21 Hours 38 Hours 75 Hours No
Current UPC Canton Services Medium 18 Hours 36 Hours 72 Hours No

For more information on Service Targets, see: Service Level Agreements.

Service Level Breaches

When an RFC Service Level Agreement is violated, a service level breach is recorded against the RFC.
The User assigned to the request will be notified and asked to provide a reason for the breach, and
assign a Breach Code.

Dﬂscrlpﬁ:ﬂ Notes Attachments o Jdmpact hud-l;‘. Trail
L

Display: Service Level Breaches ' 3

-

SLA breached Warranty
SLA priority Warranty - Low
Phase breached Response
Event date 05/05/11 23:25

Technician

responsible Simone Supervisor

Breach code
Additional Info SLA Breached - Response Time Exceeded (24 hrs)

To assign a Breach Code:

Click the RFC number

Click Edit

Select Impact > Service Level Breaches
Click Edit

Assign a Breach Code

A

(The available codes are created by the Supervisor within the Service tab)

6. Add any additional information, if required
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Breach code  Technical Problem %

Additional Info . )
ormat * Font Family - Font Size

-—

A-B I U =i iZ « |[=E

(|
-
x
xw

Mo notification was recelved

Path: Words:4 y

7. Click Save.

All breach information is used for reporting on Service Level Agreements.

Services Affected

When the request is logged against an Item that is associated with Services within the Item
Relationships tab, the Services Affected option displays the Service Item Number, the Service SLA
and number of Affected Users.

Estimates

The Estimates option allows Users to view an indication of the approximate time a Change Request
should remain in each State of the Change Workflow, the amount of time logged in each State and the
length of time the RFC resided in each State.

Options Description

Estimate Indicates the approximate length of time the Request will spend in
the Workflow State. This field is automatically completed if an OLA
or UC is assigned to the Workflow State.

Logged Is a combination of time accrued against the Request when in edit
mode with the automatic timers enabled, and the sum total of Note
Times manually entered by Users.

Total The total time a Request has resided in the Workflow State.

% Active The percentage of the Total time that the Request was actively
worked on when in the State. The calculation is, (Logged time
divided by Total time) x 100.

The Estimate Times are drawn from the OLA and Underpinning Contract assigned to the current
State. However, these can also be adjusted manually for each RFC. To manually adjust the estimated
time for a Workflow State:

1. Select a Request number ID
2. Click Edit

3. Move to the Impact tab, select Estimates from the drop-down list
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4. Select the State hyperlink within the Status column of the Estimate Time to be adjusted
An editor box is displayed.

Enter the adjusted time in the available field

Click Save within the editor box

Make any other time adjustments, if required

®© N o U

Select Save to record all manually entered time adjustments against the Change Request.

Description Naotes [2] Attachments % Audit Trail

an

Display: Estimates

Status = Workflow Estimate (mins)= Logged Taotal % Active
Outsourced Standard Change Workflow 5760 ] ] 0%
On Hold Standard Change Workflow ] ] ] 0%
Pending Standard Change Workflow 0 ] ] 0%
Pending - No Contract Standard Change Workflow 0 V] o 0%
Open Standard Change Werkflow V] 156 & Days 1%

23 Hours

14 Mins

i-5of6Resuts Q@

Planned Outages

Planned Outages can be created and linked to the RFC. The Planned Outages are used as an indicator
for the preferred time that a change to an Item should take place.

Creating an Implementation Outage:

1. Select an RFC number ID
2. Click Edit
3. Move to the Impact tab, select Planned Outages from the drop-down list

The Implementation editor appears.

Description | Motes [2] Attachments . Impact Audit Trail
= ————— .

Display: Planned Dutages $

Implementation Outage:
Mo target outage for implementation

4. Click New to create an Outage or Click Link to access the Planned Outage information recorded
within the Item Details tab

5. Enter Outage information
See Outages for more information

6. Define Notification and Reminder Email requirements
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Implementation Outage:
MNo. = Start Date

4 07/23/1012:37

7. Click Save.

The Outage is assigned to the RFC.

Contract Monitor

= End Date
072310 14:37

Reason By

Upgrade system

Display: Planned Outages

Danny Supervisor

When a Workflow State with an OLA or Underpinning Contract is assigned to the Request, the
Contract Monitor displays the details of the Contract.

The information is used for reporting purposes and includes:

Details Description

Contract Type Specifies if the Contract Type is an OLA or
Underpinning Contract.

Start Time Auto-generated time the request moved to the current
Workflow State.

Milestones

Expected Response Time

Responded

Expected Restoration Time

Restored

Expected Resolution Time

Resolved

Comments

Response Time calculated using the Contract target
parameters.

Actual Response Time auto-calculated when the User
checks the box.

Restoration Time calculated using the Contract target
parameters.

Actual Restoration Time auto-calculated when the
User checks the box.

Resolution Time calculated using the Contract target
parameters.

Actual Resolution Time auto-calculated when the User
checks the box

Allows for additional comments, if required.
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[ Description | | Notes D e i “ : S

Display: Contract Monitor H

Details
Underpinning Contract Canton Services
Start Time 05/11/11 21:21
Expected Response Time 05/12/1121:21] «ff=——— Breached Response Time
Responded [ |
Expected Restoration Time 05/13/11 21:21
Restored [ Check when the Service Provider
Expected Resolution Time 05/15/11 21:21 meels the F'iu'.*l-.-_l alion or
Resoved [ ResolutionTime
Comments

NOTE: If Milestones are breached the Response, Restoration and Resolution times are assigned a red
marking.

Audit Trail

The Audit Trail tab lists all activities that occur within the lifetime of an RFC, the resources used, and
the history of the RFC's Item. It provides access to information relating to Approval activities logged

against the RFC.
[ Description | | Notes | | Attschments | |  Impact b hudieTe
LT E T ——
Resaurce Utilization
Item Audit Trail
Date = Status = Action By Request Approvals
e —
0522111 Open Status changed from 'Pending - CAB' to "Open’ Simone
1818 Due ... Supervisor
051611 Pending - This Change Reguest has been added to Group Simone
18:18 CAB 100012.., Supervisor
osMEM1 Pending - Change Reguest Created by Technician as part of Simone
18:16 CAB ar... Supervisor
1-30of3Results
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Audit Tralil

The Audit Trail option records all activities related to an RFC. The recorded activity, which can be
exported to PDF includes:

¢ Date and time the RFC was assigned and/or reassigned to Users

¢ When the RFC moved to a new state, or had its Priority or Due Date changed

¢ Details of Notes added

¢ Attachments activity

¢ C(lassification change

¢ Logged time.

Resource Utilization

The Resource Utilization option displays a breakdown of the time an RFC was worked on at each
level of support. It details the User's name, the escalation layer they belong to and the amount of time
they spent on the RFC.

[tem Audit Trail

The history of the Item associated with the RFC is detailed within Item Audit Trail. To access more
information regarding an Item Audit Trail entry, select the ID number hyperlink.

Request Approvals

For RFCs that are assigned an Approval State, the details, including the time and date the RFC
entered and exited the Approval State, are recorded within this tab. Select the Date hyperlink to view
the Approval Action information. The complete list and details can be exported using the PDF
option.

Description Motes [3] Attachments Impact Audit Trail

Display: Request Approvals | 3

This request entered the approval state ‘Approval State’ on Mon May 23 14:02:37 EST 2011.

Approved By:
Simone Supervisor on Mon May 23 14:02:58 EST 2011.

Approved on Mon May 23 14:02:55 EST 2011
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Change Groups

Grouping Change Requests

RFCs can be linked to form project Groups when Requests are related in some way (e.g., Requests
that require the same action). New Groups must consist of Requests that are not already linked.

Creating a New Group via the Change Request Tab

1. From the Change Requests list under the Changes tab, tick the check boxes in the far left-hand
column corresponding to unlinked Requests

2. Click Link to group the RFCs.

A Group Number will be assigned and an instant Group hyperlink will appear under the Group
column, if included in the List View.

Changes
e 4. Search. (e - T BB o luRss Filter: ~ All Change Requests [sys] : Daplay: 50 3 @
[ Roquest# ¥ Status = Priorty & DueDate & Technician [ Toam = liem Type = Customer = Description Subject
100045 Panding Medium 011712 16:57 Mary Calder Change Team Emad Servica Fiona Nanders Plaase halp
=1 CAB
& 100043 Pending-  Medium 12027111 08:37 Scott Daly Change Team  Sorvice Desk DawnKright  Please advise Cannat hear the sound
CAB

Adding RFCs to an Existing Group
To add RFCs to an existing group:

1. Within the Change Requests list, check the boxes of the new RFCs and at least one member of
the Group to which you wish to add the RFC

2. Click Link.

NOTE: This will not work if RFCs representing more than one group are included. For instance,
if you have two Groups (A and B) each with two RFCs (A1, A2, Bland B2), and you want to add
two unlinked RFCs to Group A, click the check boxes for the unlinked RFCs and either Al or A2
or both. If Blor B2 is also clicked, the linking process will fail because it will not know which
group to add the two new RFCs to.

Merging Request Groups

Existing Change Groups can be merged within the Change Groups tab, to allow all related Requests
within the Groups to be managed as one. To combine Change Groups:

1. Go to Change>Change Groups
2. Check the fields next to the relevant Group #'s
3. Click Merge
The screen defaults to the Details tab for the Merge Group.

4. Set the Name, Item Type, Classification, Status, Priority and Description that best defines all
associated Change Requests

5. Click Save.

The History tab records details of the Groups merged to form the new Group. Click the No.
hyperlink to view the details. The Impact tab records the Type and Number of requests
associated with the Group.
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Related Requests

RFCs that are included in a Change Group list the associated RFCs within the Related tab of the
Change Summary tab. See Related.

Grouping Requests

Requests can be grouped by selecting the checkboxes next to the Task list, followed by the Link
button.

NOTE: The type of Request Group created is based on the Request type assigned to the Group.

¢ If the Group contains Service Requests/Incidents, it is an Incident Group

¢ If the Group contains Incidents/Problem, it is a grouped as a Problem

¢ If the Group contains Service Requests/Change, it is a Change Group

¢ If the Group contains Service Requests/Incidents/Problem/Change, it is a Change Group

¢ If the Group contains Problem/Change, it is a Change Group.

As part of the Change Management Process, all requests related to a Change Request are
automatically closed when the related RFC is closed. The system views the request hierarchy from
low to high as Service Request, Incident, Problem and Change Request, and if a related request of a
higher type is closed, all the lesser type requests are automatically closed, or if the handshaking
facility is enabled for the system, moved to the Pending-Approval State.

Multi-ltem RFCs

Also displayed within the Change Groups List View are any Groups that are created as Multi-Item
Requests. These Requests allow for multiple Items to be assigned during the Change Request
creation process and result in separate Requests being created for each Item assigned to the initial
RFC, which are then displayed within the Related Requests window of the Change Request
Information screen.

The Requests are managed as individual Requests to cater for any special requirements relative to
each Item. For example, consider a situation where a Team deploys an update in an organization. In
this instance, during the RFC creation process multiple Items are assigned to a single Change
Request, which the system automatically allocates to separate RFCs that are then managed on an
individual basis. This allows appropriate Teams/ Technicians to be assigned to the RFCs relative to
their skill-set or departmental assignments. The implementation process more effectively
differentiates between the tasks and Items being modified and ensures each Item has its own Audit
Trail, Attachments and Notes for future reference.

Multi-Item Requests are also listed as separate Change Requests within the Change Requests List
View.
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Change Request Information

Customer Contract Analysis %
PO TR . SN, -
Contact Netification
Tilo Gusiomer | Email
Customer John Browi v

Org Unit MyCompany - Pink
Phone 02 G747 9797
Local Time Thu, 3 May 2012 17:22:01

Technician = Email

Technician CCs

GPs
<2 hem Change Request
T Change T
Type Emal ‘sam Change Team

Number 100003
Swatus Avadablo
Criicality Moderate
Datalls
Classification | Permission Denied

Status On Hoid
Next Action | g Hold

Urgancy | Moderate
Impact | Moderate
Priority Medium
Escalaton @on Oor
Escalation Layer Assessment Group

Mary Calder AR

Technician

Change Request # 1000091

Customer | 3

Technician &

i Workflow Standard Change Workflow

Sarvice Terms
Service
Agreement Piatinum
Service Manager Tania Moran
Progress |Paused
Open Date
Due Date 05/06/12 0521
FEC Date
Last Action 0504112 17:21
Tine Recorded

Affects 19Uul'l

Related

[ SR 1 N—

@ Customar = lom Type
& JobnBrown Service Desk
1=10f 1 Resulis

Multi-Item Requests are created like a single Item Request, but have more than one Item assigned
during the Change Request creation process. See: Create a Change Request - Item Information.

For more information about managing Multi-Iltem Requests, see Related Requests.

Multi-ltem Request Item Assignment

After assigning a customer to a Request move to the Find Item field to assign

ltems to the Request:

1. Click the relevant Item link if listed below the Find Item search box

Or, Search for an Item or click € to Create an Item.

The option to create an Item is only available to Technicians if the system Administrator has
enabled the Create Items option within the Setup>Privileges>User screen.
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Request Information

Address 1 Suite 7
Address 2 75 No Way
City Beautiful
State Victoria
Zip 3807
Country Australia

Title ltem Mumber a 100003

Name @) Francis Young Category Service
Org. Unit MyCompany - Azure tem Type Email Service

Room |dentifier
Email francis{@ Team Reguest Team
Phane Room
Maobile Service Gold

Fax
Pager

2. Click Next to move to the Details tab if only one Item is to be assigned to the Request

Or, select Add to assign additional Items. If Add is selected, a Request Selections window will be
displayed that lists all the current Items assigned to the Request.

Selections

e Francis Young 100003 Email Service

1-1of 1 Results

3. Continue to add all the relevant Items to the Request and then select Next to move to the Details

tab
Within the Details tab the Request is profiled by assigning a Classification and Description.
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Request Information

Customer JI— ol E—

e
Request Classification
Request Type]l  Mew Change H] Service Desk  Question H
Detalls Email Permission Denied .
Subject
Description
el Format ~ FontFamily ~ FontSize ~ | |mm|.‘?-
A-B 7 U & |2 6% |E=E=E|x X
—
Path: Waords:0 5

4. Select the Classification, enter the Subject and Description
5. Click Done to enter all Requests simultaneously.

The Requests are created individually and automatically applied to a Group.

Billing/Contracts

+ Contracts & Invoices
¢ Create an RFC
¢ Logged Time

[tem RFC

To monitor all changes made to the CMDB each time an Item is created, modified or deleted an RFC
can be generated. To ensure an RFC is created each time an Item is updated, the Control CMS via
REC option must be enabled by the Administrator within Setup>Privileges>Requests tab.

When this option is enabled, when one of the following actions occur an RFC is generated:

¢ Create an Item

¢ Update the Item Type

¢ Update an Item Status

¢ Update an Item's Team

¢ Update fields within the Details tab
¢ Adjust Item costs

+ Delete an Item.
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The steps outlined below assume that the Control CMS via RFC option is
enabled.

NOTE: Only Users assigned to the assigned RFC Workflow State can edit the RFC.

Creating an RFC for an Item
When an Item is created or modified an RFC is generated. To create an RFC for an Item change:

1. Select Configuration > Items
2. Click New to create an Item
3. Enter the Item details
See Items tab for more information.
4. Click Save
The system will inform the User that an RFC has been generated.

Information
4 The item was inserted successfully. The item has been raised as Change Request 1000020.

Item Information

Infarmation & Costs Reguests Relatlonships Outages
T —
= Pt Item # 100009 (iPhone})
Details Details
Resolution Mumber 0404 57578484
Input Type IME| Mumber x12w3t
Memary Serial Number yyt12345
Memory Card
Network Telemobiles
% Notes Attachments Audit Trail
S
Description
RS

NOTE: The Item will not be visible within the Items List View until the RFC has been approved
and applied
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5. To access the new RFC go to Change>Change Requests.

Change Request Information

[ customer | [ Contract | [ Analysis ._
S e Change Request # 1000020

Customer Simone Supervisor Customer MNone .
Org Unit
e Customer CCs
Phone 02 8887 7778
Local Time Thu, 10 May 2012 13:16:27 Technician | None s
i Technician CCs
“15 ltem
Type iPhone o
ey
N -9 Team Change Team ¥
Number 0404 5T57R4B4 ., Workflow ~ CMDE Update Approval v
Status Arrived Status Pending - CAB
Criticality Low .
NextAction  panding - CAB "

EL3

Classification ~ General

Ak

Urgency Moderate

Ak

Impact Moderate
Priority Medium
Escalation ®on Ooff
Escalation Layer Assessment Group

AN
4

Technician ~ Mary Calder

P e =

Subject

Description
I Format - Font Family =  Font Size -

A-B 1 U ==|iZ = «

Change Reguest - Item has been marked for creation

Working with the RFC to update the CMDB

The RFC that is automatically generated during the Item creation process, when the Control CMS via
REC option is enabled, includes the details of the Item creation or update in the RFC Description
field. When the Change Request moves into a State that is defined as Item Editable, it allows the
newly created or updated Item information to be applied to the CMDB. The Item Editable option is
configured by a Supervisor in the relevant Workflow>Lifecycle>Status tab. (See: Workflows.)

Workfiow - CMDB Update Approval

[ Workflow | | Lifecycle |
Status

Name| Review ltem

Active State ™ ves (INo
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When the RFC moves into an Item Editable State, the Edit and Apply Item options are visible next to
Item Type link.

Y12 Item O o CAD fit e

.
Type iP-r;?-ij {5%

The &2 option allows the Item update details that prompted the creation of the RFC to be applied to

the CMDB. Scroll over & to view the Item details and refer to the RFC Description field for
information regarding the Item change. The % option allows the Item details to be edited within the

RFC before applying to the CMDB. When ## is selected the Item Information screen is displayed in
Edit mode, the details can be updated and when the Save button is selected, the changes are
committed to the CMDB.

To update the CMDB by applying the newly created or edited Item details that prompted the creation
of an RFC:

1. Go to Changes>Change Requests

2. Select the Change ID# of the RFC for the Item change

3. Click Edit

Refer to the RFC Description field for information about the Item that prompted the creation of
the RFC.

4. Move the RFC to a State defined as Item Editable

@ is displayed next to the Item Type link, scroll over to view the details to be applied to the
CMDB.

“a Ibem

Type iPhone @ 3% &
Mumber 100003
MNumber 0404 57578484
Status Arrived
Criticality Low

5. Click to apply the Item information to the CMDB

Or, if the Item Details are to be edited, select £, amend the information in the Item Information
screen and click Save.

The Item Editor screen appears and the system prompts the User that the details described in the
RFC have been applied and need to be approved.

Information
Change Request changes have been applied. Click Save to finalize.

6. Click Save to apply changes
The Item is updated.
7. Save the RFC.
Move the RFC through the Workflow States to the Exit State, as configured.
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NOTE: An Item's Audit Trail always records any RFCs created assigned with Item.

Item Information

Information & Costs Requests Relationships Outages
o Et. . Duplicate = Print ltem # 100009 (iPhone)
Detalls Detalls
Resolution Number 0404 57578484
Input Type IME|I Nurnber x12w3t
Memory Serial Number yyt12345
Memory Card
Network Telemobiles
Description Notes | Attschments | [ AuditTeail )
No. = Date = Event By =
584  05M0M215:24 Item activated by processing of Change Request  Simone Supervisor
#10...
583 05MOM213:04 Change Request 1000020 - ltem has been marked Simone Supervisor
for ...
562 05M0M213:04 Added "Laura Morris® as an owner of this item Simone Supervisor
1 -3 of 3 Results

Creating an Item within an RFC

NOTE: The option to create an Item within an RFC is only available to RFC's created using a Group
Template.

An RFC within a Group Template can be used to create a new Item. For example, a Group Template
can include a Quick Call task to purchase a new piece of hardware. When the Group Template is
applied, the RFC is created and assigned the Unknown Item. When the RFC moves into an Item
Editable Workflow State, a New button appears next to the Unknown Item, which allows the User to
define the new Item details.

See: Group Templates for more information about defining an RFC Quick Call.
To create a new Item within the RFC:

1. Go to Changes>Change Requests
2. Select the relevant Change ID# of the RFC to define the Item
3. Click Edit

To define the Item, the RFC must be in an Item Editable Workflow State to access the New
button.
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Change Request Information

| Customer Analysls

Customer Dawn Knight
Org Unit MyCompany - Green
Phone 02 9797 9797
Local Time Thu, 10 May 2012 18:15:21

GPS
| =
Type Unknown a
Mumber 100001
Status
Criticality
Detalls
Classification  Ceneral H
Urgency = Low T
Impact ~ Low :
Priority Low

Escalation ®on Ooff
Escalation Layer Assessment Group

Simone Supervisor : .ﬁ l&.

Technician

4. Click the @, next to the Item Type 'Unknown'

The Item creation screen appears.

Change Request # 1000053
Customer ~ Email % | Customer | %
Customer CCs
Technician  Email . Technician ¥
Technician CCs

;raam Change Team
52, Workflow CMDB Update Approval
Status Review ltem
Next Action  peyiew Item

am

~
Information
Change Reguest changes have been applied. Click Save to finalize.
L v
Item Information
i |'{ Detalls \'| |'{ Costs \'| |'( Requests \'| |'{ Relationships \'| |'/ Outages \'|
MNumber
Category
Type |
Find ltem Type (Name)
@
Reguest Team | |
Incident Team | |
Problem Team | hd|
Change Team | R
Criticality =
Service Level B

5. Define the Item details

Search and select the Item Type, click Next and enter any known information within the Item

Details fields.
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2.5.3

See: Creating Items for more information about configuring an Item.
6. Click Save when completed
The new Item is assigned to the RFC and created within the CMDB.
7. Click Apply to add the new Item details to the associated RFC
8. Select the Summary tab to return to the RFC Information screen
Continue to work on the RFC as required.
9. Click Save and Done.

The new Item and RFC updates are committed to the database.

Change Groups

Change Groups

Change Requests that are related can be linked to form Groups. Once the Group has been created,
RFCs can be managed as one.

For example, RFCs can be grouped if:

¢ They are all logged by Users of one department
¢ They are all logged by one Customer
¢ They are all logged for the same Configuration Item

¢ They have a common Description or Solution.

NOTE: New Groups must consist of RFCs that are not already linked, unless the merge facility is
used to combine existing Groups..

Users can group Requests manually through the Change Groups tab or Change Request List (see:
Grouping Change Requests). Change Requests that have multiple Items assigned to them during the
Request creation process, are also listed within the Change Groups tab. The Change Groups list can
be exported using the PDF, Excel and Project buttons.

Change Groups
e \lseseh ) aumerne s (BRrEL L SRuEe ) ko Filtar: | All Change Groups [sys] ¢ Display: 10 ¢ @
&2 Group #% Title = lem Type = Classification 2 Priority = StartDate = CioseDate = Roequosts Cusiomers Description
] 100004 Mew Empioyes Medium 05/08/11 22:58 3 Scott Daly
- Create accounts on tha authentication
sarver, emai and HR systems<
100002  Change #100015 Emad Service Permission High 050511 19:22 2 Dannis Barry
- Denied having issues
100001 Change 8100012 Email Service Permission Madium 050311 16:59 2 Francis Young
R Denied cannot send either
1-30f 3Results

Creating a New Group via the Change Groups Tab
To create a new Group via the Change Groups Tab:

1. Select Change >Change Groups Tab
2. At the Change Groups screen, click New
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New Group

(" Anslysis ) [ Elements |

Use Template ||
Name | I I

New Group

Iltem Type |tem type not selected

Find Item Type (Name)

Description
1 Format ~ | Font Family = Font Size -

A-B I U = i=

Path: Words:0 y

Enter a Name for the Group

Assign an Item Type, if applicable

Assign a Classification, if an Item Type is selected
Assign a Group Priority

From the drop-down list, select a Status (i.e., Open, Closed or Resolved)

® N 9ol W

Enter a Group Description

The screen will default to the Analysis Tab, which allows the User to group existing RFCs.

Change Group - New Employee

@ ONUH/112159 Pending  Medium
of email madboxes

(=] 100013 0 0504/11 22:37 Pending Mediem ‘Service Manager Scoft Daly Incident Team Barney Testing the assigned SLA
- Sanderson

a 100009 G 0503/11 00:32 Pending Maedium Emall Service Simone Reques! Team John Brown Cannot receive email
- Supervisor

9. Check the field next to the relevant Request # to add the RFC to the Group
10. Select Add
11. Click Done to record the new Change Group.

Creating a Change Group using a Group Template
To create a new group using a Group Template:

1. Select Change>Change Groups
2. Click New

Supervisor Guide
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New Group

New Group
ﬁ g Analysls o Elements o
Use Template [§ v '
New Employee
Name |
Item Type
Classification
Status
Priority
Description
J Format - Fontfamily ~ Fontsize = | - | wrm. G
A-B 7 U =|TiZ @ |EE=E|x X
Path:

Words: 0 4

3. Select the Use Template checkbox

A list of Group Templates will be displayed.
4. Select an appropriate Template

The Group details are listed.

5. Enter a Name, as unique identifier for this Group

The selected requests for the Group are displayed. These requests are the Quick Calls assigned

to the Group Template.

New Group

Use Template E New Employee

“

Name| MNew Employee

Create accounts on the authentication server, emall and HR systems

|Path:

Item Type
Classification
Status Open
Priority Medium
Description
! Format -~ Fontfamily - Fontsize - | | wome TF -
A-B 7 U &|iZi =264 |E=EE|x x
| =)

New Group

Words: 10 4

6. Click Next
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The Find Customer field is displayed.

New Group
Detalls i ; Analysis N Eements
New Employee
Find Customer
First Nama Email
I I
Last Name Phone
Username Org. Unit
@

7. Search and select the Customer to be associated with the tasks included in the template

If the Customer details are not in the database and are to be created as part of the tasks included
in the template, assign a default customer and update the details in the Customer tab of the
Request, when the Customer details exist in the system.

8. Review the Selected Requests displayed for the Group

These Requests are the Quick Calls assigned to the Group Template. To exclude any of the
Requests from the newly created Group, untick the checkbox next to the Template name.

New Group
Detalls i [ Analysls 1 Elements |
New Employee
Name a Lena Benson
Email lenai@mycompany.co
Phone 03 9797 999
Address Level 12
City Melbourne
State Victoria
Zip 3000
Country Australia
Order Template Status Priority Classification Duration
g 1 Authentication Account Open Medium Question 10
g 2 Create Email Account Open Low Service 10
Offline
™M 3 Service Desk Account Open Low Question 5
™ 4 New Employee Open Low Question 10
Creation ® onsave () In Sequence
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9. Define the Creation option:
¢ On Save for all the requests to be created when the Request Group is saved
¢ In Sequence for the first request to be created when the Request Group is saved.
10. Click Save.

The Group is created including all requests.

The type of group created, whether it be an Incident, Problem or Change, will depend on the Quick
Call Tasks assigned to the Group Template. For example:

¢ If there are Incident Quick Calls, the Group will become an Incident Group
¢ If there is at least one Problem Quick Call, the group will become a Problem Group

¢ If there is at least one Change Quick Call, the Group will become a Change Group.

Analysis Tab

RECs can be linked to a Group in the Analysis screen of a Change Group. To search for Requests to
add to the Group, use the system Filters or the Search option.

The system filter includes the following:

Unassigned Requests Description

Project Requests Requests that have been assigned to the Change
Group/Project.

Unassigned Requests All Requests that exist in the system and have not

been assigned to
the Group.

Potential Requests - Item Type & Classification Requests in the system that match the Item Type and/
or Classification of the Group.

Potential Requests- Keyword match Requests with keywords that match between the
Request description and the Group description.

NOTE: The match is only performed on the first 250
characters of the description.

All Change Requests (sys) Lists all Requests in the system irrespective of
Workflow State or User assignment. Note that this
option is not visible to Technicians when the privilege
to View All Requests is disabled by the Administrator.

My Change Requests (Active) (sys) Displays all Requests in an active Workflow State that
are assigned to the logged-in User.

My Change Requests (All) (sys) Displays all Requests, in active and inactive Workflow
States, that are assigned to the logged-in User.

My Teams Change Requests (Active) (sys) Displays the all the RFCs in an active Workflow State
allocated to the Teams with which the User is
associated.

My Teams Change Requests (All) (sys) Displays the all RFCs, in active and inactive Workflow
States, allocated to the Teams with which the User is
associated.
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Unassigned Requests

Description

Pending Approvals (sys)

them with a list of Requests that are assigned an
Approval stage of the Workflow.

If the User has Manager privileges, this view provides

To link Requests within the Change Group Analysis tab:

A S

6.
7.

Go to Change>Change Groups

Select the Change Group # link

Move to the Analysis tab

Choose the Filter option

Select the relevant RFC checkbox on the left

Change Group - New Employee

Dewls | ([Anaiyss ) | Eements

@ Request# ¥ IP Created i Status & Priorty = ltam Type & Technician

100017 (1] 05/08/11 21:59 Pending Mediusm Emal Service Scoft Daly
O 100013 @ 0504112237 Pending  Medium Service Manager  Scott Daly
100009 @ 050311100:32 Pending Mediim Ernail Service Simone
o Supervisor
Click Add

Click Done to return to the Groups list.

Elements Tab

B Team

Incidant Team

Incident Team

Request Team

Filter: Unassigned Requests

E Customer

Laura Morris

Barney
Sanderson

John Brown

= Group

4 Display: | 25

B Subject

&

How do | increase the storage capacity

of email maiboxes
Testing the assigned SLA

Cannot receive emal

The Elements tab displays all the Requests that belong to the Change Group. From this screen, any
Request can be removed.

To remove a Request:

1. Go to Change > Change Groups

2. Select the Change Group # link

3.

4. Select the checkbox of the relevant RFC

Move to the Elements tab

Supervisor Guide
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Change Group - Multiple ltem Request created by Simone Supervisor

Detalls Analysis . Elements
& eoF % e Project Display: 25 & @&
quusstEIP Created = Status = Priority = ltem Type = Technician = Team = Customer = Group = Subject
= #
[ 1000081 050312 OnHeold  Medium Email Mary Calder Change John Brown  Multiple Item  Update memory and
=T Team Request account details
created by
Simone
Supervisor
E{ 1000052 050312 Pending -  Medium Service Desk Mary Calder  Change John Brown  Multiple Itemn Update memory and
= 721 No Team Request account details
Contract created by
Simone
Supervisor
1 - 2 of 2 Results
N

5. Click the Remove button.

Merging Change Groups

Existing Change Groups can be merged within the Change Groups tab, to allow all related RFCs
within the Groups to be managed as one.

To combine Change Groups:

1. Go to Change>Change Groups
2. Check the fields next to the relevant Group #'s
3. Click Merge
The screen defaults to the Details tab for the Merge Group.

4. Set the Name, Item Type, Classification, Status, Priority and Description that best defines all
associated Requests

5. Click Save.

The History tab records details of the Groups merged to form the new Group. Click the No.
hyperlink to view the details. The Impact Tab records the Type and Number of requests
associated with the Group.

Closing a Change Group

To close a Change Group and all related requests:

1. Go to Change>Change Groups

2. Select the Change Group # link

3. Move to the Elements tab

4. Select a Request # hyperlink

The Summary tab of the Request is displayed.

Click Edit

6. Within the Related sidebar check all related Change Requests

o

User Guide




e Francis Young Blade Server

E ( John Brown Service Desk

7. Select the Bulk option
The Bulk Editor screen is displayed.
8. Select the relevant Exit State

Editing Multiple Requests
| Customer | Contract [ Analysis ]
Dotalls
Priority
Impad Approval State p
Cancelled L
u ! Cancelled - Unpaid r
Workflc Closed (Verified) - CAB
| On Holg i
t  Open H
Qutsourced i
Sit Pending - CAB ’
_ ~ati Pending - Mo Contract
GG Rejected - CAB i
".51 Update Item [
Customer CCs™ 7|
Technician ~ Email = Technician ¥
Technician CCs

9. Click Save
10. Click Save and Done.
The Details tab of the Group now displays a Status of Closed - Resolved.

NOTE: When an RFC is duplicated, the new RFC is linked to the original RFC creating a Change
Group. RFCs can be unlinked through the Group's Related tab.

¢ Multi Item RFCs
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Releases

Release and Deployment Management

The purpose of Release and Deployment Management is to maintain the integrity of an
organization's production environment when deploying releases. Effective Release and Deployment
processes allow your service organization to deliver change faster and with minimal risk to the
business. It provides consistency in implementation approach and assures customers that they can
use a new or changed service in line with business requirements.

Part of the Service Transition phase of the Service Lifecycle, Release is responsible for planning,
scheduling and controlling changes and updates from Test to Live environments. It ensures the
integrity of the Live Environment is protected and that the correct components are released. While
Deployment includes the activities or tasks responsible for moving new or changed hardware,
software, documentation and process to the Live Environment.

This process is overseen by the Release Manager, whose role is paramount to the success of a release
and a required member of a Release Team. The Release Manager directs the process using all
information presented to help assess release readiness, and to efficiently identify deployment targets
for the deployment phases of a release. This level of control guarantees the Release Manager can
deliver updates to the live environment successfully, to all relevant parties, on time.

The capability to leverage relationship maps defined within the embedded CMDB allows the Release
Manager to assess the impact of a release, as all related Items can be easily associated with a release
package. The extensive use of Cls to represent all aspects of a release and the capability to directly
associate any category of CI with the release itself provides a complete picture of how a release will
impact the organization before any tasks are undertaken. The Release Manager can identify CI Types
impacted by the deployment and CMDB information details users, organizational units and specific
infrastructure affected by a release.

Complex and generally a lengthy process, large scale deployments require project management to
ensure success. To this end, Release Management includes related activities that require scheduling
in and around the internal activities of the service desk. The Release Manager can readily achieve this
by exporting release package information to Microsoft Project and administering the full process
using a dedicated project management tool.

Exported project files contain all related Change Requests for a Release, providing all relevant parties
with an end-to-end schedule of change. The export can also be filtered to include deployment
activities that can be merged into the final schedule once the Implementation of all Changes is
completed, resulting in a full historical account of the release cycle.

Within the system, the Release Manager creates and manages the Release within the Change>Release
tab. Within the Deploy tab of a Release, the Deployment Tasks are generated and made available as
groups within the Change>Deployment tab, while the individual activities are available within the
Change>Deployment Tasks tab.

To review examples of Release and Deployments, refer to Release Management Applied.

Releases

Change Requests Change Groups JLEEEESSM Deployments  Deployment Tasks [Setup] [Customer] Danny Supervisor
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Users who are assigned the Change Process of Release are provided access to the Releases,
Deployments and Deployment Tasks sub-menu options within Change. These Users can oversee the
Release process and also action Deployment Tasks, as required.

Within the Release tab, Users can create Releases, with the associated Deployments and Deployment
Tasks. The Releases can also be exported using the Project button, to allow the User to manage the
Release in a project management tool.

The Releases tab defaults to show active Releases logged in the system. This view can be filtered to
show:

Filter Description

My Releases (Active) Displays all Releases in an active Workflow State that
are assigned to the logged-in User.

My Releases (All) Displays all Releases, in active and inactive Workflow
States, that are assigned to the logged-in User.

Releases (Active) Displays all Releases logged in the system that are in
an active Workflow State.

Releases (All) Displays all the Releases logged in the system
regardless of their Status or Assignment.

The list can be re-sorted by clicking on a column header and the number of Releases displayed per
batch can be altered using the Display pop-up option.

Getting started with Release Management

Before creating Releases, the Workflow and Team need to be configured. Also, Release Managers
need to decide if Deployments are to be controlled by Change Management. Doing so means that
when the Release moves into a Deployment State of the Release Workflow, RFCs are automatically
generated and must follow the Change Workflow to the assigned Deployment State, before the
Deployment Tasks can be acted upon. To manage Deployments with Change Management, the
Administrator must enable Control Deployments via RFC in Admin>Setup>Privileges>Requests.

Creating a Release
Releases within the system include the following five areas of information:
¢ Details: Provide a Release overview describing the Release, its Priority, assigned Workflow and

Workflow State, and Release Manager

¢ Types: Details the Item Types that are to be affected by the Release and if the Release involves
installing new, updating or replacing Items

* Analysis: Allows the User to associate existing Change Requests to the Release
¢ Related: Lists the Change Requests assigned to the Release

¢ Deploy: Defines where the Release is to be pushed out to, this covers specific Customers,
Organizational Units and Global Releases.
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Details Tab
The Release Manager defines all elements related to the Release within the Details Tab.

After entering the initial information about the Release, the Manager also uses the Details Tab to
move the Release through the Workflow States. Each stage of the Workflow can be assigned to
different Managers, so by moving the Release through the Workflow States, the User is also
potentially reassigning control of the Release.

Also, within the Workflow, States may be defined as Approval or Deployment States. When the
Workflow moves into an Approval State, the accept and reject options are visible. The Manager
selects the appropriate option and the system automatically moves the Release to the pre-configured
State of the Workflow relative to the option selected.

If the Workflow is configured as a Deployment State, when the Release is moved into this State, the
Deployment Tasks created within the Release can be actioned by the assigned Technicians. However,
if the "Control Deployment via RFC" is enabled, when the Release moves into a Deployment State,
RFCs are automatically created for the Deployment, and when the RFCs hit the Deploy State
configured within the Details tab of the Release, the Deployment Tasks become active and allow
Technicians to action the Tasks. The Change Manager can view all Deployment Tasks related to the
RFC within the RFC Summary screen and when all Tasks are moved to Closed-Resolved the Change
Manager can close the related RFC.

When all Deployment Tasks are completed, the Deployment is automatically closed by the system
and the Release Manager can close the Release within the Details Tab, by moving the Release
Workflow to the Exit State.

To create a Release:

1. Go to Change>Releases
2. Click New
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' New Release

w Item Type Analysls Elements Deployments
R e e
New Release
Detalls ent
7 I Options
[ e
RFC Control ®ves (ONe
Priority ~ Low B
RFC Workflow ~ Select Workflow... :
Team Release Team =
Group Release Group
Workflow ~ Release Workflow ¥
Status Plan
Mext Action ~ Plan e
Manrager Simone Supervisor =
% Attachment Impact History
Byl Format - Font Family ~ Font Size | | rm GF -
A-B F U =|Ti-«|E==|x x
Path: Words:0 é
3. Complete the following information:
Release Fields Description
Name Enter a Name that reflects the objective of the
Release.
Priority Set the Priority, which will correspond to the target
timeframes for the SLAs associated with the
Release via the RFCs.
Team Select the Release Team who will oversee all part of
the Release.
Workflow Set the Workflow that includes the relevant stages to
manage the Release.
The Release Manager moves the Release through
the stages of the Workflow, relevant to the events
being undertaken and completed.
Status This is set to the Default Entry State of the selected

Workflow.
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Release Fields

Description

Next Action

Manager

RFC Control

Description

Based on the assigned Workflow, select the next
Workflow State for the Release, as required by the
next Release activity.

Some States are Approval States, when the Release
moves to an Approval State the Approve J%’ and

Reject y% options are visible. The Release Manager
selects the appropriate option and the system
automatically moves the Release to the pre-
configured next State, relative to the option applied.

From the drop-down list of Managers assigned to the
default Entry Point of the assigned Release
Workflow, select the Release Manager to manage
the project when it is initially created.

The User defined here, is the Manager who can edit
the Release after it is saved and then move it to the
next State.

If the Control Deployments via RFC option is
enabled in Admin>Setp>Privileges>Requests, this
field will be displayed.

Select Yes if the Deployment is to be routed through
Change Management, to enable the scheduling of
Deployment Tasks.

Select the RFC Workflow to manage the Change
Request associated with the Deployment, and set
the default Open State or Deployment State for the
Tasks (i.e., when the RFC moves into this stage of
the Change Workflow the associated Deployment
Tasks move Pending to Open allowing the
Technician to work on the Task.)

Enter information that describes the goal of the
Release.

4. Click Save.
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Move to the Types tab to associate the Item Types with the Release, for Items being upgraded,
replaced and installed from new.

MNew Release
' Item Types ' i Analysls [ : Elements Deployments
New Release
Options

MNamel Rollout Printers
RFC Control @ Yes ()No
Priority = Low

BT

RFC Workflow v Select Waorkflow...
| Typical Change Workflow

o ik ke S Standard Change Workflow
Emergency Change Workflow

Workflow  Release Workflow CMDE Update Approval

Status Plan Change Deployment Workflow

Next Action ~ Plan

Team Release Team

4

e

BT

Manager Simone Supervisor ¥

ﬁ ( attachment | [ Impact | [ History
crpon Paragraph  ~ Fontfamily = Fontsize -v| = |Hrm|.$v
A-B r Us==|=2iZ«|=E==|x x
Deploy printers in all departments
Path:p Waords: 0 A
Attachments

The Attachments tab allows the Manager to upload any relevant files, but also provides access to any
Media Files that are associated with Deployments during the Release and Deployment creation
process.

To add Attachments to a Release, within the Release's Details tab:

1. Click Edit to display the Attachment tab New button

2. Click New
m:: file selected Private || Description oo

3. Browse and select a file

4. Enter a Description, if required

5. Click@.
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To delete an attachment, tick the field next to the File Description name link and select the Delete
button.

Impact

The Deployment Tasks filter view of the Impact Tab displays the number of Deployment Tasks per
Status associated with the Release. While the Change Requests view shows all RFCs, and their
current Workflow State, associated with the Release using the Analysis Tab and also listed in the

Related tab.
Description Attachment m History
AR o Change Requests
Deployment Tasks
Status 2 Workflow = # Requests
Open Typical Change Workflow 1
1 -1 of 1 Results
History

The History tab records all changes and updates for the Release, relative to the assigned Workflow
State. To view a historical entry within the Release Details tab:

1. Select the History tab

Description Attachment [1] Impact History
No. Date = Note Status Pricrity By =
BD 050412 12:12 Attachment "Printer Images® has been Plan Low Simone Supervisor
added.
60 050312 14:19 Release created Plan Low Simone Supervisor

1-2of 2 Results

2. Click on the identification number hyperlink to display the entry details
3. Click Cancel.

The expanded window is closed.

ltem Types Tab

Within the Types Tab the Release Manager can define one or multiple Item Types for the Items that
will be affected by the Release and why the Types will be affected. The reasons the Types are affected
include creating new Items, updating existing Items in the CMDB, or replacing existing Items with
other newly created Items.

If the Release involves creating a new Item, it is assumed the Item Type does not exist in the CMDB,
therefore setting the Reason to New allows the User to create a new Item Type and set the default
service Teams, SLAs and criticality level of the Item Type. If the Release is to update an existing Item,
the User only needs to search for an existing Item Type in the CMDB and assign it within the Release
Types tab. Releases that cover an Item replacement require the User to associate the existing Item
Type with the Release and create a new Item Type. A Release can include a mix of reasons, if relevant.
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As part of defining all Releases, media attachments required for the process, such as an installer or
executable file, can be associated with the Release in the Types tab.

New Items can be created from existing Item Types by using the Find Item Type field in the Item
Types tab, but to define new Item Types for Items that are to be created as part of the Release, with
the Item Types tab in Edit mode:

1. Click
e

The New Type field is displayed.

Release - Rollout Printers

| [ltem Types Analysis Elements Deployments

Detalls
New Type &3

Find Item Type (Name)

Reason  New

EL3

Media Attachment

(]

2. Select@®
The Item Types field is expanded to allow the User to create a new Item Type.

3. Enter the Name for the Item Type and set all other Item Type template information
(See: Create Item Type.)

4. Click Save
The screen displays Item Details Fields for the Item being created.

5. Enter any known details in the Item Details Fields

This information will automatically be populated to the newly created Item's Details tab, when
the Deployment Task is completed and the Item entered into the CMDB.

6. Upload a media file for the new Item, if relevant

The media file may be an installer or executable file and will be made available within the
Deployment Task.

7. Click Save.
Additional Item Types can be added to the Release by repeating the above process.

To upgrade Items as part of the Release, define the Item Type within the Types tab in Edit mode by:
1. Click

&

2. Set the Reason to Update
The Find Item Type option is displayed.
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Release - Rollout Printers

Detalls . ltem Types Analysls Elements Deployments

Detalls

ltem T I
e Find Item Type (Mame)

EL3

Reason . L.Ipd ate

Media Attachment

(4]

. Search and select an Item Type

The Item Details Fields are displayed.

. Complete any information that is to be updated in existing Items associated with the Item Type

For example, if the Release involves upgrading software it would be relevant to include the new
version number in the Item Details. All Items that use this Item Type would have their Item
Details automatically updated, based on the information entered here, when the Deployment
Tasks are completed.

. Upload a media file for the new Item, if relevant

The media file may be an installer or executable file and will be made available within the
Deployment Task.

. Click Save.

Additional Item Types can be added to the Release by repeating the above process.

To replace Items as part of the Release, define the Item Type within the Types tab in Edit mode by:
1. Click

R N—

2. Set the Reason to Replace

The Find Item Type search field is available for the Item Type that is to be replaced. The New

Type field displays the options to create a new Item Type by selecting @ or searching on an
existing Item Type using the Find Item Type field.
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Release - Rollout Printers

Detalls

Detalls
ltem Type

Mew Type €3

Analysls

Reason E Replace

EL3
!

Media Attachment

Ak

" Elements Deployments
Find Item Type (Name)
@
Find ltem Type (Mamea)
@

. Search and select the Item Type to be replaced

exists in the CMDB

Or, create a new Item Type by clicking © . The Item Types field is expanded to allow the

Manager to create a new Item Type.

. Enter the Name for the Item Type and set all other Item Type template information

(See: Create Item Type.)

. Click Save

4. Use the Find Item Type field within the New Type field to replace the Item Type with a Type that

For the new or existing Item Type associated within the New Type field the screen displays Item

Details Fields for the Item being created.
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Release - Rollout Printers

Detalls " analysls | [ Elements " Deployments
[tem T Oracle 11
yps g Find Item Type (Name)
New T S0l
oo My e Find Item Type (Name)
ltem Type £ Item Category =
Email Service Service
HP 3200 Printers & Scanners
Office 2008 Softeare
Oracle 11g Hardware
Service Desk Service
Service Manager Software
1-6of6Resulis

L3

Reason  Replace

Media Attachment

L1
o

CPU

MALC Address

Network Address

Network Name

AR

Platform  Windows

OS Version = Windows 2008 =

Version
Licenses
Serial Number

Platform String

7. Enter any known details in the Item Details Fields

This information will automatically be populated to the newly created Item's Details tab, when
the Deployment Task is completed and the Item entered into the CMDB.

8. Upload a media file for the new Item, if relevant

The media file may be an installer or executable file and will be made available within the
Deployment Task.

9. Click Save.
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Additional Item Types can be added to the Release by repeating the above process.

Release - Rollout Printers

Detalls

f Deployments .

Elemeants

Analysis

After all the Item Types have been added to the Release click Save, and move to the Analysis tab to
associate any pre-existing Change Requests to the Release package.

Analysis Tab

As a Release Manager, the Analysis tab allows you to associate any pre-existing Change Requests to a

Release. To add RFCs to a Release within the Analysis tab, check boxes next to relevant Request #

links and click ﬁ

Release - Rollout P

([ Demalls | [ ltem Types —fm W

Filtar: | Unassigned Change Requests §  Display: | 25

Group 100002 New Printer roguest

Ambaer Walkan

HP 3200 Simone Supervisor Change Team

Elements Tab

The Elements tab allows the Release Manager to view all Change Requests associated with the
Release and output this information to PDF. This list can be managed by allowing the Manager to

remove any irrelevant RFCs from the Release package.

To remove any RFCs from the Release, check boxes next to relevant Request # links and click

Supervisor Guide

P @

100008 =y 0614111 2220 Approved
] @ Upedate
CMDB
[J 100007 & 0614112154 approvoa Medium Emal Service Simone Supervisor Change Team Sl-nunw ‘Group 100002 gwﬂaques:-nsnlmbmmkﬂﬂ
pdata Supeny creation
CMDB
g 100006 (] DEM4/11 21:48  Approved Mexdium Emall Service Simone Supervisor Change Team Simone ‘Group 100002 Change Request - Hem has besn marked
Upsdater Supervisor for deletion
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Deploy Tab

The Deploy tab allows the Manager to define where the Deployment is to be pushed and who will be
working on the Release by creating Deployment Tasks. Deployments can be created on a Per
Customer, Per Organizational Unit or Global Deployment basis.

To define the Deployments for the Release, with the Deployments tab in Edit mode:

1. Click New
2. Set the Deployment Type option:

Options

Description

Deployment per Customer

Deployment per Org. Unit

Global Deployment

Allows specific Customers and Items to be assigned
to the Deployment. By selecting this option
Customer Names are displayed for Customers that
own Items derived from Item Types associated with
the Release. Use the Search Options field to find a
specific Customer.

Use this option if an Item being created, updated or
replaced is to be owned by the Customer directly.

Allows Organizational Units to be assigned to the
Deployment for the Release. Selecting this option
displays Org Units configured in the system.

Use this option for Items that are created, updated
or replaced as part of the Deployment, which are
shared by all Org. Units included in the Deployment
or are assigned ownership on a per Org. Unit basis.

NOTE: Use the Search Options field to find a
specific Org. Unit or select Search All for a search
and view all Org.Units configured in the system.

Sets the Workflow that includes the relevant stages
to manage the Release. Selecting this option
creates the Deployment for the entire customer
base and displays the Next button.

3. Tick the relevant Deployment targets in the list, for Customer or Org. Unit Deployments
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Analysls

Create  Deployment per Orag.Unit

(==
Org. Unit ik Display: 10 &

My Company

My Company - Azure
My Company - Green
My Company - Lilac
My Company - Pink
My Company - Teal
My Company - White
@ My Company - Yellow

@y @ iy @ iy @

1-80of B Resutts

4. Click™%

The selections are added to the Deployment and displayed in the Selected Org. Units side-bar.

. Click Next

The screen allows the Manager to define the Deployment Work Group who will action the
Deployment Tasks of the Release, and the State of the Deployment Workflow in which the tasks
are to be actioned.

The Items Field will also display any Items associated with the Customer or Org Unit for Update
or Replace Item Type Releases.

(" petalls | memTypes | (* Analysis )| ( Elements |
Group  Default Deploy Group %
Deploy Status ~ Deploy ¥

e je@ Display: 10 %

Cracle 11g Deployed My Company
My Company -
Yellow

D 100003

-ttt Resuls

6. Set the Work Group who will complete the Deployment Tasks

The list is derived from the Groups tab of a Release Team.

7. Set the Workflow State that the Deployment Tasks move to Open
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This is when the tasks are to be worked on by Technicians in the Work Group. The Deploy Status
list is derived from Release Workflow States that have Deployment State option set to Yes.

8. ForUpdate & Replace Item Releases, select one, multiple or all Items displayed in the Items List or

use '@' to search for Items

9. Click'ff}. once the Items have been identified

The Items will be listed in a Selected Items sidebar.

10. ForNew Item Releases, click +]

The screen defaults to the New Types list.
11. Select the Item Type for the Deployment
12. Set the Item Ownership Status

Release - Rollout Printers

imbeplownept=ig
.D;hl-ts .
NEW Ty e Item Type 2 Criticality = |dentifier = Category =
g HF Pro 85004 Low Serial Number Printers & Scanners
1-1of 1 Results

Options () shared ltem @) ltem per Org. Unit

13. Click Create

The Selected Item box displays the New Item to be created. Continue to create Deployment
Tasks, if relevant or click Create to lodge the Deployment in the system.

14. Click Done when all Deployment Tasks have been created.

A unique reference number is automatically generated for the request at this point. The
Deployments will be listed within the Change>Deployments tab.

When all Deployment Tasks are created they are included in the Deployments listed in the
Change>Deployments screen. The individual Deployment Tasks will be visible within the All
Deployment Tasks filter of the Change>Deployment Tasks tab.

Working on Deployment Tasks

Releases can have multiple Deployments that are to be completed at different stages of a Release
lifecyle, and to allow for this, multiple stages of the Release Workflow can be defined as Deployment
States when creating a Release Workflow. The different Deployment States can be selected as the
Deploy Status for a Deployment when a Release is created in the system. Then, as the Release
Manager moves through the Release Workflow, by adjusting the Next Action State in the Details tab
of the Release, and when a State that is assigned as the Deploy Status for the Deployment is assigned
to the Release, the Deployment Tasks move into an active Open State.

When a State that is assigned as a Deploy Status is selected for the Release, the Deployment Tasks for
that Deployment created within the Release move to Open and can be actioned by the assigned
Technicians. However, if Control Deployment via RFC is enabled, when the Release moves into the
Deployment State, RECs are automatically created for the Deployment, and only when the RFCs hit
the Deploy State configured for the RFC Control option within the Details tab of the Release do the
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Deployment Tasks become active. The Change Manager can view all Deployment Tasks related to the
RFC within the RFC Summary screen, and when all Tasks are moved to Closed-Resolved the Change
Manager can close the related REC.

When all Deployment Tasks are completed, the Deployment is automatically closed by the system.
When all Deployments are closed for a Release, the Release Manager can close the Release within the
Details Tab, by moving the Release Workflow Status to the Exit State.

Release Management Applied

Release Management in the system provides Release and Deployment Managers with a centralized
repository for managing the introduction of changes, regardless of size or risk, to the environment.
Two examples for rolling out a Release are detailed below, as Releases can potentially be very
complex, which requires great flexibility in the system.

The first example illustrates a software rollout, with software being upgraded, replaced and a couple
of new installations. Although this Release may be considered a little complicated, the nature of the
Release is low risk. Due to the minimal business criticality level of the Release, it has been decided
that this deployment will not be controlled by Change Management. The second example that
manages the update of Microsoft Exchange, a higher risk Release, controls the Deployment with
Change Management.

Before commencing the examples, the system needs to be configured to handle Release Management
and the following elements must be in place:

Users assigned the Release & Deployment Process
Create a Release & Deployment Team

Build or Edit the Release Workflow.

Example 1: Install, upgrade and replace Office packages

Release Objective: To rollout the latest update of Office 2008 to customers. Replacing existing
software for customers that have Open Office, and installing new software for customers without
access to any Office applications.

The example will apply the system default Release Workflow that includes an added Workflow State
of Trial Deploy and also has a number of Approval States. It includes Deploy and Trial Deploy States
as the Workflow stages for creating the related Deployment Tasks in the system.

The Release Team that will action the Deployment Tasks has also been divided into three Groups:
Software, Hardware and all Deployment Technicians.
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Release Team
Groups
Mame £ Assigned Technicians Assigned Managers Group Type =
Al Deployment Techs Group Calvin Johns Deployment
Carla Parsons
Simone Supervisor
Noel Thompson
Francis Young
All Tech Release Group Calvin Johns Technician
Carla Parsons
Simone Supervisor
Moel Thompson
Francis Young
Hardware Deploy Group Noel Thompson Deployment
Francis Young
Manager Approval Group Simone Supervisor Manager
Softeare Deploy Group Calvin Johns Deployment
Carla Parsons
A

To create the Release:

1. Go to Change>Releases
2. Click New

3. Complete the Release information
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Release - Update Office Software

| Iltem Types | Analysls || Elemeants | Deployments |

Details
Name | Update Office Software

Priority = Low

i

4

Team Release Team
Group All Tech Release Group
Workflow ~ Release Workflow :
Status Plan
Next Action  Plan

4

Manager Simone Supervisor B

“ I [ Attachment | [ Impact b History

Description
1 Format ~ Font family = Font size -

| wrm. %55«

A-B I U |2 i« |E | %

Upgrade customer to the latest version of from Microsoft 2008. Replace OpenOffice Software
with Microsoft Office 2008. Install Microsoft 2008 for customers with no Office software.

Path: Words: 23 v

Release Fields Description

Name Enter a Name that reflects the objective of the
Release.

Priority Set the Priority, which will correspond to the target
timeframes for the SLAs associated with the
Release via the RFCs.

Team Select the Release Team who will oversee all part of
the Release.

Workflow Set the Workflow that includes the relevant stages to
manage the Release.

The Release Manager moves the Release through
the stages of the Workflow, relevant to the events
being undertaken and completed.

Status This is set to the Default Entry State of the selected
Workflow.
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Release Fields

Description

Next Action

Manager

RFC Control

Description

Based on the assigned Workflow, select the next
Workflow State for the Release, as required by the
next Release activity.

Some States are Approval States, when the Release
moves to an Approval State the Approve J%’ and

Reject y% options are visible. The Release Manager
selects the appropriate option and the system
automatically moves the Release to the pre-
configured next State, relative to the option applied.

From the drop-down list of Managers assigned to the
default Entry Point of the assigned Release
Workflow, select the Release Manager to manage
the project when it is initially created.

The User defined here, is the Manager who can edit
the Release after it is saved and then move it to the
next State.

If the Control Deployments via RFC option is
enabled in Admin>Setp>Privileges>Requests, this
field will be displayed.

Select Yes if the Deployment is to be routed through
Change Management, to enable the scheduling of
Deployment Tasks. Select the RFC Workflow to
manage the Change Request associated with the
Deployment, and set the default open State or
Deployment State for the Tasks.

Enter information that describes the goal of the
Release.

4. Select Save.

From the above screen snap, we can see that Simone Supervisor is the Release Manager assigned
to the Release and that the Release is of low Priority, will be handled by the Release Team and
managed using the Release Workflow. The Release is currently in the default entry point of the
Release, the Plan State. It should be noted that moving through the Release Workflow is
determined by your organization's business processes and the defined Workflow. The system is
to be used as a central repository to manage Releases and a point of reference to keep all relevant

parties updated regarding a Release.

Assign Item Types

To associate the Items that are to be created or updated as part of the Release, the Release Manager
has to define the reason for the Release and assign the relevant Item Type to the Release. This is

achieved within the Item Types tab of the Release. For our example, there will be three reasons for the
Release:- Upgrade existing software, replacing existing software and installing new software.

As a Release Manager, to assign Item Types to the Release:

1. Select the Item Types tab inside the Release information screen

2. Click Edit
3. Click Add
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Deployments

New Type @ Find tem Type (Name)
@
Reason New =
Media Attachment - 6

4. Assign the Reason of Update

For customers with Office 2008, based on the system configuration within the CMDB Item Type
of Office 2008, we will just be updating the software version number in the Item Details tab.

Release - Update Office Software

Detalls

" Deployments |

Analysls Elements

Find Item Type (Mame)

5. Search and select the Item Type Office 2008 in the Find Item Type field

When the Item Type is associated with the Release, the fields available on the Details Tab of
Items using the Type are displayed.

6. Enter the information that is to be updated against the Item in the CMDB and Save

For our example 2011 will be entered in the Version # field.
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: Deployments -

Analysls Elements

Item Type Office 2008

Find Item Type (Name)

Reason Update

L3

i
|

Details to be updated on the
Version # |12.l].3| I "-_ lems included in the

Release

License Key
License Count
License Expiry
Ownership
Order #
Supplier
Supply Date

7. To replace Open Office with Microsoft Office 2008, click Add

8. Select the Reason of Replace
The Find Item Type field is displayed next to the New Type field.

9. Search and Select the Item Type to be replaced within the Item Type field
For this example it is Open Office.
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10.
11.

12.

13.

Release - Update Office Software

Detalls '| ' Analysls ' " Elements |' Deployments
Details
Item T
e Find Item Type (Name
Open @
: . Seal
ltem Type £ ltem Category E
OpenODfiice Software
1-10f1 Results

Mew T
e a Find Item Type (Nama)

Reason  Replace

AF

Media Attachment

AF

Select the Item Type link for the Item Type to be replaced

Search and Select the Item Type that is to replace the existing Item Type
For this example, Office 2008 is the replacing Item Type.

Select the Item Type link for the Item Type information to be replaced

The fields contained on the Details tab of Items applying the Item Type are automatically
displayed.

Enter information into the fields that are to be updated on the Items in the CMDB
For this example, the Version # details is updated to include 12.0.3.
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Release - Update Office Software

Detalls A Deployments _

Analysis Elements

[tem T'.|-|.|llf1 lj be
HwnTysa OpanOfica =™ 'eplace
Find Item Type (Name)
Mew Type Dﬂ'ﬁeme
Find Item Type (Name)
A
Reason  Replace i Replacemeanl
Media Attachment N+ ltem Type
Location
Environment

Information lo be updated on the

Version # I 12.0.3 [ A Delails lab of the llem, as part of the

IL!|J|..1L.L'["EI'I|. Process.

License Key
License Count

License Expiry

14. Click Save

15. To create new Items in the system, click Add
The Reason of New is assigned by default.

16. Search and select the Item Type to be applied to newly created Items in the CMDB
For this example, new Items using Office 2008 are being created.

17. Assign the Item Type to the Release
The fields available on the Details tab of Items using the Type are displayed.
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Version #

License Key

License Count

Supply Date

12.0.3

Analysis

Deployments

Find Item Type (Name)

Mew llems to be created
using the selecled llem Type

Information to be completed on the

M Dclails lab of the newly created

lems

For our example 12.0.3 will be entered in the Version # field.
19. Click Save

18. Enter the information that is to be updated against the Item in the CMDB

Detalls

Mew

Update
Replace

Deployments

20. After all Types have been assigned to the Release, move the Release to the next relevant State.
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For this example, the Release moves to Plan Approval and approval is given. The system
automatically moves the Release to Build.

Release - Update Office Software

Detalls
S

Details
Mame | Update Office Software
Prigrity Low
Team Release Team
Group Manager Approval Group
Workflow Release Workflow
Status Plan Approwval

Next Action % %

Manager Simone Supervisor

As the Release is not to be managed using Change Management, the Release Manager can move
directly to the Deploy tab to create the Deployment Tasks.

Create Deployment Activities

Deployment Tasks, the activities completed by Technicians included in the Release Team Groups, are
created in the system by considering the physical location of the Customer or Organizational Unit.
That is, when grouping the tasks that are to be completed as part of a Release, the system presents the
information based on Customer location so Technicians can be deployed to specific locations to
complete jobs.

Tasks can be created on a per Customer Deployment basis for Items that are assigned specifically to
Customers. Or, for Items that are shared across Org. Units or by an Org. Unit, the Create option of
Deployment per Org. Unit can be used for creating the Deployment. The Global Deployment option
allows the Tasks to be created for the whole Organization as the Item being updated, created or
replaced is owned/accessed by all Customers in the system.

Once the Customers are assigned to the Deployment, either directly or via an Organizational Unit the
Release Manager must define the Group of Technicians within the Release Management Team who
will action the Tasks and set the stage of the Release Workflow for the Deployment Tasks to move
into an Active State ready to be completed by Technicians.

To create the group of Deployment Tasks:

1. Select the Deployments tab inside the Release information screen
2. Click New

The screen expands to show the options for the type of deployment to be created, the list of
Customers who own an Item associated with the Item Types included in the Release Types tab
and the Search Options box.

3. Select the type of Deployment that is to be created

For this example, per Customer Deployments will be created as all Items associated with the
Release are owned directly by Customers. The list of Customers can be sorted into Org. Unit
groups by clicking the toggle in the Org. Unit Column Header.
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Release - Update Office Software

Detalls Item Types Analysis Elements

Detalls
Create Deployment per Customer %

=
Customer e

Display: 10 %

@ Name 4 Country = Email Phone Org, Unit =
E Amber Wallan Australia amber{&@ My Company - White
E} Carla Parsons Australia carla@ My Company - Lilac

E{ Dennis Barry Australia dennisi@ My Company - Pink

Ej Jamie Stewart Australia jamied@ My Company - Teal

Ej Lena Benson Australia lena({@ My Company - White
E Scott Daly Australia scoth@ My Company - Lilac

1 - 6 of 6 Results

. Assign the Customer(s) to the per Customer Deployment by selecting the field next to the

R 3
Customer name and clicking 7%

The selection is included in a Selected Customers window to the right of the main window.
When all Customers are assigned to the Deployment, the group of Technicians who will action
the Tasks and the Workflow State where the Tasks will become active in the system must be
defined.

5. Click Next

6. Select the Group of Technicians who will work on the Deployment Tasks from the Group drop-

down list

For this example the Software Technicians will be assigned.

Release - Update Office Software

Group Software Deploy Group 2

Deploy Status  Deploy =

. Assign the stage of the Workflow where the Deployment Tasks will become active in the system

As the Release is related to simply upgrading or installing Office 2008, the Deploy State will be
assigned as the action State.

. Select the Items to be included in the Deployment

For this example, as the replacement and upgrade of Items is simple software, all Items will be
created as one Deployment that will result in individual Tasks being created.
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10.

11.
12.

13.

14.

"

Elements

Display: 10  #

E 100014 OpenDffice Installed Carla Parsons
E 100013 DpenDfiice Installed Scott Daly

E 100012 OpenDfiice Installed Jamie Stewart
E 100011 Office 2008 Installed Dennis Barry
E 100010 Office 2008 Installed Lena Benson
E 100009 Office 2008 Installed Amber Wallan

Click 75
Click

For the new installations of Office for customers select & within the Items field

Tick the relevant Item Type and define if the Item is to be shared or one created for each
Customer

Click

| Detalls | ltemTypes | Analysis | Elements ‘ﬁﬁ
o New Display: 10 %

100005 Update Office Software Open Deploy 1 /]
Deployment for Dennis Barry

100006 Update Office Software Open Deploy 1 1]
Deployment for Scott Daly

100007 Update Office Software Cpen Deploy 1 o
Deployment for Jamie Stewart

100008 Update Office Software Open Deploy 1 o
Deployment for Amber Wallan

Click Done.
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All Tasks are now saved with a Status of Pending assigned. When the Release Workflow moves
to the Deploy State, the Tasks' Status will automatically by updated to Open, prompting
Technicians to complete the Deployment Tasks and move their State to Closed - Resolved. When
all Tasks are completed and moved to Closed - Resolved, the Release will be automatically

Closed.

Deployment - Update Office Software Deployment for Lena Benson

Detalls

RN —

Item
Number 100010
Type Office 2008
Version # 10
Status Installed
Reason Update
Affects
Customer Lena Benson

Delault State set when Deployment |
realed within the
iutomatically move to QO

1elease Workflow hits the C

defined for the Deployment

Reloase
Workflow Release Workflow
Team Release Team
Manager Simone Supervisor
Status Build
Details
Group Software Deploy Group

Deployment Task # 100019

Technician =~ Carla Parsons H
All th mn |
Status Pending /|- hedule e for
FESC Date i:__ul completion on a future

Action Deployment Tasks

The Deployment activities created within the Deploy tab of the Release are listed in the Deployments
and Deployment Tasks tabs of Change in the system. The Release Manager works the Release
through the assigned workflow within the Details tab of the Release. When the Status of the

Workflow is set to the Deploy State defined within the Deployment, the Tasks will move from

Pending to Open.

Release - Update Office Software

. Details Item Types
Details
Name | Update Office Software
Prigrity Low

Team Release Team

Group Manager Approval Group
Workflow Release Workflow

Status Deploy Approval

Next Action J& &

Manager Simone Supervisor

For this example, within the Releases>Release#>Details tab the Release Manager has moved the
Release through the Workflow States of Plan, Plan Approval, Build, Test and is currently assigned the
State of Deploy Approval. Selecting Accept will move the Release to Deploy, and the associated Tasks

will automatically move to Open.

Supervisor Guide

509



510

Deployment - Update Office Software Deployment for Lena Benson

(" Detalls _

Deployment Task # 100019

Item Release

Number 100010 Workflow Release Workflow
Type Office 2008 Team Release Team

Version # 10 Marager Simone Supervisor
Status Installed Status Deploy
Reason Update Details
Affects Group Software Deploy Group

Customer Lena Benson

Within the Change > Deployment Tasks tab, Technicians can edit Deployment Tasks by adding Notes
using the New Note button, which are stored in the Notes tab, or update the Status of the Task to
Closed-Resolved. When all Deployment Tasks are completed, the Deployment is automatically
closed by the system. When all Deployments are closed for a Release, the Release Manager can close
the Release within the Details tab, by moving the Release Workflow Status to the Exit State.

Deployment Task Information

Item

_ Release
Number 100010 Workflow Release Workflow
Type Office 2008 Team Release Team
Version# 10 Manager Simone Supervisor
Status Installed Status Deploy
Reason Update Detalls
Affects Group Software Deploy Group
Customer Lena Benson Technician Carla Parsons
Status Open
FSC Date

Item details in the CMDB are also automatically updated, based on the information included in the
Release.
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Itemn Information

Infarmation Detalls Costs Reguests Relationships
I Edit . Duplicate. "'I:IE Print Itern # 100014 (Office 2008)
5 Detalls Detalls
Location License Expiry
Environment Ownership
Version# 12.0.3 Order #
License Key Supplier
License Count Supply Date

Description Motes Attachments Outages it Trail

ersion # changed from "3.0" to "12.0.3"
Item Type changed from 'OpenOffice’ to "Office 2008°

Example 2: Update Microsoft Exchange

Although this is considered a less complex activity as it involves only one Item, due to the business
critical nature of Exchange the risk is higher. Therefore, as a Release Manager, it has been decided to
manage this Release using Change Control. To manage Deployments using Change Management,
ensure the Administrator has enabled the Control Deployments via RFC option in the
Setup>Privileges>Requests Tab.

Release Objective: To update Exchange to Microsoft Exchange 2010

The example will apply the system default Release Workflow that includes an added Workflow State
of Trial Deploy and also has a number of Approval States. It includes Deploy and Trial Deploy States,
as the stages of the Workflow where the related Change Requests (RFCs) are automatically created
for the Deployment, and only when the RFCs hit the Deploy State configured for the RFC Control
within the Details tab of the Release do the Deployment Tasks become active. The Change Manager
can view all Deployment Tasks related to the RFC within the RFC Summary screen, and when all
Tasks are moved to Closed-Resolved the Change Manager can close the related RFC.

The Release Team that will action the Deployment Tasks has also been broken down into three
groups, Software, Hardware and all Deployment Technicians.

To create a Release with the Deployment Control managed by Change Management:

1. Define the settings within the Details Tab and set the RFC Control option to Yes
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® N 9o W

- New Release

m Item Types Analysls Elements Deployments
W= .
Detalls

New Release

Deployment
Optlons

NamBl Update Microsoft Exchange
RFC Control @#ves [ )No

Priority ~ Medium =t
RFC Workflow  Change Deployment W 5
Team Release Team

/ Deploy State ~ Deploy g
Group All Tech Release Group
‘Workflow  Release Workflow . The Workflow that will be

ar

Status Plan " e =
e il 1]
Next Action ~ Plan = W
it
Manager Simone Supervisor = .|
S e S el
Description
pioa Format ~ Fontfamily ~ Fontsize = | | i 7 -
A-B 7 U=|Zi-w|EEE|*x X
U
Path: Words: 0 y

Click Save

From the above screen snap, we can see that Simone Supervisor is the Release Manager assigned
to the Release and that the Release is of low Priority, will be handled by the Release Team and
managed using the Release Workflow. The Release is currently in the default entry point of the
Release, the Plan State. It should be noted that moving through the Release Workflow is
determined by your organization's business processes and the defined Workflow. The system is
to be used as a central repository to manage Releases and a point of reference to keep all relevant
parties updated regarding a Release.

Move to the Item Types tab

Click Edit

Select Add and set the Reason to Update

Within the Find Item Type field, search for Exchange
Click on the Exchange link to add it to the Release
Upload Media Attachments, if relevant

If an electronic upgrade file is to be used for the upgrade, it can be uploaded within the Media
Attachment field. This would then be made available within the Deployment Task associated
with the Release.

Enter information that is to be updated on the Details tab of the Item being updated

These will automatically be updated in the CMDB when the Deployment Task moves from
Open to Closed-Resolved.
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Release - Update Microsoft Exchange
Detalls % Analysls Elements Deployments

Datails
Itemn Type Exchange

Find Item Type (Name)

Ak

Reason  Update

Media Attachment

(]

Flelds

Location
Environment
Version # | 2010
License Key
License Count
License Expiry
Ownership
Order #
Supplier

Supply Date

10. Click Save and Save again.
Move to the Analysis Tab.

Associating RFCs with the Release

Within the Analysis tab, the Release Manager can access a list of existing RFCs that are yet to be
associated with the Release. To add an existing RFC to the Release, the checkbox is marked next to the
Request # link, and the Add button is clicked. The RFC no longer appears in the Analysis tab, and is
now visible in the Elements tab, where it can be removed if the association was made in error.

For this example, it is assumed no relevant RFCs exist in the system, so we move to the Deployments
tab where the RFC will be created as a result of the Deployment.

To create the Deployment:
1. Select the Deployments tab inside the Release information screen

2. Click New

The screen expands to show the options for the type of deployment to be created, the list of
Customers who own an Item associated with the Item Types included in the Release Types tab
and the Search Options box.

3. Select the type of Deployment that is to be created
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For this example, a per Org. Unit Deployment will be created as the Item associated with the
Release has shared ownership. When selected, the Organizational Unit associated with the Item
that uses the Item Type associated with the Release is displayed in the Org. Unit. list.

Release - Update Microsoft Exchange

Menﬂl
Detalls
Create  Deployment per Org.Unit | &
]
Cirg, it Lk Display: 10 &
[ Crg. Unit £ Primary Contact Phone City = State = Country =
O My Company
1-1of 1 Results
‘_Ewl' b @

4. Assign the Org. Unit by selecting the field next to the Org. Unit name and clicking o

The selection is included in a Selected Org. Units window to the right of the main window. The
group of Technicians who will action the Tasks and the Workflow State where the RFC will be
created to manage the Deployment must be defined.

5. Click Next

6. Select the Group of Technicians who will work on the Deployment Tasks from the Group drop-
down list
For this example the Software Deploy Group of Technicians will be assigned.

Release - Update Office Software

Deployment

Ak

Group  Software Deploy Groug

4k

Deploy Status  Deploy

7. Assign the stage of the Workflow where the RFC will be created for the Deployment

When the Release Workflow moves into the Deploy State, for this example, an RFC will be
generated. This RFC will be assigned the Change Deployment Workflow and be assigned to the
Change Team. When the RFC is assigned the Status of Deployed the Deployment Task will move
from Pending to Open, allowing the Team member from within the Software Deploy Group of
the Release Team to action the Deployment Task.

8. Select the Item Type to be upgraded in the Deployment
If an Item Type is not displayed in the list, click @ to search the CMDB.
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Release - Update Microsoft Exchange

( Detals | ( IemTypes | [ Analyss | ( Elements | _

Deployment
Group Software Deploy Group

EL3

Deploy Status ~ Trial Deploy

Detalls
=
iz h..ﬂ-a Display: 10 %
g 100015 Exchange Pending My Company
Upgrade

9. Click 7%
The selection is displayed in the Select Items window to the right of the main window. If an
incorrect assignment has been made, click@.
10. Click Create

Release - Update Microsoft Exchange
|' Detalls \| |f Item Types \| |’ Analysls ‘| |' Elements --|  Depl

e Dipiay: 10 ¢

100016 Update Microsoft Exchange Open Deploy 1 (1]
Deployment for My Company

11. Click Done.

All Tasks are now saved with a Status of Pending assigned. When the Release Workflow moves
to the Deploy State an RFC will be created. When the RFC hits the Release's RFC Control Deploy
State the Tasks' Status will automatically be updated to Open, prompting Technicians to
complete the Deployment Tasks and move the State to Closed-Resolved. When all Tasks are
completed and moved to Closed - Resolved, the Release will be automatically Closed.

RFC Creation and Management

The Release Manager moves the Release through the lifecycle of the Workflow as activities are
completed. For this example, within the Releases>Release#>Details tab the Release Manager has
moved the Release through the Workflow States of Plan, Plan Approval, Build, Test and is currently
assigned the State of Deploy Approval. Selecting Accept will move the Release to Deploy, and an RFC
will automatically be created.
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Change Request# 100021

Gd.lstmnar MNone

(fa.lstomar Simone Supervisor
Org Unit Customer CCs
Phone Technician Mone
Lecal Time Tue, 21 Jun 2011 19:33:12 Technician CCs

Team Change Team
Workflow Change Deployment Workflow =
Status Pending

Ghssrﬂtr:aﬁ‘m General
Urgency Moderate
Impact Moderate
Prigrity Medium
Escalaton *'On [ Off
Escalation Layer Default Group
Technician Simone Supervisor

SR T e (TR (RS

Subject I Change Control of Update Microsoft Exchange Deployment for My Company

Description | 11,is is the Change Request to control the deployment process.

From the above RFC, we can see that the Change Team has been assigned the RFC, and they will
move the Request through the Change Deployment Workflow.
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This Workflow includes the stages of Pending>Approval>Schedule Outage>On
Hold>Deploy>Closed. When the RFC is assigned the Deploy State, the Deployment Tasks created in
the Release, and now available in the Change>Deployment Tasks tab, will move automatically move
from Pending to Open, and the assigned Technician can action the Task before moving the
Deployment Task State to Closed - Resolved.
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Deployment Task Information
Deployment Task # 100024
Item Release
Number 100015 Workflow Release Workflow
Type Exchange Team Release Team
Version # 2007 Manager Simone Supervisor
Status Pending Upgrade Status Deploy
Reason Update Details
Affects Group Software Deploy Group
Org. Unit My Company Technician ~ Carla Parsons .
Status Closed - Resolved
MNext Stat
FSC Date

When the Task Status is set to Closed-Resolved, the updated Details contained in the Release will
automatically be updated on the relevant Item in the CMDB. The Change Manager can view all
Deployment Tasks related to the RFC within the RFC Summary screen, and when all Tasks are
moved to Closed-Resolved the Change Manager can close the related RFC. When the Deployment
Task is completed, the Deployment within the Change > Deployments tab is automatically closed by
the system.

Deployment - Update Microsoft Exchange Deployment for My Company

_ Tasks

Mame Update Microsoft Exchange Deployment for My Company
Release Update Microsoft Exchange
Group  Software Deploy Group 5

Deploy Status ~ Deploy

RT3

Priority ~ Medium

C_' Status Closed - Resohed :}

Control RFC 100025

1

When the Deployment is closed for a Release, the Release Manager can close the Release within the
Details Tab, by moving the Release Workflow Status to the Exit State.
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2.5.5

Release - Update Microsoft Exchange

Item Types Analysls | Elements | Deployments |

Details

Options
Name | Update Microsoft Exchange

RFC Control @ Yes (INo

Priority ~ Medium %
RFC Workflow Change Deployment W %
Team Release Team H
Deploy State  Deploy E
Group All Tech Release Group
Workflow  Release Workflow -
Stattf  gejact Status...
Next

Manager Simone Supervisor | %

_ﬂ [ Attachment | (© Impact | | History |

|HTI11L ?’ -

Description
o) Format ‘'~ Fontfamily '~ Fontsize

4

A-B 7 U &:|iz = «

Update Exchange Server to 2010

Path: Words: 4 y

Deployments

Deployments

Deployments are the grouping of one or more Deployment Tasks that are generated as part of a
Release.

Users who are assigned the Change Process of Release are provided access to the Release,
Deployments and Deployment Tasks sub-menu options within Change. These Users can oversee the
Release process and also action Deployment Tasks, as required.

The Deployments screen provides Users with a complete list of Deployments created within Releases
and allows the Manager to update Deployment information, such as Deployment Priority, Group and
Attachments, as required.

By default the List View includes the Deployment Title and number of Tasks associated with
Deployment.
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The filter view includes the options of Active and All Deployments. The list can be re-sorted by
clicking on a column header and the number of Deployments displayed per batch, can be altered
using the Display pop-up option.

glseah . MM eob S el Fitar: | Deployments (A1) sys] | ¢ Display: 10 ¢ @

Stari Date

O 100016 Update Microsoft ~ 06/21/11 20:39  06/21/11 2044  Closed - Resolved  Medium Deploy Update Microsoft 1 Update Microsoft Exchange Deployment
Exchange for My Company

Exchange

Deplayment for My

Company
[ 100010 Upate Office DB/20/11 23:45 OCpen Medism Deploy Upstate Office 1 Update Office Software Deployment for
o o Lena Benson

@
Deployment for Lena.
Benson

Within this screen, Users can search Deployments and output information in PDF and Excel format.

Deployment Details
To view information regarding a Deployment:

1. Select Change>Deployments
2. Click on the Deployment# link
3. Click Edit

Deployment - Rollout Printers Deployment for Yellow

Name Raollout Printers Deployment for Yellow

Release Rollout Printers
Group  Software Deploy Group ¥

Deploy Status ~ Deploy 5

Priority ~ Medium H
Status Open

Description
ptio Format ~ Font family - Font size -

. | . P -

A-B 5 U ae|i= =«

Rollout Printers Deployment for Yellow

Path: Words: 5 y

The following information is displayed:
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Deployment Fields Description

Name By default the Deployment Name combines the
Release Name and name of the Deployment Target,
be that a specific Customer, Org. Unit or Everyone.

If warranted, edit the Name as required.

Release Shows the name of the Release associated with the
Deployment.
Group Show the Group of Technicians assigned to action

the Deployment Tasks.

Deploy Status Shows the Release Workflow State assigned as the
"Deployment" State, that is the stage of the
Workflow when the Deployment Tasks move from
Pending to Open, allowing the Technician to work
on the Task.

For Deployments controlled by Change
Management, this is the State defined in the
Release that RFCs are created to control the
Deployment.

Priority Shows the assigned Priority of the Release, which
will correspond to the target timeframes for the
SLAs associated with the Release via the RFCs.
Adjust as required.

Status This shows assigned State of the Deployment
Tasks. The options are Pending, Open and Closed-
Resolved.

Control RFC The Change Request number associated with the

Deployment is displayed as a link and allows the
User to view the RFC by clicking the link.

Description Shows the information entered that describes the
goal of the Release. Adjust, if required.

4. Upload any attachments, if relevant

5. Click Save to record changes or Delete to remove the Deployment and erase all related
Deployment Tasks.

Attachments

The Attachments tab allows the Manager to upload any relevant files, but also provides access to any
Media Files that are associated with Deployments.

To add Attachments to a Deployment, within the Deployment's Details tab:

1. Click Edit
2. Select the Attachment tab
3. Click New
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na file selected Private [ |  Description (5 1]

4. Browse and select a file

5. Enter a Description, if required

6. Click@.

History

The History tab records all changes and updates for the Deployment, relative to the assigned
Workflow State. To view a historical entry within the Deployment Details tab:

1. Select the History tab

e e (e

No.  Date = Note Status Pricrity By =
59 08/21/11 21:03 Rellout Printers Deployment for Yellow Open Medium Simone Supervisor
created.
1-1of fm

2. Click on the identification number hyperlink to display the entry details.
3. Click Cancel

The expanded window is closed.

Deployment Tasks

The Tasks tab lists all Deployment activities related to a Deployment. The User can add and remove
Tasks within this tab, when the Deployment is not assigned a State that is configured as a
Deployment Active State. They can also update the assigned Technician and Status, when the Tasks
are in a Deployment Active State, of multiple Tasks by using the Bulk button.

To add Tasks to a Deployment group:

1. Go to Change >Deployments
2. Select the Deployment # link

The Deployment must not be in a Deployment Active State.
3. Move to the Tasks tab

Deployment - Rollout Printers Deployment for Yellow

" Detalls _

100027 Pending Calvin Johrs My Company - 100017 HP Pro B5004A Printers &
=]
Yellow Scanners
1-1of 1 Results
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4. Click

The Item options are displayed for adding Tasks.

Deployment - Rollout Printers Deployment for Yellow

" petalls _

Deployment

Title Rellout Printers Deployment for Yellow
Group Software Deploy Group
Deploy Status Deploy
Detalls

Items jaa Display: 10 %

O 100003 Oracle 11g Deployed My Company
My Company -
Yelow

[ 100008 Office 2008 Installed Amber Wallan

[ 100010 Office 2008 Installed Lena Benson

[ 100011 Office 2008 Installed Dennis Barry

[ 100012 Office 2008 Installed Jamie Stewart

[ 100013 Office 2008 Installed Scott Daly

[ 100014 Office 2008 Installed Carla Parscns

1-7of T Results

5. Tick the relevant Deployment targets in the list, for Customer or Org. Unit Deployments

6. Click 7%

The selections are added to the Deployment
7. Click Create
8. Select Done.

To remove Tasks from a Deployment group:

1. Go to Change >Deployments
2. Select the Deployment # link

The Deployment must not be in a Deployment Active State.
3. Move to the Tasks tab
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Deployment - Rollout Printers Deployment for Yellow

[ 1oooz7 Pending Calvirn Johns My Company - 100017 HP Pro 85004 Printers &
Yellow Scanners
[] 100028 Pending Calvin Johns  Amber Wallan 100005 Office 2008 Software
O 100029 Pending Carla Parsons  Lena Benson 100010 Office 2008 Software
[ 100030 Pending Calvin Jehns  Dennis Barry 100011 Office 2008 Software
O 100031 Pending Carla Parsons  Jamie Stewart 100012 Office 2008 Software
[ 100032 Pending Calvin Johns  Scott Daly 100013 Office 2008 Software
= 100033 Pending Carla Parsons  Carla Parsons 100014 Office 2008 Software
1-7of 7 Results

4. Check the boxes of the Tasks to be removed

5. Click (iRemeve )

To bulk update the Technician or Status:

Go to Change >Deployments
2. Select the Deployment # link

The Deployment must not be in a Deployment Active State.
Move to the Tasks tab
Check the boxes of the Tasks to be updated

Deployment - Rollout Printers Deployment for Yellow

G Glaal) el Oiaginy: (DT
[ 100027 Pending Calvin Johns My Company - 100017 HP Pro 85004 Printers &

Yellow Scanners
E 100028 Pending Calvir Johns  Amber Wallan 100009 Office 2008 Software
g 100029 Pending Carla Parscns  Lena Benson 100010 Office 2008 Software
E 100030 Pending Calvin Johns  Dennis Barry 100011 Office 2008 Software
g 100031 Pending Carla Parsons  Jamie Stewart 100012 Office 2008 Software
E 100032 Pending Calvin Johns  Scott Daly 100013 Office 2008 Software
g 100033 Pending Carla Parsons  Carla Parsons 100014 Office 2008 Software
1-7of 7 Results
5. Select
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2.5.6

The screen defaults to an Update screen, providing access to Technician and/or Status drop-
down options.

6. Make the required change

For Status updates, the options will be Open and Closed-Resolved. If all Tasks are Open, the
only option displayed will be Closed-Resolved. If the Tasks have a mix of the two States, then
Closed-Resolved and Open will be listed as Status options.

 Editing Multiple Deployment Tasks

Detalis [ 2T -

S ————— -
Detalls
i e v Simone Supervisor .
Stahd Calvin Johns

Carla Parsons
FSC Dalt  Francis Young
Noel Thompson

7. Click Save.

To review examples of Release and Deployments, refer to Release Management Applied.

Deployment Tasks

Deployment Tasks

Change Requests Change Groups Releases Deployments vl S @Et- i [Setup] [Customer] Danny Supervisor

Deployment Tasks are the activities that are completed as part of a Release, for specific Customers,
Organizational Units or Everyone when adding a new Item, or updating or replacing an existing Item
in the CMDB.

Users who are assigned the Change Process of Release or Deployment are provided access to the
Deployment Tasks sub-menu option within Change. These Users can view, and action Deployment
Tasks as configured within the Release Team.

The Deployment Tasks tab lists Tasks created within a Release and Users can search Deployment
Tasks and edit Tasks that are assigned to them. Tasks can also be exported in PDF or Excel format.

The Deployment Tasks tab defaults to show active Tasks logged in the system. This view can be
filtered to show:

¢ Active Deployment Tasks
¢ All Deployment Tasks
¢ My Deployment Tasks.

The list can be re-sorted by clicking on a column header and the number of Tasks displayed per
batch, can be altered using the Display pop-up option
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Working with Deployment Tasks

Releases can have multiple Deployments that are to be completed at different stages of a Release
lifecyle, and to allow for this, multiple stages of the Release Workflow can be defined as Deployment
States when creating a Release Workflow. The different Deployment States can be selected as the
Deploy Status for a Deployment when a Release is created in the system. Then, as the Release
Manager moves through the Release Workflow, by adjusting the Next Action State in the Details tab
of the Release, and when a State that is assigned as the Deploy Status for the Deployment is assigned
to the Release, the Deployment Tasks move into an active Open State.

When a State that is assigned as a Deploy Status is selected for the Release, the Deployment Tasks for
that Deployment created within the Release move to Open and can be actioned by the assigned
Technicians. However, if the Control Deployment via RFC is enabled, when the Release moves into
the Deployment State, RFCs are automatically created for the Deployment, and only when the RFCs
hit the Deploy State configured for the RFC Control within the Details tab of the Release do the
Deployment Tasks become active. The Change Manager can view all Deployment Tasks related to the
RFC within the RFC Summary screen, and when all Tasks are moved to Closed-Resolved the Change
Manager can close the related REC.

When all Deployment Tasks are completed, the Deployment is automatically closed by the system.
When all Deployments are closed for a Release, the Release Manager can close the Release within the
Details Tab, by moving the Release Workflow Status to the Exit State.

To edit or process a Deployment Task:

1. Select Change > Deployment Tasks
2. Select the relevant Deployment Task # link
Only Users associated with the Group assigned to the Task can edit or add details to the Task.

Deployment Task Information

i SUmEA
f Edlt  Add Note Deployment Task # 1000105 (3
Item Releasa
Number 100008 Workflow Release Workflow
Type HP Printer Team Release Team
Status Arrived Manager Simone Supervisor
Reason Update Status Deploy
Media Printer Images Details
Affects Group Deployment Group
Org. Unit Pink Technician Scott Daly
Status Open
FSC Date
Notes -—m_u
= = : =
Date = Status = Action By = Note =
05/04M2 Open Status changed from Pending to Open. Simone Supervisor
1422
05/04M12 Pending Depleyment Task created. Simone Supervisor
14:22

1= 2 of Z Results

3. The Summary includes the following information:
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Tasks Fields Description

Item Number The number used to identify the Item in the CMDB.
Click the link to view the Item Details.

Type Details the Item Type of the Item.

Status Shows the stage of the Item Lifecycle applied to the

Item at the point of deployment.

Reason Defines if the deployment is to create a new ltem,
update or replace an existing ltem.

Affects Lists the Customers, Org. Units affected by the
Deployment Task. If it is Global Deployment, the
field will state Everybody.

Workflow, Team Shows the Release Workflow and Team assigned to
the Release.

Manager Includes the Release Manager's name.

Status Shows the current State of the Release.

Group Indicates the group of Technicians assigned to
Deployment Task.

Technician Shows the assigned Technician, but if multiple

Technicians are in the Group, provides a drop down
list of all Technicians. The Task can be reassigned
here, if required.

Task Status Indicates the current assigned State for the
Deployment Task. The options are:
1. Pending: Inactive State
2. Open: Active and actionable State
3. Closed-Resolved: Exit State.
When the Release Workflow is an non-Deploy
State, the Task will be locked at Pending. When the

Release moves to a Deployment State, the Task
automatically moves to Open.

Next Status Allows the Technician to move the Task from Open
to Closed-Resolved, when the Task has been
completed.

FSC Date This can be completed by the Technician to set the

Forward Schedule Date for the Task. However,
once the Task is moved to Closed-Resolved the
field will be automatically populated with the Closed
time and date.

4. Click Edit
Adjust information recorded in the Summary tab.
5. Click Save.
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Notes Tab

The Notes tab allows Users to create Notes for updates regarding a Deployment Task. To view any
Notes listed within the Notes Tab, click on the Note Number hyperlink.

Adding a Note

To add a Note:
1. Click

The Task opens in Edit mode and the new Note screen is visible
2. Enter the Note details
3. Enter Note Time

The time entered represents the amount of time accumulated to formulate the Note's content. If
no additional time has been spent on the Task away from the application, leave this field blank,
as the system calculates Logged Time when the request is in Edit mode. (See: Contracts Logged

Time.)
Notes History
Mote Time + 5 0 {minutes) @ 06/21/11 21:25:47 [
Format - | Font family - Fontsize - | [ wrme F -
A-B 7 Us|ZZw|EEE|x X
Path: Words: 0 4

4. Adjust the time and date work was completed, if required

5. Click Save.

Draft Note

A

Use the Draft button to save an incomplete Note entry, which will be displayed in the Notes list. If the
Fast Note button is selected when a draft Note has been recorded against a Task, a warning will be
displayed. To continue working on a draft Note, open the request in Edit mode and select the Note

No. hyperlink.
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. Notes History

No. = Date T Note By = Status Minutes =
] 0E/21/11 21:25 ‘Work commenced on task but was not completed due to a Simone Supervisor % 0
change of software '

1-10of 1 Results

Audit Trail

The Audit Trail tab records all changes and updates for the Deployment Task and lists who they were
made by. The list can be exported by selecting the export to PDF icon.

To view an audit trail entry within the Deployment Task Summary tab:

1. Select the Audit Trail tab

Motes Hm

Date = Status = Action By = Note Bl
05/04/12 Open Status changed from Pending to Open. Simone Supervisor

1417

05/04/12 Pending Deployment Task created. Simone Supervisor

14:11
1- 2 of 2 Results

2. Click on the identification number hyperlink to display the entry details
3. Click Cancel.

The expanded window is closed.

To review examples of Release and Deployments, refer to Release Management Applied.

2.6 Configuration

2.6.1 Configuration Management

The objective of Configuration Management is to provide a logical model of the IT infrastructure. It
identifies, controls, maintains and verifies the versions of all Configuration Items (CIs) that form an
organization’s IT infrastructure.

The fully embedded Configuration Management Database (CMDB) provides access to up-to-the-
minute information regarding the state of any infrastructure item. It includes:

¢ Fully customizable Configuration Item Templates

¢ Configuration Item Lifecycles

¢ Problem Classifications.
The power of the CMDB is obtained by the quality and details of the CI relationships stored within it,
which can be used by the Service Catalog. The Service Catalog maps the relationships between

individual CIs and allows the Service Desk to assess the real impact of a loss of a service as opposed
to an individual asset being off-line. (See: Service Catalog.)
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2.6.2

Once the CMDB has been successfully implemented, Configuration Management will help the
Service Desk by:

¢ Reducing the time required to log a request

¢ Improving the accuracy of fault diagnosis and request allocation to Support Teams, thereby
minimizing the overall resolution time

¢ Preventing outages caused by poorly planned changes by revealing the full impact and risk of
any change to a Cl inside the control of the CMDB

¢ Aiding recovery after a disaster by providing a rollback facility
¢ Listing the authorized software for given desktop

¢ Recording and reporting on previous, current and planned states of the CL

The benefits of the CMDB are immense, especially when combined with other Service Management
disciplines of Request Fulfillment, Incident, Problem, Change and Service Management.

Service Portfolio Management

The Service Portfolio details the commitments and investments made by a Service Provider to its
customers and within the markets they service. It contains current contractual obligations, services
under development and continuing service improvement programs.

The Portfolio represents all engaged resources and resources being released during the different
phases of the Service Lifecycle. It includes the Service Pipeline that consists of services under
development and the Service Catalog, which includes customer visible active services that have the
potential to recover costs or earn profits for the Services provided.

Service Portfolio Management is a dynamic and ongoing process that covers the following stages in
work practices:

¢ Define - list services, confirm business cases and verify portfolio data
¢ Analyze - maximize portfolio value, set priorities
¢ Approve - finalize portfolio proposal, authorize services and resources

¢ Charter - communicate decision and allocate resources.

The service management system includes Service Portfolio Management, with Service Pipeline and
Service Catalog functionality, as part of the base product. Combining the Service Item Lifecycle
stored in the embedded CMDB, with assigned Service Level Agreements and service Teams, the
system enables organizations to manage their Service Offerings from strategy to design through to
transition, operation and retirement.

Service Portfolio Management in the system allows organizations to create Service Categories that
include business-related attributes, such as business processes supported, business owners and
business users. This ensures organizations record all relevant information against the Service.

Organizations can further optimize their Service Portfolio Management by tracking and reporting on
Service Offering and Service Component usage, Service Level performance and costs. This includes
the functionality to calculate break-even points (B.E.P.) for offering a service, which allows support
organizations to charge the appropriate cost for offering the service to their internal or external
customers. This is achieved by recording of financial attributes against services, including service
cost, service charges and service revenue.

The service management system SPM capability also allows organizations to easily record the
technical aspects of services such as applications used, IT Owners, supporting services, dependent
services, SLAs and OLAs, Contracts and Agreements by defining Relationship Maps.

530 User Guide



Working with SPM

Using the SPM functionality, organizations can create and publish all Service Offerings throughout
the Service Lifecycle, which include the phases of:

1. Services under development, that are being considered but are not yet released (Service
Pipeline)
2. Services in production/operation, that would be included in the Service Catalog

3. Retired/discontinued Service Offerings.

Service Items are recorded against the different stages of the Lifecycle and easily accessed through
the filter views, available within the Configuration>Items screen:

Filter Relationship

All Items All Items stored within the CMDB, regardless of the
assigned Lifecycle State.

Hardware Catalog All Items that use the Hardware Category Template
stored within the CMDB, regardless of the assigned
Lifecycle State.

Service Catalog All Items that use the Service Category Template
stored within the CMDB that are in an active Lifecycle
State.

Service Pipeline All Items that use the Service Category Template

stored within the CMDB that are assigned a Pre-
production Lifecycle State.

Service Portfolio All Items that use the Service Category Template
stored within the CMDB, regardless of the assigned
Lifecycle State.

Software Catalog All Items that use the Software Category Template
stored within the CMDB, regardless of the assigned
Lifecycle State.

Consistent with the Lifecycle model used for all Configuration Items (Cls) throughout the
application, Service Cls are created using the Service Category template, with a series of Lifecycle
States customized to represent the different phases a CI can transition through (i.e., inception, design,
implementation, operation or retirement phases).

Within each State of the Service Lifecycle, the relevant Users included in the Service Portfolio Team
can be assigned, allowing them to manage Service Item information when the Item is allocated the
State.

Using the SPM Functionality

The following outlines how the SPM Team define, analyze, authorize and charter a Service Offering
in the system. This is achieved as a Supervisor User with Configuration and Service Level
Management privileges enabled.

To begin:

1. Create the Service Portfolio Team in the Service > Teams tab, and assign all the relevant Users
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Then within the Group tab, create the work and management groups associated with the Service
Lifecycle and assign the relevant Users. (See: SPM Team:s.)

2. Within the Configuration>Categories Tab, edit the existing Service Category

Duplicate and edit an existing Service Category or click New, to create a new Service Category.
(See: Categories.)

3. In Edit mode, click the Service Category option and assign the Service Portfolio Team

Set field labels for the Item, including any relevant business related attributes. Save and move to
the Lifecycle tab.

4. Edit the default Lifecycle, to include all the applicable States defined by the SPM Team

Some example States include requirements, defined, analyzed, approved, chartered, designed,
developed, built, test, released, operational, retired. (See: Categories Lifecycle.)

5. Within each stage of the Lifecycle define the following State options:

Description

Status
Name Enter the name of the Lifecycle State.

Active State Stipulates if the Item is Active, when assigned this
State.

Offline State Only visible when Active is set to No. Indicates if the
Item is offline and inactive. ltems moved into states
where this is enabled, have availability metrics
calculated.

Pre-production State Only visible for Service Category lifecycle states.
Items that use this state are available within the
Service Pipeline filter view of the
Configuration>Items tab.

Entry Point An Entry Point is used to indicate the start of a
Lifecycle. To make the state a Workflow Entry Point,
select the Entry Point checkbox.

As the Entry Point is the first state, the Previous
States field will be removed.

Exit Point Select whether the state will be an Exit Point. An
Exit Point is used to indicate the end of a Lifecycle.

Service Team Group Assign a Group within the associated Service
Portfolio Team, to allow these Users to edit the Item
details when it is assigned this stage of the
Category Lifecycle.

6. Continue to configure the Category like any other Category and Save

7. Within the Configuration > Types tab, create an Item Type using the Service Category (See: Item
Types.)
8. Assign one or more SLAs

Multiple SLAs can be associated with the Type template as it allows the User to calculate the
service costs for all Items that apply the Type template but that may need to be associated with
different SLAs.

9. Move to the Costs tab and complete known details
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10.

Within the Costs tab, organizations can calculate the Break-Even Point (BEP) of a Service based
on forecasting the number of Customers of that Service. This enables the organization to account
for the per calendar month price of the Service, which is used to calculate the ongoing revenue
figures within the Item Costs tab that uses the Service Type template.

Type Information
Information Classifications Items Requests Costs Flelds Responses

Emall Service

Forcast Costs Actual Costs
Capital 12000 Capital 50.00
Recovery 5 years Recurring 0.0 p.c.m

Recurring 400 pcm
Services
SLA Cost(pa.) CurrentUsers ForecastUsers BEP. Price (p.c.m)

Gold 52,000.00 17 100 317267 173
Colty GRSt S
Forecast Costs
Capital Enter the proposed total cost to be invested in the
Service.
Recovery Complete the field with the expected humber of

years designated to recover the costs of
implementing the Service.

Recurring Enter the proposed ongoing cost, on a per calendar
month basis, for offering the Service.

Services Using the details entered in the Costs fields and the
cost per annum of the SLA, enter the forecast
number of Customers/Users to calculate the break
even point (B.E.P) of the Service. Using the auto-
calculated B.E.P., enter a per calendar month Price
for the Service to recover costs. This figure is used
in the Service Item Costs tab to calculate the
ongoing Revenue figures.

Actual Costs

Capital Content for this field is derived from the Cost field
within then Costs tab of the Item created using this
Type.

Recurring Content for this field is derived from the Monthly

Cost field within the Costs tab of the Item created
using this Type.

Create the Item and assign the relevant State, which in turn associates the relevant Users
included in the SPM Team.

Assign the Users and/or Org Units to set the number of affected Users, and set the appropriate
SLA.
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The Costs tab of a Service Item includes information related to the financial and contractual
details associated with the Item. The information more specifically related to the Service Item is
recorded in the Charges and Revenue fields, as this information allows service and support
organizations to calculate the costs of offering a service and if appropriate, recover the costs
from the customers.

Charges

Price (per user) Draws the figure from the Service Item Type Costs
tab and displays this as a daily amount. This figure
is then multiplied with the number of Users/
Customers assigned to the Item, to calculate the
Revenue costs.

Cost (per user) Draws the figure from the Inherited Costs and
displays this as a daily amount. This figure is then
multiplied with the number of Users/Customers
assigned to the Item, to calculate the actual Costs.

Revenue

Month to Date Uses the Charges figure, multiplied with the number
or Users and days of month passed, to calculate the
month to date figure.

Previous Month A reference figure for an average monthly cost,
based on the previous months revenue for the
Service Item.

Availability

Avg Repair Time Entries displayed here are automatically calculated
based on the average length of time an Item is
offline.

Avg Time To Fail Figures displayed here are automatically calculated

based on the average time between an Item being
moved to an offline State.

2.6.3 Service Iltem Costs Tab

534

Service Item Costs Tab

The Costs Tab of a Service Item includes information related to the financial and contractual details
associated with the Item. The information more specifically related to the Service Item is recorded in
the Charges and Revenue fields, as this information allows service and support organizations to
calculate the costs of offering a service and if appropriate, recover the costs from the relevant parties.

As with other Item Types, the screen includes general Item details such as:

+ Base cost

*

Purchase date and related information
¢ Depreciation data
SLA and Contract details.

*

The Information recorded on the Costs Tab includes:
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Financial

Description

Cost

Monthly Cost

Usage Unit Cost

Purchase Date

Depreciate Over

Depreciated Value

Audit Date

PO Number

Charges

Price (per user)

Cost (per user)

Revenue

Month to Date

Previous Month

Costs

The financial investment made to purchase the Item.
This figure is also used when the Delegate Costs is
enabled for allocating costs across related Items.

NOTE: Typically for Service Items, the infrastructure
costs would be zero as this would be derived from the
associated Parent ltems.

The amount invested on a monthly basis to maintain
the running of an Item. This figure is also used when
the Delegate Costs option is enabled for allocating
costs across related Items.

This is used as a reference field, where the User can
enter base unit cost, for example per Megabyte data
charge, which can be used for calculating costs in
custom reports.

The date the Item was purchased.

Enter the number of years the Item is to be
depreciated over, if required.

The system calculates the current value of the Item
based on the Purchase Date and the number of years
the Item is to be Depreciated Over.

Set the date the Item is next to be audited.

If Purchase Orders are enabled for the system, the
field is visible and automatically populated with the PO
number generated by a User within the
Finance>Purchase Orders tab, when the Item order
was recorded in the system.

Draws the figure from the Service Item Type Costs tab
and displays this as a daily amount. This figure is then
multiplied with the number of Users/Customers
assigned to the Item, to calculate the forecasted
Revenue.

Draws the figure from the Inherited Costs and displays
this as a daily amount. This figure is then multiplied
with the number of Users/Customers assigned to the
Item, to calculate the actual Costs.

Uses the Charges Price figure, multiplied by the
number of Users and days of month passed, to
calculate the month to date figure.

A reference figure for an average monthly revenue
figure, based on the previous month's revenue for the
Service Item.
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Financial

Description

Month to Date

Previous Month

Inherited Costs

Inherited Capital

Inherited Ongoing

Delegate Costs

Availability

Avg Repair Time

Avg Time To Fall

Uses the Charges Cost figure, multiplied by the
number of Users and days of month passed, to
calculate the month to date Cost.

A reference figure for an average monthly cost, based
on the previous month's cost for the Service Item.

Total infrastructure costs of parent CI's that directly
contribute to the cost of the Service Item. This figure is
derived from all the Cost fields within the Item
Information>Costs tab of related Parent ltems.

Running costs of all associated Items that enable the
Service Item to continue to function. This figure is
derived from all the Monthly Cost fields within the Item
Information>Costs tab of related Parent Items.

To enable cost delegation across the relationship map
allowing associated Items to inherit the costs of the
current Cl, select Yes. This will take the figures from
the Cost and Monthly Cost fields for the Item and apply
them across related Child Items.

Define the technique to be used to evaluate the cost
split:

Child Count:Costs are split by percentage based on
the number of child CI's the costs are being delegated
across.

User Count:Costs are split proportionally based on the
number of users of the child CI's the costs are being
delegated across.

Custom %: The relationship itself allows for the % cost
to be assigned

Entries displayed here are automatically calculated
based on the average length of time an Item is offline.

Figures displayed here are automatically calculated
based on the average time between an Item being
moved to an offline State.

The figures displayed within the Availability fields are automatically calculated by the application,
using the Item Lifecycle as it moves between online and offline States.
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Item Information

Information " Relationships

' \...Duplicate . .L= Prnt. ltem # 100002 (Service Desk)
Financial SLA Detalls
Cest S0.00 Service Level
Manthly Cost 50.00
Usage Unit Cost :
Purchase Date A

Avg Repair Time N/A
Avg Time To Fail 44 Days, 22 Hrs, 24 Mins

Depreciate Over years
Depreciated Value 30.00
Audit Date
(mm/ddiyy)
PO Number
Charges
Price (per user) N/A
Cost (per user] N/A
Revenue
Month to Date N/A
Previous Month N/A
Costs
Maonth to Date N/A
Previous Manth N/A
Inherited Capital $12,000.00
Inherited Ongoing $150.00

Delegate Costs ~ Yes = Mo

Completing the Depreciate Over field allows the application to automatically keep track of the Item
depreciation over the specified number of years. The current value of the Item after depreciation is
displayed at Depreciated Value. The Audit Date field is used to record the date when the Item was
last audited.

Billing Enabled

When Billing is enabled, a Service Level hyperlink is available within the Costs screen. This provides
access to the Service Level Agreement details that govern the lifecycle for Requests logged against the
Item.
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Item Information

Informatien | | Detalls Costs " Requests | | Relationships

\...Duplicate . .=y Prnt. Item # 100002 (Service Desk)
Cost 0.00 Service Level @ Gold
Contract# 7
Start Date 0510811
Usage Unit Cost End Date 05/08/12
Expires 11 Monthe 21 Days
Availability
Depreciate Over years Avg Repair Time N/A
Depreciated Value $0.00 #vg Time To Fail 44 Days, 22 Hrs, 24 Mins
Audit Date o
(mmiddiyy)
PO Number
Charges
Price (per user) NA
Cost (per user) M/A
Revenue
Month to Date N/A
Pravious Month N/A
Costs
Month to Date NJA
Pravious Month N/A
Inherited Costs
Inherited Gapital $12,000.00
Inherited Ongoing $150.00

Delegate Costs () Yes (*)No

Monthly Cost  0.00

Purchase Date

Contract# < Type SLA = Start Date = End Date

7 Per ltem Gold 05/09/11 00:00 05/08/12 23:59
1-10f 1 Results

If Invoices are also enabled, an Invoice Number hyperlink is available and when selected, will
display the invoice details for the Contract that covers the Item. The Start Date and End Dates
stipulate the contract length covered for the Item. It is summarized by the days or hours recorded in
the Expires field.

The Contract tab within the Item Information Costs tab summarizes the contract details that cover the
Item. Further Contract details can be found within the relevant Contract Number within the
Finance>Invoices screen.

Create a Contract

Through the Item Costs tab, Contracts with an associated Invoice Number (if relevant) can be
generated for an Item, after it has been logged in the system.

To add a Contract to an Item, within the Configuration>Item screen:

1. Select the Item Number
2. Move to the Costs tab
3. Click Edit
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The Add and Delete button are made available within the Contracts tab

Contract# = Type SLA = Involee # Start Date = End Date = &
4. Click Add

(If Invoices are enabled in the system, an Invoice number will be automatically generated and

assigned to the Contract).

Item Information
| Informaton | [  Detalls | | Costs || Requests | | Relationships | |  Outages
Contract
Imvoice Number 100018
sorvice Love AN
| Bronze
Geld
{  Platinum |
Silver

5. Select an SLA from the drop-down option
The screen will display the SLA details and the Contract Type locked to Per Item.

| Information | | Detalls 1 Costs ) |" Requests \'| | Relationships | |" Outages

Contract
Invoice Number 100019
Service Level Bronze

Prierity Response Time  Restoration Time Resolution Time 24 x 7 support Alert

Urgent 12 Hours 24 Hours 36 Hours No Action
High 24 Hours 26 Hours B0 Hours No Action
Medium 30 Hours 48 Hours B4 Hours No Action
Low 36 Hours 60 Hours 108 Hours No Action

Contract Type Per ltem

Iyt Subscription

| Time Limited Subscription
Start Datl' Support Hours

Support Hours By Month
End Date.

& TIE=T

Motes

Price $160.00
Tax 50.00

Taxable [
Total Cost S160.00

6. Assign the Time period to be covered by the Contract
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If Subscription is selected, the Start and End Dates are automatically completed by the system,
but can be edited if required.

If Time Limited Subscription is selected, the Support Hours field is displayed and the number of
support hours purchased by the Customer should be entered. Also, the Start Date and End Date
fields should be completed manually, entering the length of time for the subscription period.

If Support Hours is selected, the number of support hours purchased by the Customers should be
entered.

If Support Hours by Month is selected, set the number of hours purchased per month and define
which day of the month contract is to rollover to start the new month. The Total Support Hours
will automatically be calculated based on the Start and End Dates set for the Contract.

(If a Contract is forward dated with a Start Date set in the future, the Pending Contract status is
assigned. See Pending Contracts.)

IMPORTANT: Subscription - a contract that covers a specified period of time

Time Limited Subscription - a contract that covers either a specified period of time or number of
support hours, whichever limit is reached first

Support Hours - a contract that defines the number of support hours covered.

7. Add any relevant Invoice Notes
8. Check the Taxable box, if the Contract is to be taxed
9. Click Save.

(If Invoices are enabled in the system, an Invoice number will be automatically recorded for the
Contract and made available within Finance>Invoices.)

Service Catalog

The Service Catalog can be accessed as a filter view within the Items sub-menu screen of the
Configuration tab. It is part of the Service Portfolio made available to Customers, displaying
information regarding Live IT Services. The Service Catalog may include information about service
deliverables, any associated costs, contact points, ordering and request procedures.

For an IT service organization, the Service Catalog may include the following options:

*

*

*

Email

Network Monitoring

Security

Video Conference

Remote Access

Mobile Communications (Cell Phones/PDAs)
Wireless

Laptop Computing

Desktop Computing

File Sharing

Printing/Scanning.
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Items included in the Service Catalog can be included as standalone Items or underpinned by
physical Items stored within the Configuration Management Database (CMDB). Within the CMDB,

relationships can be mapped between Configuration Items (Items) in the Relationships tab of an
Item. This map is then available within the Impact tab of a request, to allow for the impact of a
request on the Organization to be assessed.

Service Catalog Relationships are defined and visible within the Relationships tab of an Item.

To view the Service Catalog;:

1. Within the Configuration>Items tab
2. Select the Service Catalog (sys) filter

Filte| +

it Taui

tTes

tTes

Hardware Catalog [sys]

Service Catalog [sys] | D
Service Pipeline [sys]

Service Portfolio [sys] Ta
Software Catalog [sys] Ta
Save View as Filter... Ta

Edit Filter List...

Create a Service

To create a new Service, such as Email or Printing, create an Item Type template using the Service

Category Template, which has the Service Category option enabled within the Categories tab (See:
Category). As part of the Service Category template, define relevant attribute fields as being
Customer Visible, which will display information recorded on the Details tab of the Service within

the expanded view of a Service in the Customer Portal.
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This screen includes the Services that you have registered access with the Service
Desk. To view the details of a Service click on the Service ID humber.

To display a list of all Services offered by the Service Desk, select the Service Catalog
option within the Menu sidebar.

Leg a request against a Service by clicking the Mew Request option within the Menu
sidebar when the Service details are expanded. Complete any required fields, the
Classification, Description and Save.

Menu

Service # 100003 )

Properties
Category Service
Type Email Service

Status  Available Visible as the Show Service Targels

= option iz enabled in the
Service Level Silver gt e : : S S
Admin=Setup=Privileges=Customer lab

Service Level Targets

Priority Response Time Restoration Time Resolution Time 24 x 7 support
Urgent 9 Hours 15 Hours 27 Hours No
High 15 Hours 27 Hours 51 Hours No
Medium 21 Hours 39 Hours 75 Hours Nao
Low 27 Hours 51 Hours 99 Hours Nao

Description Al issues with the Email Service should be logged via the Service Desk Customer
Portal or by sending an email to servicerequest@servicesupport.com.
Thanks.
Content from the Description field

in the Service tem Details lab

€ New Request
7h My Services
B Outages

3 Profile

' User Portal

x Admin Portal

Last Login
Tue, 2 Aug 2011
13:02:45

Search

Service #

Type

am

Category

am

-]

Then create an Item using the newly created Type template. Within the Details tab of the Service
Item, complete the Description to provide information about the Service within the Customer Portal

Services tab. (See: Item Details)
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Item Information

Information % Costs Reguests Relatlonships
———
. Dupliate Sy Prnt Item # 100003 (Emall Service)
Deatalls Detalls
Business Unit My Company Contact Simone Supervisor
Type
Environment

Date Responsible 01/01,/2005

Date Activated 01/01/2005 Portal

Description

Format - Font family = Fontsize - | |mm|."§’v
A-B I U |[iZiZ «|ES
o

All Issues with the Emall Service should be logged via the Service Desk Customer Portal or by
sending an emall to servicerequest@servicesupport.com.

Thanks.

Path: span Words: 23 =

Delete .Cancel . save

Within the Item Relationship tab, define the underpinning infrastructure of the new Service Item, if
relevant. (See: Relationships.)

Managing Service Costs

Users with the Finance Role are able to manage the information related to Service Item Costs. Items
created with the Category Template that have the Service Category option enabled, allow
organizations to calculate and recover costs for offering services. At the Item Type level, the costs for
offering a service can be calculated against multiple service level agreements. (See: Item Types.)
Within the Cost Tab of a Service Item, figures based on the Item Type associated with the Item are
provided, to allow the support organization to recover costs for providing the Service. (See: Service
Item Cost Tab.)

View Service Relationships

Within the Relationships tab of the Item Information screen, a Relationship Map visually displays the
connections that have been defined for an Item. All Item Relationships are listed in the Relationships
Table beneath the Map. The Relationship Map can display up to 48 Child Items and 16 Parent Items
in the one diagram.

The central icon of a Map is a visual representation of the selected Item. Scroll over an Item label to
view any information recorded on the Information and Details tabs of the Item. To drill-down
through the relationships, click on an Item icon label. To change the focus of the Relationship Map to
another Item, click on the Item icon label and the system will request that OK be selected before
updating the central node of the Map.

The Relationship Table data displayed at the base of the map can be filtered using the Direction filter
view of Parent-Child or Child-Parent.
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. MNew  Delete (% Prnt item # 100004 (Oracle 11g)

. L ]
2

Seryice Desk

ltemn # 100002
% A Criticality: Low
i@ Average Uptime: N/A
Service Manager Oracle 11g Average Response Time: N/A
Service Level: Bronze

Last Updated: D4/03/12 14:58

is a parent of
[ 100005 (Service Manager)
wa
Email
Loaded
Direction = Parent - Child ¥
Relationships c ltem Relaticnship = Related ltem = Item # = Category = Cost Split %
Oracle 11g is host of Service 100005 Software MNIA
Manager

Oracle 11g is a parent of Service Desk 100002 Service NI
Oracle 11g is host of Email 100003 Service TN

The map displays the relationship between each Lifecycle State by using different colors to represent
the type of Lifecycle State.

Color

Green Circle Cl is assigned an online status.

Red Square Cl is assigned an offline status.

Blue Triangle Service Cl is assigned a pre-production status.

The Lifecycle State name can be accessed by scrolling over the Item icon within the Map.
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Delete a Relationship:

To remove the Relationship between Items:

1. Select the relevant Item within the Configuration tab
2. Move to the Relationships tab
3. Click Edit
4. Select Delete
A table with the Relationship details is displayed

| Item Information

Information Detalls Costs Requests __Relationships
—
T, — ltem # 100005 (Blade Server)
Direction ~ Parent - Child e
Relationships = - — —
i Current ltem Rmaﬁnmﬁg_ __?__“Rsla‘hndh‘sm %‘h‘sm# E”w“ = Gns‘lm&% "
=) Blade Server is host of Service Desk 100002 Service NIA
E Blade Server is host of Email Service 100003 Service NSA
1. 2of 2 Results

Select the Relationship Direction to display the relevant Relationship table
Mark the checkbox next to the Relationship that is to be removed
Select Delete

®© N o U

Click Done to return to the Item list.

Managing the Service Catalog

The portfolio of services offered within an organization can be managed by the Service Portfolio
Team. See: Service Portfolio Team.

2.6.5 Items Tab

[tems

: Configuration g
(i3 Types Categories Vendors Manufacturers [Setup] [Customer] Simone Supervisor

Configuration Items within the system are referred to as Items. Items have multiple connections with
other elements throughout the application, these may include Customers, Organizational Units and
Service Level Agreements. The table below outlines how Items interact with other system elements:
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Element

Relationship

Customers

Service Level Agreements (SLAS)

Teams

Technicians

Outages

Each Item must be assigned to one or more
Customers who are the Owners of the Item. This
Customer may be Everyone, making the Item a Global
Item. Only Item Owners are able to raise requests
against an Item. See Creating Items.

Service Level Agreements can be linked as follows:

+ Perltem
¢ Per Customer
* Per Request

+ Per Organizational Unit.

Within Item Types, Default Teams are assigned to
Items. When requests are raised for an Item, they will
be assigned to the Default Team.

Technicians can be associated with Skills based on
Items, Item Types and Classifications. When a request
is raised with the combination of Item Type and issue
Classification, it is assigned to that Technician.
SeeClassification Tab.

Where states in the Lifecycle of an Item Type are
defined as Off-line, when an Item is in an Off-line state,
it will appear in the Outages page. See Categories
LifeCycle.

An Item record consists of the following attributes:

¢ Information Tab
¢ Details Tab

¢ Costs Tab

¢ Requests Tab

¢ Relationships Tab
¢ Outages.

Options available within the Items screen include:

+ New - Create an Item

+ Search - Search for an Item

¢ Bulk - Allows the User to update details of multiple Items in a single screen.

Filter views that are available within the Configuration>Items screen include:
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Filter Relationship

All ltems All Items stored within the CMDB, regardless of the
assigned Lifecycle State.

Hardware Catalog All Items that use the Hardware Category Template
stored within the CMDB, regardless of the assigned
Lifecycle State.

Service Catalog All Items that use the Service Category Template
stored within the CMDB that are in an active Lifecycle
State.

Service Pipeline All Items that use the Service Category Template

stored within the CMDB that are assigned a Pre-
production Lifecycle State.

Service Portfolio All Items that use the Service Category Template
stored within the CMDB, regardless of the assigned
Lifecycle State.

Software Catalog All Items that use the Software Category Template
stored within the CMDB, regardless of the assigned
Lifecycle State.

View an Item

Within the Item sub-menu option, Users can view a list of Items created within the system. To view
the details of an Item, select the Item Number hyperlink and the Item Information screen is
displayed. The Item Information screen includes tabs for the following information:

*

Attribute details

*

Relevant costs

¢ Requests created against the Item

*

Relationships associated with the Item

*

Planned Outages associated with the Item..

Bulk Item Update

Bulk Item Update

The new ownership details for multiple Items can be added using the Bulk button within the Items
list view. This functionality allows Users to add one or more Customers or Organizational Units to
multiple Items within one screen. If the Items have mixed ownership before the update, and these
details are no longer relevant, the current ownership details need to be adjusted within each
individual Item.

If Parent/Child Relationships are configured for the Items, only the Parent Items' ownership details
can be updated. The related Child Items will automatically adopt the amended Parent ownership
details.

Multiple Items can also be deleted using the Bulk Item button.
To update multiple Items:

1. Go to Configuration > Items
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The Items List View is displayed.
2. Check the boxes next to the Items numbers that need to be updated

[ 100008 Service Service Desk Proposed  05/22/11 Inciden: Team  ProblemTeam  Change Team  Request Team

1913
g 100007 Hardware Blade Server Arrived os22111 Incident Team Problem Team Change Team Request Team
18:30
(] 100006  Software Service MyCompany  Installed  OS/O3/11 Incident Team  Problom Team  Change Team  Request Team
Manager (e Rt:]
[ 100005  Hardware Blade Server Goid MyCompany  Arrived 050311 Incident Team  Probiem Team  Change Team  Request Team
00:18
3. Click

The Bulk Update screen is displayed with the Details and Ownership fields available for
amending. The only Owners displayed within the Ownership field, are those who are assigned
ownership to all Items included in the bulk update.

Bulk Update for 2 tems

e - =N

Detalls

Request Team  Service Reguest Team

Ak

Ak

Incident Team  Incident Team

L1

Problem Team  Problem Team

L3

Change Team Change Team

L1

Status  Arrived

L1

Find Customer (Last Nama)

Org. Units

Find Org. Unit (Name)

. Delete . Cancel . save

4. Amend the relevant Details

The options include Team, Status, Criticality, Warranty or Ownership for the Items, as required,
or select the Delete option to remove the Items from the Items List.

5. For Items that require Ownership adjustments, click @ next to the Owner details if the
relationship is to be deleted
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Ownership

Customers o Bevan Orange
Find Customer (Last Name)

| @

6. Use the Find options for the Customer and Organizational Unit owner information to be added

Click @ without entering names in the Search Fields to return a complete list of Customers or
Org Units.

Ownership

Customers o Bevan Orange
Find Customer (Last Mame)

| @

Org Units
Find ©rg. Unit (Name)

Org Unit

LiveTime Software Inc.
My Company
MyCompany - Azure
MyCompany - Green
My Company - Lilac
My Company - Pink
My Company - Teal
My Company - White
My Company - Yellow
1 - 9 of & Resulis

7. Click on the relevant new owner link within the Find box to add the owner
8. Select Save.

The Details and Ownership information of all Items are updated.

[tem Information

Create an Item

When an Item is created within the system it takes the generic settings of an Item Type and binds
them to a Customer or Customers and/or Organizational Unit. The Item information uses the details
defined in the Item Type template, however these can be adjusted to suit the requirements of the
specific Item.

To create an Item:

1. Select Configuration > Items
2. Click New

The Item Information screen appears

Supervisor Guide 549



550

Item Information

isstoformatinny
Mumber TBD

Category
Type |

Request Team |
Incident Team |
Problem Team |
Change Team |
Criticality
Service Level

Ownership
Customers Everybody

Org. Units All

Affects

*Denotes mandatory fields.

EL3 Ak am 4k EL3

4k

Find Item Type (Name)

Find Custemer {Last Name)
Find Org. Unit (Name)

Iltem

Description

Iltem Number*

Category*

Type*

Team*

Status*

If the Administrator has set the Item Numbers
Editable option in Setup> Privileges> System to Yes,
the User will have the option of entering a
customized Item number. It may contain numbers
and/or letters, and be between 1 and 64 characters
in length.

As no two Item Numbers can be the same, the User
will be prompted to change the value they have
entered if it is already in use. If the Iltem Number
field is left blank, the system will automatically
create an Item Number.

If the Administrator has set the Item Numbers
Editable option to No, an Item Number will be
generated automatically and cannot be edited.

This is auto-filled, based on the assigned Item Type.

This is the Item Type that the Item represents. Click
the Search button to view the list of available Item
Types.

This is the Technician Team that will be assigned to
support the Item.

Select the status from the drop-down options
displayed after the Item Type has been assigned.
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Item Description

Criticality* Rates the degree of importance of an Item Type
within an organization. The ‘Impact' of a request is
initially pulled from the Criticality of the Item, but can
be adjusted within the request Information screen if
required. Requests logged through the Customer
Portal, use the Criticality of the Item to determine the
Priority of the request. (See additional information
below.)

Service Level Select the Service Level Agreement from the drop-
down list, if required.

Ownership

Customers These are the Customers who own the Item. A
single Customer, a group of Customers or all
Customers in the application can be assigned to an
Item.

1. Enter a Customer last name, or leave blank
then click the Search button to view a list of all
available Customers.

2. Click on the hyperlink for the relevant
Customer name or names to assign them to
the Item.

If no specific Customer is allocated to the Item, it
becomes a Global Item and is assigned to
Everyone.

Org Units These are the Org Units who own the Item. The Item
can be assigned to one or multiple Organizational
Units.

To assign an Org Unit:

1. Enter an Org Unit name, or leave blank then
click the Search button to view a list of
available Org Units.

2. Click on the hyperlink for the relevant Org Unit
name or names to assign them to the Item.

NOTE: If Billing is enabled an owner must be
assigned to the Item. The owner can be either
a Customer or an Org Unit, but only Org Units
that have a Primary Contact, will be displayed
in the Org Unit Search list. (See: Primary
Contact.)

Notification

Method This field is visible when an active Item moves into
an offline State and allows the User to define who
(Primary Contact or All Owners of the Item) and how
(Email or SMS), Customers will be notified that the
Item is not available.

3. Search and select an Item Type

4. Define a support Team for each process
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5. Select the Item's Status and Criticality
(Refer below for further details about Item Criticality.)
6. Assign a Service Level

If Contracts are enabled for the system, the assignment of an SLA will result in an annual service
contract automatically being applied to the Item. If an SLA is not assigned, a Contract can be
created for the Item within the Costs tab.

7. Search and select a Customer and/or an Organizational Unit owner
8. Click Next to view the Details tab

ltem Criticality

The Item Criticality is used to identify the degree of importance of an Item to an Organization.

When the Incident Priority is set to Derived in the Administrator Setup, the Impact of a request is
mapped from the Criticality of the Item associated with the request and then combined with the
selected Urgency, which derives the Priority of the request. If required, the Impact can be manually
adjusted within the request Information screen. Requests logged through the Customer Portal, use
the Criticality of the Item to determine the Priority of the request, which can be manually adjusted by
the Technician User.

The following table displays the calculations applied by the system to the Item Criticality, which is
mapped to a request's Impact to determine a request's Priority:

Impact / Urgency Urgent High Moderate Low Very Low

Critical [ OO ST 0.700 0.550 0.410

High S 0.723 0.595 0.468 0.349

Moderate 0.700 0.595 0.480 0.385 0.287
Low 0.550 0.468 0.385 0.303 0.226
Very Low 0.410 0.349 0.287 0.228 0.168

The above calculations result in the following Priorities:

Priority Upper Lower
1 0.83
High 0.83 0.58
Medium 0.58 0.34
Low 0.34 0

The Incident Analyzer, if enabled by the Administrator in Setup>CMS>Incident Analyzer, can apply
the Criticality to automatically detect Problems. The minimum Criticality level can also be used to
determine which off-line Items are displayed on the Outages pages, when the Outages pages are
enabled by the Administrator in Setup>Privileges>System.

Primary Contact

Primary Contact

When multiple Customers are assigned to an Organizational Unit, a Primary Contact person can be
assigned to the Org Unit. This is the preferred person that will be contacted regarding issues related
to the Org Unit.
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NOTE: When Billing is enabled, a Primary Contact must be assigned to the Org Unit if the Org Unit
is to be allocated to an Item. If a Primary Contact has not been assigned to an Org Unit, the Org Unit
will not be displayed as an option in Org Unit search results of the Item Information screen.

To assign a Primary Contact:

1. Select User>Organizational Units

2. Select an Org Unit Name

The Details tab is displayed. If Customers have been assigned to the Org Unit a Primary Contact
field will be visible.

Org. Unit Information

. Detalls Customers Techniclans Departments Items Reguests Contracts
¥ N o
My Company
Infarmation
Name | | My Company Notes
Org. Unit Type Company
Org. Unit Code
Address 1
Address 2
4
City
Org. Units My Company - Pink
Zip My Company - Azure
My Company - Green
My Company - White
Country ¥ My Company - Yellow
My Company - Teal
Phone My Company - Lilac
URL Handshaking
Override ()ves @ No
Email
Partner
Primary Contact
o Find Customer (Last Name) Customer of -}
Default ltem
Find tem (ltem Number)
cbelete o waatencel L LuSae

3. Within the Details tab, click Edit

The Find Customer box is displayed. (Note that this search is only visible when Customers have
been assigned to the Org Unit

Primary Contact

Find Customer (Last name)

4. Search for the Customer

To view all available customers click Search without entering a customer last name in the search

field

5. Click the Customer name to assign them as the Primary Contact

6. Click Save.
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Details Tab

Once the basic information for an Item has been completed, additional details can be defined for the
Item. The Details tab displays a list of custom fields set for the Item's Category. The information to be
completed within this section is configured by the Supervisor when customizing the Item Type
templates in Configuration > Categories. Fields marked as Required, must be completed for the Item
Details of the Item to be saved successfully.

For more information about Item custom fields, see: Categories.

Item Information

Information Detalls Costs Requests Relatlonships Outages AMIE Snapshots

| Edit Duplicate '—'E' Print. Item # 100009 (Oracle11g)
| Details Details
Lecation License Expiry
Environment Ownership
Version # Order #
License Key Supplier
License Count Supply Date

W Notes Attachments Audit Trail |
Description
‘_Dg‘_’

Clicking Save at the far bottom of the page after the Details tab has been completed, will create the
Item and save it to the database.

NOTE: Items can be duplicated at any time by clicking the Duplicate button. A new Item is created
with properties that are identical to the original Item (with the exception of the Item Number, as this
must be unique and is generated automatically).

ltem Description

Content entered in the Description field is made available on the Customer Portal in the expanded
information window of an Item. For Service Items included in the Service Catalog tab of the
Customer Portal, information about the Service can be included within the Item Description field.
The Service Item information can be further defined by completing Item attribute fields that are
configured as Customer Visible within the Category Information screen, and therefore also displayed
in the Customer Portal.

To add an Item Description, within the Item's Details tab:
1. Click Edit

2. Move to the Description tab

3. Add information in the Description field
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i Format

+ Font Family

= | Font Size -

A-B 1 U s |i= i= ¢« |

Used by the Admin Department to provide Payroll and HR software

Path:

Words: 11 ]

4. Click Save.

[tem Notes

To add Notes to an Item, under the Item's Details tab:
1. Click Edit

2. Select the Notes tab

- ) ( .
Date T Note By = e
0-00f 0 Results.
3. Click New
4. Enter details in the Notes field
(" Description | [ Attachments | [ Audit Tral
Format ~ FontFamily - FontSize - | | wm F -
A-B I U &|iZiE4|EE=|x x
The software Is to be installed on
Path: Words®

5. Click Save.
The Note will be allocated an identification number hyperlink for access. It will also be time- and
date-stamped.

[tem Attachments

To add Attachments to an Item, within the Item's Details tab:

1. Click Edit to display the Attachment tab New button
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2. Click New

Description Notes _.w_- Audit Trail

( Choose File ) no file selected Description @ private () Public (% N1 ]

3. Browse and select a file
4. Enter a Description, if required
5. Adjust Private and Public option, if relevant

Selecting Public will make it accessible on the Customer Portal, when the Item is in a Customer
Visible state.

6. Click @.

[tem Audit Tralil

The Audit Trail tab records all changes that are made to fields within the Item Information and
Details screens. These entries are made to record all the alterations made to Items and the CMDB.

To view an audit trail entry, under the Item Details tab:

1. Select the Audit Trail tab
2. Click on the identification number hyperlink to display the entry details.

Description Motes [1] Attachmants E&i&;g

No. = Date = Event By = ..
550 05/09/12 11:32 ltem has been added to cutage 10 Simone Supervisor
53 04/03/12 14:58 Delegate Costs changed from ** to 'no’ Simone Supervisor
40 07/26/11 17:09 Relationship created. Service Desk #100002 is a Simone Supervisor

ch..
38 07/26/11 17.09 Relationship created. Service Desk #100002 s a Simone Superyisor

ch...
35 07i26/11 17:08 Relationship deleted. Blade Server #100004 is a Simone Supervisor

pa...

1-50f15Results  =p |

Rollback Option

All changes recorded in the Audit Trail can be rolled back to reinstate information recorded against
an Item.

To return Item details to previously saved information:

1. Click Edit

2. Select the identification number hyperlink of the entry to be reversed
3. Click the Rollback button
4

. Save the Item.

The Item details will revert to information recorded before an update was made.
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Costs Tab

For Users who are not assigned the Finance Role, the Costs Tab displays SLA Details and Item
Availability information. Users who are assigned the Finance Role, also have access to the Item's
financial and contractual details. The following Item Costs details include:

¢ Base cost

¢ Purchase date and related information

¢ Depreciation data

*

Inherited costs
SLA and Contract details

*

¢ Availability statistics.

Completing the Depreciate Over field causes the application to automatically keep track of the Item
depreciation over the specified number of years. The current value of the Item after depreciation is
displayed at Depreciated Value. The Audit Date field is used to record the date when the Item was
last audited.

For Service Items see: Service Item Costs Tab

Item Information

Information Detalls Losts Requests Relationships
| Edit ; _ Duplicate % "'=| Print Item # 100005 (Server)
Financial SLA Detalls
Cost 50.00 Service Level Warranty

Maonthly Cost 50.00
Purchase Date 08/01/10 18:03

Warranty
Depreciate Over years Expires
Depreciated Value S0.00 Avallability
{ﬂﬂdgﬁi Avg Repair Time N/A
L Avg Time To Fail Nis
Inherited Costs
Inherited Capital
Inherited Ongoing

Delegate Costs Yes “'No

The Financial Costs and Inherited Costs fields allow the support organization to assign costs across
related Items and charge Users and/or Organizational Units appropriately.

Financial Description

Cost The financial investment made to purchase the Item.
This figure is also used when the Delegate Costs is
enabled for allocating costs across related Items.

Monthly Cost The amount invested on a monthly basis to maintain
the running of an Item. This figure is also used when
the Delegate Costs option is enabled for allocating
costs across related Items.

Purchase Date The date the Item was purchased.

Depreciate Over Enter the number of years the Item is to be
depreciated over, if required.
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Financial

Description

Depreciated Value

Audit Date

PO Number

Inherited Costs

Inherited Capital

Inherited Ongoing

Delegate Costs

The system calculates the current value of the Item
based on the Purchase Date and the number of years
the Item is to be Depreciated Over.

Set the date the Item is next to be audited.

If Purchase Orders are enabled for the system, the
field is visible and automatically populated with the PO
number generated by a User within the
Finance>Purchase Orders tab, when the Item order
was recorded in the system.

Total infrastructure costs of parent CI's that directly
contribute to the cost of the current CI. This figure is
derived from all the Cost fields within the Item
Information>Costs tab of related Parent Items.

Running costs of all associated Items that enable the
current Cl to continue to function. This figure is derived
from all the Monthly Cost fields within the Item
Information>Costs tab of related Parent Iltems.

To enable cost delegation across the relationship map
allowing associated Items to inherit the costs of the
current Cl, select Yes. This will take the figures from
the Cost and Monthly Cost fields for the Item and
spread them across related Child Items.

Define the technique to be used to evaluate the cost
split:

Child Count:Costs are split by percentage based on
the number of child Cl's the costs are being delegated
across.

User Count:Costs are split proportionally based on the
number of users of the child ClI's the costs are being
delegated across.

Custom %: The relationship itself allows for the % cost
to be assigned

The figures displayed within the Availability fields are automatically calculated by the application,
using the Item Lifecycle as it moves between online and offline States:

Availability

Avg Repair Time

Avg Time To Fall

Entries displayed here are automatically calculated
based on the average length of time an Item is offline.

Figures displayed here are automatically calculated
based on the average time between an Item being
offline.
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Billing Enabled
When Billing is enabled, a Service Level hyperlink is available within the Costs screen. This provides

access to the Service Level Agreement details that govern the lifecycle for Requests logged against the
Item.

Itern Information

Information Detalls e Costs Requests Relationships
J_____ .
LBt Duliate iz Pont it # 100009 (Oracle 11g)
Financlal Contract
Cost 50.00 Service Level Gold
Monthly Cost 50.00 Contract# &
Purchase Date 05/20/11 09:44 Inwoice # 100007
Depreciate Over years Start Date 05/23/11
Depreciated Value 50.00 End Date 05/31/12
Audit Date Expires 1 Year 8 Days
(mmyddiyy)
PO Number Avallabliity
Inherited Costs Avg Repair Time N/A
Inherited Capital Avg Time To Fail N/A
Inherited Ongoing

Delegate Costs Yes (*!No

Contract # = Type SLa = Invoice # Start Date End Date

6 Per [tem Gold 100007 05/23/11 00:02 05/31/12 23:58
1-1cf 1 Results

... Done

If Invoices are also enabled, an Invoice Number hyperlink is available and when selected, will
display the invoice details for the Contract that covers the Item. The Start Date and End Dates
stipulate the contract length covered for the Item. It is summarized by the days or hours recorded in
the Expires field.

The Contract tab within the Item Information Costs tab summarizes the contract details that cover the
Item. Further Contract details can be found within the relevant Contract Number within the
Finance>Invoices screen.

Create a Contract

Through the Item Costs tab, Contracts with an associated Invoice Number (if relevant) can be
generated for an Item, after it has been logged in the system.

To add a Contract to an Item, within the Configuration>Item screen:
1. Select the Item Number
2. Move to the Costs tab
The Contracts tab is visible in the bottom right corner of the screen

3. Click Edit
The Add and Delete buttons are made available within the Contracts tab
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Contract# = Type SLA Invoice # Start Date

4. Click Add

(If Invoices are enabled in the system, an Invoice number will be automatically generated and

assigned to the Contract).

T
:

Item Information
| Information | |  Detalls | |  Costs | | Requests | Relationships | = Outages
Contract
Imvoice Number 100018
servie Love A
| Bronze
Gold
1 Platinurm |
Silver

5. Select an SLA from the drop-down option

The screen will display the SLA details and the Contract Type locked to Per Item.

Contract Type Per ltem

it Subscription

| Time Limited Subscription
Start Dﬂtl' Support Hours
Support Hours By Month

: " iy

End Date.

Price 5160.00
Tax 50.00

Taxable [
Total Cost S180.00

Item Information
([ Information | |  Detalls | |  Costs || Reguests | | Relationships | |  Outages
Contract
Invoice Number 100018
Service Level Bronze
Pricrity Response Time  Restoration Time Resolution Time 24 x 7 support Alert
Urgent 12 Hours 24 Hours 36 Hours No Action
High 24 Hours 28 Hours Hours No Action
Medium 30 Hours 48 Hours B4 Hours No Action
Low 36 Hours 80 Hours 108 Hours No Mction

6. Assign the Time period to be covered by the Contract:

If Subscription is selected, the Start and End Dates are automatically completed by the system,

but can be edited if required.
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If Time Limited Subscription is selected, the Support Hours field is displayed and the number of
support hours purchased by the Customer should be entered. Also, the Start Date and End Date
fields should be completed manually, entering the length of time for the subscription period.

If Support Hours is selected, the number of support hours purchased by the Customers should be
entered.

If Support Hours by Month is selected, set the number of hours purchased per month and define
which day of the month contract is to rollover to start the new month. The Total Support Hours
will automatically be calculated based on the Start and End Dates set for the Contract.

(If a Contract is forward dated with a Start Date set in the future, the Pending Contract status is
assigned. See Pending Contracts.)

7. Add any relevant Invoice Notes
8. Check the Taxable box, if the Contract is to be taxed
9. Click Save.

10.

If Invoices are enabled in the system, an Invoice number will be automatically generated for the
Contract and made available within Finance>Invoices. Payment will need to be processed by a
Finance User before the Contract can be enabled in the system. If invoice payment is required
before the contract can be enabled in the system the following Warning message is displayed:

%,

-‘\‘ Warning
;

The invoice has been generated against this item with status "Pending Unpaid".
Technicians will not be able to wark with this item until the invoice has been paid.

Click Next

The Contracts information is only populated after the Invoice has been processed. To process the
Invoice, as a Finance User move to the Finance>Invoices tab. Once the relevant Invoice payment
has been processed the Contract details will be visible in the Costs >Contracts tab.

Item Information

Information Detalls % Requests Relationships Outages
i-.' SLshaT Ty =5 = o — = a 2 momer . M . '
| Edit - Duplicate. ; '-':E Print. Item # 100004 (Blade Server)
| Financial Contract
Cost $10,000.00 Service Level Bronze
Monthly Cost 30.00 Contract # 9
Purchase Date 08/30/10 16:44 Contract Type Subscription
Depreciate Over 5 years Invoice # 100018
Depreciated Value 5828585 Start Date 05/07/12
Audit Date End Date 05/07/13
(mmiddyy) Expires 1 Year 0 Day
PO Mumber Warranty
Inherited Costs Expires
Inherited Capital Availability
iptaerind 4 nooing Avg Repair Time N/A
Delegate Costs  * Yes No Avg Time To Fail N/
Strategy User Count
i GOt et i
Contract® = Type SLA = Invoice # Start Date = End Date =
9 Per Item Bronze 100018 05/07/12 00:00 05/07/13 23:58
1-10of 1 Results
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Requests Tab
This section lists all the requests that have been logged against an Item.

Use the system list filter to display the relevant type of request or task. To expand and view the
request in full, select the Task # or Problem Report hyperlink.

ltem Information

Information Detalls Costs Em Relatlonships
Item # 100003 (Oracle 11g)
Incidents [sys] &
Task# < Process = Date = Status = Technician = Problem Report
100050 Incident 068/26/11 18:16 Pending System User Carnot access items hosted on this server on the network

1-1of 1 Resulis

Dane

Relationships Tab

The Relationship Tab allows Users to view and/or create a Relationship Map for the current Item,
with other Items within the CMDB.

The Relationship direction can be defined as:
¢ Service Oriented - Parent-Child Relationship
¢ Component Oriented - Child-Parent Relationship.
Within each view the Relationship Class can be defined as:
¢ Hierarchical Relationship
¢ Connection - an association between the selected Items.

For a Service, such as the Email or Web Site Service, it is recommended that the Hardware be defined
as the Parent for the Software Items and the Software be defined as the Parent of the Email or Web
Site Service.

Create a Relationship

To create a new Item Relationship:

Select Configuration>Items
Select an Item

Select the Item's Relationship tab
Click Edit

Click New

Select the Relationship Direction and Class from the drop-down menus

NSk =

Define the Relationship by selecting a description from the drop-down list
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tem Information

Information Detalls Costs Reguests
éﬁuﬂ%
Direction ~ Parent - Child H
TypaLs

Related Iten Hierarchical

Connection
[Ttem Number ltem Type

ltem# = ltem Type = Identifier Status
100002 Service Desk Mvailable
100003 Email Service Available
100005 Service Manager Installed

Outages

Item # 100004 (Blade Server)

NOTE: If the Relationship Type has the Inherit Parent Ownership option enabled, Child Items

that use this relationship will inherit the Parent Item's owners. The ownership will not be
editable and no other Parent Item can be assigned to the Child Item. A warning will be displayed

if a relationship type has the Inherit Parent Ownership option enabled.

8. Use the Find Item field to locate the relevant Item

9. Click on the Item Number hyperlink to create the Relationship

10. Click Save to default to the Relationship Map view.

Relationship Map

Within the Relationships tab of the Item Information screen, a Relationship Map visually displays the
connections that have been defined for an Item. All Item Relationships are listed in the Relationships
Table beneath the Map. The Relationship Map can display up to 48 Child Items and 16 Parent Items

in the one diagram.

The central icon of a Map is a visual representation of the selected Item. Scroll over an Item label to
view any information recorded on the Information and Details tabs of the Item. To drill-down
through the relationships, click on an Item icon label. To change the focus of the Relationship Map to

another Item, click on the Item icon label and the system will request that OK be selected before

updating the central node of the Map.

The Relationship Table data displayed at the base of the map can be filtered using the Direction filter

view of Parent-Child or Child-Parent.
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