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Welcome

Thank you for choosing our service management solution. Your decision guarantees your service
organization’s ability to deliver a comprehensive customer support service that meets, and even
exceeds, your customer expectations.

Easy to configure and customize, our service management solution has been developed to offer the
very best experience to users via the Web. This all-in-one support solution enables service issues to
be readily created, managed, monitored and solved, with minimal impact to your customer's

organization, allowing them to focus on their core business.

Your customers have access to a user-friendly portal that offers an easy-to-use Knowledge Base and
request tracking system. Your technicians are provided with the tools that allow them to offer effective
and efficient service. Supervisors have access to comprehensive management and reporting of the

service desk, its technicians and all support issues.
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1.2

1.3

For assistance with set-up and configuration of the application, access the Configuration Steps
section of this guide. The configuration process requires the User to switch between the Administrator
Role and Supervisor Role, so in the first instance it is advisable that the person customizing the
application have both User Roles and this can be set for their account within the User tab of the
Administrator screen.

The User Guides have sections relevant to the various User Roles within the application, including:

+ Administrator
* Supervisor

+ Technician

+ Partner

+ Finance User
+ Manager

+ Customer.

To start using this User Guide, click on the User Guide link within the Contents tab. Or, to use the
step-by-step guide to assist with the application set-up, see Configuration Steps.

Use single clicks within the guide to open topic information.

Online Help

To assist Users when using the system, online help is available throughout the application.

To access information relevant to an opened screen, click the Help button located in the top right
corner of the screen, next to the Logout button.

Sun, 20 Dec 2015 21:27:14 Help E- Logout

A Help Page is displayed containing information related to the application page that is open. Navigate
through the help information as necessary, or click Show to view the entire User Guide.

Configuration Steps

These configuration steps are recommended as a guide to assist with customizing the application to
suit the service environment. These steps are what is required at a minimum to enable your system.
It should be noted that these steps require access to the Administrator and Supervisor views.

The following procedure covers editing the logged in User account details and ensuring this User has
all the relevant privileges to achieve what is required to configure the system. It then details the steps
to enable the system to work with email, setting the privileges for how Customers and Technicians
can interact with the system, and how requests and the system will behave. This is defined within the
Setup>Privileges tabs.

The User then has the option to customize the look and feel of the system, although this can be done
later, if preferred. The next step is to create Customers and Users in the system.

Moving to the Supervisor Role, the User then configures the day-to-day elements within the
application, which are part of creating and managing requests. This includes setting the time frames
for managing requests and defining trigger points for escalations by configuring SLAs; detailing the
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steps a request will move through, by customizing Workflows, which includes setting the stages of the
Workflow where timers will trigger automatic warnings and escalations; defining the Team(s) of
Technicians who will be associated with the customized Workflows and SLAs.

With the basic elements in the system now in place, the User then moves to the Configuration tab to
customize the Configuration Management Database (CMDB). This part is often considered the most
complex part of configuring the system, as this is where the service environment, including physical
and service Items, is mapped into the system with associated relationships. When designing the
CMDB, first the templates for all the different Item Categories are created. These are refined as Item
Type templates, with these two templates used to define the information recorded against each ltem
and classification of issues that can be associated with each Item when requests are logged by
Customers.

After the CMDB structure is defined, Items are imported via AMIE or.csv file. This is when the Items
are associated with Customers or Organizational Units, who can log requests against the assigned
ltems.

In the Administrator (Setup) view:
1. Customize the default Supervisor access

Include Incident, Service Level Management and if applicable, Request Fulfillment, Problem and
Change Management. Adjust the User Timezone, if applicable.

2. Configure Email Setup and Email Messages(See:Setup>Email)

This step allows the system to manage requests via email. After completing the information in
the Server and Setup tabs, the content for automated emails sent by this system can be
customized. This does not have to be all done at this point, however, it is suggested that within
the last page of the Templates tab, the Signature be updated to reflect the service organization
name.

3. Enable System Privileges(Setup>Privileges)

At this stage, it is suggested that each option be reviewed in the User, Customer, Request and
System tabs within the Privileges sub-menu option. Although it should be noted, these can be
adjusted in the future. If you are unsure about what an option refers to, select the Help button on
the system Ul, to display the relevant page of the User Guide. Be sure to set the appropriate
Time Zone within the Customers Privilege tab, as this needs to be set before importing
Customers and Users via an authentication server to ensure it is set correctly on all newly
created accounts.

4. Customize Banners and Welcome Page Message(Setup>Customize)

This can be done now if the images are available. Alternatively, return to this step at a later
stage.

5. Create Customers and Users, which include Supervisor, Technician and Partner accounts

Note, to associate Organizational Unit information with Customers or Users, this can be
configured at this point within the Supervisor>User>Organizational Unit tab. Should the import
include the name of the Org Unit that matches what is recorded in the system, the details from
the information recorded internally will be applied to the Customer or User.

If using an authentication server, move to the Setup>Authentication
tab.(See:Setup>Authentication;Active Directory Integration or LDAP Integration)

If creating accounts directly in the system (i.e., using internal authentication), go to the User tab.
(See:Customers and Users.)

6. Set up Service Level Agreements (See:Service Level Management)
Move to the Supervisor view by clicking the User link, next to the logged in User Name.
If these are unknown at this time, the system includes a default SLA that can be used.
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10.

11.

12.

13.

14.

If applicable, create Operational Level Agreements and/or Underpinning Contracts (See: OLAs
or UCs)

This is more than likely an advanced system configuration step at this point, or may not be
relevant to the service organization. However, if OLAs or UCs are in place in the service
organization, they can be mapped into the system now. Alternatively, they may be added later.

Customize or create Workflows (See: Incident & Problem Workflows and Service Request &
Change Workflows)

The system includes default Workflows across all Processes. At this point, the default Workflows
may be sufficient, or they can be customized to suit the service organization requirements.
Alternatively, new Workflows can be created from scratch.

Create Teams(See:Teams)

By default the system includes one Process Team and the Unknown Team. Edit the existing
Process Team, including defining the way it works, assigning the relevant Technicians,
associating the Workflows that the Team will support, and setting the Technicians to work in the
appropriate Escalation Layer(s). Teams are to be created for all Processes that are to be
managed by the system (i.e., Incident, Problem, Change, Service Request.), although it may be
relevant to finish one Process first, and return to do the other Processes at a later date.

Assign Default Teams and SLAs within Request Privileges (See:Setup>Privileges>Requests)
Move to Adminstrator view by clicking the Setup link, next to the logged in User Name

These settings will be applied to all newly created Items and Item Types that result from an AMIE
import.

Configure the CMDB, by first customizing Configuration Categories:
Return to the Supervisor view by clicking the User link, next to the logged in User Name.

The system includes a number of default Categories, which should be more than enough for
most organizations. Within the Category, the attributes of an Item that are to be recorded in the
system, are defined by customizing the field labels. The stages that an Item can move through in
its lifecycle are defined within the Life Cycle tab (i.e., Installed>Pending Configuration>Pending
Test,etc). The types of issues reported against an Item are then created in the Classifications
tab.

Configure the Category Details Fields (See:Configuration Categories)
Define the Category's Life Cycle (See:Category Life Cycle)

Create Category Classifications (See:Category Classifications)
Create Service Type templates and Service Items

For service organizations wanting to fast-track the capability to manage requests in the system,
it is advised to create Service Items in the Service Catalog to allow Customers and Technicians
to log and manage requests within the application. Create a Type using the Service Category for
each Service being offered, then create the Service Item with the newly created Type template.
For the Service to be available in the Catalog, be sure the Service Item status is set to an Active,
non Pre-production State. If the Customers are to access a Service on the Customer Portal, the
Service Item Lifecycle State should also be set to Customer Visible.

Create Item Types (See: Iltem Types)

If the Types are not to be automatically created as part of an AMIE or .csv import, this is done in
the Configuration>Types tab. This is where the Category template is associated with the Type
template, the default Teams and SLA are set, and the Classifications for issues reported against
Items are refined.

If tems are to be imported via a .csv file or AMIE proceed to Step 14.
Within the Admin>Setup tab, complete the Item Import (See:AMIE Import or CSV Import).
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After the Items are successfully imported, a Supervisor User will need to refine the Type
templates created as part of the import, if the default settings do not apply to a newly created
Item Type. This task does not need to be completed immediately, and can be done on an ad hoc
basis (i.e., whenever a Type template is opened in Edit mode, before saving, the system will
prompt the User to set any required information.)

15. Within the Supervisor>Configuration tab, create Items.(See:ltems)

If Items are to be created directly within the system, this is completed in the Configuration>ltems
tab. An Item Type template is selected for the new Item, which applies all the default information
set within the Categories and Types tabs, then ownership of the Item is assigned to the new
Item. Ownership can be Everyone (i.e., a Global Item), one or more specific Customers or
Organizational Units. The specific attributes of the Item are recorded in the Details tab, and any
relationships with other Items in the system can be created within the Relationships tab, now or
at some point in the future.

Items can be mapped to Services, if required.(See:Service Catalog.)

1.3.1 Implementing the Processes

For information and steps for implementing for the following Processes, refer to:

+ Request Fulfillment

+ Incident Management
+ Problem Management
+ Change Management

+ Release & Deployment Management.

1.4 Users

Users within the service management system that are assigned to support Teams must be allocated
one of the following Roles:

+ Technician
¢ Supervisor
+ Partner.

The above User Roles can work on requests, relevant to the Processes they have been allocated
(i.e., Incident, Problem, Change or Service Requests). The About Roles section of the User Guide
provides more information regarding specific User Roles in the system.

1.4.1 User Availability

The User List View includes the User Availability status by default, this is based on work hours
configured in the Schedule tab of the User and their Vacation Status.

The following icons may be displayed in the List View:

Available

- The User is not on leave and is available for request assignment
based on their assigned work hours.
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Available

[ ] The User is not on leave but is not available for request
assignment based on their assigned work hours.

Or, if no hours are set within the Schedule tab when the "Define
Works Hours" is enabled within Admin>Setup>Privileges>User
screen and the User is not on vacation, the system will consider
Users to be unavailable.

The User is On Vacation. If the User logs into the system when
assigned this status, they will not have to the User Portal.
However, if they are also have Customer Web Access, when they
log in to the system they default to the Customer Portal.

14.2 Creating a User Account

When creating a new User, the following tabs are available:

¢ Information
+ Aliases

¢ Team
Skills

+ Types.

*

1.4.3 Information Tab

Within the User Information tab, User details can be created, viewed and edited. User Roles, Process
assignment and default Login credentials can all be customized within this tab.

NOTE: If Custom Fields are to be created for User Information, it is recommended that the
Administrator complete the customization prior to creating Users.

To create a new User:

1. Select User>Users
2. Click New
The User Information screen appears.

User Information Fields

Title Select a title from the drop-down menu options.
(This field is displayed if the Enable Titles option is
set to Yes in the
Admin>Setup>Setup>Privileges>Customer tab.)

First Name* Enter the User's First Name.
Last Name* Enter the User's Last Name.
User Name* Enter a User Name (unique).
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User Information Fields

Password*

Roles*

Default Portal*

Assignment Template

Operations Processes

Change Processes

Internal Processes

Knowledge

Enter a User Password. Note: Passwords can be
changed under the Users Tab or reset by the User
under their My Account tab.

Assign a Role for the User. Each Role has
associated permissions. See Roles.

Every Technician Role assigned also needs a
Supervisor assigned.

NOTE: Note: More than one Role can be assigned
but only one of Supervisor, Partner or Technician
can be allocated per User.

The Default Portal is the User Interface accessed by
default when a User with multiple Roles logs into
the system.

NOTE: If the Users Default Portal is set to
Customer, the User details will not be accessible in
the Users list, but included in the list within the
User>Customer tab.

This option is visible in a new User Information
screen if Job Assignment Templates are configured
in the User> Assignments tab.

Select a template to assign the new User to multiple
Teams, Escalation layers and Processes.

Assign the licensed access for Request Fulfilment,
Incident and Problem Management.

Assigning Processes to the User gives them access
to support those Processes and enables them to be
assigned as Team members for those Processes’
Teams.

See User Processes.

Assign the licensed access for Change, Release
and Deployment Management. Note, Users
assigned Release are automatically assigned
Deployment.

Enable the Users privilege to maintain Service
Level, Configuration and Knowledge Management.

Selecting the Configuration and Knowledge options
displays the relevant fields that enable granular
controls to be set for those processes.

NOTE: The Finance Role is limited to the processes
of Configuration and Service Level Management.

If the User is assigned the Knowledge Management
process, their privilege to create, edit, delete and/or
publish KBAs can be configured.
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User Information Fields

Configuration

Customer Org Unit

Line Manager

Primary Email*

Send To

Phone

Mobile

SMS Override

Fax

Pager

If the User is assigned the Configuration
Management process, their privilege to create, edit
and/or delete Items within the CMDB can be
configured on a per task basis.

If the User is also allocated a Customer Role within
the system, this field is displayed. Enter Company
or Department details that apply to the User in their
Customer Role.

(This field is visible if the User is also assign a
Customer Role within the system. The information
can not be edited if the line manager details are set
by the LDAP synch.)

If relevant, assign a system user with the Customer
Role who can approve/reject requests made by this
Customer.

Enter the User's email address. System messages
are sent to this address.

This field becomes available for Users that have the
Customer Role and have alternate email addresses
entered on the Aliases tab.

Select the most appropriate email address to be set
as the default address applied to Customer
correspondence. When the Send To field is set to
an alias address the Primary Email address is not
included in the cc list, unless specified in the
request Information tab cc list.

Enter telephone details.

A mobile number can be entered as a contact
number or for use with SMS (Short Mail Service
message). An SMS can be sent to notify the
assigned Technician when a Service Request is
raised.

SMS Messaging options:

+ From the drop down list, select the SMS
service provider.

* Override SMS Address. If your service
provider does not appear in the list, click this
checkbox and enter an alternate Service
Provider.

Enter SMS Gateway override details for the User, if
a number other than the one entered in the Mobile
field is to be used to send/receive updates via SMS.
Enter the complete SMS details in email address
format, i.e.,
000777891@smsgateway.provider.com.

Enter known fax details.

Enter pager details.
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User Information Fields

Salary

Forum Moderator

Survey Manager

Supervisor*

Partner For

Partner

Available

Assignment

On Vacation

Training

Email Locale

Country

State

Timezone

An annual salary can be entered. This value is used
for reporting.

Select this checkbox to designate this User as a
forum moderator. See Forums.

Select this checkbox to enable this User to create
and manage surveys in the system.

Select a Supervisor, if the User has a technician
role. Users with the Technician Role must be
allocated a Supervisor.

When a User is assigned the Partner Role, their
associated Partner Organization must be assigned
within this field.

If the User is also assigned a Customer Role, this
field allows the Customer to be associated with a
Partner Organization who will handle their requests
when they are logged in the system.

Shows if the User is available for requests to be
assigned to them. This is based on work hours
configured in the Schedule tab of the User and their
Vacation Status. If no hours are set within the
Schedule tab when the "Define Works Hours" is
enabled within Admin>Setup>Privileges>User
screen and the User is not on vacation, the system
will consider them to be unavailable.

**\/isible when the Assignment Control is enabled in
Admin>Setup>Privileges>User.

Set to Off if the User is not to be assigned new
requests, irrespective of their Availability status.

Placing a Technician on vacation excludes them
from being assigned new requests automatically.
When On Vacation is activated a Technician's
existing requests are not reassigned.

This option is only visible for Technician Users, and
when enabled allows the User to be included in
Teams to view requests but does not allow them to
put the request in edit mode or add Notes.

Adjust the default language for email
correspondence, if required.

The User automatically adopts the default Country
set for the system. However, the Country can be
manually adjusted here for the specific User.

Set the State information based on the Country
selected, if required.

The User automatically adopts the default Timezone
set for the system. However, the Timezone can be
manually adjusted for the specific User.
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User Information Fields

GPS The GPS coordinates of the last known address.

* Denotes Mandatory Fields

1. Complete the User detail information
2. Click Done.

Emailing User Details

To email a User regarding their system log in credentials, click the Email button within the User
Information screen. If Random Passwords is enabled, selecting Email will reset the Password and
forward the details to the User. If Password Questions is enabled in Setup>Privileges>System,
selecting Email will send a link to the User directing them to a page that includes the security
questions set for their account and reset the password based on the answers provided. Customers
must complete this process within an hour of the email being sent.

vCard Button

Select this option to download and open the User's information in an electronic business card format,
to email or save outside the system.

Schedule Tab

By default the Schedule tab includes the On Vacation option, which can be set to Yes when the User
takes leave. The system will automatically re-assign the User's active requests, if the Vacation
Reassign option has been enabled in the Admin>Setup>Privileges>User tab. If this option has not
been enabled, a Supervisor User will need to manually re-assign the requests, if required.

If the system Setup has been configured to Define Work Hours and Schedule Vacations, this
additional functionality is available within the Schedule tab.
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User Information
Information Schedule Aliases Team Skills Org Unit

Ingo Engels
Working Hours
Relative To (GMT +5:30) New Delhi

Apphy Template E
Sunday <unavailable> |Z| to  <unavailable> |Z|
Monday  09:00 =] o 17:00 -]
Tuesday  09:00 [*] to 17:00 -]
Wednesday  09:00 [*| to 17:00 -]
Thursday 09:00 [x] o 17:00 -]
Friday  09:00 [*] o 17:00 -]
Saturday <unavailable> |Z| to  <unavailable> |Z|

Holidays
On Vacation @ pyg ) yes
Schedue @ @
Purpose = Start Date <= End Date = Active

0 - 0 of 0 Results

Define Work Hours

Use the drop-down lists to set the hours of work the User is available for the week. Based on what is
set here, the system will assign requests to the User during their available hours. However, if no other
Technician is available for requests based on their defined work hours, the system will assign the
User new requests outside of their set work hours.

NOTE: If the Technician Define Work Hours option has been enabled, the hours of work MUST be
defined, otherwise the system will ignore the Technician Assignment logic and automatically allocate
new requests to the Team Lead.

Schedule Holidays

The Schedule Holidays functionality allows the Supervisor to pre-book leave in the system for Users.
There are no restrictions on the number of days that can be set, and based on the configuration,
when a leave period is activated, the system will automatically re-assign active requests to other
available Users applying theTechnician Assignment logic. If the request was initially drawn from an
Incident Queue, it will not return to the Queue but be reassigned to the most relevant Technician
based on the Technician Assignment logic.

As a Supervisor User, to schedule User leave:

1. Go to the Users>User option
2. Select the hyperlink name of the User
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3. Move to the Schedule tab
4. Click Edit, to activate edit mode

5. In the Schedule field, select &
The Vacation Details window is expanded.
6. Enter the reason for leave in the Purpose box

Vacation Details
Purpoze Anual Leave
Start Date  12/24/15 22:30

E
End Date 01/04/16 22:29 El

7. Complete the Start and End date details
8. Click Save.

The details are recorded in the database and when the Start Date is reached, new requests will
not be assigned to the User. After the scheduled End Date, the User account will be
automatically re-activated.

Holidays
On Vacation @ g ) ves
Schedulz: @ @
Purpose £ Start Date ¥ End Date £ Active
D Anual Leave 1202415 22:30 01/04/18 22:29
1-1of1 Results

NOTE: It should be noted that if the User on vacation is a Team Lead for any Teams where there are
no Technicians available for new request assignment, the system will allocate new requests to the
Team Lead, regardless of their vacation status.

The Supervisor Events calendar in the Home tab shows when Users are on Vacation:

< > ey January 2016 BTy weer  oa .
Sun. Mom Tue Wed Thu Fri Sat
1 o CTTE—
ot |
[ Tecnnician tasva ]
[sredviod faqumn ]
e |
[Crange seneiuie ]

1.45 Aliases Tab

NOTE: This is only applicable if the User has the Customer Role.
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Use the Aliases tab to enter additional email addresses. The system creates requests from emails
sent to the system account from a valid email address. Email addresses in the Aliases tab allow the
User to send emails to the system account from more than one address. Notifications for requests
created using an address in the Aliases tab, are sent to the main email address and cc'd to the alias
address that was used to create the request.

When one or more alias email addresses have been created for a Customer, a Send To field is
displayed on the Customer Information screen, which allows the most appropriate email address to
be set as the default address applied to Customer correspondence. When the Send To field is set to
an alias address the Primary Email address is not included in the cc list, unless specified in the
request Information tab cc list.

User Information

Information Schadule Team Skills Org Unit

[ ada ingo Engels

Email =

|:| ingo@epm.bir.novel.com

1-10of1Results

To add an alias email address:

1. Select User>Users.

2. Click on the User name

The User Information screen appears.
Select the Aliases tab

Click Edit to access the Add button
Click Add

Enter an alias email address

Click Save.

When an alias email address has been created for a Customer, a Send To field is displayed on
the Customer Information screen, which allows the alias email address to be set as the default
address applied to Customer correspondence.

N o ok~ w

NOTE: An alias will only be used if the User has a Customer Role.

To remove an Alias Email Address, in Edit mode, tick the checkbox next to the Email Address and
click the Remove button.
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1.4.6

Team Tab

The User Team tab lists Teams associated with the selected User. Use this section to assign the User
to one or more support Teams, making the additions by Team or job Assignment templates that have
been configured in the system. Processes selected in the Information tab for the User determine the
Teams available in the Team tab.

Once a User is assigned to the Team, the Supervisor must configure the escalation layers for the
Team to include the new User. However, the User can easily be added to Layer One of escalation
when associated with a new Team by ticking the Assign new users to layer one option when
assigning the Team within this tab. Also, if Assignment templates are created in the system, by
selecting Team Template, the User will automatically be added to Teams, Escalation Layers and Work
Groups configured within the selected Template.

NOTE: The User must be assigned the relevant Processes for Support Teams to be shown in Team
search results. If an Assignment template is selected and includes Teams for Processes the current
User is not allocated, those Teams will not be included on the Template.

To add a User to a Team within the Team tab:

1. Click Edit

User Information

 iormaton W schedvie W Az § e W st W oumt

Ingo Engels
AdDBY  1ogm E
Teams g B OD-Incident-Team
Q Change Management Team Find Team (Name)

DAssign new user to layer one

2. Using Add By Team, enter a Team Name in the Find Team field and click @ or leave the field
empty and click @
The Teams for Processes that the User is assigned are displayed in the search results.

3. Tick "Assign new user to layer one", if relevant

4. Select a Support Team link
The User is assigned to the Team and layer one of escalation if appropriate.

5. Click Save.

To add a User to a Team within the Team tab using Assignment templates:

1. Click Edit
2. Within the Add By field, select Team Template

Job Assignment Templates that have been configured in the User>Assignments tab are
displayed, but only including Teams consistent with the Processes assigned to the User
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User Information

Information Schedula Aliases Team Skills Org Unit
Ingo Engels
A BY  Tegm Template |E|
Templates E

Select one or more Template options

4. Click Save

The User is automatically included in the Teams, Escalation Layers and Work Groups configured
in the Template.

User Information

Information Schedule Aliases Team Skills Org Unit
Ingo Engels
AdDBY 1oz Template E
Templates e, Template E
Team Hame £ Layer £
Portfolio Management

1-10f 1 Results

To remove a User from a Team:

1.

No o M wDN

Select User>Users

The User Information screen appears.
Click on the name of the User

Select the Team tab

Click Edit

Select@ to remove a Team assignment
Click Save
Click Done.

NOTE: If a User is the Team Lead or the only person assigned to an escalation layer they cannot
be removed from a Team under this tab.

1.4.7 Skills Tab

Use this section to assign any specific Classifications that are to be handled by a Supervisor,
Technician or Partner. This assignment assumes areas of expertise for Users assigned to these
Classifications. This allows the system to automatically route requests logged against these
Classifications to the most appropriate User.
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NOTE: Prior to using the Skills tab, Items and Classifications should be configured.

Assigning a Classification

To assign a Classification:

1. Select User>Users>Skills
2. Click Edit to display the Add button
3. Click Add
4. Select the Item Category
The Item Type and Classification Type drop-down list is displayed.

User Information

Information Schedule Aliases Team Skills Org Unit
Ingo Engels
ltem Category E
Classification £ Item Category £ Item Type =

0 -0 of 0 Results

5. Choose an Item Type, if relevant
6. Select * to assign all Classifications as Skills or choose a specific Classification

The list displayed will include all Classifications configured for the Item Category and the Item
Type, if an Item Type is selected.

User Information
Information Schedule Aliases Team Skills Org Unit

Ingo Engels

tem Category  Hardware

tem Type Dell Lattude EG430

EIRENREY

Classification *

Configuration

Classific| Downloads £ Item Category £ Item Type =
General
Manuals 0- 0 of 0 Results
MNetwark
7. Click Save
8. Click Done.

NOTE: The Classification assigned to the User is either based on the Classifications of an Item
Category or Item Type, hence displaying two columns. However, the Item Type column will only
include information when the Classification selected is specific to that Item Type, and not directly
related to the Item Category.
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To remove a Classification:
1. Select User>Users

The User Information screen appears.
2. Click on the name of the User
3. In the Skills tab, click Edit
The Delete button appears at the bottom right.
4. Click the checkbox next to the Classification. Multiple Classifications can be checked
5. Click Remove
6. Click Done.

NOTE: The Classification assigned to the User is either based on the Classifications of an Item
Category or Item Type, hence displaying two columns. However, the Item Type column will only
include information when the Classification selected is specific to that Item Type, and not directly
related to the Item Category.

148 Org Units

Use this section to assign one or more Org Units to a Supervisor, Technician or Partner, which will
result in requests that are logged by these Org Units being routed to the assigned Users. When Users
are assigned to support Organizational Units, the Find Customer option during the request creation
process, displays the Supported Org. Units Only option. This limits the Customer search results to
those Customers who belong to the Org. Units the logged in Technician is assigned to support.

Find Customer

First Name Email

I

Last Name Phone

Uzername Cryg. Unit

v Supported Org. Units @
Onby

Assigning an Org Unit
To assign an Org Unit:

1. Select User>Users>0rg Units
2. Click Edit to display the Find Org. Unit search field

3. Enter any known Org Unit details or leave the field blank to return the full list of Org Units
recorded in the system
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User Information
Information Schedule Aliases Team Skills Org Unit

Ingo Engels

Org. Units
Find Org. Unit (Hame)

@
| concet QL save

4. Click @

5. Click on the Org Unit name hyperlink to associate it with the User
Multiple selections may be made, if required.

6. Click Save.

Removing an Org Unit

To remove the association between a User and an Org Unit:
1. Select User>Users

The User Information screen appears.
2. Click on the name of the User
3. In the Org Unit tab, click Edit

4. Select @ next to the relevant Org Unit

The Org Unit details are removed from the tab.
5. Click Save
6. Click Done.

Technician Assignment

The logic behind Technician Assignment within the system is more than the application basing the
allocation on the Technician location, load or skill set, as more extensive parameters are considered
when routing requests to Technicians. By understanding the variables within the assignment process,
Users can configure the system to better reflect the workflow of its service support Team
environment.

When a request is logged with the service desk, the Team is selected based on the SLA and
Workflow State of the request.
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Vacation

Figure 1: Request assignment logic
After the Team has been assigned to the request, the application:

1. Checks if the Team has escalation layers, and validates the capability of Technicians in Layer or
Group associated with the request

2. To make an assignment within the layer or group, the system checks if Technicians are assigned
areas of specialty - Skills or Classifications. If so, the system matches the Classification of the
request with the Classifications supported by the Technician

3. If multiple Technicians are assigned the relevant Classification, or if specific Classifications are
not assigned to the Technicians within the Team, then the system verifies if Team members have
been assigned to support specific Organizational Units. If so, the application will match the
Organizational Unit of the Customer to the Technician
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1.5.2

1.5.3

4. If the Team "Live Priority" feature has been enabled, the system checks for Team Technicians
logged into the application. If multiple matches have been made between the Technician Skills
and the request's Classification, and the Org Unit of the Customer and Technician, the system
checks for technicians logged into the application. However, if no match is made between the
Skills and Organizational Unit, it will still check for the logged in User if the Live Priority Team
functionality is active

5. If there are multiple valid Technicians based on Skill, Org Unit and/or Logged In User, the
application will allocate the request to a Technician with the lightest request load.

NOTE: It should be noted that if the Technician Define Work Hours option has been enabled in the
Admin>Setup>Privileges>User, the hours of work MUST be defined within the
Super>User>Users>Schedule tab, otherwise the system will ignore the Technician Assignment logic
and automatically allocate new requests to the Team Lead.

Please note that these are not only the forces that govern request assignment. Other factors that
determine the routing of requests include the Team assigned to Workflow State, the Technician
assignment privilege and if request Queues are enabled.

Service Manager and Workflow States

Within Service Manager the pool of Technicians that can be assigned to a request is increased by the
OLA or Underpinning Contract assigned to the Workflow State of the request.

Service Manager allows Workflow States to be governed by internal or external contracts, known as
OLAs or Underpinning Contracts, respectively. OLAs can be assigned to different support Teams,
which means if the Team changes as a result of the Workflow State change, the request may be
routed to a whole new pool of Technicians.

If the Workflow is supported by an Underpinning Contract, the request is assigned internally to the
responsibility of the Service Level Manager.

Self Assign Option

The Self Assign functionality allows the application to override the business logic of request
assignment. This feature enables the automatic allocation of requests to the Technician who creates
the request. A Supervisor User can activate Self Assign for requests on a per Team basis, within the
Team Information screen.

Request Queues

That about covers the automated routing of requests, but support Teams who prefer to create a
queue or holding bay for newly created requests, are also catered for within the system.

Queues are activated on a per Team basis. This means, where one support Team may use the
automated routing process, another can create a holding bay. The holding bay allows Technicians to
choose their jobs from the Queue, as opposed to having requests automatically assigned by the
system.

The Administrator User can activate the Queues feature in the application
Setup>Privileges>Requests tab. The Supervisor User then enables the option within the Team
Information screen, as required. New requests assigned to a Team with this preference enabled, are
assigned to the System User. To access requests held in the Queue, Technicians use the Request
Queue Filter within the Home Tab.
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1.6

1.6.1

32

1.6.2

The request can then be re-assigned to a specific Technician within the Summary Tab of the request.
See: Queues.

Organizational Units

Customers can be assigned to a Company within the system. This can be refined by allocating the
Customer to a Department, and if relevant, to a specific Room. This information is stored within the
Organizational Unit details.

NOTE: Companies can exist without Departments, but Departments and Rooms can only be created
as part of Company information.

Technicians can also be assigned to service specific Organizational Units.

Organizational Unit Filters

The Organizational Unit list can be filtered to display the following views:

System List Filters Description

Organizations Shows the Companies supported by the service desk.
Org. Units Lists all Departments included within Companies.

All Lists complete Org Units, with Company and

Department names.

To change the List View, select the relevant option from the Filter list.

Organizational Units

m Export: Current Page E Eﬂ. Filter: &l [sys] |Z|Displagr: 10 |E| L0

Name £ Primary Contact City £ State = 1 All [sys]
g, Units
Organizatic

site

Micro Focus

Micro Focus - Accounts Dept Sawve View as Filber...
Micro Focus - Electrical Engg Edit Fifter List...
Wicro Focus - Head Office

Wicro Focus - Information
Technelegy -

1-5 of 5 Results

Organizational Units and External Authentication

Organizational Unit relationships can also be mapped from an authentication server. By default this is
not enabled. To activate Customer Organizational Unit mapping, as an Administrator go to the
Advanced tab for the selected authentication server within Admin>Setup>Authentication. Select Yes
for the Import Customer Organizational Units option.

Administrator Guide



Customer Orgs @ wes ) No

Company @ ctandard ') Custom
company IZI

Department @ standarg () Custom
department IZI

NOTE: The details of the Org. Units are not populated upon this synch, only the Org Unit names. For
the Org Unit details to be assigned to Customer or User Information, create the Org Unit in the
Supervisor>User>0rg Units tab and ensure the Org Unit name is identical to what is stored in the
authentication server. If the details are not identical, the system will create another Org. Unit.

1.6.3 Details Tab

Use the Details tab to create an Organizational Unit.

Creating an Organizational Unit

To create an Organizational Unit:

1. Select User>Organizational Units

2. Click New

3. Complete the Organizational Unit Name

4. Select Organizations or Org. Units within the Filter drop-down list

Org. Unit Information

Dretails Customers Technicians Items Requests Contracts
Information
Name' Notes
Org. Unit Type Company E
Org Unit Code. | —
Address 1
Address 2
City Handshaking
7o Override ) ves @ Np
Partner
Country E Customer of E
Phone
URL
Email

5. Enter other details, if required
6. Select Handshaking override option, if relevant
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If the System Default Handshaking Close Action days is to be adjusted for the Org. Unit, select
Yes in the Handshaking Override field. Enter the number of Days to lapse before a request will
close if the Customer does not respond to the handshake email notification.

7. If appropriate, set the Partner Organization

(The Partner Organization is an external service provider that includes Partner Users who can
manage requests logged with the system for Customers associated with the Company or
Department being created.)

8. Click Save.

Primary Contact

When multiple Customers are assigned to an Organizational Unit, a Primary Contact person can be
allocated for the Org Unit. This is the preferred person the Service Desk will contact for issues
relating to the Org Unit.

To assign a Primary Contact:

1. Select User>Organizational Units
2. Select an Org Unit Name

The Details tab is displayed. If Customers have been assigned to the Org Unit a Primary Contact
field will be visible.

3. Within the Details tab, click Edit

The Find Customer box is displayed. (Note that this search is only visible when Customers have
been assigned to the Org. Unit)

Primary Contact
Find Customer (Last Name)

4. Search for the Customer

To view all available Customers click Search without entering a Customer last name in the
search field.

5. Click the Customer name to assign them as the Primary Contact
6. Click Save.

Default Item

When an Organizational Unit owns multiple Items, within the Default Item field an Item can be used
as the one to be automatically applied to all requests created via email for the Organizational Unit.

To assign a Default Item:

1. Select User>Organizational Units
2. Select an Org Unit Name

The Detalils tab is displayed with the Default Item visible at the bottom of the first column.
3. Within the Details tab, click Edit

The Find Item box is displayed.
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Default kem
Find ltem {ltem Number)

tem Number = tem Type =
Microfocus - Website Services
elLearning

1-1 of 1 Results

4. Search for the Item

To view all available Items click @ without entering an Item Number in the search field.
Click the Item Number link to assign it as the Default Iltem
Click Save.

1.6.4 Customers Tab

This tab displays all Customers assigned to the Organizational Unit. Customers cannot be added
within this screen, as they are allocated to Org. Units when they are created or through the
User>Customer>Customer Information screen. The list can be filtered based on Customers directly
assigned to the Org. Unit, or all Customers associated with Company Org. Units including those
associated with related Departments.

Org. Unit Information

Details Customers Technicians Departments Items Requests Contracts
Micro Focus
ar o [=]
Customer Hame £ Email Address £ Phone £ Org. Unit E
Andy Fair andy@nsd.com Micro Focus - Head Office
Anil k anil@nsd.com Micro Focus - Accounts Dept
Guruprasad S guru@nsd.com Micro Focus - Electrical Engg
James Stewart james@nsd.com Micro Focus - Information
Technology
Jason Blackett jasoni@nzd.com Wicro Focus - Information
Technology
Jeff Lag jeffi@nsd.com Micro Focus - Head Office
Wichael Angelo michael@nsd.com Wicro Focus - Head Office
Paul Pedran paul@nzd.com Micro Focus - Head Office
Sachin Kumar sachin@nsd.com Micro Focus - Electrical Engg
Sunil k sunil@nsd.com Micro Focus - Accounts Dept

1-100f 11 Results = =3

1.6.5 Technicians Tab

The Technicians tab allows support technicians to be assigned as key support staff for an Org. Unit.
This means when requests are created, the system checks if the Item’s Organizational Unit has
Technicians assigned to service its request. If so, the request is routed to a Technician assigned to
the Org. Unit.
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Assigning a Technician to an Organizational Unit
To assign a Technician to an Organizational Unit:

1. Select User>Organizational Units
Select Org Unit Name

Move to the Technicians tab
Click Edit

Click New

o > N

Org. Unit Information
Details Customers Technicians Departments Items Requests Contracts
Micro Focus

Available Technicians:  Craig Wilson Em m

Technician

Ingo Engels £ Email
[ loeK gfn:l K
Sankar R

Vaibhav Jain

joe@nsd.com

1-1of 1 Results

6. Select a Technician name from the drop-down list
7. Click Save
8. Select Done.

Deleting a Technician Assignment

To delete a Technician assignment:

1. Select User>Organizational Units

Select the Org Unit Name

Move to the Technicians tab

Click Edit

Tick the checkbox next to the Technician name
Click Delete

Click Done.

N o o~ DN

1.6.6 Departments Tab

The Departments tab allows Company group information to be refined. Departments are created for a
Company within the Departments Tab.
Creating a Department

To create a Department:

1. Select User>Organizational Units
2. Select Org Unit Company Name
3. Move to the Departments tab
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Org. Unit Information

Details Customers Technicians Departments Items Requests Contracts
Department Hame = Primary Contact Phone
Micro Focus - Accounts Dept Anil k

Micro Focus - Electrical Engg
Micro Focus - Head Office

Micro Focus - Informatien Technology

1-4of 4 Results

Click New
Enter the Department Name
Enter other detalils, if required

N oo o A

Select Handshaking override option, if relevant

If the System Default Handshaking Close Action days is to be adjusted for the Org. Unit, select
Yes in the Handshaking Override field. Enter the number of Days to lapse before a request will
close if the Customer does not respond to the handshake email notification.

8. Click Done

The system will move to the Department Editor, to allow Rooms to be added to the Department.

s !
~ Information
/I The Department was added successfully. You may now add Rooms.
\.

Org. Unit Information
|"' Customers ﬁ-'| |"F Techniclans ﬁ"| |"F Rooms 1"| |"’ Items "'| |"' Reguests ﬁ"| |"F Contracts ﬁ"|
Information
Name MyCompany - Admin Notes

Org. Unit Type Department

9. Select the Rooms tab if Rooms are to be added immediately
10. Click Edit
11. Select New

Org. Unit Information

Details Customers Technicians Rooms Items Requests Contracts

G a

Room Name

0-0of 0 Results

12. Enter the Room details
13. Click Save
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14. Click New to add another Room or select Done.

.~ Information
|
_,/'I The Room was added successfully.

Org. Unit Information

Details Customers Technicians Rooms Items Regquests Contracts

Room Hame
|:| Building 1

1-1of 1 Results

D G GrND

Edit a Department

Department details are edited through theOrg. Units Filter of the Organizational Unit list.
To edit a Department:

1. Go to User > Org Units

Select the filter option Org.Units (sys)
Select a Department from the list provided
Click Edit

Modify the details as necessary

o AW N

Select Save.

1.6.7 Rooms Tab

To expand Department details, Room locations can be created. This allows Customers to be
assigned to specific locations within an Organizational Unit. The Rooms tab is only visible for
Department Org Units that are accessed through the Org.Unit filter of the Org Unit list.

Org. Unit Information

Details Customers Technicians Rooms Items Requests Contracts

Room Name
D Building 1

1-10f1Results

IS D G

Adding a Room to a Department

To add a Room to a Department:

1. Within the Organizational Units list select the Org.Units filter
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Organizational Units

G €= - o[ W

Name 2 Primary Contact City State

Micro Focus

Micro Focus - Accounts Dept Anil k
Micro Focus - Electrical Engg

Wicro Focus - Head Office

Micro Focus - Information
Technology

Wicro Focus - a a

1 -6 of 6 Results

Select the relevant Department/Org.Unit link
Move to the Rooms tab

Click Edit

Click New

Enter the Room Name

Filter: Al [sys] |Z|Di5play: 10 E| &

= Al

site

Organizations [sys]
Sawve View as Filter...
Edit Fitter List..,

lceland 1212 -

N o oA W

Click Save.

1.6.8 Items Tab

This tab lists all the Items that have been assigned to the Organizational Unit.

Org. Unit Information

Details Customers

Item No. = Item Type

1.6.9 Requests Tab

Departments Items Requests Contracts

Micro Focus

i
=
:
I

0-00f0Results

This tab lists all requests generated by the Organizational Unit. To view or modify a request, select
the Task# hyperlink.

Org. Unit Information

Task #

Details Customers

< Process

Departments Items Requests Contracts
Micro Focus
Filter: Incidents [sys] |z|
£ Technician £ Customer
0-00of 0 Results
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1.6.10 Contracts Tab

The Contracts tab displays an Organizational Unit's current contract status. An Organizational Unit
can be assigned an SLA or, when Billing is enabled, a Contract that manages the period of time the
SLA applies to the Org Unit. When Contracts are enabled, an Organizational Unit can have only one
active Contract in the system at any one time and must have an assigned Primary Contact.

To update the Service Level assignment when Contracts are disabled:

1. User>Organization Units
2. Select the required Org Unit
The Org Unit Information screen will open.
3. Select the Contracts tab, click Edit
4. In SLA Details, using the drop-down menu, select the SLA

5. Select Save.

When Contracts are in use throughout the application, timeframes are set for Service Levels and
Contract history is displayed within the Contracts tab. It is also possible to assign a Service Level and/
or Contract within the Contracts tab.

Org. Unit Information

Detalls Customers Technlclans Departments Items Reguests _ Contracts

MyCompany
Contract
Service Level Gold
Contract# 10 §3
Contract Type Subscription
Invoice # 100022
Start Date 05/07/12
End Date 05/07/13
Expires 1 Year 0 Day

Items Cirg Unit Customers Requests Audit
Contract# = Type SLA = Invoice # Start Date = End Date = Add
B 10 Per Org Unit Gold 100022 05/07M12 16:13 05/07/13 23:59 Delete
S Per Org Unit Gold 100010 05/07/12 00:00 050712 14:43
1 -2 of 2 Results

To create a new Contract for an Organizational Unit:

NOTE: To assign a Contract to an Org Unit, a Primary Contact must be nominated for the Org Unit or
the system will prompt the User to assign a Primary Contact during the Contract assignment process.
This means, prior to creating the Contract assign at least one Customer to the Org Unit and then
designate a Customer as the Primary Contact. To assign a primary contact:

1. Select User>Organizational Units

2. Select an Org Unit Name
The Details tab is displayed. If Customers have been assigned to the Org Unit a Primary Contact
field will be visible.

3. Within the Details tab, click Edit

The Find Customer box is displayed. (Note that this search is only visible when customers have
been assigned to the org unit)
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Pl CEmEE: Find Customer (Last name)

4. Search for the Customer. To view all available customers click Search without entering a

customer last name in the search field
5. Click the Customer name to assign them as the Primary Contact
6. Click Save.

To create a new Contract for an Organizational Unit:

1. Select User> Organizational Units
2. Select the Organizational Unit's Name
3. Move to the Contracts tab

Org. Unit Information

Details Customers Technicians Rooms Items

SLA Details
Service Level
Contract # Mo Contract Assigned

Items Owrg Unit

Contract # = Type SLA = Start Date

0-00of0Results

4. Click Edit

Reguests Contracts
Electrical Engg
Customers Requests
End Date: =

The Add and Delete buttons become available with the Contracts>Org Unit tab.

5. Click Add

If a Primary Contact has not been assigned to the Org Unit a system prompt will notify the User

to create a Primary Contact. See: Primary Contact.
6. Select a Service Level from the list
When selected, the screen expands to display start and end date

fields.
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Org. Unit Information

Details Customers Technicians Rooms Items Requests Contracts

Contract

Service Lewvel Warranty

Priority Response Time Restoration Time  Resolution Time 24 x 7 support Alert
Urgent & Hours 12 Hours 24 Hours es None
High 12 Hours 24 Hours 42 Hours Yes None
Medium 18 Hours 35 Hours. 72 Hours fes None
Low 24 Hours 48 Hours. 96 Hours b= None

Contract Type Per Org Unit

Time Subscription E

[
Start Date | Time Limited Subscription
Support Hours

SR Support Hours By Month

7. Forthe Per Org Unit Contract Type the Time Period for the Contract can be defined as one of the

following:

Subscription if selected, the Start and End Dates are automatically set to a year from the date of
creation, but can be edited if required.

Time Limited Subscription if selected, the Support Hours field is displayed and the number of
support hours purchased by the Customer should be entered. Also, the Start Date and End Date
fields should be completed manually by entering the length of time for the subscription period, or
the system will default to entering a year from the date of creation.

Support Hours if selected, the number of support hours purchased by the Customers should be
entered.

Support Hours by Month if selected, set the number of hours purchased per month and define
which day of the month contract is to rollover to start the new month. The Total Support Hours
will automatically be calculated based on the Start and End Dates set for the Contract.

(If a Contract is forward dated with a Start Date set in the future, the Pending Contract status is
assigned. See Pending Contracts.)

8. Click Save
. Click Next to continue

The system reverts to the Contracts summary screen, if the contract is forward dated and
another contract is not already active, the Enable Contract option button will be available. Select
this button if the contract is to commence prior to the set Start Date. Alternatively, other contracts
can be queued for the Org Unit by selecting the Add button.
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0Org. Unit Information

Details Customers Technicians Rooms Items Requests Contracts
Accounts Dept
SLA Details
Service Level Warranty
Contract # No Contract Assigned

Pending Contract # 5 Sty

Items Org Unit Customers Requests
Contract # = Type SLA = Start Date = End Date =
5 Per Org Unit Warranty 020217 1210 030218 23.59 Delete
1 Per Org Unit Warranty 0140516 11:53 01405186 12:11

1-20f2Results

10. Click Save

To process the contract before the set Start Date select the Enable button.

Org. Unit Information

Details Customers Technicians Rooms Items Requests Contracts
) AecountsDep
SLA Details

Service Level Warranty
Contract# Mo Contract Assigned

Pending Contract # 5 A aonEy

Ttems Org Unit Customers Requests
Contract # = Type SLA = Start Date = End Date =
5 Per Org Unit Warranty 020217 12:10 03/02M18 2359
1 Per Org Unit Warranty 01/05116 11:53 01/0516 12:11

1-2 of 2 Results

11. Click Done.
A success message is displayed.

Information

New contract is enabled for this Org. Unit.
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Org. Unit Information

Details Customers Technicians Rooms Items Requests Contracts
e Aecounts oot
SLA Details

Service Level Warranty
Contract# 5
Contract Type Subscription
Start Date 01/05/16
End Date 03/02/13
Expires 2 Years 1 Month 27 Days

Items Org Unit Customers Requests Audit
Contract# < Type SLA = Start Date = End Date =
5 Per Org Unit Warranty 01/05M8 12:12 03/02/18 23:59
1 Per Org Unit Warranty 01/05M16 11:53 M/05M18 12:11
1-2 of 2 Results

12. NOTE: If Invoices are enabled, a new invoice is automatically saved within the Finance>Invoices
screen for the newly created Contract. If payment is required, a Pending Invoice Number is
displayed and once processed, the Contract will be listed in the Org.Unit
Information>Contracts>Org.Unit tab.

To delete a current Contract, as a Supervisor User, select w next to the Contract
Number. Alternatively, to delete a current or queued Contract, within the Contract>Org Unit tab check
the field next to the relevant Contract # and select the Delete button.

The Items and Customers tab within the Org Unit>Contracts screen is used to list all the Items and
Customers Contracts that are associated with the selected Org Unit.

1.7 Primary Contact

When multiple Customers are assigned to an Organizational Unit, a Primary Contact person can be
assigned to the Org Unit. This is the preferred person that will be contacted regarding issues related
to the Org Unit.

NOTE: When Billing is enabled, a Primary Contact must be assigned to the Org Unit if the Org Unit is
to be allocated to an Item. If a Primary Contact has not been assigned to an Org Unit, the Org Unit will
not be displayed as an option in Org Unit search results of the Item Information screen.

To assign a Primary Contact:

1. Select User>Organizational Units
2. Select an Org Unit Name

The Details tab is displayed. If Customers have been assigned to the Org Unit a Primary Contact
field will be visible.
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1.8

Org. Unit Information

Details Customers Technicians Items Requests Contracts
Information
Name | My Companyl Notes
COrg. Unit Type Company |E|
Org. Unit Code
Address 1
Address 2
City Handshaking
Zip Override &) ves @ no
Partner
Country |Z| Customer of E‘
Phone
URL
Email

3. Within the Details tab, click Edit
The Find Customer box is displayed. (Note that this search is only visible when Customers have
been assigned to the Org Unit

Primary Contact
Find Customer [Last Name)

4. Search for the Customer

To view all available customers click Search without entering a customer last name in the search
field

5. Click the Customer name to assign them as the Primary Contact
6. Click Save.

Customers

The Customers tab is used to create, modify and delete Customer Accounts.

A Customer is a User assigned the Customer Role. They can be internal or external to the
organization and can raise Incidents through the Customer Portal or via email. Service Desk staff can
also generate requests on behalf of the Customer.

Service Desk Customers can be created within this tab. The Administrator can also import Customers
from a .CSV file, or synchronize the system with a directory server.

NOTE: If Customers are imported using a directory server, the option to create Customers from the
Users tab is disabled.
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1.8.1

Creating a Customer Account

Customer Information includes the following tabs:

*

1.8.2

Information
Aliases
Items
Requests
Contracts.

Information Tab

This tab is used to enter contact information about a Customer, creating a new Customer account.

NOTE: If Custom Fields are to be created for Customer Information, it is recommended the
Administrator complete the customization prior to creating Users. (See Administrator: Custom Fields.)

To create a Customer account using Internal Authentication:

1.

2
3.
4

Select User>Customers

. Select New

The Customer Information screen appears with the following fields:

Customer Information Fields

Access

Title

First Name*
Last Name*

User Name*

Password/ Confirm Password

Web Access

Contact

If enabled, select the appropriate title from the drop-
down options. (This field is displayed if the Enable
Titles option is set to Yes in the
Admin>Setup>Setup>Privileges>Customer tab.)

Customer's First Name.
Customer's Last Name.

The login User name credentials for the User. If this
is imported via LDAP or Active Directory, it can not
be edited. Otherwise, enter a Username. Note that
the value must be unique.

The Default Password is set to the Customer's
email address or a random string can be enabled by
the Administrator in Setup>Privileges>System. See
Authentication.

Customers can reset their password from the
Customer Portal, or a Service Desk User can reset
it in the customer account details using the Reset
Password button through the Customer>
Information tab.

Web Access allows Customers to view their account
information and Incidents via the Customer Portal.
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Customer Information Fields

Primary Email*

Send To

Org. Unit

Line Manager

Room

Address 1
Address 2
City

State

Zip/Postcode

Country

Email Locale
Phone
Fax

Pager

The Customer's Email address. System messages
are sent to this address.

This field becomes when alternate email addresses
are entered on the Aliases tab.

Select the most appropriate email address to be set
as the default address applied to Customer
correspondence. When the Send To field is set to
an alias address, the Primary Email address is not
included in the cc list, unless specified in the
request Information tab cc list.

The Organizational Unit, be it a Company or
Department with which the Customer is associated.

(Organizational Units are created by the Supervisor,
in Users >Organizational Units.)

If relevant, assign a system user with the Customer
Role who can approve/reject requests made by this
Customer, as part of the Change Management or
Service Request approval process. (This
information can not be edited if the line manager
details are set by the LDAP synch.)

This field is visible if the Display Rooms option is set
to Yes in the Setup>Privileges>Customer screen
and there are Room details configured in
Organizational Units.

First line of Customer's address.
Second line of Customer's address.
Customer's city details

Customer's State details. Options will be displayed
for the State, once the Country is selected, if
Regions are configured for the Country in the
system.

Customer's area code.

Customer's country. The country selected will
determine the time zone and state options for the
Customer.

Set the default language for email correspondence.
Enter Phone details.
Enter the Customer's fax number, if relevant.

Enter the Customer's pager details, if relevant.
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Customer Information Fields

Mobile

SMS Override

Partner

Customer of

Locale

Time zone

Last Login

Host

GPS

Roles

Current*

A mobile number can be entered as a contact
number or for use with SMS (Short Mail Service
message). An SMS can be sent to notify the
assigned Technician when a request is created.

SMS Messaging options:

1. From the drop-down list, select the SMS
Service Provider.

2. Override SMS Address. If your service
provider does not appear in the list, click this
checkbox and enter an alternate Service
Provider.

Enter SMS Gateway override details for the
Customer, if a number other than the one entered in
the Mobile field is to be used to send/receive
updates via SMS. Enter the complete SMS details
in email address format, i.e.,
000777891@smsgateway.provider.com.

Nominate the Partner Organization associate with
the Customer. This is an external service provider
who manages the Customer's request.

(The option is enabled by the Administrator in Setup
Privileges> Use >Edit Customer Partner. The
Partner Organizations are defined by the Supervisor
in the User>Partner Organizations tab.)

The Customer automatically adopts the default
Timezone set for the system. However, the
Timezone can be manually adjusted here for the
specific Customer.

Auto-populated with the date the Customer last
logged into the system.

The IP address of the last login for the Customer

The GPS coordinates of the last known address for
the Customer. (This field is displayed when the
Record GPS option is enabled in
Admin>Setup>Setup>Privileges>Customer tab.)

Multiple Roles can be assigned to a User. Select
other Roles the Customer will use, by ticking the
check boxes.

Note: If the Technician Role is selected, a
Supervisor must be allocated.
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1.8.3

Customer Information Fields

Default Portal The Default Portal is the user interface a Customer,
who is assigned multiple Roles, accesses by default
when they log into the system.

NOTE: If the Users Default Portal is set to
Customer, the User details will not be accessible in
the Users list, but included in the list within the
User>Customer tab.

Details

Notes Click on the field to enter any Customer relevant
information.

* Denotes mandatory fields

1. Click Done.

Emailing Customers Credentials

To email a newly created Customer details regarding their system log in details, click the Email button
within the Customer Information screen. If Random Passwords is enabled, selecting Email will reset
the Password and forward the details to the Customer. If Password Questions is enabled in
Setup>Privileges>System, selecting Email will send a link to the Customer directing them to a page
that includes the security questions set for their account and reset the password based on the
answers provided. Customers must complete this process within an hour of the email being sent.

vCard Button

Select this option to download and open the Customer's information in an electronic business card
format, to email or save outside the system.

Aliases Tab

The Aliases tab is used to enter additional email addresses. Email addresses in the Aliases tab allow
the Customer to send emails to the System or Team support addresses from more than one address.
The system creates requests from these emails. Notifications for requests created using an address
in the Aliases tab, are sent to the main email address and cc'd to the alias address that was used to
create the request.

When one or more alias email addresses have been created for a Customer, a Send To field is
displayed on the Customer Information screen, which allows the most appropriate email address to
be set as the default address applied to Customer correspondence. When the Send To field is set to
an alias address the Primary Email address is not included in the cc list, unless specified in the
request Information tab cc list.
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To add an alias email address:

1. Select User>Customers

2. Click on the Customer name

The Customer Information screen appears.
In the Aliases tab click Edit

Click Add

Enter an alias email address

Click Save.

When an alias email address has been created for a Customer, a Send To field is displayed on
the Customer Information screen, which allows the alias email address to be set as the default
address applied to Customer correspondence.

o g~ w

Customer Information

Contact Aliases Items Requests Contracts

e Jeff Lag

Email

0-0of 0 Results

To remove an alias email address, in Edit mode, tick the checkbox next to the relevant email address
and then click Remove.

184 Items Tab

The Items tab lists the Items owned by the Customer. To access Shared Items, tick the Include
Shared option. To view or edit the Item details, select the Item Number hyperlink. Select the Excel
button to output the Item List to Excel format.

Customer Information

Contact Aliases Items Reqguests Contracts

| cae  J Rexcel Jeff Lag

Include Shared [ | Display: 10 |E|

Team

ltem Ho. ltem Type

0 -0 of 0 Results

To add an Item:

1. Select User>Customers
2. Click on the Customer name
The Customer Information screen appears.
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3. In the Information tab, click Edit
4. In the Item tab, click Add
The Find Item editor is displayed.
5. Search for the relevant ltem
For details regarding an advanced Item search see: Advanced Search.
6. Select the Item # hyperlink
The selected Item will be associated with the Customer.
7. Click Save
8. Select Done.

1.85 Requests Tab

The Requests tab is visible after the Customer has been created. It lists all requests related to the
Customer and allows the User to create new requests for the Customer. To view details of a request,
select the Task # or Problem Report hyperlink. To create a request for the Customer, select the New
button.

Customer Information

Contact Aliases Items Reguests Contracts
L New ] Jeff Lag
Filter: Al Tasks [sys] |E| Display: 10 |Z|
Task# + Process = Date = Status = Technician = Problem Report

0 - 0 of 0 Resultz

1.8.6 Contracts Tab

The Contracts tab displays a Customer's current contract status. A Customer can be assigned an
SLA or, when Billing is enabled, a Contract. A Customer can only have one active Contract, but
contracts can be queued within the Contract >Customer tab, as required.

When Contracts are in use throughout the application, the timeframe set for Service Levels and
Contract history are displayed within the Contracts tab. It is also possible to assign a Service Level
and/or Contract within the Contracts tab.
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Items | | Requests

Mary Calder

Service Level Gold
Contract # No Contract Assigned

- WA

Contract# = Type SLA

Start Date = End Date

0-00f0 Results

To create a new Contract for a Customer:

P wN

Select User>Customers

Select the Customer Name

Move to the Contracts tab

Click Edit

The system will display the Add button in the Customers tab

Customer Information

Contact Aliases Items Requests

Contract
Service Level
Contract# Ne Contract Assigned

Customers Items

Invoice # Start Date = End Date

Contract# = Type SLA

0-0of0 Results

. Click Add

The SLA options are displayed.
Select a Service Level from the list
When selected, the screen expands to display the Time, Start and End date fields.
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Customer Information

Contact Aliases Items Requests Contracts

Contract
Invoice Number 100032
Service Level SLA

Incident E

Priority Response Time Restoration Time  Resolution Time 24 x 7 support Alert
Urgent & Hours 12 Hours 24 Hours Yes None
High 12 Hours 24 Hours 43 Hours Yes None
WMedium 18 Hours 356 Hours 72 Hours Yes None
Low 24 Hours 48 Hours 86 Hours Yes None

Contract Type Per Customer
Time Support Hours IEI
Support HDIJI'SI
Start Date  01/06/16 14:15 =l
EndDate 01/06/17 23:59 =

Notes

Price $100.00
Tax $0.00

Taxable [
Total Cost $100.00

7. Define the Contract Time period
For the Per Customer Contract Type the Time Period for the Contract can be defined:

If Subscription is selected, the Start and End Dates are automatically completed by the system,
but can be edited if required.

If Time Limited Subscription is selected, the Support Hours field is displayed and the number of
support hours purchased by the Customer should be entered. Also, the Start Date and End Date
fields should be completed manually, entering the length of time for the subscription period.

If Support Hours is selected, the number of support hours purchased by the Customers should
be entered

If Support Hours By Month is selected, define the number of Support Hours covered per month
and on which day of the month the Contract is designated as the Rollover Day. The Start Date
and End Date fields are automatically completed as an annual contract subscription but can be
edited, as required.

If the Start Date is set as a future date, the Pending Contract status is assigned. See Pending
Contracts.

8. Click Save
9. Click Next to continue
The system reverts to the Contracts summary screen.
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Customer Information

Contact Aliases Items Requests Contracts

Michael Angelo
Contract
Service Level Warranty
Contract # 2 €9
Contract Type Subscription
Invoice # 100002
Start Date 01/05/18
End Date 01/0517
Expires 1 “ear 0 Day

Customers Ttems Audit
Contract# = Type sLA S hvoice#  StartDate = End Date = D
|:| 2 Per Customer Warranty 100002 0140516 11:59 01/05M7T 23:59

1-1of 1 Results

10. Click Save. Click Done.

To delete a current Contract, as a Supervisor User, select w next to the Contract
Number. Alternatively, to delete a current or queued Contract, within the Contract>Customers tab
check the field next to the relevant Contract # and select the Delete button.

The Items tab within the Customer>Contracts screen is used to list all the Items with a Contract that
are owned by a Customer.

The list of requests with the time recorded against the Contract is displayed within the Audit tab. The
Summary view displays the list of requests with total number of Notes and Time allocated to the
Contract, while the Detail view includes a breakdown of all Notes and the associated time related to
each request.

Searching for Customers

To search for Customers within the Users>Customers tab:

1. Go to Users>Customer
2. Select

3. Enter any known Customer details to find a specific Customer or to generate a Customer List
based on date of creation, enter a Before or After creation date for the Customer.
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1.9

Customer Search

First Name |
Last Name
Email
Phaone
Org. Unit
Country EI
Created Before

Created After |

Role EI

Account Type ) | DAP/ADS ) Novell Service Desk @ Al

D GEZED GETTID

4. Click Search.
The results will be displayed in a table with the Customer Name and contact information.

5. Click on the Customer Name to open the Customer Information module or select the Email
Address to send an email.

NOTE: To search for a Customer who has been deleted in the system, conduct the search within the
Administrator Portal.

Service Level Management

The goal of Service Level Management is to maintain and improve the alignment between business
activities and IT service quality. This is achieved through the cycle of:

1. Agree on service level expectations and record them in Service Level Agreements (SLAS)

2. Monitor the service provided

3. Report actual service delivery results

4. Review IT service delivery results in relation to the SLA, and adjust accordingly.
A Service Level Agreement (SLA) is a formal, negotiated contract that outlines service level
expectations and clarifies responsibilities between the Service Desk and its Customers. When

unacceptable levels of service are noted throughout the service cycle, action can be taken to re-align
expectations with actual service delivery results.

Within the system, SLAs are specific and time-based in order to help monitor and report on
performance. They can be applied to any of the following elements within the application:

¢ Customers

+ Organizational Units

+ ltems.

NOTE: Only Users assigned with the Service Level Management Role can create or modify SLAs.
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1.9.1

SLAs are incorporated in the support process when a new Workflow is created. An SLA is assigned
to a Workflow and specifies the expected resolution time for a request. To successfully meet SLA
expectations, the system allows the Service Desk to associate each Workflow State of a request with
an Operational Level Agreement (OLA) or Underpinning Contract (UC).

An OLA is an internally negotiated document that identifies the service level expectations between
the Service Desk and the Technical Support Teams. An Underpinning Contract enables the Service
Desk to monitor and maintain control of requests that are forwarded to external service and support
providers.

To ensure an SLA resolution time is met, the sum of the resolution times for each of the OLAs or

Underpinning Contracts assigned to a Workflow Lifecycle must be less than or equal to the SLA
resolution time.

LiveTime Service Level Management

SLA resolution time = Sum (workflow states (OLA or UC resolution times))

__ OLAI

_stale A _or
Orunt * o wo'ﬂlo\ga?r uci
o feeT LRl __ OLAK
____j—-g——S:LAy o m state F _or
Customar ,", h-_"‘--,_

Q.
X
c:

workflow z

[TIL Processes - Incident, Problem or Change Management

SLAS in Action

When a request is logged with the Service Desk, the request adopts the SLA that has been assigned
to either the Item, Customer or Organizational Unit. If an SLA has not been allocated to any of these
elements, the SLA assigned as the system default within the Admin>Setup>Privileges>Requests tab
will be automatically applied to the request.

The SLA allocated to the request determines the Workflow options made available for the lifecycle of
the request. The Workflows listed are assigned the same SLA as the request. Before saving the
request, the User can adjust the system assigned Workflow if more than one option exists.

Refer to SLM Configuration for more detailed information.
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1.9.2

1.10
1.10.1

1.10.2

1.10.3

Service Tab

Use this section to create and modify SLAs to provide request lifecycle management capabilities.
This section can also be used to create and customize OLAs and UCs. After the individual
components of the SLAs have been configured, Workflows can be created and assigned the service
level management functionality.

The system also provides SLA-compliance reporting, allowing Managers to define and track
availability and performance objectives that reflect business goals. SLAs are used across all
processes, and are assigned when requests are created.

Within the Service Tab Users can:

+ Create SLAs

+ Create OLAs

+ Create Underpinning Contracts
+ Define Workflows

+ Define Breach Codes

+ Maintain Contracts (when enabled).

Service Level Management Configuration

Introduction

A Service Level Agreement (SLA) is a business contract that specifies service level expectations
around critical infrastructure and business services. Typically, they refer to response, restoration and
resolution targets that the Service Desk needs to meet.

OLAs and UCs

Operational level agreements (OLAS) are similar to SLAs, except they communicate internal team-
based expectations within specific stages of the Workflow process. Similarly, the obligations of
external service providers are specified using Underpinning Contracts (UCs). Unlike an OLA where
an appropriate Team Technician is assigned responsibility for servicing a request, it is the
responsibility of a Service Level Manager to monitor the performance of the external service provider
in relation to the business's expectations as defined in UC Workflow States.

Workflows and Workflow States

Workflows consist of an Entry State, one or more Transitional States and Exit States. They define the
sequence of steps that Service Desk staff can follow when managing customer requests. Within the
system, any number of Workflows can be customized for the Incident, Problem, Change, Release
and Service Request Management Processes. Each step, or Workflow State, defines the activity, and
if relevant the OLA, with Default Team, or UC required to successfully process the request at that
step. Only after the nominated Team Technician has successfully concluded the activity does the
request get routed to the next appropriate Workflow State. The Workflow is deemed complete once
the request enters an Exit Workflow State.
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1.10.4

1.10.5

1.10.6

1.10.7

Escalation

When a request is created it is assigned an SLA, and based on the assigned SLA, a Workflow and
Team. Based on the configuration of the assigned Team, a Technician or System User is allocated the
responsibility of the task. Within Teams, escalation layers are configured for manual or automated
routing of requests. Manual routing through the escalation layers is triggered by a Technician in the
request Information screen. Automatic routing through escalation layers is driven by the request's
assigned priority relative to the associated SLA response, restoration and resolution targets. For each
target one or more percentage triggers can be created for automated reminders, warnings or
escalations. When the request is in a Service Level active stage of the Workflow the system monitors
the percentage of time elapsed relative the SLA triggers, and when percentage targets are met the
triggers are activated. If the SLA response, restoration or resolution time is breached, the request is
automatically escalated.

SLAs and Workflow

The Service Level Management module allows service level expectations to be mapped to end-to-
end business processes. In so doing, the system performs the following Service Level Management
validation:

SLA resolution time >= Sum (Workflow States (OLA or UC resolution times)

When validating Workflows, the system disallows adding States to a Workflow that will force the sum
of the Workflow State resolution timers for OLAs and UCs to breach the SLAs resolution timers. In
such situations, the system will warn the service level manager to either increase the SLA resolution
targets or select a more appropriate UC or OLA that will fall within the SLA targets.

Creating a Custom Workflow

User Portal

1 Log into Micro Focus Service Desk as a supervisor.
2 Click Service > Workflows > New.

3 Edit the newly created workflow to include entry, exit, and intermediate steps and save the
information.

4 Create a new SLA by navigating to Service > SLA > New. Or, you can modify the existing SLA
and add the newly created workflow.

Configuring SLM in the system

Before requests can be processed using SLM, a Supervisor typically needs to perform the following
sequence of configuration steps:

1. Define Technicians. Set Roles & Process permissions (Users > Users)

2. Define service level managers (Users > Users)

To become a service level manager a User must be assigned the Service Level Management
Process

3. Establish business SLAs

a. Specify service level manager
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b. Availability %
c. Warning and breach notifications
d. Set priority targets
e. Specify blackout periods
1. Setup OLAs
a. Specify service level manager
b. Set service targets
1. Setup Underpinning Contracts (UCs)
a. Specify service level manager
b. Specify Vendor
c. Set service targets
1. Define Workflows
a. Name the process and associate it with one of the ITIL processes

b. Optionally modify default open and close states { you might need to come back to this once all
states have been defined}

c. Specify SLA for the Workflow from Step 3.
d. For each Workflow State, specify:

i. Is the Workflow State active?

ii. Is the State an entry or exit state?

iii. The Contract Type: None / OLA/UC

1. Specify an OLA if the OLA Contract Type is set.
2. Select a default Team, that has been assigned the OLA.
3. Specify a UC, if the UC contract type has been selected.

iv. Should the SLA timer continue counting time when the request has entered this State?

v. Should the State be used to measure SLA restoration or resolution time (for reporting purposes
only)

vi. Specify relevant next / previous States to define the end-to-end Workflow.

1. To prevent the SLA target from being breached, the contract time will be calculated when an
OLA or UC is assigned to a State.

e. Update 6b, if required.
1. Define the Teams

a. Specify Technicians

b. Specify OLAs

c. Specify Workflows
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1.10.8

d. Define escalation layers or work groups
1. Make any modifications to the Workflow State

a. Specify a default Team to provide support for specific States {review 6diii 1a)

Applying SLM to request creation and management

After SLAs, Workflows and Teams have been defined, the Service Desk is able to use the system to
efficiently process Incident, Problem, RFC and Service Requests according to organizational
standards and procedures.

The following steps outline the process of generating and managing an Incident in the system:
1. Within the Operations > Incident tab select the New button:

a. Assign a Customer

b. Select an Item, which include Services within Service Catalog

c. Profile the request

i. Select a Classification

ii. Enter Description of the request

iii. Complete any custom fields

d. If the proactive analysis option is enabled, proposed solutions will be available within the Analysis
Tab. If a relevant Solution is proposed, apply the Solution to close the request. Otherwise, click ‘Next’
to move to the Summary tab of the request screen.

1. In the Summary Information screen, confirm:
a. SLA
b. Workflow
i. A list of Workflows options is derived based on the SLA selected

ii. If a Workflow has not been assigned to the SLA, then the system default Workflow is assigned to
the Incident

c. Team
i. A list of Team options will be derived based on the Workflow selected

ii. If a Team has not been assigned to the Workflow, then the CI's default Team is assigned to manage
the Incident

d. Technician

e. Request Urgency / Impact / Priority

f. Notifications

g. Workflow State (= Status)

h. Add Note(s), and apply private/public visibility and Customer email distribution options
i. Upload attachments

j- Access Audit trail details
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1.11

k. Access Impact information (i.e., Service Targets, SLA breaches, Item Relationships, Planned
Outages, Contract Monitor)

1. Perform analysis within the Analysis tab
a. Allows the system to recommend a proposed Workaround or Solution
b. Search Workarounds / Solutions
c. Raise new Workaround / Solution
d. Raise a new Problem and link it to the request
e. Raise a new RFC and link it to the request

f. If the request is related to other Incidents, Problems, Change or Service Requests, view all related
requests within the Related sidebar in the Summary screen.

1. Save the request

2. Group similar or related requests using the Link option and manage the collective from the
Group tab or selecting the Group # link in the List View, if this option has been defined for the
customized view.

Breach Codes

An SLA breach occurs when a User fails to meet service level targets. When a breach occurs, the
User assigned to the request receives an Alert, prompting them to explain the cause of the breach.
The User is given the option to select a breach code and provide an explanation for the breach within
the Service Level Breach filter view of the Impact tab of the breached request.

Impact Audit Trail
Display v Service Targets
Resolution Services Affected
Time Estimates
84 Hours Contract Monitor

Breach codes are defined by a Supervisor User within the Service > Breach Codes tab.
To create a breach code:

1. Go to Service> Breach Codes
2. Select New

Administrator Guide 61



1.12

Breach Codes

Breach Code |
Description |

3. Enter a Breach Code label
4. Enter a Description of the breach
5. Click Save.
The System column in the List View includes Yes to indicate a Code that can be edited.

Breach Codes

Name & System Description
Technical Problem Yes

1-1of 1 Results

Contracts

& Operations = Configuration (© service R user 2 Finance

SLAs OLAs Underpinning Contracts Workflows Breach Codes Contracts

(Contracts menu option is available when Enable Contracts is set to Yes in
Admin>Setup>Billing>Setup.)

Contracts within the system allow service and support organizations to manage their Customer
support subscriptions relative to the type of service they provide.

For Customer requests to be addressed, all requests must be associated with a valid contract. A
Contract consists of a Service Level Agreement (SLA) and a Service Delivery Period (start and end
date). A Service Delivery Period is the duration of the contract, such as a month or a year. In the case
of individual request Contracts, the Service Delivery Period terminates when the request is closed.

Contracts can be used as a stand-alone function or with the Invoices facility. Service Desks that
charge Customers for the service and support they provide, can enable the Contracts and Invoices
functionality. Invoice creation within the system is on a per Contract basis.
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1.12.2

Contract Types

The Contract Types available within the system include:

+ Per Request - covers the period of time for which the request is open and worked undertaken

¢ Per Item, Customer or Org. Unit - covers the Item, Customer or Org.Unit regardless of the
number of requests logged against the Item or by the Customer or Org. Unit but can be created
on the following basis:

+ Subscription - a contract that covers a specified period of time

+ Time Limited Subscription - a contract that covers either a specified period of time or
number of support hours, whichever limit is reached first

+ Support Hours - a contract that defines the number of support hours covered

+ Support Hours by Month - a contract that covers a total number of support hours purchased
for a defined timeframe and allocated on a per month basis.

Contracts Option

Users must also be assigned the Service Level Management Process within their User account, in
order to view the Service Level tab. The Contracts option within the Service tab is visible when
Billing>Contracts is enabled by the Administrator. A list of all Contracts generated in the system is
listed here and can be viewed through a selection of Filter options.

Contracts
[ por W [ Excel =] visplay: 10 [3]
Contract # T SLA £ Object Type Contract End Date = Hour| Active Customer Contracts Org.Unit

i} Contracts

Active Org Unit Contracts [sys]
All Agreements [sys]

All Customer Cantracts [sys]
All Ttem Caontracts [sys]

All Org Unit Contracts [sys]

0-00f0 Results

The following filter list views are provided:

Contracts Filter Views Description

Active Customer Contracts Displays a list of all valid contracts for Customers.

Active Item Contracts Lists all valid Item Contracts.

Active Organization Unit Contracts Displays all valid Organizational Unit Contracts.

All Agreements Lists all Contracts in the system regardless of status.

All Customer Contracts Lists all Customer Contracts in the system regardless
of status.

All Item Contracts Displays all Item Contracts in the system regardless of
status.

All Organizational Units Lists all Organizational Unit Contracts in the system

regardless of status.

All Pending Contracts Displays all Contracts with a Pending Status that are
waiting to be processed.

Request Contracts Lists all Contracts created on a Per Request basis.
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1.12.3 Contract Creation

The Contracts option within the Service tab only provides the list view of Contracts generated in the
system. Contracts are created in any of the following screens:

+ [tem >Costs >Contracts tab (See: Costs Tab and Create a Contract.)
¢ Customer>Contacts tab (See:Create a Contract.)

+ Organizational Unit >Contracts tab (See:Create a Contract.)

+ Finance>Invoices tab (See: Contracts and Invoices)

+ Request >Contract tab for requests with a Pending - No Contract status. (See: Create a
Contract.)

1.124 Contract Fields

Contract Information

[ Edit Contract# 3
Detalls
Contract Type Per ltem
Item 100002 (Service Desk)
Start Date 08/28/11 00:00
End Date 08/25/12 23:59
Expires 1 Year 0 Day
SLA Bronze
Invoice # 100002

Cancel Contract
Ownership
Customer Simone Supervisor

Attachment Audit
File Description = Size Date =
0 -0 of 0 Results
Done

A Contract in the system includes the following fields in the Contract Information screen:

Contract Details Description

Contract Type Subscription or a contract that just covers the current
request.

Item, Customer or Org. Unit For Subscription contracts, this is the Item, Customer

or Org. Unit covered by the Contract. For Per Incident
contracts this is replaced by a request ID number.
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1.12.5

1.12.6

1.12.7

Contract Details

Description

Start and End Date

Expires

Hours Purchased

Time Remaining

SLA

Invoice #

Ownership

Customer

Subscription Contracts default to a one year contract
but can be amended.

The number of days until the Contract expires.

The number of hours purchased for a Time Limited
Subscription or Support Hours Contract.

The amount of time remaining for the Time Limited
Subscription or Support Hours Contract.

The SLA applied to the Contract.

The Invoice number used to create the Contract. (This
is displayed when Invoices are enabled in the system.)

The Customer covered by the Contract.

Attachment Tab

The Attachment tab allows the User to upload documentation related to the Contract. This facility
provides a centralized repository for storing information and obligation details related to the Contract.

Audit Tab

The list of requests with the time recorded against the Contract is displayed within the Audit tab. The
Summary view displays the list of requests with total number of Notes and Time allocated to the
Contract, while the Detail view includes a breakdown of all Notes and the associated time related to

each request.

Contract Validation Process

When a request is created and Contracts are enabled, the system validates the contract status for the
Customer, Organizational Unit or Item. As part of the contract validation process, the system selects

the first element found on this list:

1. Customer (with a valid contract)
. Org Unit (with a valid contract)

2
3. Item (with a valid contract)
4

. No contract found, then either a Per Request or Per Item Contract can be created by selecting
the Pending - No Contract hyperlink and adding a Per Request or Per Item Contract.
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1.13 Contract Assignment

Contracts can be assigned to an Item, Customer, Organizational Unit or on a per Incident basis. The
following content regarding creating a Contract, assumes that within the system Setup, the
Billing>Contracts option is enabled.

When a request is created, the system will check if the Customer has a valid contract. If the Customer
is not under contract, the system will check if the Org. Unit is covered, and if not, it will assess the
Item contract status. If no contract is in place, the request will be assigned a "Pending - No Contract"
Status and locked down until a Contract is created. See: Create a Contract.

An Item, Customer and Organizational Unit can only have one active contract in place at a time but
multiple contracts can be queued by assigning a Start Date that falls after an existing Contract's end
date. Queued Contracts are visible within the Item, Customer or Org Unit's Contract tab identified by
the contract number generated at the point of creation, if Invoicing is not enabled in the system. If
Invoicing is enabled in the system and an SLA cost is associated with the contract, a contract number
is generated when the invoice payment is processed by a Finance User.

1.13.1 Customer Contracts

66

Customer contract history is stored within the Contracts tab of the Customer Information screen. All
contracts, valid and expired, are listed within the Customer and Items tab of the Contracts screen.

To create a new contract for a Customer:

1. Select User>Customers
2. Select the Customer Name
3. Move to the Contracts tab
4. Click Edit
The Add and Delete buttons become available with the Contracts>Customer tab.

Customer Information

Contact Aliases Items Contracts

SLA Details

Service Level
Contract # No Contract Assigned

Customers Items

Start Date

End Date

Contract # = Type SLA

0 -0 of 0 Resufts

5. Click Add

(If Invoices are enabled in the system, an Invoice number will be automatically generated and
assigned to the Contract).

6. Select a Service Level from the list
When selected, the screen expands to display start and end date fields.
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Customer Information

Contact Aliases Items Contracts

Contract

Service Level Warranty

Priority Response Time Restoration Time  Resolution Time 24 x 7 support Alert
Urgent 5 Hours 12 Hours 24 Hours s MNone
High 12 Hours 24 Hours 43 Hours Yes MNone
Medium 18 Hours 36 Hours 72 Hours Yes None
Low 24 Hours 48 Hours 86 Hours Yes None

Contract Type Per Customer

Time Subscription IZI

i
Start Date | Time Limited Subscription
Support Hours

End Date Support Hours By Month

7. Define the Contract Time period

For the Per Customer Contract Type the Time Period for the Contract can be defined as one of
the following:

Subscription if selected, the Start and End Dates are automatically set to year from the date of
creation, but can be edited if required.

Time Limited Subscription if selected, the Support Hours field is displayed and the number of
support hours purchased by the Customer should be entered. Also, the Start Date and End Date
fields should be completed manually by entering the length of time for the subscription period, or
the system will default to entering a year from the date of creation.

Support Hours if selected, the number of support hours purchased by the Customers should be
entered.

Support Hours by Month if selected, set the number of hours purchased per month and define
which day of the month contract is to rollover to start the new month. The Total Support Hours
will automatically be calculated based on the Start and End Dates set for the Contract.

(If a Contract is forward dated with a Start Date set in the future, the Pending Contract status is
assigned. See Pending Contracts.)

8. Add any relevant Invoice Notes
9. Check the Taxable box, if the Contract is to be taxed
10. Click Save

If invoices are enabled and a cost is associated with the SLA, a Warning message is displayed
prompting that the invoice needs to be processed by a Finance User before the contract will
become available in the system. The invoice can be processed in the Finance >Invoices tab.

| I\ Warning
&

Y The invoice has been generated against this customer with status "Pending Unpaid".
Technicians will not be able to work with this customer until the invoice has been paid.

11. Click Next to continue
The system reverts to the Contracts summary screen
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Customer Information

Contact Aliases Items Contracts

James Stewart
SLA Details
Service Level Warranty
Contract# No Contract Assigned

Customers Items

Contract# < Type SLA Start Date End Date

|:| 4 Per Customer  VWarranty 010416 22:33 m/04ng 22:34

1-10f1Results

12. Click Save. Click Done.

Customer Information

Contact Aliases Items Contracts

SLA Details
Service Level YWarranty
Contract# 4
Contract Type Subscription
Start Date 01/04M6
End Date 01/05M7
Expires 1 Year 1 Day

Customers Items Audit
Contract# = Type SLA = Start Date = End Date =
4 Per Customer Warranty /046 22:33 010517 10:28

1-10f1 Results

13. NOTE: If Invoices are enabled, a new invoice is automatically saved within the Finance>Invoices
screen for the newly created Contract. If payment is required, a Pending Invoice Number is
displayed and once processed, the Contract details will be included in the Customer
Information>Contracts>Customer tab.

The Items tab within the Customer>Contracts screen is used to list all the Iltems with a Contract that
are owned by a Customer.

To delete a current Contract, as a Supervisor User, select w next to the Contract
Number. Alternatively, to delete a current or queued Contract, within the Contract>Customers tab
check the field next to the relevant Contract # and select the Delete button.
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1.13.2 Organizational Units Contracts

Organizational Units’ Contract history is stored within the Contracts tab of the Org. Unit Information
screen. All Contracts, valid and expired, are listed within the Org. Unit, Customer and Items tab of the
Contracts tab.

NOTE: To assign a Contract to an Org Unit, a Primary Contact must be nominated for the Org Unit or
the system will prompt the User to assign a Primary Contact during the Contract assignment process.
This means, prior to creating the Contract assign at least one Customer to the Org Unit and then
designate a Customer as the Primary Contact.

To create a new Contract for an Organizational Unit:

1. Select User> Organizational Units
2. Select the Organizational Unit's Name
3. Move to the Contracts tab

Org. Unit Information

Details Customers Technicians Rooms Items Requests Contracts
) —
SLA Details

Service Level
Contract# Mo Contract Assigned
Items Org Unit Customers Requests

Contract # = Type SLA = Start Date = End Date

0 -0 of 0 Results

4. Click Edit
The Add and Delete buttons become available with the Contracts>Org Unit tab.
5. Click Add

If a Primary Contact has not been assigned to the Org Unit a system prompt will notify the User
to create a Primary Contact. See: Primary Contact.

6. Select a Service Level from the list
When selected, the screen expands to display start and end date fields.
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Org. Unit Information

Details Customers Technicians Rooms Items Requests Contracts

Contract

Service Lewvel Warranty

Priority Response Time Restoration Time  Resolution Time 24 x 7 support Alert
Urgent & Hours 12 Hours 24 Hours es None
High 12 Hours 24 Hours 42 Hours Yes None
Medium 18 Hours 35 Hours. 72 Hours fes None
Low 24 Hours 48 Hours. 96 Hours b= None

Contract Type Per Org Unit

Time Subscription E

[
Start Date | Time Limited Subscription
Support Hours

SR Support Hours By Month

7. Forthe Per Org Unit Contract Type the Time Period for the Contract can be defined as one of the

following:

Subscription if selected, the Start and End Dates are automatically set to year from the date of
creation, but can be edited if required.

Time Limited Subscription if selected, the Support Hours field is displayed and the number of
support hours purchased by the Customer should be entered. Also, the Start Date and End Date
fields should be completed manually by entering the length of time for the subscription period, or
the system will default to entering a year from the date of creation.

Support Hours if selected, the number of support hours purchased by the Customers should be
entered.

Support Hours by Month if selected, set the number of hours purchased per month and define
which day of the month contract is to rollover to start the new month. The Total Support Hours
will automatically be calculated based on the Start and End Dates set for the Contract.

(If a Contract is forward dated with a Start Date set in the future, the Pending Contract status is
assigned. See Pending Contracts.)

8. Click Save
. Click Next to continue

The system reverts to the Contracts summary screen, if the contract is forward dated and
another contract is not already active, the Enable Contract option button will be available. Select
this button if the contract is to commence prior to the set Start Date. Alternatively, other contracts
can be queued for the Org Unit by selecting the Add button.
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0Org. Unit Information

Details Customers Technicians Rooms Items Requests Contracts
Accounts Dept
SLA Details
Service Level Warranty
Contract # No Contract Assigned

Pending Contract # 5 Sty

Items Org Unit Customers Requests
Contract # = Type SLA = Start Date = End Date =
5 Per Org Unit Warranty 020217 1210 030218 23.59 Delete
1 Per Org Unit Warranty 0140516 11:53 01405186 12:11

1-20f2Results

10. Click Save

To process the contract before the set Start Date select the Enable button.

Org. Unit Information

Details Customers Technicians Rooms Items Requests Contracts
) AecountsDep
SLA Details

Service Level Warranty
Contract# Mo Contract Assigned

Pending Contract # 5 A aonEy

Ttems Org Unit Customers Requests
Contract # = Type SLA = Start Date = End Date =
5 Per Org Unit Warranty 020217 12:10 03/02M18 2359
1 Per Org Unit Warranty 01/05116 11:53 01/0516 12:11

1-2 of 2 Results

11. Click Done.
A success message is displayed.

Information

New contract is enabled for this Org. Unit.
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Org. Unit Information

Details Customers Technicians Rooms Items Requests Contracts
e Aecounts oot
SLA Details

Service Level Warranty
Contract# 5
Contract Type Subscription
Start Date 01/05/16
End Date 03/02/13
Expires 2 Years 1 Month 27 Days

Items Org Unit Customers Requests Aundit
Contract# < Type SLA = Start Date = End Date =
5 Per Org Unit Warranty 01/05M8 12:12 03/02/18 23:59
1 Per Org Unit Warranty 01/05M16 11:53 M/05M18 12:11
1-2of 2 Results

12. NOTE: If Invoices are enabled, a new invoice is automatically saved within the Finance>Invoices
screen for the newly created Contract. If payment is required, a Pending Invoice Number is
displayed and once processed, the Contract will be listed in the Org.Unit
Information>Contracts>Org.Unit tab.

To delete a current Contract, as a Supervisor User, select w next to the Contract
Number. Alternatively, to delete a current or queued Contract, within the Contract>Org Unit tab check
the field next to the relevant Contract # and select the Delete button.

The Items and Customers tab within the Org Unit>Contracts screen is used to list all the Items and
Customers with a Contract that belong to the selected Org Unit.

1.13.3 Item Contracts

1. Select the Item Number within the Configuration>Item screen
2. Move to the Costs tab
The Contracts tab is visible in the bottom right corner of the screen
3. Click Edit
The Add and Delete buttons are made available within the Contracts tab

Contract# = Type SLA, = Start Date = End Date: = m
0 - 0of 0 Results Delete
D e
4. Click Add

(If Invoices are enabled in the system, an Invoice number will be automatically generated and
assigned to the Contract).
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Item Infermation
Information Details Costs Requests Relationships ‘Dutages AMIE Snapshots

Contract
Invoice Mumber 100016

Service Level |Z|

5. Select an SLA from the drop-down option
The screen will display the SLA details and the Contract Type locked to Per Item.

Item Information
Information Details Costs Reqguests Relationships Outages AMIE Snapshots

Contract
Inwoice Number 100016

Service Level Warranty

Priority Response Time Restoration Time  Resolution Time 24 % T support Alert
Urgent & Hours 12 Hours 24 Hours es None
High 12 Hours 24 Hours 43 Hours Yes None
Medium 18 Hours 36 Hours 72 Hours es None
Low 24 Hours 48 Hours 95 Hours Yes None

Contract Type Per ftem
Time Subscription E

L
Start Date | Time Limited Subscription
Support Hours

Filkzs Support Hours By Month

Notes

Price $0.00

Tax £0.00
Taxable [ |

Total Cost $0.00

6. Assign the Time period to be covered by the Contract:
If Subscription is selected, the Start and End Dates are automatically completed by the system,
but can be edited if required.

If Time Limited Subscription is selected, the Support Hours field is displayed and the number of
support hours purchased by the Customer should be entered. Also, the Start Date and End Date
fields should be completed manually, entering the length of time for the subscription period.

If Support Hours is selected, the number of support hours purchased by the Customers should
be entered.

If Support Hours by Month is selected, set the number of hours purchased per month and define

which day of the month contract is to rollover to start the new month. The Total Support Hours
will automatically be calculated based on the Start and End Dates set for the Contract.

(If a Contract is forward dated with a Start Date set in the future, the Pending Contract status is
assigned. See Pending Contracts.)

7. Add any relevant Invoice Notes
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8.
9.

10.

Check the Taxable box, if the Contract is to be taxed
Click Save.

If Invoices are enabled in the system, an Invoice number will be automatically generated for the
Contract and made available within Finance>Invoices. Payment will need to be processed by a
Finance User before the Contract can be enabled in the system. If invoice payment is required
before the contract can be enabled in the system the following Warning message is displayed:

i\ Warning
(_!" ® "'\_ The invoice has been generated against this item with status "Pending Unpaid”.

- Technicians will not be able to work with this item until the invoice has been paid.

Click Next

The Contracts information is only populated after the Invoice has been processed. To process
the invoice, as a Finance User move to the Finance>Invoices tab. Once the relevant invoice
payment has been processed the Contract details will be visible in the Costs >Contracts tab.

Item Information

Information Details Costs Requests Relationships Outages AMIE Snapshots
) e # i fst.1sd000c28485a (Del Latude 6430
Contract
Service Level Warranty
Contract# 7

Contract Type Subscription
Invoice # 100016
Start Date 01/0518
End Date 01/05117
Expirez 1 ear 1 Day
Warranty
Expires.
Availability
Avg Repair Time NiA
Avwg Time To Fail NiA

Contract# = Type SLA = Invoice # Start Date = End Date =
7 Per ttem Warranty 100016 01/05M16 12:23 01/05/17 23:59
[ Per tem Warranty 100013 01/05M16 12:19 01/05/M16 12:19

1-2o0f 2 Results

The Costs tab provides a summary of the current Contract details. The Contracts tab within the Costs
screen, lists all contracts that have been assigned to this Item.

To delete a current Contract, as a Supervisor User, select w next to the Contract
Number. Alternatively, to delete a current or queued Contract, within the Costs>Contract tab check
the field next to the relevant Contract # and select the Delete button.
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1.134

1.13.5

1.13.6

Per Request Contracts

When a request is created without a valid contract, the system automatically assigns the request a
status of Pending - No Contract. The User can associate a contract to either the Item or request
within the Contract tab of the request Information screen. A Request Contract is only valid for the life
of the request. See: Create a Contract.

Contracts with Invoices Enabled

When the Invoices option is enabled within the application's setup and a Contract is being created,
the system automatically generates a Contract Invoice. For the contract to become active in the
system, a Finance User must process the invoice. If no cost is assigned to the Service Level (i.e.,
Warranty), the invoice is automatically processed and the contract is active in the system.

Canceling Contracts

If a Contract is no longer valid, it can be cancelled at any time during the contract period. A
Supervisor can cancel the Contract within the Customer, Org, Unit or Item Contracts screen, by

selecting w next to the Contract Number. Contracts that are canceled using this option
will record the Reason for cancellation as the Supervisor User name who triggered the cancel action.

A User with the Finance Role can delete a Contract within the list view of the Service>Contracts tab.
To cancel a Contract, as a User with the Finance Role:

1. Go to Service > Contracts
2. Select a Contract ID to be canceled
The Contract Information screen will appear.

Contract Information

Contract #8 |
Daotalls
Contract Type Per Org Unit
Org Unit ICT Dept
Start Date 05/07/12 14:06
End Date 08/07M2 23:59
Expires 1 Month 1 Day
SLA Bronze
Invoice # 100015
_—
..»"F—r-.
Cancel Contract 4%~
Ownership
Customer Laura Morris
Attachment Audit
File Description = Size Date T
0 - 0 of 0 Results &.
Cancel Save

3. Click the Cancel Contract hyperlink
A Cancel Reason text box is displayed.
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1.14

4. Enter an explanation for canceling the Contract

Cancel Reason |

5. Click Save

The Cancel Reason is assigned to the Contract and the Contract Expiry date will be marked
Expired.

6. Click Done.

NOTE: When a Customer Contract is cancelled and the Customer's associated Org Unit has an
active contract in place, the Org Unit Contract details will be displayed within the Contracts>Service
Level field of the Customer Information screen.

Create & Process a Request with Contracts
enabled

When the Contracts or Invoices functionality is enabled and a request is created, the system will
verify the service entitlement status of the Customer and if a valid contract is not in place, the new
request is assigned a status of Pending - No Contract and locked until a valid contract is associated
with the request.

In a Request Group where the Customer and Organizational Unit does not have a Contract, if an Item
applied to a request has a Contract and another does not, a relevant status will be applied to each
request. The User will be able to edit the request with a valid Contract, but the request without a
Contract will be locked down to a Pending - No Contract status, until a valid Contract is applied to the
request.

Incident
Team Device-Incident Team
& Workflow Incident Workflow

Status Pending - No Contract

The Customer is automatically sent the NoContractCreateRequestSummary email when the request
is saved with the Status. A reminder email can be sent to the assigned Customer by the Technician

from within the Summary tab by clicking .

Two types of Contracts are used by the system, these include Per Item or Per Request Contracts.
They are defined as follows:

+ Per Request - covers the period of time for which the request is open and work is done

+ Per Item - covers the Item, regardless of the number of requests logged against the Item and
can be defined as:

Subscription - a contract that covers a specified period of time

Time Limited Subscription - a contract that covers either a specified period of time or number of
support hours, whichever limit is reached first
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1.14.1

Support Hours - a contract that defines the number of support hours covered

Support Hours by Month - a contract that covers a total number of support hours purchased for a
defined timeframe and allocated on a per month basis.

Request with Per Item Contract

To create a Per Item Contract for a request within the Summary tab of the request:
1. Click the Pending - No Contract link

The Contract tab is displayed with Contract Type and Service Level drop-down options.

Service Request Information

Contract

Contract Type

Service Level

EajiK|

2. Select the Contract Type of Per ltem

For the Per Item Contract Type the Time Period for the Contract can be defined as one of the

following:

Subscription if selected, the Start and End Dates are automatically set to a year from the date of

creation, but can be edited if required

Time Limited Subscription if selected, the Support Hours field is displayed and the number of

support hours purchased by the Customer should be entered. Also, the Start Date and End Date
fields should be completed manually by entering the length of time for the subscription period, or

the system will default to entering a year from the date of creation

Support Hours if selected, the number of support hours purchased by the Customers should be

entered

Support Hours by Month if selected, set the number of hours purchased per month and define

which day of the month the contract is to rollover to start the new month. The Total Support

Hours will automatically be calculated based on the Start and End Dates set for the Contract.
(If a Contract is forward dated with a Start Date set in the future, the Pending Contract status is

assigned. See Pending Contracts.)

Service Request Information

Contract
Contract Type  Per Item E
Service Level Warranty E
Time Subsoiption E
Start Date 1/05/16 13:27 |
EndDate 01/05/17 23:59 |
SLA Price 30.00
Taxable [7]
Targets pripriny Response Time  Restoration Time  Resolution Time 24 x 7 support Alert
Urgent 6 Hours 12 Hours 24 Hours. Yes None
High 12 Hours 24 Hours 48 Hours Yes None
Medium 18 Hours 36 Hours. 72 Hours Yes Hone
Low 24 Hours 48 Hours 96 Hours Yes None
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1.14.2

78

The maintenance contract is created.

. Click Next to continue to create the request by defining the Classification and Description.

. NOTE: If Invoices are enabled, a new invoice is automatically saved within the Finance>Invoices

screen for the newly created Contract.

Request with Per Request Contract

To create a Per Request Contract for a request within the Summary tab of the request:

1. Click the Pending - No Contract link

The Contract tab is displayed with Contract Type and Service Level drop-down options.

. Select the Per Request Contract Type

(The SLA Price and Tax option box is displayed, if Invoices are enabled for the system.)

. Select the SLA

(If required, check the box to indicate if tax is to be applied to the Invoice, which will be applied to
the Invoice that is automatically saved within the Finance>Invoices screen when the newly
created Contract is saved.)

Service Request Information

Customer Contract Analysls Summary

Contract .

Contract Type  Per Request

Ak

Service Level Bronze

A

Group |_| Apply to uncontracted
SLA Price 520,00

Taxable [
Targets Priority Response Time  Restoration Time Resolution Time 24 x 7 support Alert
Urgent 12 Hours 24 Hours 36 Hours No Action
High 24 Hours 26 Hours 80 Hours No Action
Medium 30 Hours 48 Hours 84 Hours No Action
Low 36 Hours 80 Hours 108 Hours No Action
4. Click Save

(If the Service Level selected for the request has a cost associated with it, the request will be
assigned with the status Pending - No Contract. Work cannot commence on the request until
payment for the invoice is received.)

Warning

® -"-;; The Service Request has been flagged as "Pending - Mo Contract".
Technicians will not be able to work on this Service Reguest until the invoice has been paid.

. Ifthe Service Level has no cost i.e., Warranty, the maintenance contract is created and work can

commence on the request immediately
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1.14.3

1.14.4

6. Click Done.
The screen defaults to the Summary tab.

Grouped Requests and Contracts

Contracts can be applied to all requests within an Incident Group when a Per Request contract is
created within the Contract tab of a grouped request. The following options are available:

+ Per Group - applies the Contract to the Request Group as a whole and assigns a single charge
for the Contract. On the associated Invoice, if relevant, the SLA Price is distributed evenly across
each Request line-item

+ Per Request - applies the Contract to the Request Group but assigns the SLA Price as an
individual charge to each request within the Group. On the associated Invoice, if relevant, the
SLA Price is applied to each request line-item.

Incident Information

Customer "EE& Analysis Summary

Contract

ar

Contract Type  Per Request

ar

Service Level Bronze
Group IE Apply to uncontracted

[ BTN o Per Group
Per Request

SLA Price
Taxable [
Targets Pricrity Response Time  Restoration Time  Resolution Time 24 x 7 support Alert
Urgent 12 Hours 24 Hours 36 Hours No Action
High 24 Hours 26 Hours 60 Hours No Action
Medium 30 Hours 48 Hours 84 Hours No MAction

Low 38 Hours 80 Hours 108 Hours No Action

e ST

Processing an Invoice

If invoice payment for the SLA contract is required before the User can commence work on the
request, the following system message is displayed:

Warning
I
;.

The Service Request has been flagged as "Pending - No Contract".
Technicians will not be able to work on this Service Request until the inveoice has been paid.

When a request is flagged with this status, the Edit button will not be available within the Summary
tab and a User assigned the Finance Role must process invoice payment before the request can be
edited.

To process payment for an invoice see: Invoice Payment and Delivery
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1.145 Invoice Cancellation

To cancel an Invoice for a request:

1. Select the Request # id
2. Select the Request with the Status Pending - No Contract

3. Click the Cancel hyperlink in the Summary tab.

This will cancel the Invoice and change the request Status to Cancelled - Unpaid.

1.15 Operational Level Agreements (OLAS)

An OLA is an internally negotiated agreement that identifies the service level expectations between
the Service Desk and the Technical Support Teams. OLAs are applied to Workflow States and allow
the Service Desk to successfully meet service level expectations. This is achieved by associating an
SLA to a Workflow and then assigning, where relevant, OLAs or Underpinning Contracts to separate
stages of that Workflow. It should be noted that SLA targets for Response, Restoration and
Resolution time must be greater than or equal to the combined OLA and UPC times for each of these

targets, to ensure that service level breaches do not occur.

Workflow - Incident Workflow

[ workfiow [ ufecyde J  status ]

Status

Name |

Active State
Entry Point

Exit Point

Has Notes
Service

SLA Active
SLA Restoration
SLA Resolution

Contract Type
OLA
OLAs

Default Contract I

Open - Restored

@ ves Mo

]

]

@ ves O No

@ ves ) No

Cives @ Ng

D None @oLa O Underpinning Contract
Available OLAs Selected OLAS
No OLA= available None selected

[=]

1.15.1 Details Tab

Creating an OLA

To create a new OLA:

1. Select Service >OLAs

2. Click New
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OLA Editor

Details Targets

Details
Name | New OLA
Customer Timezone [
Timezone | (T +5:30) New Delhi

SLM |
MName

Email

3. Enter a Name for the OLA

Teams

Find Service Level Manager
First Name Email

Last Name Phone

4.
OLA Editor
Details
Name* The name to identify the OLA.
Review Date Details are completed based on the Admin default

Pause on SLA Holiday

Customer Timezone

Timezone

SLM (Service Level Manager)

Name

Email

settings but can be edited by the User. An Alert is
sent based on the default days set in the Review
SLA Alert field in
Admin>Setup>Privileges>Requests.

**This option is only displayed if the 'Public
Holidays' option has been enabled within the
Administrator>Setup>Privileges>Technician tab.

Enable this option, if the OLA is to be adjusted on
designated Public Holidays, when an associated
SLA has the Pause on Holiday option enabled. The
Public Holidays are defined within the
Administrator>Setup>Public Holidays screen and
associated with requests via the assigned
Technician and their associated Country.

When enabled, OLA times displayed within the
Technician request view uses the Customer
timezone.

This is visible when Customer Timezone is not set
and all SLA dates are calculated based on the
Timezone set within this field. This is especially
applicable for User Work Hours, Blackouts, which
also impacts the SLA Reports.

Use the Find Service Level Manager search option,
to enter the contact details of the Manager who will
monitor the performance of the OLA.

5. Adjust the Review Date, if necessary
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(A reminder Alert will be sent to the SLM, based on the default days set in
Admin>Setup>Privileges>Request.)

6. Tick the Customer Timezone option, if relevant

Apply this option if the User is to view OLA due dates using the Customer Timezone or complete
the Timezone option.

7. Search and select a Service Level Manager.

A Service Level Manager (SLM) is a User that has been assigned with the Service Level
Management Process.

8. Move to the Targets tab
9. Complete the following information:
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10.

SLA Editor

Targets

Targets Common: Select Common if the OLA is to apply
across Incidents, Requests, Problems and Change
Management.
Per Process: If the OLA is specific to a Process,
select Per Process and choose a Process displayed
in the drop-down list.

Interval Define if the time is to be calculated in Hours or
Minutes.

Service Time

Priority Urgent, High, Medium and Low

Milestones

Initial Response

Restoration Time

Resolution Time

Notify Override

Noatification Type

Alerts

Reminder

The maximum time the Customer would wait from
the point of request creation before receiving a Note
update for a Technician. The Response trigger is
stopped when a Note has been added to the
request by the assigned Technician and an email is
sent to the Customer. If the Response Time is
reached, without a Note being added, the request
will be escalated.

The maximum time the Customer would wait from
the time the request was created until a workaround
or temporary fix has been implemented. The
Restoration trigger stops by assigning the request a
Workflow State that has to the OLA Restoration
option set to Yes. By default, this Workflow State is
Open - Restored.

The taken time from the point of request creation
until it the request is moved to a Workflow State with
the OLA Resolution option set to Yes. Any of the
default Workflow Exit States stop the Resolution
Timer.

If the system is to override the default notification
method set for a request when the Priority being
edited is assigned to a request, check this option.

Set Email or SMS as the type of notification when
the override action is applied to a Priority.

Sends a reminder email to the Technician when the
defined percentage of time elapses for a Response,
Restoration or Resolution target that has not been
met on a request. Can be set up to 200% of the
OLA. Note, Alert intervals are not cumulative.

Administrator Guide 83



SLA Editor

Warning

Escalation

Support

24x7

Normal Support

Sends a warning email to the Technician when the
defined percentage of time elapses for a Response,
Restoration or Resolution target that has not been
met on a request. Can be set up to 200% of the
OLA.

Escalates the request to a higher escalation layer
when the defined percentage of time elapses for a
Response, Restoration or Resolution target that has
not been met on a request. Can be set up to 200%
of the OLA. It should be noted that the Service Level
Manager is also notified when an OLA is breached.

Do not amend if the OLA is to apply 24 hours a day,
7 days a week.

Select if service hours are to be defined for the
OLA. When checked, define the service hours by
either selecting a template (Templates are
configured by the Administrator in the
Setup>Localization>Hours tab) or manually define
the days and time by making selections within the
drop-down lists.

11. Add one or multiple Warning Alerts, if required

NOTE: Trigger intervals are not cumulative

In the default OLA for Warranty, the Urgent default times of 6, 12 and 24, mean 6 hours for the
Response stage, 12 hours for Restoration from initial creation, and 24 hours to reach the Resolution

from initial creation.

1. Define the support hours

Within 24 X 7, if the OLA's urgent Initial Response field is set to six hours, and an urgent request
that uses the OLA is created at midnight in the assigned Technician's time zone, those six hours
will expire by 6:00 AM. This is the option to use if your support is staffed 24 hours a day.

Normal support ensure request timers do not run when Technicians are not available. For
instance, if the support hours are 9:00 AM to 5:00 PM and the SLAs are as such, the urgent
requests' timer would not start ticking until 9:00 AM the following business day and would expire

at 3:00 PM.
2. Click Save
3. Click Done.

Now associate the OLA with a Team within the Service tab of the Team Information screen.

The OLA will also be available within the OLA options displayed when OLA is selected as a
Contract Type option within the Workflow Status editor screen.

1.15.2 States Tab

The OLA States tab lists the Workflow stages that are assigned to the OLA.

84

Administrator Guide



1.15.3

1.16

Teams Tab

The Teams tab displays the Team Names and Processes that are assigned to the OLA.

Assigning an OLA to a Team

OLAs are assigned to Teams within the Service Tab of the Team Information screen, when Teams are
created or edited. For more information about assigning OLAs to Teams, see Teams. To view OLAs
associated with Teams, sort the User>Team List View using the OLA column header. The Lead
Technician and ITIL Process supported by the Team are also displayed.

OLAs and Blackout Periods

If a request is assigned an OLA State and the request's SLA is in a Blackout Period, the OLA will
adopt the SLA Blackout Period. This means that the OLA timers will stop until the Blackout Period
has elapsed.

Underpinning Contracts

Underpinning Contracts (UCs) are used to manage support services provided to the Service Desk by
external service providers. These Contracts ensure the external parties maintain their service
obligations to the Service Desk, which ensures the Service Desk meets the SLA expectations of its
Customers.

To successfully meet SLA expectations, the system allows the Service Desk to associate each
Workflow State of a request with an Operational Level Agreement (OLA) or Underpinning Contract. It
should be noted that SLA targets for Response, Restoration and Resolution time must be greater
than or equal to the combined OLA and UC times for each of these targets, to ensure that service
level breaches do not occur.

Administrator Guide 85



Workflow - Incident Workflow

Workflow Lifecycle Status

Status
Narnel Ppen
Active State @ ves () No
Entry Point
Exit Point
Has Motes [|
Service
SLA Active @ ves () No
SLA Restoration () ves @ ng

SLA Resolution () yes @ pg

Contract Type ) None ) OLA @ Underpinning Contract
Underpinning
Contract
Underpinning  available Underpinning Contracts Selected Underpinning Contracts
Contracts
Mew UPC1 -
MNew UPC
o None zelected
Default Contract | (=]
Assign SLM @ ves ) Np

When a request moves into a State that is governed by an Underpinning Contract, for internal
contract monitoring, the request can be assigned to a Service Level Manager. This allows the
Manager to maintain control of the request and to easily follow up with the external service provider, if
required.

1.16.1 Details Tab

Creating an Underpinning Contract:

To create an Underpinning Contract for use within a Workflow State:

1. Select Service>Underpinning Contracts
2. Click New
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3.
4.

Underpinning Contract Editor

T T G5

Details
Name | New UPC

B

Vendor |
Customer Timezone [

Timezone | (GMT -6:00) Central Time (US & CEI

SLM Details |
MName

Email

Enter the Contract Name

Find Service Level Manager

First Mame Email

Last Mame Phone

UPC Editor

Details

Name* The name to identify the UC.

Vendor The name of the service provider supporting the
contract. Select from the list or create a new
Vendor.

Review Date Details are completed based on the Admin default

Customer Timezone

Timezone

SLM (Service Level Manager)

Name

Email

settings but can be edited by the User. An Alert is
sent based on the default days set in the Review
SLA Alert field in
Admin>Setup>Privileges>Requests.

When enabled, UPC times displayed within the
Technician request view using the Customer
timezone.

This is visible when Customer Timezone is not set
and all UPC dates are calculated based on the
Timezone set within this field. This is especially
applicable for User Work Hours, Blackouts, which
also impacts the UPC Reports.

Use the Find Service Level Manager search option,
to enter the contact details of the Manager who will
monitor the service provider's ability to meet their
contractual obligations .

5. Select a Vendor from the drop-down list or click © to enter new vendor details

7. Tick the Customer Timezone option, if relevant

Adjust the Review Date, if necessary

(A reminder Alert will be sent to the SLM based on the default days set in

Admin>Setup>Privileges>Requests.)

Administrator Guide

87



Apply this option if the User is to view UC due dates using the Customer Timezone or define the

UC Timezone.

8. Search and Select a Service Level Manager using the Find Service Level Manager field

9. Move to the Targets tab

Underpinning Contract Editor

Details Targets
Details

Targets © Common © Per Process
Intenal - © Hoyrs © Minutes

Senice Time Priority Response Time

Urgent 6 Hours

High 12 Hours
Medium 18 Hours
Low 24 Hours

10. Complete the following information:

States

Restoration Time

Resolution Time

24 x T support Alert

12 Hours 24 Hours Yes MNone
24 Hours 48 Hours Yes MNone
36 Hours 72 Hours Yes MNone
48 Hours 96 Hours Yes None

11.

SLA Editor

Targets

Targets Common: Select Common if the UC is to apply
across Incidents, Requests, Problems and Change
Management.
Per Process: If the UC is specific to a Process,
select Per Process and choose a Process displayed
in the drop-down list.

Interval Define if the time is to be calculated in Hours or
Minutes.

Service Time

Priority Urgent, High, Medium and Low

Milestones

Initial Response

The maximum time the Customer would wait from
the point of request creation before receiving a Note
update for a Technician. The Response trigger is
stopped when a Note has been added to the
request by the assigned Technician and an email is
sent to the Customer. If the Response Time is
reached, without a Note being added, the request
will be escalated.
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SLA Editor

Restoration Time

Resolution Time

Notify Override

Noatification Type

Alerts

Reminder

Warning

Escalation

Support
24 x 7

Normal Support

The maximum time the Customer would wait from
the time the request was created until a workaround
or temporary fix has been implemented. The
Restoration trigger stops by assigning the request a
Workflow State that has to the UC Restoration
option set to Yes. By default, this Workflow State is
Open - Restored.

The taken time from the point of request creation
until it the request is moved to a Workflow State with
the UC Resolution option set to Yes. Any of the
default Workflow Exit States stop the Resolution
Timer.

If the system is to override the default notification
method set for a request when the Priority being
edited is assigned to a request, check this option.

Set Email or SMS as the type of notification when
the override action is applied to a Priority.

Sends a reminder email to the Technician when the
defined percentage of time elapses for a Response,
Restoration or Resolution target that has not been
met on a request. Can be set up to 200% of the UC.
Note, Alert intervals are not cumulative.

Sends a warning email to the Technician when the
defined percentage of time elapses for a Response,
Restoration or Resolution target that has not been
met on a request. Can be set up to 200% of the UC.

Escalates the request to a higher escalation layer
when the defined percentage of time elapses for a
Response, Restoration or Resolution target that has
not been met on a request. Can be set up to 200%
of the UC. It should be noted that the Service Level
Manager is also notified when an OLA is breached.

Do not amend if the UC is to apply 24 hours a day, 7
days a week.

Select if service hours are to be defined for the UC.
When checked, define the service hours by either
selecting a template (Templates are configured by
the Administrator in the Setup>Localization>Hours
tab) or manually define the days and time by making
selections within the drop-down lists.

12. Add one or multiple Warning Alerts, if required.

Enter the percentage of time to elapse for each interval, which will trigger a Warning to be sent
via email to the Service Level Manager when the specified percentage is reached.

NOTE: Trigger intervals are not cumulative
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1.16.2

1.17

1.17.1

1.17.2

For example, the Urgent default times of 6, 12 and 24, mean 6 hours for the Response stage, 12
hours for Restoration from initial creation, and 24 hours to reach the Resolution from initial service
request creation.

1. Define the support hours

Within the Targets tab of the Underpinning Contracts Editor screen the default support hours are
set to 24x7.

For 24 X 7, if the UC's urgent Initial Response field is set to six hours, and an urgent request that
uses the UC is created at midnight in the assigned Technician's time zone, those six hours will
expire by 6:00 AM. This is the option to use if your support is staffed 24 hours a day. Normal
support ensures request timers do not run when Technicians are not available. For instance, if
the support hours are 9:00 AM to 5:00 PM and the SLAs are as such, the urgent requests' timer
would not start ticking until 9:00 AM the following business day and would expire at 3:00 PM.

2. Click Save
3. Click Done.

States Tab

The Underpinning Contract States tab lists the Workflow stages that are associated with the
Underpinning Contract. This association is made within the relevant States of the Workflow and
cannot be edited within this screen. See: Workflows.

Incident and Problem Workflows

Workflows define the sequence of States to be followed by requests logged with the application.
Within the system an unlimited number of Workflows can be configured for Incident and Problem
Management.

When deployed, the system includes one fully customizable Workflow for each of the Incident and
Problem Management Processes. These can be used immediately, or can be edited to reflect more
comprehensively your support service requirements.

SLAs and Workflows

Each Workflow can be associated with one or more SLAs. The SLA provides the contract time that
must be met by requests using the Workflow.

For example, if the Service Desk uses one Incident Workflow, which has multiple SLAs assigned to it,
logged Incidents follow the same Lifecycle but the time allowed within each stage is based on the
SLA contract requirements. The SLA assigned to either the Item, Customer, Organizational Unit or
Incident determines which Workflow is selected for the Incident.

Editing default Incident and Problem Workflows

Incident and Problem Workflows can be configured to reflect the organizational Service Desk
requirements for these processes. The default Workflows include States that are used by the
business logic of the application to maintain control of the request Lifecycle.

It is recommended that the Selected States used by the application, as indicated by an asterisk, not
be removed from the Workflow Lifecycle. However, other Available States can be added to the
Selected States list.
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The following table contains the default Incident and Problem Workflow States.

The * denotes the system-used States.

Default State Description

Cancelled Used to cancel a request when it is no longer to be
worked on.

Cancelled Unpaid* Used by the system from the Pending - No Contract
State when Contracts and Invoices are enabled. See
Billing.

Closed Resolved Used when the request has been resolved. This is the

Default Closed State for the Incident and Problem
Workflows. This start marks the end of SLA timing and
is used when measuring SLA times for Reports.

Closed Restored Used when the request has been closed and the
service restored for the Customer. This start marks the
end of SLA timing and is used when measuring SLA
times for Reports.

On Hold Used when the request is on hold. By default this State
stops SLA timing.

On Hold - Client Action Awaiting a response from the Customer. When a Note
is added to the request by the Customer, the system
will change the status to Open.

On Hold - Pending Approval* An Incident automatically moves to this State when the
"Propose" button is used for sending an Incident Note.
This means the CloseRequest email is sent to the
Customer asking them to verify the proposed Solution.
If the Customer does not respond to the emalil, the
request is automatically closed by the number of days
set within the Handshaking Privilege. (The email
handshaking option is set by the Administrator in
Setup>Privileges> Requests.)

By clicking on the URL provided in the email, the
Customer ensures the request retains an open and
active state.

On Hold - Process Escalated* A request moves into this state when a Problem or
Change has been created within the Analysis tab of
the request. The timer stops and there are no future
States as the request will be closed when the related
Problem or Change is closed.

Open Used to indicate that the request is currently open.

Open Restored Used to identify that initial service to the Customer has
been restored, or a Workaround is in place but the
request is not resolved. This State stops the initial
Response Timer if a Note has not been added to the
request by a Technician.

Pending The default first State for new requests.
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Default State Description

Pending - No Contract* Used when a request is created but there is no active
Contract. A Contract needs to be created for either the
Customer, Incident/Problem, Item or Organizational
Unit.

NOTE: Do not use this State as the Default Open State
for a Workflow.

1.17.3 Editing Template Workflows

Prior to creating or editing existing Workflows, it is suggested that the preferred Workflow Lifecycle be
mapped externally to the application.

If States are to be added or removed from the Workflow, it is recommended that all changes be made
to the Current States list within a Workflow's Lifecycle tab, prior to mapping the Lifecycle. This
ensures that all relevant status options exist in the Available States field, for allocation to the Previous
and Next Workflow States.

Once the Workflow Lifecycle has been defined, edit an existing Workflow by:
1. Select Service>Workflows

The Workflows screen appears.

Workflows
e At viordons o 5
Name Change Reguest Waorkflows [sys]
Incident Workflows [sys]
[[] Typical Change Workflow Problem Workflows [sys]
Release Workflows [sys]
[] Standard Change Workflow Service Reguest Workflows [sys]
[ Semice Request Workflow
[ Release Worlflow
[ Problem Workflow
[] Incident Warkflow
[[] Emergency Change Workflow
[[1 Change Deployment Workflow

1-8 of 8 Results

2. Click the Workflow name hyperlink to modify or duplicate an existing template

Or, select New to create an entirely new Workflow. The Workflow tab appears and is used to
define the Name, select the Process, set the default Open and Closed States for the Workflow.
The States available within these lists are all those marked as an Entry or Exit point in the
Lifecycle tab

3. Click Edit
The Duplicate button is displayed, select if relevant.
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4. Complete the details of a new Workflow

5.
6.

Enter the Name, select the Process and enter a Description and click Next.

Workflow - New Workflow

Workflow Lifecycle

Workflow Name | Incident - Events

Process

Description |

]

Incidents logged automatically by event monitor tools

In Edit mode amend relevant details within the Workflows tab:

Field Name

Description

Workflow Name

Process

Default Open Status

Default Closed Status

Email Note Action

Enter a relevant name for the Workflow.

Select from the drop-down options the process type
of Incident or Problem Workflow.

The open State that a request adopts when it is
assigned the Workflow.

The closed State that indicates the request has
reached the end of the Workflow Lifecycle.

This applies to requests that are in an non-active
SLA State (i.e., where the SLA Active option is set
to No). The option selected here determines the
system behavior, regarding an SLA inactive
request, when an email is received from a
Customer.

+ Do Nothing: Means the status of the request
remains the same and the SLA timers are not
re-activated. The email is added as a Note and
also sent to the Technician.

+ Update Status: Means the status of the
request is changed to an SLA Timer Active
state, the email is added as a Note and it also
sent to the Technician.
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Field Name Description

Update Status to This field is displayed when the Update Status
option is selected for the Email Note Action field. It
allows the User to set a Next State, which is defined
as an SLA Timer Active State, where a request will
move to after an email has been received from a
Customer regarding a request in an inactive SLA
State.

SLA Allows the User to assign an SLA to govern the
lifecycle period of the Workflow.(See SLAs &
Workflows above, for more information.)

One or more SLAs can be associated with the
Workflow.

Description Defines the purpose of the Workflow

7. Use the Find SLA option to change or add SLAs assigned to the Workflow

Click € to access the complete list of SLAs in the system. Refer to the above section for more
information regarding SLAs and Workflows.

8. Edit the brief description that explains the purpose of the Workflow, if required

NOTE: The Contract Time field is visible when OLAs and/or Underpinning Contracts are associated
with the Workflow States

It displays the accumulated amount of time of the OLAs and/or Underpinning Contract associated
with the stages of the Workflow. This contract time cannot exceed the resolution time of the SLA
assigned to the Workflow.

1. Click Save
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Workflow - Workflow1

Workflow Lifecycle

Workflow Mame Workflow
Process Incident
Default Open Status FPending
Default Closed Status Closed - Resolved
Mote Action Do nothing
SLA gLa

St Incident Workflow

2. Select the Lifecycle tab to define Workflow States

Workflow - Incident Workflow

Workflow Lifecycle

Incident Workflow

v
B L —
rS

GRS < RN — | CRESSERSED — Gty

o sl il
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1.17.4 Adding or editing Workflow States:

1. Edit the State details

Click the State name hyperlink in the Workflow map or in the table of States, to display the Status
information screen. Or, click New to create a new Workflow State.

Workflow - Incident Workflow

Workflow Lifecycle Status

Status
Name | [open

Active State @ vgs O pg
Entry Point  []
Exit Point []
Has Motes [
Service
SLA Active @ Yes © No
SLA Restoration © ves © Ng

SLA Resolution ) yag @ g

Contract Type @ None @ OLA @ Underpinning Contract
Previous States
Awailable states Selected states
On Hold - Process Escalated g Closed - Restored =
o On Hold
0On Hold - Client Action =
o On Hold - Pending Approval
Open - Restored i
- Pending -
Next States
Awvailable states Selected states
Cancelled - Unpaid T Cancelled =
o Closed - Resolved
Closed - Restored =
o On Hold
On Hold - Client Action [
- On Hold - Pending Approval -
D G
Status
Name System Required States, the States marked with an
asterisk in the States Table, can be re-named if
desired. For newly created States, enter a name.
Active State Assign Yes for requests to be available in the Home
tab by default, when assigned to this stage of the
Workflow.

Yes should be used for States where the User is
actively working on the request or waiting for
updates."No" generally applies to Workflow exit
points and will only be available by default within the
relevant Process tab list view.
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Status

Entry Point

Exit Point

Has Notes

Listener Class

SLA Active

SLA Restoration

SLA Resolution

Contract Type

Assign SLM

An Entry Point is used to indicate the start of a
Lifecycle. To make the state a Workflow Entry Point,
select the Entry Point checkbox.

As the Entry Point is the first state, the Previous
States field will be removed.

Select whether the State will be an Exit Point. An
Exit Point is used to indicate the end of a Lifecycle.

NOTE: A Workflow can have only one Entry Point
but multiple Exit Points.

Allows the Supervisor to include instructions or add
relevant details for requests that move into this
State. The information is configured within the
Articles tab that is displayed when this option is
enabled.

This field is visible if the Outbound Web Services
option is enabled in the
Admin>Setup>Privileges>System tab.

Complete this field, if assigning this State to a
request is to trigger an event in an external system.

This field should contain the name of a Java class
that implements the interface.

Links the status with timing set within SLAs and
OLAs. When the option is set to No, the SLA/OLA
timers stop and the triggers for escalations and
warnings do not fire.

When timing is set using SLAs and OLAs, the SLA
Restoration Time trigger is disabled when the
request is moved to this state. Restoration Time
indicates a Customer has access restored or a
temporary workaround. Reports on Restoration
Time are measured from when the Restoration Time
trigger is disabled.

Allows the State selected to be used to mark the
SLA Resolution Time. This will be used in SLA
reporting.

Defines if the Workflow State will be managed by an
internal (OLA) or external (Underpinning Contract)
support agreement. If OLAs or Underpinning
Contracts are assigned to a Workflow Lifecycle, the
Workflow SLA Resolution Time cannot be exceeded
by the sum of Resolution Times for all Contract
Types assigned to the Workflow Lifecycle.

This field is displayed when an UC is associated
with the Workflow State. Use this field to define if
the request ownership is to be maintained by the
Assigned Technician or moved to the Manager of
the SLA associated with the request.
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Status

Previous States If the State is not an Entry Point, use the arrow
button to select Previous States from the Available
States and choose when this State will appear as a
drop-down menu option in the Next Action field.

Next States If the State is not an Exit Paint, use the arrow button
to select the Next States. A request can move to, in
the Next Action field of a request Information
Summary tab.

2. Delete the State if required, or Name/Rename the State
3. Enter all State information up to the SLA Resolution field
4. Save the updated State details

NOTE: It is recommended all States that are to be included in the Workflow be added or re-named
now

After all States have been entered in the system, the mapping of the Workflow can be more easily
achieved.

1. Continue to edit, add or delete States until all relevant States exist for the Workflow

2. To create the Workflow Lifecycle, States need to be assigned to the transitional states of
Previous and/or Next

To move Available States to the Previous State or Next State field, open the Status Details
screen by clicking the State object in the Workflow map or select the State hyperlink in the table
beneath the Workflow map.

3. Assign States to be Next and/or Previous States

For the Current Status highlight an option in the Available State list and click the right-pointing
arrow to move it to the Selected States field.

4. NOTE: When a State is used as a Previous and a Next State, it allows a request to move forward
and backward in a Lifecycle

An Open State cannot have any previous States and a Closed State cannot have any Next
States.

5. Click Save to return to the Workflow map and to access other States to build on the Workflow
Lifecycle

6. Repeat Steps 14 to 16 until all transitional stages of the Workflow have been mapped

NOTE: To successfully save a Workflow, the sum Resolution Time of the individual Contract Types
assigned to each transitional state of the Workflow Lifecycle, must be less than or equal to the
Workflow's SLA Resolution Time

1. Click Save.

The visual representation of the Workflow is displayed.
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1.17.5

1.17.6

1.18

Workflow Map

The Workflow Map is a visual representation of the Workflow Lifecycle. The map displays the
relationship between each Lifecycle State by using different colors to represent the type of Lifecycle

State.

Color

Blue Indicates the Entry point of the Lifecycle.
Orange Is a Transitional stage of the Lifecycle.
Red Indicates the Exit point of the Lifecycle.

Detailed information about a Lifecycle State can be accessed by clicking on the State field within the
map.

De

leting a Workflow State

It may be necessary to delete a default State or a State that is no longer in use. Note that a State
cannot be deleted if it has been assigned to a request.

To delete an unused State:

1.

o > 0N

Select Service>Workflows

Click on the Workflow Name hyperlink

Click on the State Name hyperlink in the States Table beneath the Workflow Map
Click Delete

Select Save.

The State will be erased from the States list.

Billing: Contracts and Invoices

Billing within the system allows support organizations to manage their Customers' service and
support contracts. This can be achieved by the system Administrator enabling the preferences of
Contracts, with or without the preference of Invoices, within the Billing option of the Setup tab.
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1.18.1

TR 550

Billing Module
Enable Purchase Orders  Yes No

Enable Contracts No

Enable Invoices  Yes No

Display SLA Prices No
Email MNotifications Disabled

Global Settings

Currency  United States Dollar B

When Contracts are enabled without Invoices, system contracts can be created without the need for
charging Customers for the support provided. Whereas, the Contracts option combined with Invoices
allows the application to manage service contracts and process payment within the one facility.

There are a number of Contract Types available within the system, and these include:

+ Per Request - covers the period of time for which the request is open and work completed

+ Per Item - covers the Item, regardless of the number of requests logged against the Item but can
be created for the following:

Subscription - a contract that covers a specified period of time

Time Limited Subscription - a contract that covers either a specific time period or number of support
hours, whichever limit is reached first

Support Hours - a contract that defines the number of support hours covered

Support Hours by Month - a contract that covers a total number of support hours purchased for a
defined timeframe and allocated on a per month basis.

When Billing is enabled in the application's Setup, a maintenance contract must exist for either a
Customer, Organizational Unit or Item, before a request can be processed. For more information on
creating a maintenance contract see Contracts.

Contract Validation Process

When a request is created and Contracts are enabled with Invoices, the system validates the contract
status for a Customer, Organizational Unit or Iltem. As part of the contract validation process, the
application selects the first element found on this list:

1. Customer (with a valid contract)
Org. Unit (with a valid contract)
Item (with a valid contract)
Customer (with a pending contract)

o > 0N

Org. Unit (with a pending contract)
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1.19

1.19.1

1.19.2

6. Item (with a pending contract)
7. No contract found, then either a Per Request or Per Item contract is created through the request.

NOTE: When a Pending Contract is selected, the Contract must be processed before work can be
undertaken on the request.

Service Request and Change Management
Workflows

Service Request and Change Management Workflows define the sequence of States to be followed
by Service Requests and Change Requests (RFC) logged with the Service Desk. These Workflows
are unlimited and fully configurable, to cover the diverse range of business change implementations
required by an organization.

SLAs and Workflows

Each Workflow can be associated with one or more SLAs. The SLA provides the contract time that a
Workflow must adhere to.

For example, if the Service Desk uses a Change Workflow, which has multiple SLAs assigned to it,
Change Requests that use that Workflow follow the same Lifecycle but the time allowed within each
stage is based on the SLA contract requirements. The SLA assigned to either the Item, Customer,
Organizational Unit or Request determines which Workflow is selected for the Change Request.

Approval States

Approval States in Service Request and Change Workflows provide the facility for Customers, Line
Managers and Manager Users to accept or reject Request activity. If a State has the Approval State
option enabled, the type of Approval determines who, be it a Manager or Customer User, is assigned
to the State and it is not possible for other User Roles to also be assigned to the State.

Requests assigned a Customer or Line Manager Approval State can be processed through the
Customer Portal or via Email. A request can only be assigned a Line Manager Approval State if the
Customer associated with the Request is assigned with a Line Manager within their Customer
Information screen. The system will validate this association prior to saving the Request and the User
assigned to the Request when moved into the Line Manager Approval State will be the Line Manager
defined in the Customer Information screen. When Requests are in a Customer or Line Manager
Approval State, the only User who can edit the Request is the Team Lead.

Team Manager Approval States only allow Users with the Manager Role to be assigned to the State.
It should be noted that a Technician, Supervisor or Partner User can also be assigned a Manager
Role within their User Information screen, which will allow them to be assigned as Managers in the
Team and then to Manager Only Approval States. The Managers are associated with an Approval
State within the Team Information screen. First, define the Manager Group within the Group tab of the
Team Information screen, and then assign that Group to the relevant Workflow State in the States tab
of the Team Information screen.

For more information about Manager assignment to Approval States, see:Service & Change Teams.
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1.19.3 Editing a Default Workflow

To edit a Service Request or Change Workflow:
1. Select Service>Workflows

The Workflows screen appears.
2. Click the Workflow name hyperlink to modify or duplicate an existing template

Or, select New to create an entirely new Workflow. The Workflow tab appears and is used to
select the Process, set the default Open and Closed States for the Workflow. The States
available within these lists are all those marked as an Entry or Exit point in the Lifecycle tab.

3. Click Edit
The Duplicate button becomes available, select if relevant.
4. Complete the details for a new Workflow
Enter the Name, select the Process and enter a Description and click Next.

Workflow - Problem Workflow

P worton F_uitecyde

Workflow Name Problem Workflow
Process Problem
Default Open Status Pending
Default Closed Status Closed - Resolved
MNote Action Do nothing
SLA

SIEIIT Configurable Problem Management workflow

5. In Edit mode amend relevant details within the Workflows tab:

6.

Field Name Description

Workflow Name Enter a relevant name for the Workflow.

Process Select from the drop-down options the process type
of Change or Service Request Workflow.

Default Open Status The open state that a Request adopts when it is
assigned the Workflow.

Default Closed Status The closed state that indicates the Request has

reached the end of the Workflow Lifecycle.
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Field Name Description

Email Note Action This applies to Requests that are in a non-active
SLA State (i.e., where the SLA Active option is set
to No). The option selected here determines the
system behavior, regarding an SLA inactive
Request, when an email is received from a
Customer.

+ Do Nothing: Means the status of the Request
remains the same and the SLA timers are not
re-activated. The email is added as a Note and
also sent to the Technician.

+ Update Status: Means the status of the
Request is changed to an SLA Timer Active
State, the email is added as a Note and it also
sent to the Technician.

Update Status to This field is displayed when the Update Status
option is selected for the Email Note Action field. It
allows the User to set a Next State, which is defined
as an SLA Timer Active State, where a request will
move to after an email has been received from a
Customer regarding a Request in an inactive SLA
State.

SLA Allows the User to assign a SLA to govern the
lifecycle period of the Workflow.(See SLAs &
Workflows above, for more information.)

Description Defines the purpose of the Workflow

. Use the Find SLA option to change or add SLAs assigned to the Workflow

Click € to access the complete list of SLAs in the system. Refer to the above section for more
information regarding SLAs and Workflows.
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Workflow - Problem Workflow

Workflow Lifecycle
Duplicate

Worldflow Name | Problem Workflow

Process Problem

Default Open Status  Pending EI
Default Closed Status ~ Closed - Resolved EI
MNote Action @ Dg nothing  © Update status
SLA
Find SLA (Name)
SLA Y
Warranty
1-1 of 1 Results
Description |

Configurable Problem Management workflow

8. NOTE: The Contract Time field is visible when OLAs and/or Underpinning Contracts are
associated with the Workflow States

It displays the accumulated amount of time of the OLAs and/or Underpinning Contract
associated with the stages of the Workflow. This contract time cannot exceed the resolution time
of the SLA assigned to the Workflow.

9. Edit the brief description that explains the purpose of the Workflow, if required
10. Click Save
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11. Select the Lifecycle tab to create or modify Workflow States

Workflow - Problem Workflow

Workflow Lifecycle

1.19.4 Adding or editing Workflow States:

1. Click the State field in the Workflow map or State name hyperlink to display the Status
information screen
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Or, click New to create a new Workflow

Workflow - Problem Workflow

Workflow
Status
Name |
Active State
Entry Point
Exit Point

Has Motes
Service

SLA Active
SLA Restoration
SLA Resolution

Contract Type
Previous States

Next States

State.

Lifecycle Status
lon Hold
@ ves O nNo
[
[l
[
O Yes @ Mo
D Yes @ o
D Yes @ o
@ None @ OLA @ Underpinning Contract

Available states

Closed - Restored

On Hold - Client Action

On Hold - Process Escalated
Open - Restored

Pending - Mo Contract

Available states

Cancelled

Cancelled - Unpaid
Closed - Resolved
Closed - Restored

On Hold - Client Action
Open - Restored

Selected states

Open o
o Pending
(<
Selected states
Open -
>
o

I D GETED

Status

Name

Active State

Approval State

System Required States, the States marked with an
asterisk in the States Table, can be re-named if
desired. For newly created States, enter a name.

Assign Yes for requests to be available in the Home
tab by default, when assigned to this stage of the
Workflow.

Yes should be used for States where the User is
actively working on the request or waiting for
updates. No generally applies to Workflow exit
points and will only be available by default within the
relevant Process tab list view.

Sets the Status as an Approval State. This allows a
Manager User to be assigned to this State, which
enables them to approve or reject a Request when
it moves into this stage of the Workflow.

NOTE: An Entry/Exit status cannot be an Approval
State.
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Status

Iltem Editable

KBA Approval

Entry Point

Exit Point

Has Notes

Listener Class

SLA Active

Select this option to allow the details of an Item to
be edited when a Request is moved into this State .

When this option is enabled for a Workflow State, e
is visible next to the Item Type link in the Summary
tab of the Request.

Enable this option as part of the KBA Approval
process, which displays the Accept, Revise and
Reject buttons for the User to publish, advise
content revision or reject content.

Enabling this option, removes the Next States fields
and requires the User to define where the request
will move to if the Accept and Reject buttons are
selected. If the Revise button is selected, the
Request will move to the "On Hold - KBA Rework"
system state. See:KBA Content Approval.

An Entry Point is used to indicate the start of a
Lifecycle. To make the state Workflow Entry Point,
select the Entry Point checkbox.

As the Entry Point is the first state, the Previous
States field will be removed.

Select whether the state will be an Exit Point. An
Entry Point is used to indicate the end of a Lifecycle.

NOTE: A Workflow can have only one Entry Point
but multiple Exit Points.

Allows the Supervisor to include instructions or add
relevant details for Requests that move into this
State. The information is configured within the Notes
tab that is displayed when this option is enabled.

Information and attachments included on the Notes
tab, are displayed as a scroll-over when the
Request moves into the State.

This field is visible if the Outbound Web Services
option is enabled in the
Admin>Setup>Privileges>System tab.

Complete this field, if assigning this State to a
request is to trigger an event in an external system.

This field should contain the name of a Java class
that implements the interface
com.livetime.ws.listenWorkflowListener that has
been compiled into a jar file and added to the
LiveTime classpath. Please contact support for
further details.

Links the Status with timing set within SLAs and
OLAs. When the option is set to No, the SLA/OLA
timers stop and the triggers for reminders,
escalations and warnings do not fire.
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Status

SLA Restoration

SLA Resolution

Contract Type

Assign SLM

Previous States

Next States

If the "Yes' option is selected for SLA Restoration, it
means that Requests that move into this Stage of
the Workflow have met the SLA Restoration Time.

If the Yes option is selected for SLA Resolution, it
means that Requests that move into this Stage of
the Workflow have met the SLA Resolution Time.

Defines if the Workflow State will be managed by an
internal (OLA) or external (Underpinning Contract)
support agreement. If OLA's or Underpinning
Contracts are assigned to a Workflow Lifecycle, the
Workflow SLA Resolution Time cannot be exceeded
by the sum of Resolution Times for all Contract
Types assigned to the Workflow Lifecycle.

This field is displayed when an UPC is associated
with the Workflow State. Use this field to define if

the request ownership is to be maintained by the

Assigned Technician or moved to the Manager of
the SLA associated with the request.

If the State is not an Entry Point, Previous States
can be assigned to the Workflow stage. Highlight
the relevant State and use the arrow button to move
Available States to the Previous States field. These
options designate the Workflow stages a Request
can come from, before it arrives in this Workflow
State.

If the State is not an Exit Point, Next States can be
assigned to the Workflow state. Use the arrow
button to select the Next States from the Available
States. These options are included in the Next
Action drop-down menu of a Request.
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Status

Accept State

Approval

Reject State

(Visible when the Approval State or KBA Approval
option is Yes.)

Displays the States that a Request can move to
when a Request action is Accepted. Select the
appropriate State, for the system to automatically
route the Request when the Accept option is
selected.

+ Customer when selected, means the request
will be assigned to the Customer associated
with the request to accept/reject request
activity. The Customer will be able to access
the accept/reject icons in the Customer Portal
to process the request.

+ Line Manager, select if the request is to be
forwarded to a system user with the Customer
Role, who will process the approval in relation
to the Customer associated with the request.
The Customer/Line Manager will be able to
access the accept/reject icons in the Customer
Portal to process the request.

+ Team Manager select if a single Manager User
assigned to the Team is to process the
Request.

+ Team Managers# if selected, set the number
of Managers that are required to Approve the
Request before the system will automatically
apply the defined Accept or Reject State.

+ Team Managers% if selected, set the
percentage weighting that must be achieved
by Managers voting before the system will
automatically apply the defined Accept or
Reject State. When selected, define the
percentage weighting.

(Visible when the Approval State or KBA Approval
option is Yes.)

Displays the States that a Request can move to
when a Request action is Rejected. Select the
appropriate State, for the system to automatically
route the Request when the Reject option is
selected.

3. Delete the State if required, or Name/Rename the State

4. Enter all State information up to the SLA Resolution field

5. Save the updated State details

NOTE: It is recommended that all States that are to be included in the Workflow be added or re-

named now
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1.19.5

1.19.6

After all States have been entered in the system, the mapping of the Workflow can be more easily
achieved.

1. Continue to edit, add or delete States until all relevant States exist for the Workflow

2. To create the Workflow Lifecycle, States need to be assigned to the transitional states of
Previous and/or Next

To move Available states to the Previous State or Next State field, open the Status details screen
by clicking the State field in the Workflow map or select the State hyperlink in the table beneath
the Workflow map.

3. Assign States to be Next and/or Previous States

For the Current Status highlight an option in the Available State list and click the right-pointing
arrow to move it to the Selected States field.

NOTE: When a State is used as a Previous and a Next State, it allows a request to move forward and
backward in a Lifecycle

An Open State cannot have any previous States and a Closed State cannot have any Next States.

1. Click Save to return to the Workflow map and to access other States to build on the Workflow
lifecycle.

2. Repeat Steps 13 to 16 until all transitional stages of the Workflow have been mapped.

NOTE: To successfully save a Workflow, the sum Resolution Time of the individual Contract Types
assigned to each transitional state of the Workflow Lifecycle, must be less than or equal to the
Workflow's SLA Resolution Time.

1. Click Save.

The visual representation of the Workflow is displayed.

Workflow Map

The Workflow Map is a visual representation of the Workflow Lifecycle. The map displays the
relationship between each Lifecycle State by using different colors to represent the type of Lifecycle
State.

Color

Blue Indicates the Entry point of the Lifecycle.
Orange Is a Transitional stage of the Lifecycle.
Red Indicates the Exit point of the Lifecycle.

Detailed information about a Lifecycle State can be accessed by clicking on the State field within the
Map.

Deleting an Unassigned Workflow

To delete an unassigned Service Request or Change Workflow:

1. Select Service>Workflow
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1.19.7

1.20

1.20.1

The Workflows screen appears.
2. Select the checkbox to the left of the Workflow to be deleted
3. Click Delete

The checked Workflow is no longer visible.

NOTE: A Workflow that belongs to a Team cannot be deleted.

Deleting a Workflow State

It may be necessary to delete a system default State or a State that is no longer in use. Note that a
State cannot be deleted if it has been assigned to a Request.

NOTE: It is recommended that any States listed in the table of States included on the Life Cycle tab
that are not included in the Workflow or used by the system, be removed from the table as all States
included here are listed in the States tab when Workflow Technician assignment is being configured.
By removing unused States from the table, assigning Technicians to the relevant stages of the
Workflow becomes an easier task.

To delete an unused State:

1. Select Service>Workflows

Click on the Workflow hyperlink

Move to the Lifecycle tab

Select the State name link in the table of States included in the Lifecycle tab.
Click Delete

Click Done.

o g M w DN

Creating a Service or Change Request Team

Service and Change Request Teams are built around the selected Workflow. Technicians and
Managers are assigned to work groups and each State of the Workflow Lifecycle is associated with a
selected work group. When a request moves to a next State, it is assigned to a Technician or
Manager within the work group associated with that Workflow State. One or multiple levels of
escalation can also be configured for the Workflow, which span the lifecycle of the Workflow the
Service or Change Team are assigned.

Creating a Service Request or Change Team

To create a Service Request or Change Management Support Team:

1. Select User>Teams

Click New

Enter the Team Name

Select the Service or Change Request Process

o > 0N

Enter the Team email address, if relevant

Administrator Guide 111



112

Team Information

Information Service

Details

Team Name |
Process Incident
Team Lead
Incoming Email
Email Display Name
Customer Motification  Email

Technician Motification  Email
Live Prioiity © on @ of
Self Assign © on @ OF
Notify on New @ Technician
Motify on Update @ Tachnician
Motify on Escalate @ Tachnician

Members

Technicians | Available Technicians

Craig Wilson
Ingo Engels
Joe K

Kamal K
Sankar R
Vaibhav Jain

6. Define the Team options:

Location

Address
City
State
Zip
Country IZI

Phone

Selected Technicians

o None selected

7.
Options Description
Process Indicates if the Team is to manage Change or
Service Requests.
Team Lead The Technician assigned to supervise the Team and

Incoming Email

Email Display Name

its activities. Options are visible when the
Technicians have been assigned to the Team.

Enter a specific Email Address for the Team,which
allows Customers to use directly. This address will
need to be configured as an alias to the system
support address on the Email Server. See: Email
Polling & Request Creation.

If desired, enter a name for the Team that will be
used in the From address for email responses sent
by members of the Team.
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Options Description

Customer Notification Sets the default notification method applied to
requests for Customer correspondence, when
requests are assigned to this Team.

The Customer Defined option, derives the method
of natification from the setting within the Customer's
Profile or Account Information tab.

Technician Notification Sets the default notification method applied to
requests for Technician correspondence, when
requests are assigned to this Team.

Self Assign When enabled, Requests created by a Technician
will automatically be assigned to that Technician.

Notify on New Determines who is informed about the creation of a
new Request.

Technician - notifies only the Technician assigned to
the request. (This is the default setting.)

Layer - notifies all members in Layer One of the
Team assigned to the request.

Select Team - notifies all members of the Team.

Notify on Update Determines who is informed when a Request is
updated.

Technician - notifies only the Technician assigned to
the request. (This is the default setting.)

Layer - notifies all members in Layer One of the
Team assigned to the request.

Select Team - notifies all members of the Team.

Notify on Escalate Determines who is informed when a Request is
escalated.

Technician - notifies only the Technician assigned to
the request. (This is the default setting.)

Layer - notifies all members in Layer One of the
Team assigned to the request.

Select Team - notifies all members of the Team.
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Options

Description

Request Queue

(Service Request Teams only)

Queue Visibility

(Service Request Teams only)

Edit Assign

(Service Request Teams only)

Close Assign

(Service Request Teams only)

Strong Authentication

Allows the Team to use a holding bay for Requests
that are received via email or the Customer Portal.
(This option is visible if it has been enabled by the
Administrator.)

If the Team has only one Technician assigned to the
work group associated with the Workflow Default
Entry State, new Requests are automatically
assigned to that Technician and that Technician is
notified of the new Request assignment.

If the Team has multiple Technicians assigned to the
work group associated with the Workflow Default
Entry State, the new Request is placed in the
Queue (i.e., it is assigned to the System User) and
all members of the Team are notified that a new
Request has been assigned to the Request Queue.
See: Queues.

When the Request Queue is enabled, the option
can be refined to allow the Queue to be available for
assigned Workflow entry points, or all stages of the
assigned Workflow. If All States is enabled Users
can move Requests back to the Queue throughout
the Request lifecycle. See:Queues.

When set to Yes and a request assigned to the
System User (i.e., Queue) is opened in Edit Mode,
the system will automatically assign the request to
the User editing the request if they are in the
Escalation Layer associated with the request.

When set to Yes and a request assigned to the
System User (i.e., Queue) is moved to an Exit State
of the Workflow, the system will automatically
assign the request to the User who prompted the
close action.

If the Manager User Name and Password is
required to be re-entered during the processing of a
Request in an Approval State, set this option to Yes.

8. Complete the Team Location details, if required

9. Select Technicians from the Available Technicians list

Highlight Technician names within the Available Technicians list and click the arrow icon to move

the Users to the Selected Technicians list.

10. Select Managers from the Available Managers list

This is required if a Manager is to be assigned to a Workflow Approval State.

Highlight Manager names within the Available Managers list and click the arrow icon to move the

Users to the Selected Manager list.

11. Click Next

The Service Screen displays all Available OLAs and Workflows
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12.

13.

14.

15.

16.

Team Information

Information Service Group States Layers

Change Management Team

Agreements
OlAs Available OLAs Selected OLAs
No OLAs available MNone selected
Workflows
Workflows | Available Waorkflows Selected Workflows
Change Deployment Workflow - Standard Change Workflow e
Emergency Change Workflow
Typical Change Workflow o
Default Workflow | Standard Change Workflow |Z|

Assign the relevant OLAs within Available OLAs list (Optional)

Highlight the OLA and click the arrow icon to move an OLA to Selected OLAs list. Assigning an
OLA to the Team ensures the Team's details will be selectable when the assigned OLA is
associated with a Workflow State.

Assign the relevant Workflows within the Available Workflow list

Highlight the Workflow and click the arrow icon to move the Workflow into the Selected
Workflows list. Assigning Workflows to the Team ensures the Team is displayed as an option
within the Request Summary tab when the associated Workflows are assigned to a Request.

Select a Default Workflow from the drop-down list

This is relevant if more than one Workflow is assigned to the Change Team. The Default
Workflow is automatically applied to an RFC that has been allocated to this Change Team.

Select Next

The Group tab displays the Default Technician Group and Default Manager Group. Within this
tab multiple groups of Technicians and Managers can be created that are then associated with
the relevant stages of the Workflow.

Click on the Default Group link

The Team Lead will automatically be applied to the Group. Rename the Work Group, if relevant.
Highlight Technician names within the Available Technicians list and

click the arrow to allocate the Technician to the Selected Technicians field.
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Team Information

Information Service Group States Layers

Change Management Team

Group Name Default Group

Group Type @ Technician Manager
Technicians Available Technicians Selected Technicians
i Sankar R ‘. Ingo Engels -
e
17. Click Save

Repeat the process for the Default Managers Group.

Team Information

Information Service Group States Layers

Change Management Team

Group Name Default Manager Group

Group Type Technician @ Manager
Managers Awvailable Managers Selected Managers

Scott Richards = Senthil K =

e D GETED

18. Click New to create any additional Technician or Manager Groups

Team Information

Information Service Group States Layers

Group Mame k}n}up

Group Type @ Technician ~ © Manager
Technicians Available Technicians Selected Technicians
Ingo Engels b Sankar R b

©0

19. Click Save to save the details of a newly created Technician or Manager Group
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Team Information

Information Service Group States Layers
Change Management Team
Groups

Name £ Assigned Technicians Assigned Managers Group Type =

Default Group Ingo Engels Technician

Default Manager Group Senthil K Manager

Group12 Scott Richards Manager

1-3 of 3 Results

20. Click Next, when all Groups that are required for the Workflow have been created

The Workflows/States of the Workflow Lifecycle are displayed with the system Default Group
assigned to each State. The default Manager Group will be assigned to any Manager Approval
States.

Team Information

Information Service Group States Layers
Change Management Team
Workflows  gyadarg Change Workflow IZI
States Standard Change Workflow
Name £ Assigned Groups
Cancelled Default Group
Cancelled - Unpaid Default Group
Closed (Verified) - CAB Default Group
Closed - Resolved Default Group
On Hold Default Group
On Hold - KBA Revise Default Group
Open Default Group
Pending Default Group
Pending - CAB Default Group
Pending - Mo Contract Default Group

1-10 of 11 Results

21. To assign a different Work Group to a Workflow State, click the state Name link

Administrator Guide 117



1.20.2

118

22.
23.

24,

25,
26.

Team Information

Information Service Group States Layers

Change Management Team

Details
State Name Closed - Resolved
Group  Default Group IZI
Members
Technicians 5, £ Account Type = Supenvisor =
Ingo Engels Technician Kamal K

1-1of 1 Results

Select the relevant Group from the drop-down list

Select Save

Repeat the Work Group assignment for each State, where relevant.
Click Next

The Layers tab is displayed, where one or more overarching layers of escalation can be applied
to the Workflow.

Click on the Layer link to assign the relevant Users to the escalation layer and save

Click Save and Done.

To remove a User from a Team:

1.

In the User tab, click Users

The User Information screen appears.

2. Click on the name of the User

3. Select the Team tab
4. Click on Edit.

The Remove button is visible.

Manager Approval State assignment

For a Manager User to be allocated the privilege of approving a Change or Service Request they
must be assigned to a Change or Service Request Team and an Approval State of the relevant
Change or Service Request Workflow. Change Workflows must include Approval States (i.e., States
where activities are accepted or rejected) before the option to assign a Manager to a Change Team
becomes available. See: Service or Change Request Workflows for more information.

To assign a Manager to a Workflow Approval State:

1. Goto User > Teams
2. Select a Service or Change Request Team
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Information Service Group States Layers

Duplicate Change Management Team

Details Location

Team MName | lchange Management Team Address

Process Change Request City

Team Lead Ingo Engels IZI State

Incoming Email Zip

Email Display Name Country IZI

Customer MNotification  Email IEI Phone

Technician Notification ~ Email IZI

Live Prioity & on @ Off

Self Assign © gn @ Of
Motify on New @ Technician © Layer © Team
Notify on Update @ Technician ©' Layer © Team
Notify on Escalate @ Technician © Layer © Team

Strong Authentication © o @ Of

Members
Technicians | Available Technicians Selected Technicians
Craig Wilson fa o Sankar R o
Joe K Ingo Engels
Kamal K
Vaibhav Jain o
Managers Awvailable Managers Selected Managers
Mike S fa Selva K o
o Senthil K
o Scott Richards

aIm» aETID GETED

3. In Edit mode, assign relevant Managers from the Available Managers list

Highlight Manager names within the Available Managers list and click the arrow icon to move the
Users to the Selected Manager list.

4. Go to the States tab
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Team Information
Information Servloe Group % Layers

Emergency Change
LGelE r Fmergency Change Workflow

Name £ Assigned Groups / dor '; ow Aooren '_, l:-’.=|""

States

Approve Change Manager Approval Group
Cancelled Assement Group
Cancelled - Unpaid Mssement Group
Closed (Verified) - CAB MAssement Group
Closed - Regolved Assement Group
On Hold Assement Group
On Hold - KBA Revise Assement Group
Open Implement Group
Pending Mssement Group
Panding - CAB Assement Group

1-10ci12Results. @

Select a Workflow

The Default Manager Group, which may have been re-named, is automatically assigned to all
Approval States of the selected Workflow.

6. To adjust the assigned Manager Group, select the Approval Workflow State link

7. Select the Manager Group from the drop-down list and save

8. Click Save and Done.

Layers Tab

Requests moving through Service or Change Request Workflows can be escalated to the Team Lead
or Supervisor User at any stage of the Workflow that is configured as a Manager Approval State. This
action can be achieved by using the Escalate button within the Summary tab of the Request.

By default escalation layers are created with the Team Lead assigned. To amend or add to the
assignment:

1.

o > N

Go to User > Teams

Select a Service or Change Request Team
Click Edit

Select the Layers tab

Click on the Layer hyperlink
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1.21.1

Team Information

Information Service Group States Layers

Change Management Team
Layer Name Layer 2
Technicians Available Technicians Selected Technicians

Sankar R o Ingo Engels o

0

e G GETED

6. Amend the assignment, as required
7. Click Save

If additional escalation layers are required, select New and repeat steps 5to 7.
8. Click Done when all required escalation layers are configured.

KBA Content Approval

When the Control KBA via Request option is enabled in the Setup>Privileges>Request tab,
Knowledge Base content with a Pending Publication status automatically generates a Request that
requires approval by Users with publishing privileges, before the content is accessible in the
Knowledge Base.

When the User has completed the content and the Article is ready for publication and moved to the
Article Status of Pending Publication, a Request is automatically created. When the KBA is assigned
the Pending Publication state, the content of the Article can no longer be edited.

Published KBA content that is edited, also results in generating a Request for approval but the Article
retains its published state and displays the pre-edited content. Upon approval of the new content, the
Article is updated.

Creating KBA Approval Requests

New KB content is initially saved with a status of In Development. When this content is ready to be
published and if the Control KBA via Request is enabled, the following steps should be followed:

1. Go to the Knowledge > Articles tab

2. Select the Article No. link

3. Click Edit

4. Move the Status to Pending Publication

Vigibility Ewveryone

[ ]

Status  In Development

O
tem Category | | Pending Publication

5. Click Save
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The Request Number that was generated is displayed and the KBA moves can no longer be

edited.
~ Information
|
4 4 Service Request #100020 has been created.
6. Click Done.

1.21.2 Managing KBA Approval Requests

KBA Approval Requests are found within the Request or Change tab, as defined in the Control KBA
via Request customization. To approve new content within the relevant tab:

1. Select the Request # hyperlink

Service Request Information
(" cCustomer )  Analysls | ﬁ
sy Cllitey Csbistuy i Seice Raquest# 1069456
Contact Motification
Customer Simone Supervisor Customer  Email 4%  Customer 3%
Org Unit M -
g yCompany - ICT Dept Cus rCCs
Phone
Local Time Fri, 30 Mar 2012 15:32:33 Technician ~ Emalil o Technician %
GRS Technician CCs
Details
Classification  General H i

ar

Team KBA Approval Team

A

Urgency Moderate
= Workflow  KBA Approval Workflow :

an

Impact Moderate

Status Pending Publication
Prigrity Medium

Next Action  panding Publication G
Escalation ®on (of Pending ) '
KBA
Escalation Layer Default Group
View KBA #140

Technician  Scott Daly

N
4

“i Notes | | Attachments | | Impact | AudieTral

Subject KBA Request for Article #140

Description |

Format = FontFamily ~ FontSize - | | hrme 7 -

A-B 7 U &|TiZ6|EE=E|x X

—

Article has been updated and needs to be published

Path: Words8

2. Click Edit
3. Select the View KBA link
The contents of the KBA is displayed.
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4. Click Done
The screen returns to the Summary tab.
5. Move the Request to the Approval State

Service Request

'

Teamn  KBA Approval Team

s Workflow  KBA Approval Workflow -
<A Assesement |
Next Actiol » panding Publication -
Pending KBA
View KBA #140
6. Click Save
7. Click Edit

The Accept, Revise and Reject buttons are displayed.

Pending KBA
Wiew KBA #2

Operations l‘%’ y% Revise

Status Description

y When selected the new content is approved for publication and the
Request is moved to the Accept State.

An Alert is sent to the KBA author informing them of the successful
publication.

When selected, the Request Summary screen displays the Notes field to
allow the User to add comments and the Request is moved to the "On
Hold - KBA Revise" State. The KBA is returned to the "In Development"
State.

The KBA author is sent an Alert, notifying them that the KBA requires
revision. When the edits have been made and the KBA is returned to the
"Pending Publication" Status, the Request is re-activated and set to the
Approval State.

A This option is to be selected when it is decided that the KBA Content is not
suitable for the KB.

The Request moves to the configured Reject State and a Notes field is
displayed allowing the User to record the reason for the decision. The
KBA returns to the" In Development” State, which allows the author to
delete the KBA, if desired.

The KBA author is sent an Alert, notifying them that the content has been
rejected.

8. Select the appropriate Operations button
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A warning message is displayed, select OK. The system will move the Request to the
appropriate State defined in the Workflow.

9. Add Note Content, if relevant
Select Add Note button to save Note Content.
10. Click Done.

An alert is sent to the author of the KBA Article, notifying them if their KBA has been approved,
rejected or requires revision. The Alert includes links to the related Article and Request.

Alerts x

' ™
Information: KBA request - approved

The KBA request #1000450 for Article #140 has been approved Click Here to view the Article
Click Here to view the Regquest

Dismiss Dene

Alerts
-RSS Fead
Publish = Severity = Title =

B U 03/30/12 15:44  Information KB request - approved

NOTE: If a KBA Approval Request is deleted, the associated content reverts to the In Development
status and the relationship between the Request and KBA is removed.

If a KBA is deleted when the associated Request is in the On Hold - KBA Rework system state, the
Request moves to the Default Closed State for the assigned Workflow and the relationship between
the two elements is deleted.

122 Teams

Technicians are allocated to Teams for the various support processes. For each Process (i.e.,
Incident, Problem, Change and Service Request) there must be at least one support Team.

Default Teams are assigned to specific Item Types. Support requests generated against an Item Type
are then assigned to a Technician within the default support Team for that Process. The Team may be
reassigned based on other options provided through the associated SLA(s) and Workflow(s).

Support Teams for Incident and Problem Management include escalation layers, and Technicians are
assigned to each of these layers. Incidents and Problems follow the escalation path determined by
the service level triggers assigned to the request. For a Technician to be able to edit a request, they
must be a member of the assigned Team, although they do not need to be included in an escalation
layer.

Service and Change Request Teams are built around the selected Workflow. Technicians are
assigned to work groups and each State of the Workflow Lifecycle is associated with a selected work
group. When a request moves to a next State, it is assigned to a Technician within the work group
associated with that Workflow State. One or multiple levels of escalation can also be configured for
the Workflow, which span the lifecycle of the Workflow the Service or Change Team are assigned.
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A Service Portfolio Team can be configured in the system, assigning the Users who will manage the
development, production and discontinuation of services offered to the organization.

Use this section to:

+ Create new Incident and Problem Teams with escalation layers
+ Create Service and Change Request Teams with workflow assignments
+ Create a Service Portfolio Team

+ Create a Release and Deployment Team

Teams

m Export: Current Page E ‘4-: Display: 10 E|
Team Name & Process E Lead Technician = OlLAs Incoming Email = Phone Workflows Layers
BYOD-Incident-Team  Incident Joe K Incident Workflow 1

Change Management Change Request Ingo Engels Standard Change 2

Team Workflow

Device-Incident Team  Incident Sankar R Incident Workfiow 1

Problem Analysis Problem Sankar R Problem Workflow 1

Team

Senvice Request Team Senice Request Waibhav Jain Senice Request 2
Workflow

Unknown Incident System Supervisor Incident Workflow 1

1-6 of 6 Results

1.22.1 Unknown Team

By default the system includes the system Team, Unknown, within the Teams List. This is the Team
used by the application for Incidents created via email. It can be configured to use the system email
address or an email account that is an alias for the main system account and Technicians can be
assigned like any other Incident Team.

NOTE: The Unknown Team should NOT be re-named and will NOT appear in any other Teams lists
throughout the application, i.e., when assigning a Team to an Item or Item Type.

1.22.2 Creating an Incident or Problem Team

To create an Incident or Problem Team:

1. Select User>Teams
2. Click New
3. Enter the Team Name
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Team Information

Information Service

Details

Team Name |
Process  Incident
Team Lead
Incoming Email
Email Display Name
Customer Notification  Email
Technician Notification  Email
Live Priority © pn @ off

Self Assign ) on @ OF

Notify on New @ Tgchnician © Layer © Team
Notify on Update @ Tochnician © Layer © Team

MNotify on Escalate  ® Technician © Layer © Team

Members

Technicians |

Craig Wilson
Ingo Engels
Joe K

Kamal K
Sankar R
Vaibhav Jain

Available Technicians

Location

Address
City
State
Zip

Country B

Phone

Selected Technicians

o None selected

4. Select Incident or Problem Process
5. Enter the Team email address, if relevant
6. Define the Team options
7.
Options Description
Team Enter the Team Name. (Required.)
Process Indicates if the Team is to manage Incidents or
Problems.
Team Lead The Technician assigned to supervise the Team and

Incoming Email

Email Display Name

its activities. Options are visible when the
Technicians have been assigned to the Team.

Enter a specific Email Address for the Team,which
allows Customers to use directly. This address will
need to be configured as an alias to the system
support address on the Email Server. See: Email
Polling & Request Creation.

If desired, enter a name for the Team that will be
used in the From address for email responses sent
by members of the Team.
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Options Description

Customer Notification Sets the default notification method applied to
requests for Customer correspondence, when
requests are assigned to this Team.

The Customer Defined option, derives the method
of natification from the setting within the Customer's
Profile or Account Information tab.

Technician Notification Sets the default notification method applied to
requests for Technician correspondence, when
requests are assigned to this Team.

Live Priority Routes requests to Technicians who belong to the
Team and logged into the system.

Self Assign When enabled, requests created by a Technician
will automatically be assigned to that Technician.

Notify on New Determines who is informed about the creation of a
new request.

Technician - notifies only the Technician assigned to
the request.(This is the default setting.)

Layer - notifies all members in Layer One of the
Team assigned to the request.

Select Team - notifies all members of the Team.

Notify on Update Determines who is informed when a request is
updated.

Technician - notifies only the Technician assigned to
the request.(This is the default setting.)

Layer - notifies all members in Layer One of the
Team assigned to the request.

Select Team - notifies all members of the Team.

Notify on Escalate Determines who is informed when a request is
escalated.

Technician - notifies only the Technician assigned to
the request.(This is the default setting.)

Layer - notifies all members in Layer One of the
Team assigned to the request.

Select Team - notifies all members of the Team.
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Options Description

Incident/Problem Queue Allows the Team to use a holding bay for Incidents/
Problems that are received via email or the
Customer Portal. (This option is visible if it has been
enabled by the Administrator.)

If the Team has only one Technician assigned to
Layer One of Escalation, new Incidents are
automatically assigned to that Technician and that
Technician is notified of the new Incident
assignment.

If the Team has multiple Technicians assigned to
Layer One of Escalation, the new Incident is placed
in the Queue (i.e., it is assigned to the System User)
and all members of the Team are notified that a new
Incident has been assigned to the Incident Queue.
See: Queues.

Queue Visibility When the Incident Queue is enabled, the option can
be refined to allow the Queue to be available for
assigned Workflow entry points, or all stages of the
assigned Workflow. If All States is enabled, Users
can move requests back to the Queue throughout
the request lifecycle. See: Queues.

Edit Assign When set to Yes and a request assigned to the
System User (i.e., Queue) is opened in Edit Mode,
the system will automatically assign the request to
the User editing the request if they are in the
Escalation Layer associated with the request.

Close Assign When set to Yes and a request assigned to the
System User (i.e., Queue) is moved to an Exit State
of the Workflow, the system will automatically
assign the request to the User who prompted the
close action.

8. Complete the Team Location details, if required
9. Select Technicians from the Available Technicians list

Highlight Technician names within the Available Technicians list and click the arrow icon to move
the Users to the Selected Technicians list.

10. Click Next
The Service Screen displays all Available OLAs and Workflows
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11.

12.

13.
14.

15.
16.

Team Information

Information Service Layers
Agreements
OLAs Available OLAs Selected OLAs
Mo OLAs available MNone selected
Workflows
Workflows | Available Workflows Selected Workflows
Incident Workflow -
o None selected
Default Workflow | E

Assign the relevant OLAs within Available OLAs list (Optional)

Hlghlight the Team Name and click the arrow icon to move an OLA to Selected OLAs list.
Assigning an OLA to the Team ensures the Team's details will be selectable when the assigned
OLA is associated with a Workflow State.

Assign the relevant Workflows within the Available Workflow list

Highlight the Workflow Name and click the arrow icon to move the Workflow into the Selected
Workflows list. Assigning Workflows to the Team ensures the Team is displayed as an option
within the request Summary tab when the associated Workflows are assigned to a request.

If more than one Workflow is assigned, select a Default Workflow form the drop-down list
Select Next

The Escalation screen appears. This allows Escalation Layers and Technician assignment to be
configured.

To edit the Default Layer, select the link

Move Technicians between the Available and Selected boxes and amend the Layer Name, if
required

Team Information

Information Service Layers

Layer Name Default laver
Technicians Available Technicians Selected Technicians

Ingo Engels o Craig Wilson o

0
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17. Click Save
18. To create additional Escalation Layers, select New

By default the Team Lead will always be assigned to the Escalation Layer upon creation.
19. Click on the Layer link to edit the Technician assignment and Save

Team Information

P information §__service
TeamSMG
Escalations
Order £ Name E Assigned Technicians
1 Layer 1 Craig Wilson
2 Default layer Ingo Engels

Craig Wilson

1- 2 of 2 Results

20. To delete a Layer, select the Layer Name
21. Click the Delete button and Save.

1.22.3 Creating and Configuring Additional Escalation Layers

Additional escalation levels can be created, if required. The order of the escalation pathway is
determined by the order of creation. That is, layer one is entry level support, layer two is the next level
of support and so on.
1. Select Team Information>Layers
2. Click Edit to display the New button
The Technicians who are assigned to the Team are displayed in the Available Technicians list
3. Add and/or remove Technicians from the Escalation Layer Members list

4. Click Save.
Information
Successfully saved the Team.

1.22.4 Editing an Escalation Layer

To edit an Escalation Layer with the Team Information screen in Edit mode:

1. Select the Layers tab
2. Click on the Layer name hyperlink

The list of available and assigned Technicians is displayed.
3. Remove and add Technicians, as required

Highlight the User Names within the relevant list and click the arrow to move the User to the
required list.
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Team Information

Layer Name Default layer

TeamSMG

Click to swap users

Technicians Available Technicians between Technicians lists  gglacted Technicians

Ingo Engels - Craig Wilson
o'

[ sove
4. Select Save.

1.225 Configuration of Escalation Layers

The following process is recommended for configuring Escalation Layers. Level one should contain
the majority of Available Technicians who have been assigned to the Team. A smaller but more
experienced group should be assigned to the second level. An even smaller and more experienced
group should be assigned to the third level and so on until the final level of escalation. Ideally, the last
layer should contain only the Team’s Lead Technician.

There are no constraints to prevent individual Technicians from being assigned to more than one
level. However, for a Technician to be able to edit a request they must be a member of the assigned
Team, although they do not need to be included in an escalation layer.

To remove a User from a Team:
1. In the User tab, click Users

The User Information screen appears.

2. Click on the name of the User

3. Select the Team tab

4. Click on Edit
The Remove button is displayed.

5. Select the checkbox to the left of the Team Name
Multiple check boxes can be selected.

6. Select Remove to delete the User from a Team
The User Name is removed from the Team.

7. Click Done.

1.23 Service Portfolio Team

The Service Portfolio Team is responsible for overseeing the creation and publication of all service
offerings in the Service Portfolio, which include:

+ Services under development
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1.23.1

1.23.2

¢ Services in production and operation, stored in the Service Catalog
+ Retired and discontinued services.

Working with Service Portfolio Teams

To maintain control of the creation, editing and deletion of Service Items within the CMDB, Service
Portfolio Teams can be assigned to Service Category templates. Included within these Teams are
Groups of Users who are responsible for managing Item information at the various stages of the
Service Lifecycle.

Category
Mame Peripherals

Senice Category

Description

ltem Mo. Validation Yes Mo

,‘4,,’2

When Service Portfolio Teams are configured within the application, the option to assign a Service
Portfolio Team is displayed within Service Category templates in the Configuration>Categories tab.
This allows for the Groups that are created within the Team, to be assigned to the different Category
Lifecycle States included in the Lifecycle Map displayed in the Item Categories>Life Cycle tab.

lcon

Service Team

Group = Operations ¥

Assigning Groups to Category Lifecycle States allows the Users within the Group to edit the details of
an Item when it is assigned that stage of the Category Lifecycle.

NOTE: When creating the Teams, it is suggested that the Group names reflect the stage of the
Service Lifecycle, for instance Service Design, Service Implementation, Service Operation, Service
Quality Control and Catalog Management.

Creating a Service Portfolio Team

To create a Service Portfolio Team:

Select User>Teams
Click New
Enter the Team Name

A w PR

Select the Service Portfolio Process
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Team Information

Information Service

Details Location
Team Name | Address
Process  Incident IZI City
Service Request
Team Lead | nrident State
) | Problem )

Incoming Email | change Request Zip

o Release

Email Display Name |[EEreesynam Country IZI
Customer Notification  Email IZI Phone
Technician Notification  Email IZ|

Live Priority © on @ Of
Self Assign ' on @ OFf
Notify on New @ Tachnician © Layer © Team
Notify on Update  © Technician © Layer © Team
Natify on Escalate @ Technician © Layer © Team
Members
Technicians | Available Technicians Selected Technicians

Craig Wilson o
Ingo Engels

Joe K
Kamal K O None selected

Sankar R
Vaibhav Jain —

D GETED

Complete the Team Location details, if required
Select Technicians from the Available Technicians list

Highlight Technician names within the Available Technicians list and click the arrow icon to move
the Users to the Selected Technicians list.

Set the Team Lead
Click Next

The Service Screen moves to the Group tab where the Users are assigned the various Groups
that are provided the privilege of managing Item information and lifecyle status as part of
managing the Service Portfolio. Some suggested Groups include Service Design, Service
Implementation, Service Operation, Service Quality Control and Catalog Management.
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Team Information

Information Group

Portfolio
Groups
Name £ Assigned Technicians
Design Craig Wilson
Management Craig Wilson
Operations Craig Wilson

1- 3 of 3 Results

9. For each Group link, click to assign Users to the Team
10. Move Technicians between the Available and Selected boxes

Team Information

Portfolio
Group Name [Operations
Select to swap users
Group Type between Technicians lists
Technicians Available Technicians # Selected Technicians
Ingo Engels “ Craig Wilson -
g;

TS aZTID GETED

11. Select Save

12. Click New, to add other Groups to the Team
Assign Users as required and Save.

13. Click Done.

1.23.3 Removing Team Members from a Group

To remove a User from a Group, with the Team Information screen in Edit mode:

1. Click on the Group Name hyperlink

The lists of Available and Selected Technicians are displayed.
2. Remove and add Technicians, as required
3. Select Save.

1.23.4 Removing a User from a Team

To remove a User from a Team:

1. In the User tab, click Users
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1.24

1.241

The User Information screen appears.
2. Click on the name of the User
3. Select the Team tab
4. Click on Edit
The Remove button is displayed.
5. Select the checkbox to the left of the Team
6. Click Remove.

If the User is not the only person assigned to an escalation layer of the selected Team, the User
will be successfully removed from the Team.

Release & Deployment Team

The Release & Deployment Team is responsible for the planning, scheduling and controlling of
changes and updates from Test to Live environments.

Release Managers, as part of a Release Team, direct the process using all information presented to
help assess release readiness, and to efficiently identify deployment targets for the deployment
phases of a release. This level of control guarantees the Release Manager can deliver updates to the
live environment successfully, to all relevant parties, on time.

The Deployment component of the Release Team covers the activities or tasks responsible for
moving new or changed hardware, software, documentation and process to the Live Environment.

Working with Release Management Teams

To plan, schedule and control changes and updates from Test to Live environments, Release
Management Teams are assigned to Releases within the Change>Releases tab. Included within
these Teams are Groups of Users who are responsible for managing the various stages of the
Release Lifecycle.

Details

Mame |
Priority ~ Low EI

Team E|

Group
Workflow EI

When Release Teams are configured within the application, Technicians with the Release and/or
Deployment Process are associated with the Team. Managers with the Release Process are
assigned to the Approval States of the Release Workflow. Technicians assigned the Release Process
can be assigned to States of the Release Workflow, while Technicians only assigned the Deployment
Process are placed in the Deployment Group and are responsible for completing the Deployment
Tasks created for a Release.
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1.24.2 Creating a Release & Deployment Team

To create a Release and Deployment Team:

1. Select User>Teams

2. Click New

3. Enter the Team Name

4. Select the Release Process

Team Information

Information Service

Details

Team Name |
Process

Team Lead

Incoming Email
Email Display Name
Customer Motification

Technician Motification
Live Priority

Self Assign

Naotify on New

Motify on Update

Notify on Escalate

Location

Release Team

Incident IZI

Service Request
Incident
Problem
Change Request

Service Portfolio

Email IZ|
Email E

©on @ of
Don @ of
© Technician © Layer © Team

® Technician © Layer © Team

Address

City

State

Zip
Country IZI

Phone

© Technician © Layer © Team
Members

Technicians I Awailable Technicians Selected Technicians

Craig Wilson o
Ingo Engels

Joe K
Kamal K O None selected

Sankar R
Vaibhav Jain -

5. Complete the Team Location detalils, if required
6. Select Technicians from the Available Technicians list

The Technician List consists of Users assigned the Release and/or Deployment Process in their
User Information screen.

Highlight Technician names within the Available Technicians list and click the arrow icon to move
the Users to the Selected Technicians list.

NOTE: Technicians with the Release Process will be available for assignment within the Release
Workflow States in the Team Information>States tab
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Technicians only assigned the Deployment Process will be available for assignment to the
Deployment Group, who will complete the Deployment Tasks generated as part of the Release.

1. Setthe Team Lead
The Team Lead options are drawn from the Assigned Technicians who are assigned the Release
Process.

2. Select Managers from the Available Managers list

The Manager List consists of Users assigned the Release Process in their User Information
screen.

Highlight Manager names within the Available Managers list and click the arrow icon to move the
Users to the Selected Managers list.

3. Click Next

The Information screen moves to the Service tab where the Release Workflows are associated
with the Team.

Team Information

Information Service Group States
Workflows
Workflows | Awvailable Workflows Selected Workflows
Release Workflow o

Mo Workflows available

Default Workflow | Release Workflow E

D GETED

4. Move the relevant Available Workflows to the Selected Workflows field
5. Set the Default Workflow
If a single Workflow is assigned to the Team it is automatically applied as the Default Workflow.

Assigning Workflows to the Team ensures the Team is displayed as an option within the
Deployment Summary tab when the associated Workflows are assigned to a Task.

6. Click Next

The screen defaults to the Groups tab that lists the default deployment, manager and release
Groups. The Groups automatically apply the Team Lead to the Groups and require additional
Technician and User assignments.

7. Select the Default Deploy Group

The Group Name can be edited and the Available Technicians and Selected Technicians fields
are now accessible. As a Deployment Group Type, this group of Users will be available for
assignment for Deployment Tasks created as part of a Release Workflow.

8. Rename the Group, if relevant
9. Move the relevant Users between the Available and Selected boxes
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10.
11.

12.

13.

14.
15.

The Users displayed in the Available Technicians list have been assigned the Deployment
Process in their User Information screen.

Team Information

Information Service Group States
ReleaseT

Group Name Default Deploy Group|

Group Type Technician Manager @ Deployment

Technicians Available Technicians Selected Technicians

Joe K a Ingo Engels a

o Craig Wilson
o
(<

I aEZTD GETED

Select Save
Edit the assigned Users in the Manager and Release Groups

The default Manager Group will be automatically applied to all Approval States of the Release
Workflow. The Release Group of Technician Users will be automatically applied to all non-
approval States of associated Release Workflows. These assignments can be edited within the
States tab.

Create additional Manager, Release or Deployment Groups, if relevant

Information Service Group States
ReleaseT
Groups
Name £ Assigned Technicians Assigned Managers Group Type =
Default Deploy Group Ingo Engels Deployment
Craig Wilson
Default Manager Group Mike S Manager
Default Release Group Craig Wilson Technician
1-3 of 3 Results

Click Next

The system moves to the States tab to display the list of Workflows associated with the Team,
and the list of States included in the selected Workflow.

Select a State link to amend the assigned Work Group
Assign the relevant Group of Users to the Workflow State

Administrator Guide



Team Information

Information Service Group States
ReleaseT
Workdflows  palease workflow IZI
States

Name £ Assigned Groups

Build Default Release Group
Closed Default Release Group
Deploy Default Release Group
Deploy Approval Default Manager Group
Plan Default Release Group
Plan Approval Default Manager Group
Rejected Default Release Group
Rework Default Release Group
Test Default Release Group

1-9 of 9 Results

16. Click Save and continue to adjust all the relevant assignments
17. Click Save
18. Click Done.

The Release & Deployment Team is fully configured.

1.24.3 Removing Team Members from a Group

To remove a User from a State or Group, with the tab in Edit mode:
1. Click on the State or Group Name hyperlink to display the list of available and assigned
Technicians
2. Remove and add Technicians, as required
3. Select Save.

1.24.4 Removing a User from a Team

To remove a User from a Team:
1. In the User tab, click Users

The User Information screen appears.
2. Click on the name of the User
3. Select the Team tab
4. Click on Edit
The Remove button is displayed.
5. Select the checkbox to the left of the Team
6. Click Remove.

If the User is not the only person assigned to an escalation layer of the selected Team, the User
will be successfully removed from the Team.
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1.25

1.25.1

Queues for requests

The Queues functionality allows for requests, Incidents, Service Requests or Problems, to be
assigned to the System User as part of a Team holding bay. Users within the Team with the Queue
option enabled can select relevant requests they decide to work on, or manually assign the System
User assigned requests to an appropriate User.

Requests that are assigned to the Queue are allocated to the System User, until they are manually
reassigned to a specific User. The unassigned requests are located within the Home tab My Teams
Queued Tasks, or the Operations>Incidents tab Filter option called Incident Queue for new Incidents,
the Service Requests within the Service Request Queue in the Operations>Service Requests tab and
the Operations>Problems tab Filter option called Problem Queue for new Problems .

My Tasks (Active) [sys]

ME Tasks IAIII |is|
Teams Tasks (Active

My Tearmns Tasks (All) [sys]

Save View 3s Filter...
Edit Fitter List...

When the Queue feature is enabled for the application, it can be applied on a Team by Team basis.
This means some Teams can be configured to use the business logic of the application for assigning
requests to specific Users. While other Teams can use the Queue to select the requests they want to
work on, or allows other Users to manually assign the request to a relevant User.

When the Self Assign and Queue options are enabled for a Team and a request is created by a
Technician User, the Self Assign option will override the Queue assignment and allocate the request
to the User creating the request, if they are in the first layer of escalation. The User can assign the
request to the Queue by selecting the System User in the Technician list.

Escalation @ gn ) off
E=scalation Layer (Lawver 1 of 1}

Technician  Jill Brown |Z|

Jill Brown
System User

Enabling the Queue

By default, the Queue functionality is disabled in the application Setup. To enable the Queue:

1. Login as an Administrator
2. Select Setup>Privileges
3. Select the Request tab
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Privileges

User

Customer

Requests

Enable Escalation Control No

— > Queues m Off

4. Enable the Queues option

5. Click Save.

To enable the Queue for a Team:

1. Log in as a Supervisor

2. Select the User>Teams option

3. Select the relevant Team link

Team Information
Information

Details

Team Name |
Process

Team Lead

Incoming Email
Email Display Name
Customer Motification
Technician Motification
Live Priority

Self Assign

Motify on New

Motify on Update

Motify on Escalate

Service Layers

BYOD-Incident-Team
Incident

Joe K

Errail
Errail
Oon @ of

Don © of

Requests

][]

[+]
(]

System

BYQD-Incident-Team

Location
Address
City
State
Zip
Country

Phone

@ Technician O Layer O Team
@ Technician © Layer ' Team

© Technician ) Layer ) Team

Incident Queue
Queue Visibility
Edit Assign

Close Assign

@on O of

@ Entry States ) Al States
D ves @ g

@ ves O Mo

Members
Technicians |

Available Technicians

Craig Wilson
Karmal K
Sankar R
Vaibhav Jain

Selected Technicians

- Ingo Engels -
o Joe K

[+

<]

- -

I GZTID GETED
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4. Click Edit
5. Enable the Queue option

The following options can then be applied to the Queue:

Options

Description

Service Request /Incident/Problem Queue

Queue Visibility

Edit Assign

Close Assign

Allows the Team to use a holding bay for Incidents
that are received via email or the Customer Portal.
(This option is visible if it has been enabled by the
Administrator.)

If the Team has only one Technician assigned to
Layer One of Escalation, new Incidents are
automatically assigned to that Technician and that
Technician is notified of the new Incident
assignment.

If the Team has multiple Technicians assigned to
Layer One of Escalation, the new Incident is placed
in the Queue (i.e., it is assigned to the System User)
and all members of the Team are notified that a new
Incident has been assigned to the Incident Queue.
See: Queues.

When the Incident Queue is enabled, the option can
be refined to allow the Queue to be available for
assigned Workflow entry points, or all stages of the
assigned Workflow. If All States is enabled, Users
can move requests back to the Queue throughout
the request lifecycle. See: Queues.

When set to Yes and a request assigned to the
System User (i.e., Queue) is opened in Edit Mode,
the system will automatically assign the request to
the User editing the request if they are in the
Escalation Layer associated with the request.

When set to Yes and a request assigned to the
System User (i.e., Queue) is moved to an Exit State
of the Workflow, the system will automatically
assign the request to the User who prompted the
close action.

7. Set the Queue Visibility

Select All States if Team members are to be allowed to return a request to the Queue regardless

of the assigned Workflow State.
8. Set the Edit Assign option

Select Yes, if a request that is assigned to the System User/Queue is to be automatically
assigned to a User in the first layer of escalation who opens the request in Edit mode.

9. Set the Close Assign option

Select Yes, if a request that is assigned to the System User/Queue is to be automatically
assigned to the User who initiates an action that results in the request being moved to an Exit

State.
10. Select Save.
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1.25.2 Assigning requests from a Queue

All requests displayed within a Queue list are assigned to the System User. To reassign the request to
an appropriate User:
1. Select the Request # hyperlink
2. Click Edit
3. Select an appropriate User from the Technician list
The request will now be assigned to the new User and removed from the Queue.

Escalation @ on ) off
Escalation Layer (Layer 1 of1}

Technician  Kamal K |Z| Z D
Subject | Sankar B
4. Click Save.

1.25.3 Reassign arequest to the Queue

When the All States option has been enabled for the Queue within the Team Information screen, the
System User will be retained in the Technician drop-down list for the first layer of escalation after it
has been assigned to a User. This allows the assigned User to re-assign the request back to the
Queue.

To reassign the request to the Queue/System User:
1. Select the Request # hyperlink

The request should be at layer one of escalation within the assigned Team.
2. Click Edit
3. Select System User within the Technician drop-down list
The request will now be assigned to the System User and returned to the Queue.

Escalation @ gn O of
Escalation Layer (Layer 1af1)

Technician ~ Kamal K IEI “ D
B —
Subiect | EELLE
4. Click Save
5. Click Done.

The system returns to the request list view.
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1.254

1.26

Queue Filter

Teams that use the Queue method for request assignment can view and allocate requests using the
My Teams Queued Tasks within the Home tab list filter, or within the Service Request, Incidents or
Problems tab Queue list filter. They can also see Queued Tasks within the My Teams Tasks filters.

To view all types of requests assigned to the Queue within one list, use the My Teams Queued Tasks
within the Home tab:

1. Select the Home tab

2. Go to the Filter List

3. Select the My Teams Queued Tasks option from the drop down list.

The screen will list all of the Service Requests, Incidents and Problems that are currently
assigned to the System User.

My Tasks (Active) [sys]
My Tasks (Al 5

Teams Tasks [Active) [5
My Tearns Tasks (All) [sys]

|

Save View as Filter...
Edit Filter List...

To view the Queue within the Service Requests tab:

1. Select the Operations>Service Requests tab
2. Go to the Filter List
3. Select the Service Request Queue option from the drop down list.
The screen will list all of the Service Requests that are currently assigned to the System User.

To view the Queue within the Incidents tab:

1. Select the Operations>Incidents tab
2. Go to the Filter List
3. Select the Incident Queue option from the drop down list.
The screen will list all of the Incidents that are currently assigned to the System User.

To view the Queue within the Problems tab:

1. Select the Operations>Problems tab
2. Go to the Filter List
3. Select the Problem Queue option from the drop down list.
The screen will list all of the Problems that are currently assigned to the System User.

Configuration Categories

Within the application the number of Item Categories that can be defined is unlimited. By default the
following Categories are included:

+ Audio Visual
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1.26.1

*

Documentation
Hardware
Mobile Devices

Network Infrastructure

Peripherals

Printers & Scanners

Software

Service.

Within each Category the Lifecycle and Classifications associated with the Category can be defined.

Item Categories

(]

51 1 T T i

Categories Tab

ltem Category
Audio Visual

BY 0D Devices
Documentation
Hardware

Mobile Devices
Metwork Infrastructure
Peripherals

Printers & Scanners
SErvice

Software

1-10 0f 11 Resuts = |

The default templates set at the Category level are used to cover a broad range of Item Types. Within
each default Category the following have been configured, but can be customized as required:

*

*

*

The Field Labels that will be available on the Details tab of Items using the Category

The broadest level of Classifications that are assigned as part of the request creation process.

The Lifecycle stages an Item will move through from being proposed or ordered to

decommissioned

Template responses that Technicians can use when entering a Note for a request that is

assigned an Item that uses a Category.

The following table illustrates how Categories can be represented as Manufacturer Models within the

Configuration>Types tab:
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Category Proposed Item Type

Hardware PCs, Servers, Notebooks

Networking Infrastructure Routers/Switches, UPS, Cabinets, Racks

Mobile Devices iPhones, PDAs, Windows MDs

Peripherals Monitors, External Storage Devices, Docking Stations,
Barcode Scanners

Audio Visual Projectors, Electronic Whiteboards

Printers/Scanners Printer, Scanner

Digital Cameras Digital Still, Digital Video, Thermal Image

Software Operating Systems, Databases, Applications

Service Email, Website.

The easiest way to create additional Categories, is to duplicate a default Category and tailor it to the
organizational requirements.

A Service Portfolio Team can be assigned to the default Service Category by creating the Team within
the User>Teams screen, then selecting Edit within the Categories tab of the Service Iltem Category.

NOTE: The Reconcile Based On option is available only for the hardware category. You can select
any unique field as the reconciliation field so that the configuration management system ensures and
maintains it as a unique hardware item.

Creating a Category

1. Select Configuration>Categories

The Item Categories screen appears.
2. Click New

Item Categories

Category

Category

Name | Mew Cateqory

D Service Category

Description

tem Mo. Validation () vyes @ g
Fields

Generated on Save

3. Enter the name of the new Category
4. Complete the Description
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Content entered in this field is visible when the User scrolls over the Category Name in the Item

Category list.
Click Save

The Item Categories screen expands to display the options to upload an Item Category icon and
customize Field labels.

NOTE: The Item No. Validation option is displayed, if the Admin>Setup>Privileges>System> Edit
Item Numbers is set to Yes

This displays the Input Mask and User Mask fields, which are explained in the Categories Fields table

below.

1. Check the Service Category field if the template is to be used for a Service Iltem

Ticking this option displays the Portfolio Team drop-down list, ifService Portfolio Teams have
been created within the application. This allows Groups within the Service Portfolio Teams to be
assigned to the different stages of the Item Lifecycle, and activates Service Catalog
Management functionality within the Cost Tabs of Types and Items that use the template.

NOTE: Customers cannot create Items using Item Categories that have the Service Category option

enabled

Item Categories

Category

Category

Namel

De=cription

tem Mo. Validation

lcon

Fields

Ordering

Lifecycle Classifications Responses Types
sample category
sample cateqory
D Service Category
new sample category
© Yes @ pg
@ Alphabetical System (2 user Defined Actions: @ Q
Label Data Type Field Style Active Required
[[] Field1 String field1 Text @
[ Field 10 String field10 Text @

1. Select the icon to be replaced, to change the Icon image for the Item Category

This icon is used as the generic visual representation of the Item Category in the Relationship
Map. This can also be refined at the Item Type level.
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Use the to upload a new image or m to cancel the upload.

NOTE: The dimensions of the uploaded icon must be exactly 128 x 128 pixels

2. Customize the Field Labels
Custom fields are visible in the Details tab of Items that use the Category.
Click the Field Label link to open it in Edit mode and display the following options:

3.
Categories Fields Description
Category
Field Label The name defines what attribute information is to be

recorded in the field.

Active Indicates if the field will be visible in the Details tab
of an Item.

Required Indicates if the field is required or mandatory field.

Customer Visible Defines if the Customer can see the field within the

Customer Portal.

If Yes is selected, define if the Customer can edit
the field information on the Customer Portal.

Data Type Dictates the field's Data Type. The options available
include :

¢ String - List or Free Text
¢ Number

+ Boolean - radio buttons for Yes/No and True/
False

+ Date - creates a date field
+ Currency- creates a currency field

* Hyperlink.
Style States the style of the field.

eg. String- List or Free Text field. SeeLists for more
information on creating a list field type.

Unique Value When active, the system prevents the duplication of
data within the customized field.

Default Value Value entered is the default system entry for the
field, when the field is not completed manually.
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Categories Fields Description

Input Validation When enabled the Input Mask and User Mask can
be defined.

Input Mask : A regular expression to use for data
validation of values entered by a User (i.e., Zip/Post
Code, telephone no.)

User Mask: A "User Friendly" representation of the
Input Mask that Customers can understand should it
appear in a validation error message.

Enable Description When enabled a Description field appears, allowing
the User to enter details of what information is the
field is expected to capture. These details are
accessible next to the custom field on the relevant
screen.

4. Click Save to complete the field label configuration
Continue to customize all fields as required.
5. Define the ordering preference
The option defined here dictates how the fields appear on the Item Details tab.

To move a field, select the checkbox beside the field label followed by the @ ©to move the
label up and down the list. To multi-select fields, tick the checkboxes beside the label name and

click & to activate or &3 to deactivate the fields.
The field order can be set to:
+ Alphabetical - the fields will be presented according to the alphabet order of the first letter.
+ System - the fields will appear in the order they are entered into the system.
+ User Defined - the fields can be manually adjusted by the User using the system buttons.
6. Click Save.

Modify the Category Lifecycle,Classifications, Responses and, if the system is synched with
more than one asset management discovery tool the Federated templates, if necessary.

Duplicating a Category
To fast track the creation of an Item Category, each can be duplicated.
To duplicate an existing Category:

1. Select Configuration>Categories
2. Tick the box to the left of the Category name
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Item Categories

U

Item Category

(]

Audio Visual

BY 0D Devices
Documentation
Hardware

Mobie Devices
Metwork Infrastructure
Peripheralz

Printers & Scanners

Service

5T T T T T = R

Software

1_10 of 11 Results = =

3. Click Duplicate

A new Category hyperlink is added to the Category list. The new Category will contain the same
custom fields, lifecycle and classifications of the original Item Category.

Item Categories

D D D

Item Category

(]

Audio Vizual
BYOD Devices
B% 0D DevicesCopy32

Documentation

OO0O&F D

4. Modify the new Category as required.

Editing and Configuring an Item Category Template
After an Item Category has been duplicated it can be modified to represent the new Item Category.

To edit a Category:

1. Select Configuration>Categories
2. Click on the appropriate hyperlink
The screen defaults to the Categories>Categories tab.
3. Click Edit
4. Enter the name of the new Category

150 Administrator Guide



5. Complete the Description
Content entered in this field is visible when the User scrolls over the Category Name in the Item
Category list.

6. Click Save

The Item Categories screen expands to display the options to upload an Item Category icon and
customize Field labels.

NOTE: The Item No. Validation option is displayed, if the Admin>Setup>Privileges>System> Edit
Item Numbers is set to Yes. This displays the Input Mask and User Mask fields, which are explained

in the Categories Fields table at Point 9.

1. Check the Service Category field if the template is to be used for a Service Item

Ticking this option, displays the Portfolio Team drop-down list, ifService Portfolio Teams have
been created within the application. This allows Groups within the Service Portfolio Team to be
assigned to the different stages of the Item Lifecycle, and activates Service Catalog
Management functionality within the Cost Tabs of Types and Items that use the template.

NOTE: Customers cannot create Items using Item Categories that have the Service Category option
enabled

Item Categories

Category Lifecycle Classifications Responses Types

campe category

Category

Name| sample cateqory

|:| Service Category

Descripion new sample category

ttem Mo. Validation (7 yes (@ pg

lcon

Fields
Ordering @ Ajphabetical ) System () User Defined Actions: & €3
Label Data Type Field Style Active Required
7] Field 1 String field Text ()
[F] Field 10 String field10 Text @

1. Select the icon to be replaced, to change the icon image for the Item Category

This icon is used as the generic visual representation of the Item Category in the Relationship
Map. This can be refined at the Item Type level.
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Use the to upload a new image or m to cancel the upload.

NOTE: The dimensions of the uploaded icon must be exactly 128x128 pixels

Version 7.0 will not apply these icons in the Relationship Map, but they will be used in a future release

1. Customize the Field Labels
Custom fields are visible in the Details tab of Items that use the Category.

Click the Field Label link to open it in Edit mode and display the following options:

2.
Categories Fields Description
Category
Field Label The name of the field.
Active Indicates if the field is active.
Required Indicates if the field is required or mandatory field.
Customer Visible Defines if the Customer can see the field within the

Customer Portal.

For a Service Category, if it is relevant to display
costs or other specific details regarding a Service
on offer in the Services Tab of the Customer Portal,
then set relevant attribute fields to being Customer
Visible.

Data Type Dictates the field's Data Type. The options available
include :

¢ String - List or Free Text
+ Number

+ Boolean - radio buttons for Yes/No and True/
False

+ Date - creates a date field
+ Currency- creates a currency field

* Hyperlink.
Style States the style of the field.

eg. String- List or Free Text field. SeeLists for more
information on creating a list field type.

Unique Value When active, the system prevents the duplication of
data within the customized field.

Default Value Value entered is the default system entry for the
field, when the field is not completed manually.
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1.27

Categories Fields Description

Input Validation When enabled the Input Mask and User Mask can
be defined.

Input Mask : A regular expression to use for data
validation of values entered by a User (i.e., Zip/Post
Code, telephone no.)

User Mask: A "User Friendly" representation of the
Input Mask that Customers can understand should it
appear in a validation error message.

Enable Description When enabled a Description field appears, allowing
the User to enter details of what information is the
field is expected to capture. These details are
accessible next to the custom field on the relevant
screen.

3. Click Save to complete the field label configuration
Continue to customize all fields as required.
4. Define the ordering preference
The option defined here dictates how the fields appear on the Item Details tab.
To move a field, select the checkbox beside the field label followed by the © ©to move the
label up and down the list. To multi-select fields, tick the checkboxes beside the label name and
click & to activate or &3 to deactivate the fields.
The field order can be set to:
+ Alphabetical - the fields will be presented according to the alphabet order of the first letter.
+ System - the fields will appear in the order they are entered into the system.
+ User Defined - the fields can be manually adjusted by the User using the system buttons.
5. Click Save.

Modify the Category Lifecycle,Classifications, Responses and, if the system is synched with
more than one asset management discovery tool, the Federated templates, if necessary.

Service Item Costs Tab

The Costs Tab of a Service Item includes information related to the financial and contractual details
associated with the Item. The information more specifically related to the Service Item is recorded in
the Charges and Revenue fields, as this information allows service and support organizations to
calculate the costs of offering a service and if appropriate, recover the costs from the relevant parties.

As with other Item Types, the screen includes general Item details such as:

+ Base cost

+ Purchase date and related information
+ Depreciation data

+ SLA and Contract details.

The Information recorded on the Costs Tab includes:

Administrator Guide 153



Financial

Description

Cost

Monthly Cost

Usage Unit Cost

Purchase Date

Depreciate Over

Depreciated Value

Audit Date

PO Number

Charges

Price (per user)

Cost (per user)

Revenue

Month to Date

Previous Month

Costs

The financial investment made to purchase the Item.
This figure is also used when the Delegate Costs is
enabled for allocating costs across related Items.

NOTE: Typically for Service Items, the infrastructure
costs would be zero as this would be derived from the
associated Parent ltems.

The amount invested on a monthly basis to maintain
the running of an Item. This figure is also used when
the Delegate Costs option is enabled for allocating
costs across related Items.

This is used as a reference field, where the User can
enter base unit cost, for example per Megabyte data
charge, which can be used for calculating costs in
custom reports.

The date the Item was purchased.

Enter the number of years the Item is to be
depreciated over, if required.

The system calculates the current value of the Item
based on the Purchase Date and the number of years
the Item is to be Depreciated Over.

Set the date the Item is next to be audited.

If Purchase Orders are enabled for the system, the
field is visible and automatically populated with the PO
number generated by a User within the
Finance>Purchase Orders tab, when the Item order
was recorded in the system.

Draws the figure from the Service Item Type Costs tab
and displays this as a daily amount. This figure is then
multiplied with the number of Users/Customers
assigned to the Item, to calculate the forecasted
Revenue.

Draws the figure from the Inherited Costs and displays
this as a daily amount. This figure is then multiplied
with the number of Users/Customers assigned to the
Item, to calculate the actual Costs.

Uses the Charges Price figure, multiplied by the
number of Users and days of month passed, to
calculate the month to date figure.

A reference figure for an average monthly revenue
figure, based on the previous month's revenue for the
Service Item.
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Financial

Description

Month to Date

Previous Month

Inherited Costs

Inherited Capital

Inherited Ongoing

Delegate Costs

Availability

Avg Repair Time

Avg Time To Fail

Uses the Charges Cost figure, multiplied by the
number of Users and days of month passed, to
calculate the month to date Cost.

A reference figure for an average monthly cost, based
on the previous month's cost for the Service Item.

Total infrastructure costs of parent Cl's that directly
contribute to the cost of the Service Item. This figure is
derived from all the Cost fields within the Item
Information>Costs tab of related Parent Items.

Running costs of all associated Items that enable the
Service Item to continue to function. This figure is
derived from all the Monthly Cost fields within the Item
Information>Costs tab of related Parent ltems.

To enable cost delegation across the relationship map
allowing associated Items to inherit the costs of the
current Cl, select Yes. This will take the figures from
the Cost and Monthly Cost fields for the Item and apply
them across related Child Items.

Define the technique to be used to evaluate the cost
split:

Child Count:Costs are split by percentage based on
the number of child CI's the costs are being delegated
across.

User Count:Costs are split proportionally based on the
number of users of the child CI's the costs are being
delegated across.

Custom %: The relationship itself allows for the % cost
to be assigned

Entries displayed here are automatically calculated
based on the average length of time an Item is offline.

Figures displayed here are automatically calculated
based on the average time between an Item being
moved to an offline State.

The figures displayed within the Availability fields are automatically calculated by the application,
using the Item Lifecycle as it moves between online and offline States.
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Item Information

Information Detalls $ Requests Relationships

Edt . Dupleste S Prnt Item # 100002 (Service Desk)
Financial SLA Detalls
Cost 50.00 Service Level
Monthly Cost S0.00
Usage Unit Cost
Purchase Date Availabllity

Mvg Repair Time N/A
Avg Time To Fail 44 Days, 22 Hrs, 24 Mins

Depreciate Over years
Depreciated Value 30.00

Audit Date
(mmvddiyy)

PO Number
Charges
Price (per user) N/A
Cost (per user] N/A
Ravenue
Month to Date N/A
Previous Month N/A
Costs
Maonth to Date N/A
Previous Manth N/A
Inherited Costs
Inherited Capital $12,000.00
Inherited Ongoing 3150.00

Delegate Costs Yes * Mo

i P .

Completing the Depreciate Over field allows the application to automatically keep track of the Item
depreciation over the specified number of years. The current value of the Item after depreciation is
displayed at Depreciated Value. The Audit Date field is used to record the date when the Item was
last audited.

1.27.1 Billing Enabled

When Billing is enabled, a Service Level hyperlink is available within the Costs screen. This provides
access to the Service Level Agreement details that govern the lifecycle for Requests logged against
the Item.
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1.27.2

ltem Information

| Informatien Detalls * Requests Relatlonships
...Duplicate .=y Prnt. ltem # 100002 (Service Desk)

Financial Contract
Cost 0.00 Service Level ) Cold
Contract# 7
Start Date 05/08/11
Usage Unit Cost End Date 05/08/12
Expires 11 Months 21 Days

Availability
Avg Repair Time N/A
Depreciated Value 30.00 Avg Time To Fail 44 Days, 22 Hrs, 24 Mins

Audit Date
(mmiddiyy) E

PO Number
Charges
Price (per user) N/A
Cost (per user) M/A
Revenue
Maonth to Date N/A
Previous Month N/A
Costs
Month to Date N/A
Previous Month N/A
Inherited Costs
Inherited Capital $12,000.00
Inherited Ongoing $150.00

Delegate Costs () Yes (*)No

Monthly Cost  0.00

Purchase Date E

Depreciate Over years

Contract # T Type SLA = Start Date End Date

7 Per Item Gold 05/09/11 00:00 05/08/12 2358
1-10of 1 Results

U =L S = - - R — L —

If Invoices are also enabled, an Invoice Number hyperlink is available and when selected, will display
the invoice details for the Contract that covers the Item. The Start Date and End Dates stipulate the
contract length covered for the Item. It is summarized by the days or hours recorded in the Expires
field.

The Contract tab within the Item Information Costs tab summarizes the contract details that cover the
Item. Further Contract details can be found within the relevant Contract Number within the
Finance>Invoices screen.

Create a Contract

Through the Item Costs tab, Contracts with an associated Invoice Number (if relevant) can be
generated for an Item, after it has been logged in the system.

To add a Contract to an Item, within the Configuration>ltem screen:

1. Select the Item Number
2. Move to the Costs tab
3. Click Edit
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The Add and Delete button are made available within the Contracts tab

Contract# 5 Type SLA = Start Date = End Date:

0-00f0Resutts et

I G

4. Click Add

(If Invoices are enabled in the system, an Invoice number will be automatically generated and
assigned to the Contract).

Item Information

Information Details Costs Requests Relationships DOutages AMIE Snapshots

Contract
Invaice Mumber 100016

Service Level |E|
I

5. Select an SLA from the drop-down option

The screen will display the SLA details and the Contract Type locked to Per Item.

Item Information

Information Details Costs Requests Relationships Dutages AMIE Snapshots
Contract
Invoice Number 100016

Service Level Warranty

Priority Response Time Restoration Time  Resolution Time 24 x T support Alert
Urgent & Hours 12 Hours 24 Hours fes None
High 12 Hours 24 Hours 48 Hours Yes None
Medium 18 Hours 35 Hours 72 Hours Yes None
Low 24 Hours 43 Hours: %6 Hours: es None

Contract Type Per ttem
Time Subscription Izl

Start Date | Time Limited Subscription
Support Hours
Support Hours By Month

Price 30.00
Tax $0.00

Taxable
Total Cost $0.00

6. Assign the Time period to be covered by the Contract

If Subscription is selected, the Start and End Dates are automatically completed by the system,
but can be edited if required.

Administrator Guide



1.28

1.28.1

If Time Limited Subscription is selected, the Support Hours field is displayed and the number of
support hours purchased by the Customer should be entered. Also, the Start Date and End Date
fields should be completed manually, entering the length of time for the subscription period.

If Support Hours is selected, the number of support hours purchased by the Customers should
be entered.

If Support Hours by Month is selected, set the number of hours purchased per month and define
which day of the month contract is to rollover to start the new month. The Total Support Hours
will automatically be calculated based on the Start and End Dates set for the Contract.

(If a Contract is forward dated with a Start Date set in the future, the Pending Contract status is
assigned. See Pending Contracts.)

+ Subscription - a contract that covers a specified period of time

+ Time Limited Subscription - a contract that covers either a specified period of time or
number of support hours, whichever limit is reached first

+ Support Hours - a contract that defines the number of support hours covered.
7. Add any relevant Invoice Notes
8. Check the Taxable box, if the Contract is to be taxed
9. Click Save.

(If Invoices are enabled in the system, an Invoice number will be automatically recorded for the
Contract and made available within Finance>Invoices.)

Creating Custom Field Lists

Lists can be created as a data type option within custom fields across the application. The can be
created for Item Category and Item Type custom fields, Classifications for requests and system-wide
custom fields activated by an Administrator. Lists allow a User to create a series of entries for a
custom field that will appear as a drop-down option list.

Request
Reguest T'_.rpel Service Offline |Z|

Classification

MNeed Email Access
Quota Exceeded
Subject _Service Offiine

Creating a New List Entry

To create a new list entry within the List Contents field:
1. Right click the Entries link

The Create option is displayed
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Style | Text List

List Contents | .. ,_I_] Entries

Default Value

Enable Descriptiopn Y

2. Click Create
A New node link displayed

Style  Text List
List Contents

4. | | Entries

3. Enter the name of the field
4. Click outside the field to save the entry

List Contents | A. u_] Entries
., | offiine work

5. Repeat this process until all list entries have been added
To create a nested list, right click on the relevant list entry and repeat the above process.

4. || | Entries

4. || | offiine work
J u_] Connection
.| Router

u_] Hardware

- 1] Online

6. To move an existing entry to a new position, select the entry, then drag and drop the entry into its
new location

Style  Text List
List Contents | j. .| Entries
+ [ ottine work_
i uj Connection
||| Router & Hardware
t || Hardware

u_] Online
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7. When all the relevant details have been defined for the custom field, click Save.

Style  Text List

List Contents | . u_] Entries

4- || | offiine work

J ., | Connection

PoL || External issues

._._] Fouter

u_] Hardware

- .| Online

1.28.2 Creating Nested List Entries
List entries can be expanded to include nested options.

To create a nested list:
1. Right-click the relevant list entry header

The Create, Rename, Delete and Make Default options are displayed.

Item Categories

Category Lifecycle Classifications Responses Types

Clagsifications
4. u_] Classifications
4. ||| Configuration

._.J Faults

Create

Rename

Delete

EEEE

) Make Default
Custom (O on @O

2. Select Create
A text box will appear under the list entry.

4. u_] Classifications
4. u_] Configuration
4. | | Fauts
u_] Downloads
u_] General (Default)

- | Manuals

l_‘_] Metwork

3. Enter the name for the list entry
4. Click away from the text box to commit and save the change

Hardware
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5. Move an existing list entry to a new position, if required
Select the entry, then drag and drop the entry into its new location
6. The above steps can be repeated until the nested list is complete.

. .| Clagsifications

4- || | Configuration

4-1/ | Faults

\\_| Internal

& | External
Downloads
General (Default)
Manuals

=
=
1| Metwork

1.28.3 Renaming a List Entry

Any list entry can be renamed.
To rename a list entry:

1. Right-click the list entry link
. .| Classifications

4- || | Configuration

4- | | Faults

.,/ Internal

i 4| External

Dol Create

Ge

Ma

Ned

Rename

Delete

EEEE

Make Default

2. Click Rename
3. Edit the field content
4. Click away from the text field to save the change.

1.28.4 Deleting a List Entry

To delete a list entry:

1. Right-click the relevant list entry
2. Click Delete
3. Click Done when the list is complete.
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1.29

1.29.1

Responses Templates

The Responses tab within an Item Category allows the Supervisor to define template replies for
Notes sent related to requests received against the Item Category. This ensures the service desk
responds to issues in a consistent manner, and in line with the support organization's policies and
protocol. Additional templates can be configured within the Item Type>Responses tab. These

templates are only available for requests related to the Item Type.

The following screen displays a list of default template options available within the Notes tab of a

request:
Description * Attachments [1] [ Impact Audit Trail

MNote Time + % O (Minutes) 03/27/12 15:06 ﬁ Select a template... o

Format ~ Font Family = Font Size | [ rm. 7~

A-B 7T U #|iZiZ«|E=EZ=|x x

L=

Path: Words:0 A
Attachments = ﬂa Message Recipients aTechn'h:lans [eces

Group Options [ Apply to Group

Create Knowledge (Jves ®InNo

Solt e R

Editing a Template

To edit a Response template:

1. Go to Configuration>Categories
2. Select the hyperlink for the relevant Category

Item Cate g ories
Category Lifecycle Classifications Responses Types

Title
|:| Customer Change Reguest

Hardware

|:| Request Log Files
|:| Reguest Steps to Replicate Issue
1-3 of 3 Results

3. Move to the Responses tab
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4. Click Edit
5. Select the relevant Title hyperlink
The template contents are displayed.

Item Categories

Category Lifecycle Classifications Responses Types

Hardware

Template Insert Parameter... |z|

Title Customer Change Request

Note ) )
Format * FontFamily = FontSize < | |HTmL

A-B 5 U i =«

I
M
1]
x
nu

frhank you for your change reguest. Your input is valuable to the continued growth
and quality of our praduct. All change requests are reviewsd monthly by our Change
Advisory Board. Please be aware that we cannot guarantee that any change will make
it into a release, but you can be assured they will be evaluated based upon product
direction and value to other customers. Again thank you for your feedback we truly
appreciate it.

Path: p Woards74

6. Amend the Note template and insert any relevant parameters
7. Click Save.

1.29.2 Adding a Template

To add a Note template:

Go to Configuration>Categories

N

Select the hyperlink for the relevant Category

w

Move to the Responses tab
Click Edit

P

Item Categories

Category Lifecycle Classifications Responses Types
Title i

|:| Customer Change Reguest
|:| Request Log Files

|:| Reguest Steps to Replicate lssue

1-3 of 3 Results

5. Click the Add button
6. Enter the template Title
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Template Insert Parameter... |z|

Title
Note § )
Format + FontFamilly |~ FontSize = | |H1mL
A-B I U #|iZiZ &« |EE=|x x
Fath: p Wordz0 o
7. Complete the content for the Note and Save.
1.29.3 Deleting a Template
To delete a template:
1. Go to Configuration>Categories
2. Select the hyperlink for the relevant Category
3. Move to the Responses tab
4. Click Edit
Item Categories
Category Lifecycle Classifications Responses Types
Title

|:| Customer Change Reguest
|:| Reguest Log Files

Reguest Steps to Replicate lssue

1-3 of 3 Resulis

= o=

5. Check the box in the column next to the template Title
6. Click the Remove button.
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1.30 Federation Tab

(This tab is only visible when two or more asset management tools are synched within AMIE as
configured in Admin>Setup> AMIE tab.)

The Federation tab is used to build the Category Map, which allows for information sourced from
multiple asset management systems for a single asset to be recorded against one Item in the CMDB.
Based on the map built here, fields within the Item Details tab are populated when AMIE snapshots
are applied to new or updated Items.

1.30.1 Creating a Category Map

Within the relevant Category:

1. Go to the Federation tab
2. Click Edit

The system will open each field to display the asset management tools that are configured within
AMIE, in the Admin>Setup>AMIE tab.

3. Assign the asset tool source from the pop-up options for each field
The Item Number, Item Type and Manufacturer are included for Categories.

NOTE: Defining a source for the Item Type and Manufacturer is mandatory

4. Complete one or two of the Snapshot Merge fields

The Snapshot Merge fields are used by the system to verify the identity of an Item across the
asset management tools configured in AMIE, when synchronizing Item Details from multiple
sources.

5. Click Done.

Item Categories

Category Lifecycle Classifications RESpONSEs Types Federation
Hardware |
Details

Item Number ZEMworks Configuration Management v11 j
Item Status = Spiceworks v4.0 (Spiceworks) |

Item GUID  ZENworks Configuration Management v]l_ﬂ

Item Type
Type Spiceworks v4.0 (Spicewaorks) j
Manufacturer Spiceworks v4.0 (Spiceworks) ﬂ

Relationship

Configuration ZENworks Configuration Management v11 ;I
Fields

CPU  ZENworks Configuration Management v11 = |
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1.31

1.31.1

1.31.2

AMIE Snapshots

(The AMIE submenu option is only visible when two or more asset management tools are configured
to be synched within AMIE as defined in Admin>Setup> AMIE>Setup tab.)

The AMIE Snapshot submenu is also known as the staging area for building a federated CMDB,
which is a CMDB that uses information sourced from multiple asset management repositories.

When the application is synchronized with multiple asset management tools and the automatic ltem
creation option is disabled in Admin>Setup>AMIE Import, the system creates an image or Snapshot
of the asset information which is made available within the AMIE Snapshot tab. As different asset
management tools may not record the same information for an Item, the Supervisor can combine the
most relevant information from the different sources into the one Item within the CMDB, by merging
shapshots created by the different tools using the Category Map configured for the Item Category.
(See: Federation Tab.)

AMIE Snapshots
_LCreate _Merge _Hide Search Filter: Unassigned Hardware [sys| 4 Display: 10 4 @
Id = Server = Source = ltam Type = User Ownar = Manufacturar = Updated = Item Number= Platform String = MAC Address = Network Address= Network Name =
= 1) ZENworks ZENworks DMO51 Dell 05/25/11 Windows XP 001372809328 10.0.1.173 kalaesh-pc
. Configuration 21:48 Professional
Management
o2 ZENworks ZENworks VMware Virtual VMware, Inc 05/25/11 Windows Server 000C29EF7OF3 10.0.1.166 zen-server
et Configuration Platform 21:48 2003 R2
Management
M 4 Spiceworks Spicaworks VMware Virtual Darren VMwara 05/25/11 00:0C:29:D5:30:58 192.168.133.133  Ivetime-nsOviu
= Platform Wiliams 21:31
M3 Spiceworks Spicaworks Unknown Hardware Vmwara 05/25/11 00:50:56:EF:8B:E8 192.168.133.2 192.168.133.2

e 21:31

ltem creation in the CMDB

When Item information is recorded in multiple AMIE Snapshots, the Supervisor can merge images
into one Item within the CMDB by first conducting a search on key fields such as MAC Address or
Network Name for Hardware, or Version Number and Parent Id for Software Items. To maintain
relationship data between the Hardware and Software Items (i.e., Parent/Child relationships), the
order of Item creation is important. Always create parents first, then children, or in other words,
Hardware first then the Software.

After identifying and selecting the relevant Snapshots, by ticking the fields next to the Id#, click the
Merge button to display a synthesized Snapshot Detail screen. The information displayed on the
Snapshot Detail, and recorded against the Item, is based on the Category Map configured for the
Item Category.

If the Control CMS via RFC is enabled in Admin>Setup>Privileges>System, merged or promoted
Snapshots are not automatically created as Items in the CMDB, but generate a Change Request that
will require approval before the Item is saved in the CMDB. If the option is disabled, when the Save
button is selected, the Item is automatically created in the CMDB.

All AMIE Snapshots applied to an Item are removed from the AMIE Snapshot List View, when the list
filter is set to display Unassigned Snapshots.

Merging Snapshots
Merge

Use the Merge button when multiple Snapshots of an Item are to be stored against a single Item
record in the CMDB. Select the related Snapshots by checking the relevant boxes next to the Id
Number, and click the Merge button.
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1.31.3 Creating Items from Snapshots

Create

Use the Create button to convert a single Snapshot into an Item record in the CMDB. If the Item
already exists in the CMDB, the pre-existing details will be updated. If it is a new Item, a new Item
record will be created. To promote a single Snapshot into an Item in the CMDB, check the box next to
the Id Number, and click the Promote button.

1.31.4 Searching AMIE Snapshots
O search

The search button within the Configuration>AMIE Snapshot screen allows the User to find related
AMIE Snapshots using any Item attribute, including the fields created within Iltem Category templates.

Search Parameter Options

Global Options

Snapshot Status All : searches assigned and unassigned AMIE
Snapshots.

Unassigned : searches AMIE Snapshots that are not
assigned to an Item.

Assigned : searches AMIE Snapshots that have been
assigned to an Item, and therefore not displayed in the
List View.

Hidden : searches through hidden AMIE Snapshots
that have never been applied to an Item.

Server Select a single server option to refine the search, or
leave blank to search through all systems configured
in AMIE.

Manufacturer Enter Manufacturer details of the Item. This field

supports partial text search.
Owner Options

Username Often the last logged in User for the Item. This field
supports partial text search.

Org Unit The Org. Unit owner for the Item. This field supports
partial text search.

Type Options

Item Category Select a Category from the popup list to restrict AMIE
Snapshots by the Item Category. A selection will
display the custom fields for the chosen Category,
which can be completed to refine the search.

Item Type The Item Type of the Item. This field supports partial
text search.
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1.31.5

1.31.6

1.32

Search Parameter Options

Parent Options

AMIE Snapshot Id Search on a parent AMIE Snapshot Id. This
information is useful when merging children Items,
such as Software.

Hiding Snapshots
Hide

To ensure that a Snapshot is ignored in future AMIE imports, click the Hide button after checking the
field next to the relevant Snapshot Id Number.

Enabling hidden Snapshots

Enable

If a search is conducted on hidden Snapshots, an Enable button becomes available and allows the
User to re-enable a hidden Snapshot.

Category Lifecycle

The Lifecycle details the stages of life for a Configuration Item. This allows Items to be tracked from
the conceptualization/purchase stage through to being decommissioned/discarded, and can be used
to indicate availability levels throughout the Lifecycle.

The States configured here are used within the Item information screen and allow the User to easily
see if an Item is at a start or end point of its life, whilst also indicating if the Item is available or not. If
an Item is moved to an Offline state, this information is also used on the Outage pages, for easy
reference.

By default, the system is installed with some pre-defined Lifecycles, which are displayed with the
three types of States:- Previous, Current and Next. Based on the configuration of the Current State,
the listings displayed in the Previous or Next column show where an Item can move to from the
Current State.

If the default Lifecycles do not match the requirements of the service and support organization, they
can be customized. To avoid confusion, it is suggested that the default Lifecycle States be erased
completely if they are not relevant to your organization.
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Item Categories

Category Lifecycle Classifications Responses Types

G Audio Visual

1.32.1 Creating a Lifecycle

NOTE: It is recommended that all Lifecycle States be written down and mapped before this process is
started.

Select Configuration>Categories

Click on the Item Category hyperlink

Move to the Lifecycle tab

Click the Current State hyperlink to edit the State, or, click New to create a new transitional State

A 0w DR

The States/Status screen appears.
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Item Categories

Category

Status

Mame

Active State
Offline State
Customer Visible
Entry Point

Exit Point

Previous States

Next States

Lifecycle Classifications Responses Types
Audio Visual
Mew Status
D ves @ g
D ves @ g
D ves @ g
[
[
Available states Selected states
Deployed -
Arrived i
Pending Configuration ‘E
Pending Test o None selected
Pending Deployment
Pending Upgrade -
Available states Selected states
Deployed -
Pending Configuration N
Pending Test ‘ E o None selected

Pending Deployment
Pending Upgrade
CQut for repair

5. Rename the State as required

6. Complete the State configuration:

7.

Description

Status
Name

Active State

Offline State

Customer Visible

Enter the name of the Lifecycle State.

Stipulates if the Item is Active, when assigned this

State.

Only visible when Active is set to No. Indicates if the
Item is offline and inactive. ltems moved into states

where this is enabled, have availability metrics

calculated.

When selected, Items in this State are visible in the

Customer Portal
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Description

Pre-production State Only visible for Service Category lifecycle states.
Items that use this state are available within the
Service Pipeline filter view of the
Configuration>Items tab.

Entry Point An Entry Point is used to indicate the start of a
Lifecycle. To make the state a Workflow Entry Point,
select the Entry Point checkbox.

As the Entry Point is the first state, the Previous
States field will be removed.

Exit Point Select whether the state will be an Exit Point. An
Exit Point is used to indicate the end of a Lifecycle.

Listener Class This field is visible if the Outbound Webservices
option is enabled in the
Admin>Setup>Privileges>System tab.

Complete this field, if assigning an Item to this State
is to trigger an event in an external system.

This field should contain the name of a Java class
that implements the interface
com.livetime.ws.listen.LifecycleListener that has
been compiled into a jar file and added to the
LiveTime classpath. Please contact support for
further details.

NOTE: It is advised Users enter the list of all States, before defining any relationships to Previous or
Next States

1. To return to the Lifecycle Current State list, save the updated State information

2. Continue editing, adding or deleting States until all relevant transitional States exist within the
Lifecycle

After each Lifecycle State has been configured, the Lifecycle itself should be mapped.
3. Select a Current State hyperlink to configure the Previous State or Next State options,

Using all Available States entered in the Lifecycle, define the status direction options of an Item
that uses this Item Category template.

4,

Description

Status

Previous States If the State is not an Entry Point, use the arrow
button to select Previous States from the Available
States.

Next States If the State is not an Exit Point, use the arrow button
to select the Next States.

Available States Lists all the possible States that can be included in
the Lifecycle.

Selected States Lists the states that have been included as a Next

or Previous State of the Lifecycle.

172 Administrator Guide



NOTE: When a State is used as a Previous or Next State, it allows an Item to move forward and
backward in a Lifecycle

An Entry Point State cannot have any previous States and an Exit Point State cannot have any Next
States.

1. Highlight the relevant States in the Available States box
2. Click the arrow pointing towards the Selected States box

Next States

Available states Selected states

Offline
Decommissioned

0 Mone selected

3. When all States have been allocated, click Save
4. Save the assignment, and complete the process for all stages of the Item Lifecycle
5. Customise settings if editing a Service Category

Assign a Group within the associated Service Portfolio Team, this will allow these Users to edit
the Item details when assigned this stage of the Category Lifecycl

Service Team

Group IZI

6. Click Save.
Move to the Classifications tab, to define request Classifications for the Item.

1.32.2 Deleting a State

It may be necessary to delete a system default State or a State that is no longer in use. Note that a
State cannot be deleted if it has been assigned to an Item.

To delete an unused State:

1. Select Configuration>Categories
Click on the Item Category hyperlink
Move to the Lifecycle tab

Select the Current State link

Click Delete.

o > 0N

Item Lifecycle Example

In this example the Item Category Hardware has a Lifecycle State of Arrived. This State is inactive
and an entry point. Items assigned this State would not be visible on the Customer Portal.

After this State is assigned to an Item, the next State that the Item can move to is any of the States
listed within the Selected States list (i.e., Deployed, Pending Configuration, Pending Test, Pending
Deployment or Out for Repair).
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Setting up the Lifecycle Status "Arrived"

Item Categories

Category Lifecycle Classifications Responses Types
Hetwork Infrastructure
Status

Name Arrived

Active State () yves @ Np
Offline State () ves @ No
Pre-production State () yeg @ pg
Customer Visible ) ves @ np

Entry Point

Exit Point ||

Previous States

Lifecycle entry points do not have "previous’ states

Next States
Available states Selected states
Pending Upgrade - Deployed -
Offline o Pending Configuration
Decommissioned Pending Test
.n Pending Deployment
Out for repair

Service Team

Group IEI
D G

1.32.3 Assigning the Lifecycle Status of Arrived to an Item with the
Category Hardware

NOTE: The Item Status list contains all the States defined as Next States for the Arrived Status.
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1.33

1.33.1

Item Infermation

Information Details Costs Requests Relationships Qutages AMIE Snapshots
fem # 100010 (De Lattuce E6430)

Number 100010
Category Hardware

Type | Dell Latitude EB430
Find ltem Type (Name)

Request Teaml Service Request Team

Incident Team| Device-Incident Team

Change Team I Change Management Team

Status  Arrived

[=]
[=]
Problem Team|  Problem Analysis Team [~]
[=]
[+]

Criticalty | Decommissioned
Deployed
Out for repair
Ownership |Pending Configuration
Pending Deployment
Customers | pending Test

Service Level

Find Customer (Last Hame)
@

Org. Units. ° Micre Focus - Accounts Dept
Find Org. Unit (Name)

@

Al 3 Users

T GIETED GEND

Category Classifications

A list of Classifications used to define issues are created within this tab and used as the generic
Classification for requests logged against Iltems that apply the Item Type Category being configured.
The Classifications are also used by the system for proactive Incident analysis and Problem groups.

Supervisor Users can define additional Classifications for specific Item Types, within the
Configuration>Categories>Item Categories>Classification tab.

The system is installed with several default Classification Type Categories, which can be edited if
required.

NOTE: The General Classification is owned and used by the system and cannot be deleted. It is also
advised that this Classification not be renamed, as this is the Classification assigned to requests
when they are created via email.

Classification Tab

Additional Classifications can be created for each Item Category, while the system provided
Classifications can be renamed or deleted. The Custom facility, when enabled, allows Users to add
Classifications during the request creation process.
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Item Categories

Category Lifecycle Classifications Responses Types

Classifications Hardware

4. || | Classifications
L-\J Configuration
L.\J Downloads
LIJ General (Default)
L.\J Manuals
L.\J Network

Custom ) gn @ off

Creating a New Item Category Classification

To add a new Classification:

1. Select the Classification tab of an Item Category
2. Right-click on the Classifications header
3. Select Create

Item Categories

Category Lifecycle Classifications Responses Types

Classifications Hardware

4. || | Classifications

Create

Custom O gn @ pff

4. Enter the details in the newly created node

Item Categories

Category Lifecycle Classifications Responses Types

Classifications Hardware

4. || | Classifications
L.\_] Configuration
-~ (1] Downloads
L.\_] General (Default)
- 1] Manuals
L.\_] Network

|

Custom © on @ pff

5. Click outside the text box to commit the entry listing
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a. |_|_] Classifications

= u_] Configuration

u_] Downloads

u_] General (Default)
u_] Manuals

- || Network

u_] Faults

6. Repeat the above process to create all required list entries

7. Move an existing Classification to a new position, if required

Select the entry, then drag and drop the entry into its new location.

Item Categories

Category

Classificati

Custom ()

8. Click Save.

Lifecycle Classifications Responses Types

Hardware

4. || | Classifications

Ld Configuration
u_] Downloads
LJ General él}efau Ity
u_] Manu Is
u_] Network

i || Fauts

on @ off

Creating Sub-Classifications

Classifications can be expanded to include nested Classifications.

To create Sub-Classifications:

1. Right-click the relevant Classification header

The Create, Rename, Delete and Make Default options are displayed.

Item Categories

Category

Classificati

Custom ) op @

2. Select Create

Lifecycle Classifications Responses Types

4. ,_._] Classifications
1 u_] Configuration

., | Faults

Create

Rename

Delete

Make Default
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A text box will appear under the Classification.

- .| Classifications
A _._|C|:|nﬁgurati|:|n

4., | Faults
- .| Downloads
- | ‘General (Default)
- | Manuals
- | Wetwork

3. Enter the name for the list entry
4. Click away from the text box to commit and save the change
5. Move an existing Classification to a new position, if required
Select the entry, then drag and drop the entry into its new location
6. The above steps can be repeated until the sub-category list is completed.

A .| Classifications
4- || | Configuration
.. i Faults

.|| Internal
.|| External

- .| Downloads

- il General (Default)

- .| Manuals

- Network

Renaming a Classification

Any Item Category classification can be renamed.
To rename a Classification:

1. Right-click the Classification

di. \\.| Classifications
- il Configuration
. il Faults
L. | Internal
& | External
- b 00l Create

Ge
ad Rename

Ma
= Delete
] Make Default
—~ = NP S

2. Click Rename
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1.34

3. Edit the field content
4. Click away from the text field to save the change.

Making a Classification Default

To make a classification default:

1 Right-click the required classification and then click Make Default.

Deleting a Classification
To delete a Classification:

1. Right-click the relevant list entry
2. Click Delete
3. Click Done when the Classification Categories are complete.

Service Catalog

The Service Catalog can be accessed as a filter view within the Items sub-menu screen of the
Configuration tab. It is part of the Service Portfolio made available to Customers, displaying
information regarding Live IT Services. The Service Catalog may include information about service
deliverables, any associated costs, contact points, ordering and request procedures.

For an IT service organization, the Service Catalog may include the following options:

¢ Emalil

+ Network Monitoring

+ Security

+ Video Conference

+ Remote Access

+ Mobile Communications (Cell Phones/PDAS)

+ Wireless

+ Laptop Computing

+ Desktop Computing

+ File Sharing

+ Printing/Scanning.
Items included in the Service Catalog can be included as standalone Items or underpinned by
physical Items stored within the Configuration Management Database (CMDB). Within the CMDB,
relationships can be mapped between Configuration Items (Items) in the Relationships tab of an Item.

This map is then available within the Impact tab of a request, to allow for the impact of a request on
the Organization to be assessed.

Service Catalog Relationships are defined and visible within the Relationships tab of an Item.
To view the Service Catalog:

1. Within the Configuration>Items tab
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1.34.1

2. Select the Service Catalog (sys) filter

Al Ttems [sys]

Hardware [HEIDE §i5|
Service Catalog

Service Pipeline [sys]
Service Portfolio [sys]
Software Catalog [sys]

Save View as Filcer...
Edit Filter List...

Create a Service

To create a new Service, such as Email or Printing, create an Iltem Type template using the Service
Category Template, which has the Service Category option enabled within the Categories tab (See:
Category). As part of the Service Category template, define relevant attribute fields as being
Customer Visible, which will display information recorded on the Details tab of the Service within the

expanded view of a Service in the Customer Portal.

(© My Services

Service # Microfocus - eLearning

Properties

O
LV

Category Service

Type Website Services

Status  Offline
Service Level Warranty

Service Level Targets
Priority

Urgent
High
Medium
Low

[l Service Catalog

Response Time
& Hours

12 Hours

18 Hours

24 Hours

Restoration Time
12 Hours
24 Hours
36 Hours
48 Hours

Resolution Time
24 Hours
48 Hours
72 Hours
96 Hours

@
Create “ m

24 x 7 support
Yes
Yes
Yes
Yes

Then create an Item using the newly created Type template. Within the Details tab of the Service
Item, complete the Description to provide information about the Service within the Customer Portal

Services tab. (See: Item Details)
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1.34.2

1.34.3

Item Information

Information Details Costs Requests Relationships QOutages AMIE Snapshots
Item # Service Desk (Service Desk)
Details Details
Business Unit Date Responsible
Type Date Activated
Enviranment Contact
Description Notes Attachments Audit Trail
Description Format ~ Font Family = Font Size - | | HTmL
A-B I U &|iTiZ & |[EE=E|x X

Description entered here is displayed in the customer portal.|

Path: p Words:8 y

S Gl G

Within the Item Relationship tab, define the underpinning infrastructure of the new Service Item, if
relevant. (See: Relationships.)

Managing Service Costs

Users with the Finance Role are able to manage the information related to Service Item Costs. Items
created with the Category Template that have the Service Category option enabled, allow
organizations to calculate and recover costs for offering services. At the Item Type level, the costs for
offering a service can be calculated against multiple service level agreements. (See: Item Types.)
Within the Cost Tab of a Service Item, figures based on the Item Type associated with the Item are
provided, to allow the support organization to recover costs for providing the Service. (See: Service
Item Cost Tab.)

View Service Relationships

Within the Relationships tab of the Item Information screen, a Relationship Map visually displays the
connections that have been defined for an Item. All Item Relationships are listed in the Relationships
Table beneath the Map. The Relationship Map can display up to 48 Child Items and 16 Parent ltems
in the one diagram.

The central icon of a Map is a visual representation of the selected Item. Scroll over an Item label to
view any information recorded on the Information and Details tabs of the Item. To drill-down through
the relationships, click on an Item icon label. To change the focus of the Relationship Map to another
Item, click on the Item icon label and the system will request that OK be selected before updating the
central node of the Map.

The Relationship Table data displayed at the base of the map can be filtered using the Direction filter
view of Parent-Child or Child-Parent.
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C New ] Delete 121 print item # Service Desk {Service Desk)

im 14 0

Dell Latitude E&430Windows Bundle Service Desk

Loaded
Direction  Child - Parent E Display: 10 E
Relationships ¢ rent tem = Relationship = Related = Hem# = Identifier Category =
Item
Service Desk is a child of Windows Microsoft 2010 Service
Bundle

1-10f1Results

The map displays the relationship between each Lifecycle State by using different colors to represent
the type of Lifecycle State.

Color

Green Circle Cl is assigned an online status.

Red Square Cl is assigned an offline status.

Blue Triangle Service Cl is assigned a pre-production status.

The Lifecycle State name can be accessed by scrolling over the Item icon within the Map.
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1.34.4

1.34.5

1.35

Delete a Relationship:

To remove the Relationship between Items:

1.

© N o U

Select the relevant Item within the Configuration tab

2. Move to the Relationships tab
3.
4. Select Delete

Click Edit

A table with the Relationship details is displayed

Item Information

Information Details Costs Requests Relationships Qutages AMIE Snapshots
ltem # srm.tst-nsd-223 (Dell Latitude E6430)
Direction ~ Parent - Child [-] Display: 10 [+
Relationships . Current tem Relationship = Related = ltem # = Ildentifier Category =
<] Item
D Dell Latitude EG430 is a parent of Windows Notepad++ ZENworks
Bundle Bundle
D Dell Latitude EG430 is a parent of Windows Firefox 1.0 ZENworks
Bundle Bundle
D Dell Latitude EG430 is a parent of Windows Microsoft 2010 ZENworks
Bundle Bundle
1-3 of 3 Results
==

Select the Relationship Direction to display the relevant Relationship table

Mark the checkbox next to the Relationship that is to be removed

Select Delete
Click Done to return to the Item list.

Managing the Service Catalog

The portfolio of services offered within an organization can be managed by the Service Portfolio
Team. See: Service Portfolio Team.

Details Tab

Once the basic information for an Item has been completed, additional details can be defined for the
Item. The Details tab displays a list of custom fields set for the Item's Category. The information to be
completed within this section is configured by the Supervisor when customizing the Iltem Type
templates in Configuration > Categories. Fields marked as Required, must be completed for the Item
Details of the Item to be saved successfully.

For more information about Item custom fields, see: Categories.
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1.35.1

Item Information

Information Details Costs Reqguests Relationships Dutages AMIE Snapshots
GETED fem # Service Desk (Service Desi
Details Details
Business Unit Date Responsible
Type Date Activated
Environment Contact
Description Notes Attachments Audit Trail
Description

Description entered here is displayed in the customer portal.

Clicking Save at the far bottom of the page after the Details tab has been completed, will create the
Item and save it to the database.

NOTE: Items can be duplicated at any time by clicking the Duplicate button. A new Item is created
with properties that are identical to the original Item (with the exception of the Item Number, as this
must be unique and is generated automatically).

Item Description

Content entered in the Description field is made available on the Customer Portal in the expanded
information window of an Item. For Service ltems included in the Service Catalog tab of the Customer
Portal, information about the Service can be included within the Item Description field. The Service
Item information can be further defined by completing Item attribute fields that are configured as
Customer Visible within the Category Information screen, and therefore also displayed in the
Customer Portal.

To add an Item Description, within the Item's Details tab:

1. Click Edit
2. Move to the Description tab
3. Add information in the Description field
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Description Notes Attachments Audit Trail
Description

Format - FontFamily ~ FontSize -

A-B I U &= i= ¢ |

| HTML

Used by the admin department to provide payroll and HR software.]

Path: p

Words:11 4

D e
4. Click Save.

1.35.2 Item Notes

To add Notes to an Item, under the Iltem's Details tab:
1. Click Edit

2. Select the Notes tab

Description Notes Attachments Audit Trail
Date = Note By = L new
0-0 of 0 Results
= a=m
3. Click New

4. Enter details in the Notes field

Description Notes Attachments Audit Trail
Format = FontFamily = FontSize - | |HTITIL
A-B J U |26 | EEE | % X
—
The software neads to be installad on|
Path: p Words 4 Y
>
=D ermme
5. Click Save.

The Note will be allocated an identification number hyperlink for access. It will also be time- and
date-stamped.
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1.35.3

1.35.4

1.35.5

ltem Attachments

To add Attachments to an Item, within the Item's Details tab:

1. Click Edit to display the Attachment tab New button

2. Click New
Description Notes Attachments Audit Trail
Mo file selected. Private Description m @

arm T GETED

3. Browse and select a file
4. Enter a Description, if required
5. Adjust Private and Public option, if relevant

Selecting Public will make it accessible on the Customer Portal, when the Item is in a Customer
Visible state.

6. Click T nlEl

ltem Audit Trall

The Audit Trail tab records all changes that are made to fields within the Item Information and Details
screens. These entries are made to record all the alterations made to Items and the CMDB.

To view an audit trail entry, under the Item Details tab:

1. Select the Audit Trail tab
2. Click on the identification number hyperlink to display the entry details.

Description Notes Attachments Audit Trail

Mo. & Date F Event By =
89 01/05/16 14:57 Relationship created. Service Desk #Senice Desk  Sankar R

i
82 01/05/16 12:33 Warranty Date changed from 16 Jan 2016"to '5 Sankar R

Feb...
81 01/05/16 12:33 Warranty Date set to 16 Jan 2016
72 01/05/16 11:42 Added "James Stewart’ as an owner of this item Kamal K
51 12/10/15 04:59 Item Number changed from "100002" to 'Senice Sankar R

Desk...

1-5 of 5 Results

D G GETED

Rollback Option

All changes recorded in the Audit Trail can be rolled back to reinstate information recorded against an
Item.

To return ltem details to previously saved information:

1. Click Edit
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1.36

1.36.1

2. Select the identification number hyperlink of the entry to be reversed
3. Click the Rollback button
4. Save the Item.
The Item details will revert to information recorded before an update was made.

Relationships Tab

The Relationship Tab allows Users to view and/or create a Relationship Map for the current Item, with
other Items within the CMDB.

The Relationship direction can be defined as:
+ Service Oriented - Parent-Child Relationship
¢ Component Oriented - Child-Parent Relationship.
Within each view the Relationship Class can be defined as:
+ Hierarchical Relationship
+ Connection - an association between the selected Items.

For a Service, such as the Email or Web Site Service, it is recommended that the Hardware be
defined as the Parent for the Software ltems and the Software be defined as the Parent of the Email
or Web Site Service.

Create a Relationship

To create a new Item Relationship:

1. Select Configuration>Items

Select an Item

Select the Item's Relationship tab

Click Edit

Click New

Select the Relationship Direction and Class from the drop-down menus

N o o ks~ DN

Define the Relationship by selecting a description from the drop-down list

Item Information

Information Details Costs Requests Relationships Dutages AMIE Snapshots
ltem # Microfocus - Intranet (Website Services)
Direction = Parent - Child IZ|
Type [=]
Related ftem | o archical
Connection
tem Number tem Type Org. Unit
tem # = ltem Type = ldentifier Status =
jak-Fusn- Windows Bundle Installed
windows-x54
Wordweb7? Windows Bundle Installed
Firefox 1.0 Windows Bundle Installed
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1.36.2

NOTE: If the Relationship Type has the Inherit Parent Ownership option enabled, Child Items
that use this relationship will inherit the Parent Item's owners. The ownership will not be editable
and no other Parent Item can be assigned to the Child Item. A warning will be displayed if a
relationship type has the Inherit Parent Ownership option enabled.

8. Use the Find Item field to locate the relevant Iltem
9. Click on the Item Number hyperlink to create the Relationship
10. Click Save to default to the Relationship Map view.

Relationship Map

Within the Relationships tab of the Item Information screen, a Relationship Map visually displays the
connections that have been defined for an Item. All Item Relationships are listed in the Relationships
Table beneath the Map. The Relationship Map can display up to 48 Child Items and 16 Parent ltems
in the one diagram.

The central icon of a Map is a visual representation of the selected Item. Scroll over an Item label to

view any information recorded on the Information and Details tabs of the Item. To drill-down through

the relationships, click on an Item icon label. To change the focus of the Relationship Map to another
Item, click on the Item icon label and the system will request that OK be selected before updating the
central node of the Map.

The Relationship Table data displayed at the base of the map can be filtered using the Direction filter
view of Parent-Child or Child-Parent.
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C New ] Delete 121 print item # Service Desk {Service Desk)

im 14 0

Dell Latitude E&430Windows Bundle Service Desk

Loaded
Direction  Child - Parent E Display: 10 E
Relationships ¢ rent tem = Relationship = Related = Hem# = Identifier Category =
Item
Service Desk is a child of Windows Microsoft 2010 Service
Bundle

1-10f1Results

The map displays the relationship between each Lifecycle State by using different colors to represent
the type of Lifecycle State.

Color

Green Circle Cl is assigned an online status.

Red Square Cl is assigned an offline status.

Blue Triangle Service Cl is assigned a pre-production status.

The Lifecycle State name can be accessed by scrolling over the Item icon within the Map.
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1.36.3

1.36.4

1.37

To delete a Relationship:

To remove the Relationship between Items:

1. Select the relevant Item within the Configuration tab
2. Move to the Relationships tab
3. Click Edit
4. Select Delete
A table with the Relationship details is displayed.

Item Information

Information Details Costs Reguests Relationships Outages AMIE Snapshots
ltem # Service Desk (Service Desk)
Dirsction ~ Chid - Parent [=] Disply: 10 [+
Relationships Current ltem = Relationship = Related = ltem # = Identifier Category =
Item
Service Desk is a child of Windows Microsoft Service
Bundle: 200
1-10f1Results

D G

Select the Relationship Direction to display the relevant Relationship table
Mark the checkbox next to the Relationship that is to be removed
Select Delete

© N o o

Click Done to return to the Item list.

AMIE Item Imports and Relationships

Items with Item relationships that have been imported using the AMIE engine, retain the relationships
that exist within the Asset Management Tool. A visible map of the relationships is recorded within the
Relationships tab.

ltem Types

Item Types are templates used to create Items. Items are specific instances of Iltem Types with
individual asset detail information.

In this section, Item Types and their manufacturers can be created and edited. The Item Types default
support Team is assigned here, as well as Criticality, service level and other default information.

ltems Types Categories Vendors Manufacturers Outages AMIE Snapshots

Item Types
- @D o o[ o Wit ] ot [ [£] @
liem Type 2 ltem Category = Manufacturer = Service = Incident Team = Problem Team = Change Team = RequestTeam = Criticality = Identifier =
£ Level
[F] Dell Latitude E6430 Hardware Viware, Inc. Device-incident Team  Problem Analysis  Change Service Request B
Team Management Team  Team
[7] Email Services. Service Novel Device-ncident Team  Problem Analysis  Change Service Request  High Type
Management Team T
[[] lehone & BYOD Devices Apple Device-incident Team  Problem Analysis  Change Service Request  Moderate Mobie Mo
Team Management Team  Team
[7] Service Desk Service Novel Device-incident Team
[[] WiFl Service Service Novel Device-ncident Team  Problem Analysis  Change Service Request Type
Team Management Team  Team
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For Item Types that use a Category with the Service Category functionality enabled, a Costs tab is

also displayed that allows a User with the Finance Role to forecast the costs for offering the Service

Item that applies the Item Type.

1.37.1 Create a New Item Type

To enter a new Item Type:

1. Select Configuration>Types

2. Click New

The Type Information screen appears.

Type Information

Information Classifications Items Requests Fields
Item Type Support Teams
Namel Request Defaultl
Manufacturer | Eo Incident Defaut |
tem Category | |Z| Problem Default |
Criticality IZ| Change Defaultl
Cost Service Level
Unit Price 0 Default Level
Warranty Supported Levels
Duration |Z|
Instance Find SLA (Name)
Total
Assigned 0
Customer
Hidden © on @ off
lgnore Share ) gn @ off

Add Forum Topic |:|

Service Request Team
Device-Incident Team
Problem Analysis Team

Change Management Team

B B E]E]E

File Description £ Size

0-00f0 Results

3. Enter the Name of the Item Type
4. Enter a Manufacturer using the drop-down list

Date = - m

Or, select @ to add a Manufacturer. The Manufacturer screen appears. See: Create a

Manufacturer

Type Information

Name

Manufacturer

Name of the Item Type.

The manufacturer of the Item Type. New

manufacturers can be created and existing

manufacturers can be edited and deleted by using
the Edit and New buttons that appear beside the

drop-down menu of manufacturers.
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6. Using the drop-down list, select the relevant Item Category

7. Select the Criticality for the Item Type

8.

Item Type

Item Category

Identifier

Criticality

Icon

Unit Price
Instance Total

Assigned

This signifies the type of Iltem. (Hardware, Software
or Service are the default Types, but Users with the
Supervisor Role can create more if required).

The drop-down list that appears is drawn from the
fields defined for the Item Category selected.
Although this information is not required, the
Identifier is used to differentiate similar Iltems that
may be in use throughout an organization. For
example, if an organization uses the same printers
for all departments, an Item Category field of
"Location" could be configured for the Item Details
and this could also be used as a secondary
Identifier for Printer Item.

Rates the degree of importance of an Item Type
within an organization, which can be adjusted on a
per Iltem basis. The 'Impact' of a Request is initially
pulled from the Criticality of the Item, but can be
adjusted within the request Information screen if
required. Requests logged through the Customer
Portal, use the Criticality of the Item to set the
Priority of the request.

The Incident Analyzer, if enabled by the
Administrator in Setup>CMS>Incident Analyzer, can
apply the Criticality to automatically detect
Problems.

The minimum Criticality level can also be used to
determine the off-line Items that appear on Outages
pages, if the Outages pages are enabled by the
Administrator in Setup>Privileges>System.

When the Type details are saved, the Icon selected
for the Item Category will be displayed. To
customize the icon for the specific Item Type, select

the Icon to access the Upload Upload JIR%

Cancel w options. The icon must be

128 x 128 pixels.
The per-unit price of the Item Type.
Number of instances owned by the organization.

Number of instances assigned to Customers as
Iltems.
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Item Type

Hidden

Creation

Ignore Share

Add Forum Topic

Incident Default

Problem Default

Change Default

Request Default

Service Level Default

Support Levels

Select 'On' to ensure Customers cannot view this
Item Type within the list in the Customer Portal. If all
Item Types use this selection, the Iltem Type list will
be completely removed from the Portal.

Items created using Item Types with Hidden
enabled, will not allow Customers to generate
requests against them in the Customer Portal, nor
will they be able to view or receive updates about
requests logged by the User against Items with this
functionality enabled.

Enabling this option gives Customers using the
portal the ability to create new Items using this Item
Type (if they have been granted the ability to create
Items by the Administrator in
Setup>Privileges>Customer>Create Item. (This
option is not displayed when the Hidden option is
enabled.)

Enabling this option overrides the system level
option for sharing requests raised against Items of
this Type. Requests raised against Items of this
Type will not appear in the customer portal when
viewing shared requests is enabled.

Create a forum topic using the Item Type Name.
This option is only displayed when a new Type is
being created.

The Team of Technicians assigned to support
Incidents received related to the Item Type. See:
Teams

The Team of Technicians assigned to support
Problems received related to the Item Type. See:
Teams

The Team of Technicians assigned to support
Change Requests received related to the Item Type.
See: Teams

The Team of Technicians assigned to support
Service Requests received related to the Iltem Type.
See: Teams

The default service level for the Item Type. When
Billing is enabled, service levels without a cost are
listed as an option. The service level with an
associated cost can be applied when the Item
created, this ensures Item contract payment is
processed.

All Service Level Agreements assigned to the ltem
Type, which will be displayed as options when a
request is created applying Item that uses this Type
template. SLAs listed here, are used within the
Costs tab of Service Types to forecast break even
points on the Service relative to the number of
Users.
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1.37.2

1.37.3

Item Type

Find SLA (Name) To assign multiple SLAs use this option. Click @

view all SLAs or refine the search by entering a
specific name. Select the SLA hyperlink to assign
the SLA to the Type Information. Click

w to clear the search field.

9. Enter the Unit Price for the Item Type. This is an optional field that is used for asset management

See Finance Role.
10. Set the Customer options
11. Assign the default support Teams
12. Assign one or multiple SLAs, as required
13. Click Save
The Type Screen moves out of Edit mode.
14. Click the icon if the generic Item Category icon image is to be changed for the Item Type

This icon is used as the visual representation of the Item Type in the Relationship Map.

Browse... | Mo file selected. Description aT &€&

15. NOTE: The dimensions of the uploaded icon must be exactly 128 x 128 pixels

16. Move to the Classification tab to create classifications for issues related to Item of this Item Type.

SLAs and Item Types

When an Iltem Type is created with a defined SLA, any ltem created using this Item Type
automatically inherits the SLA. The lifecycle of a request raised against this Item is determined by the
SLA milestones. However, it should be noted that the SLA can be adjusted within the Item if it is
relevant to do so.

Classification

Category Classifications are used as generic problem classification for sorting requests. These are
refined within the Item Type Classification to make them more relevant to the actual Iltem Type. For
example, the Item Type category Hardware needs the Category Classification to be refined differently
for hardware Item Types such as desktops and servers. To refine the problem types, Item Type
Classifications are used.
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Type Information

Information Classifications Items Requests Fields Responses

‘_J Classifications

a. u_] Classifications
u_] Downleads
u_] General (Default)
.| Manuals

.| Printing

u_] Setup/installation

Editing an Item Type Classification listing

To edit the Item Type Classification entry:

1. Within the Item Type>Classification tab
2. Select Edit

A New button is displayed within the Item Type Classification section.
3. Right-click on the Classifications link

The Create option is displayed.

Item Type
., | Classifications

Category Create

.| General (Default)
u_] Manuals

u_] Printing

t ||| Setup/nstaliation

4. Select Create
A New node field is displayed in Edit mode.
5. Complete the details of the new list entry

Item Type
i. ._._] Classifications

S| ~.ccount Details

6. Click outside the text field to save the entry
7. To re-name an entry, highlight the field
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Item Type

FB _._lmassiﬂcatiuns
_JAccuuntDetails

Category Create

id Rename

Delete

8. Select the Rename option
The field opens in edit mode
9. Change the details
10. Click outside the text field to save the changes
11. Repeat the above process to create all required list entries
12. Move existing Classifications to a new position, if required
Highlight the entry, then drag and drop the entry into its new location.
13. Click Save.

Creating Sub-Classifications

Classifications can be expanded to include sub-categories.
To create sub-classifications:
1. Select the relevant Classification header

The Classification header is highlighted.

ltem Type

A. il Classifications
| Account Details

2. Right-click the Classification Entry
The Create, Rename and Delete options are displayed

Item Type

FH ___,Classiﬂcatiuns
| Account Details

Category Create
. Renames

Delete

3. Click Create
4. Complete the details of the new node

Item Type

- _:_,Classiﬁcatiuns
4- |\ | Account Details
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5. Click away from the text field to save the change
6. The above steps can be repeated until the Sub-Classification list is completed.

To move an existing entry to a new position, select the entry, then drag and drop the entry into its
new location

1.37.4 ltems

The Items tab lists the ltems created using this Iltem Type. Individual Item details can be viewed by
clicking on an Item Number. The list of Items can be exported using the Excel button.

Type Information

Information Classifications Items Requests Fields Responses
Iphone 6
Display: 10 IZ|
Itern # = Users Org. Units Status =
Guru-lphoned Guruprasad 5 Available
Jason-lphones Jason Blackett Available
1-2 of 2 Results.

1.37.5 Requests

The Requests tab lists all requests that have been created for this ltem Type.

Use the Filter to switch between Incident, Problem, Change and Service Requests views. Requests
can be viewed from this screen by clicking on the Task# or Problem Report hyperlink. The list of
Requests can be exported using the Excel button.

Type Information

Information

iphone 6
Filter: Al Tasks [sys] |z| Display: 10 |z|
Task # ¥ Process £ Date £ Status £ Technician £ Problel changs Requests [sys]
Deployment Tasks [sys]
0 -0 of 0 Resulis Incidents [sys]
Problems [sys]

NOTE: This is only visible to Users with the Finance Role.

The Costs tab is only available within the Service Type Information screens and allows organizations
to calculate the Break-Even Point (BEP) of a service based on forecasting the number of Customers
of that Service. This allows the service organization to account for the per calendar month price of the
Service, which is used to calculate the ongoing revenue figures within the Item Costs tab that uses
the Service Type template.
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Type Information

Information Classifications Items
e
Forecast Costs

Capital £12,000.00
Recovery 5years
Recurring 400.0 pc.m
Services

Reguests Costs. Flelds Responses

Service Desk

Actual Costs
Capital $12,000.00
Recurring 150.0 p.c.m

SLA  Cost(pa) CurrentlUsers ForecastUsers B.EP. Price (p.c.m)

Gold $2,0600.00 16 100

$6.00 3173.00

Done

Forecast Costs

Capital

Recovery

Recurring

Services

Actual Costs

Capital

Recurring

Enter the sum total to be invested in hardware and
software infrastructure that will underpin the Service.

Complete the field with the expected number of years
designated to recover the costs of implementing the
Service.

Enter the proposed ongoing cost, on a per calendar
month basis, for offering the Service.

Using the details entered in the Costs fields and the
cost per annum of the SLA, enter the forecast number
of Customers/Users to calculate the break even point
(B.E.P) of the Service. Using the auto-calculated
B.E.P., enter a per calendar month Price for the
Service to recover costs. This figure is used in the
Service ltem Costs tab to calculate the ongoing
Revenue figures.

NOTE: If an SLA with an Internal Cost is assigned to
the Type, the B.E.P will be the SLA cost divided by 12
plus the cost of recovering the Capital expenditure over
the number of years defined for the Capital to be
recovered. For example, where the SLA cost is $240
for the year, the B.E.P will never be less than $20 per
month.

Content for this field is derived from the Cost field
within then Costs tab of the Item created using this

Type.

Content for this field is derived from the Monthly Cost
field within the Costs tab of the Item created using this

Type.
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1.37.7

Fields

Within the system, service organizations can refine custom fields made available during the request
creation process based on the Item assigned to the request. In the Fields tab a User can create
custom fields that apply to the Item Type. Therefore, when a request is logged against an Item that
uses an ltem Type with custom fields configured within the Fields tab, the Fields are made available
within the Details tab of the request creation process.

These fields are in addition to the fields created by the Administrator within the
Admin>Setup>Custom Fields, which are created for the specific Process, such as Incident, Problem,
Change and Service Requests.

Type Information

Information Classifications Items Requests Fields Responses
T

Field Data Type Style Active Required Customer Customer Default Value
Visible  Editable

Access Enabled? Boolean YesiNo (V] (/] @ No
Type Custom 2 String Text (] (V]
Type Custom 3 String Text (] (V]
Type Custom 4 String Text (] (V]
Type Custom 5 String Text V] (V]

1-50f5Results

To create Field labels within the Type Information screen:

1. Click the Fields tab
2. Click Edit
3. Select a Field hyperlink
The Custom Field screen is displayed

Type Information
Information Classifications Items Requests Fields Responses
Email Services
Custom Field

Field Label] Type Custom 2 (i ]
Category ftem Type

Active  Yes

4. Click Yes to activate the Field

5. Complete the following details:

6.
Categories Fields Description
Category
Field Label The name of the field.
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Categories Fields

Description

Active
Required

Customer Visible

Data Type

Style

Unique Value

Default Value

Input Validation

Enable Description

Indicates if the field is active.

Indicates if the field is required or mandatory field.
Defines if the Customer can see the field within the
Customer Portal.

If Yes is selected, define if the Customer can edit
the field information on the Customer Portal.

Dictates the field's Data Type. The options available
include :

¢ String - List or Free Text
¢ Number

+ Boolean - radio buttons for Yes/No and True/
False

+ Date - creates a date field
+ Currency- creates a currency field

* Hyperlink.
States the style of the field.

eg. String- List or Free Text field. SeeLists for more
information on creating a list field type.

When active, the system prevents the duplication of
data within the customized field.

Value entered is the default system entry for the
field, when the field is not completed manually.

When enabled the Input Mask and User Mask can
be defined.

Input Mask : A regular expression to use for data
validation of values entered by a User (i.e., Zip/Post
Code, telephone no.)

User Mask: A User Friendly representation of the
Input Mask that Customers can understand should it
appear in a validation error message.

When enabled a Description field appears, allowing
the User to enter details of what information is the
field is expected to capture. These details are
accessible next to the custom field on the relevant
screen.

7. Click Save.
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The active Field will now be available during the request creation process, for all ltems that use
the Item Type.

Request Information

Customer Detalls

P e

Request Details _{&‘,.f-‘“ﬁ

Reguest Type]  New Incident Access enabled? () ves @) No

“r

Classification ~ Service Offling v
Subject |
Description
ptea] Format ~ Fontfamily = Fontsize - I |mrm"f/v
A-B 7 U #|iZiZ«|E=EZ=E|x x
_——
Path: Words: 0 A

1.37.8 Responses

The Responses tab within an Item Type displays the templates configured within the Item
Category>Response tab, which can be used as content for Notes sent for requests received against
the Item Category. In addition to saving time for customer responses that are sent on a regular basis,
these ensure the service desk responds to issues in a consistent manner, in line with the support
organization's policies and protocol. Within the Types>Responses tab, additional Note templates can
be configured, that will only be available for requests logged against that Iltem Type.

The following screen displays a list of default template options available within the Notes tab of a
request:
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( Description | “, Attachments [1] | Impact | [ Audit Trai
Note Time + '3 O (Minutes) 03/27/12 15:06 Select a template... v
Format - Font Family |~ FontSize = | [ wrm. GF ~
A-B 7 U s|iZiZ & |[E=EZ=|x x
Path: Words:0 &
Attachments P 0O Message Recipients ™ Technigians [JCCs
Group Options DApplthGmup
Create Knowledge (Jves @No
Adding a Template for Item Types
To add a Note template:
1. Go to the Responses tab
2. Click Edit
3. Click Add
Template Insert Parameter... Izl
Title

Format + FontFamily |~ Font Size =

| HTML

A-B I U |2 iZ «w |E

| %,

Path: p whords: 0 y

4. Enter the Template Title

5. Complete the content for the Note, inserting any relevant parameters
6. Click Save.
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Removing a Template

Within the Types>Response tab, only templates created for the Item Type can be deleted. Templates
created at the Category level must be deleted within the Category>Responses tab.

To delete a template within an Item Type:

1. Go to the Responses tab
2. Click Edit
3. Check the box in the column next to the template Title

T G

Title & Category
[ R1 \"l
[7] RequestlogFile '\"J

1-20f 2 Results

4. Click

Remowve

5. Click Save.

1.38 Create a Manufacturer

Manufacturers are created and assigned to an Item Type to establish the distributor of the Type.

1.38.1 Creating a New Manufacturer

To create a new Manufacturer when creating a new Item Type:
. Leave the Manufacturer field blank

1
2. Click the @ button

3. Enter the Manufacturer name as well as any other details
4. Click Save.

The screen will return back to the Item Type Information window and display a confirmation that
the Manufacturer has been created successfully.

1.38.2 Editing a Manufacturer

Existing Manufacturers can be modified within the Item Type screen.
To edit a Manufacturer:

1. Select the Manufacturer from the list provided

2. Select £ to open the Manufacturer information screen in Edit mode
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The system will inform the User that any changes made to the Manufacturer will undo any
unsaved Item Type changes. Click OK to continue.

Manufacturer Editor

Details Types

My Company
Details
Manufactu rerl My Company
Short Name  Mew Manufacturer

Address
City
Zip

Country E|
Phone
Fax

URL

' D GEZED

3. Make the required changes
4. Click Save

The screen returns to the Item Type screen.
5. Click Save and Done.

The screen reverts to the Item Type list view.

1.39 Items

& Operations ] Change = Configuration (© Service r E] Knowledge [ Reports

ltems Types Categories Vendors Manufacturers Outages AMIE Snapshots

Configuration Items within the system are referred to as Items. Items have multiple connections with
other elements throughout the application, these may include Customers, Organizational Units and
Service Level Agreements. The table below outlines how Items interact with other system elements:
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Element Relationship

Customers Each Item must be assigned to one or more
Customers who are the Owners of the Item. This
Customer may be Everyone, making the Item a Global
Item. Only Item Owners are able to raise requests
against an Item. See Creating Items.

Service Level Agreements (SLAS) Service Level Agreements can be linked as follows:

+ Perltem
¢ Per Customer
* Per Request

+ Per Organizational Unit.

Teams Within Item Types, Default Teams are assigned to
Items. When requests are raised for an Item, they will
be assigned to the Default Team.

Technicians Technicians can be associated with Skills based on
Items, Item Types and Classifications. When a request
is raised with the combination of Item Type and issue
Classification, it is assigned to that Technician.
SeeClassification Tab.

Outages Where states in the Lifecycle of an Item Type are
defined as Off-line, when an Item is in an Off-line state,
it will appear in the Outages page. See Categories
LifeCycle.

An Item record consists of the following attributes:

¢ Information Tab

¢ Details Tab

¢ Costs Tab

+ Requests Tab

+ Relationships Tab

+ Qutages.
Options available within the Items screen include:

+ New - Create an Item
¢ Search - Search for an Iltem
+ Bulk - Allows the User to update details of multiple ltems in a single screen.

Filter views that are available within the Configuration>ltems screen include:
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Filter Relationship

All ltems All Items stored within the CMDB, regardless of the
assigned Lifecycle State.

Hardware Catalog All Items that use the Hardware Category Template
stored within the CMDB, regardless of the assigned
Lifecycle State.

Service Catalog All Items that use the Service Category Template
stored within the CMDB that are in an active Lifecycle
State.

Service Pipeline All Items that use the Service Category Template

stored within the CMDB that are assigned a Pre-
production Lifecycle State.

Service Portfolio All Items that use the Service Category Template
stored within the CMDB, regardless of the assigned
Lifecycle State.

Software Catalog All Items that use the Software Category Template
stored within the CMDB, regardless of the assigned
Lifecycle State.

1.39.1 View an Iltem

Within the Item sub-menu option, Users can view a list of Items created within the system. To view the
details of an Item, select the Item Number hyperlink and the Item Information screen is displayed. The
Item Information screen includes tabs for the following information:

+ Attribute details

+ Relevant costs

+ Requests created against the Item

+ Relationships associated with the Item

*

Planned Outages associated with the Item..

1.40 Creating an ltem

1.40.1 Creating an Item during request creation
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To create a new Item for the Customer after they have been assigned to the request:

1. Move to the Find Item field
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Find Item

Item Number Item Type
Include Global* ltems © Al tems
Active ltems Only @ All Assigned ltems
~) By Customer
) By Org. Unit
Category
Mobile Devices B
[¥] Advanced Search Click to open Item
information screen
Field Value
Memory Card E
IMEI Number B

2. Click& to add a new Item using the Find Item Type field
An expanded Item information screen appears, with the Item number field completed.

Item Information
Information Details Costs Requests Relationships Dutages AMIE Snapshots
Number

Category
Type|

Find ltem Type (Name)

Request Team |
Incident Team |
Problem Team |
Change Team |
Criticality
Service Level

Ownership
Customers Everybody

[0 =] [ ] & E]

Find Customer (Last Name)

Org. Units Al
Find Org. Unit (Hame)

Affects (gERIETES

[ concet W nexe

Enter the Item Type Name in the Find field, or leave empty and click @
Select the Item Type hyperlink to assign the details to the new Item
Enter other required information

Click Next

The Item Details tab is displayed.

o o MW
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7. Enter any known Item details
8. Select Save.
The Item details are saved, select Next to complete the request creation process.

NOTE: This option is only available to Technicians if the system Administrator has enabled the
Create Items option within the Setup>Privileges>User screen of the application.

1.40.2 Item Information

Item information allows the User to configure the basic information for the Item, most of which is pre-
populated based on the Iltem Type selected for the Item. Within this screen the owners of the Item are
also assigned.

To create an Item:

1. Select Configuration > ltems
2. Click New
The Item Information screen appears.

Item Information
Information Details Costs Requests Relationships Dutages AMIE Snapshots
Humber |

Category
Type|

Find ltem Type (Name)

Request Team |
Incident Team I

Problem Team |

Change Team I

Criticality

Bl B B E EE]

Service Level

Ownerszhip

Customers Everybody
Find Customer (Last Name)

O]

Org. Units All
Find Org. Unit (Name)

Affects (EJIEEES
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Item Description

Item Number* If the Administrator has set the Item Numbers
Editable option in Setup> Privileges> System to Yes,
the User will have the option of entering a
customized Item number. It may contain numbers
and/or letters, and be between 1 and 64 characters
in length.

As no two Item Numbers can be the same, the User
will be prompted to change the value they have
entered if it is already in use. If the Item Number
field is left blank, the system will automatically
create an Item Number.

If the Administrator has set the Item Numbers
Editable option to No, an Item Number will be
generated automatically and cannot be edited.

Category* This is auto-filled, based on the assigned Item Type.

Type* This is the Item Type that the Item represents. Click
the Search button to view the list of available Item
Types.

Team* This is the Technician Team that will be assigned to

support the Item.

Status* Select the status from the drop-down options
displayed after the Item Type has been assigned.

Criticality* Rates the degree of importance of an Item Type
within an organization. The 'Impact' of a request is
initially pulled from the Criticality of the Item, but can
be adjusted within the request Information screen if
required. Requests logged through the Customer
Portal, use the Criticality of the Item to determine the
Priority of the request. (See additional information
below.)

Service Level Select the Service Level Agreement from the drop-
down list, if required.

Ownership

Customers These are the Customers who own the Item. A
single Customer, a group of Customers or all
Customers in the application can be assigned to an
Item.

1. Enter a Customer last name, or leave blank
then click the Search button to view a list of all
available Customers.

2. Click on the hyperlink for the relevant
Customer name or names to assign them to
the Item.

If no specific Customer is allocated to the Item, it
becomes a Global Item and is assigned to
Everyone.
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Item Description

Org Units These are the Org Units who own the Iltem. The Item
can be assigned to one or multiple Organizational
Units.
To assign an Org Unit:

1. Enter an Org Unit name, or leave blank then
click the Search button to view a list of
available Org Units.

2. Click on the hyperlink for the relevant Org Unit
name or names to assign them to the Item.

3. NOTE: If Billing is enabled an owner must be
assigned to the Item. The owner can be either
a Customer or an Org Unit, but only Org Units
that have a Primary Contact, will be displayed
in the Org Unit Search list. (See: Primary
Contact.)

Notification
Method This field is visible when an active ltem moves into

an offline State and allows the User to define who
(Primary Contact or All Owners of the Item) and how
(Email or SMS), Customers will be notified that the
Item is not available.

*Denotes mandatory fields
Search and select an Iltem Type

N o o &

Assign a Service Level

Select a support Team for each process
Select the Item's Status and Criticality

If Contracts are enabled for the system, the assignment of an SLA will result in an annual service
contract automatically being applied to the Item. If an SLA is not assigned, a Contract can be

created for the Item within the Costs tab.

8. Search and select a Customer and/or an Organizational Unit owner

9. Click Next to view the Details tab.

Item Criticality

The Item Criticality is used to identify the degree of importance of an Item to an Organization.

When the Incident Priority is set to Derived in the Administrator Setup, the Impact of a request is
mapped from the Criticality of the Item associated with the request and then combined with the
selected Urgency, which derives the Priority of the request. If required, the Impact can be manually
adjusted within the request Information screen. Requests logged through the Customer Portal, use
the Criticality of the Item to determine the Priority of the request, which can be manually adjusted by

the Technician User.

The following table displays the calculations applied by the system to the Item Criticality, which is
mapped to a request’'s Impact to determine a request's Priority:
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1.40.3

Impact / Urgency Urgent High Moderate Low Very Low

critical [ NN T 0.700 0.550 0.410
High [ 0.723 0.595 0.468 0.349
Moderate 0.700 0.595 0.490 0.385 0.287
Low 0.550 0.468 0.385 0.303 0.226

Very Low 0.410 0.349 0.287 0.226 0.168

The above calculations result in the following Priorities:

Pricrity Upper Lower
~ Urgent 1 0.83
High 0.83 0.58
Medium 0.58 0.34
Low 0.34 0

The Incident Analyzer, if enabled by the Administrator in Setup>CMS>Incident Analyzer, can apply
the Criticality to automatically detect Problems. The minimum Ciriticality level can also be used to
determine the off-line Items that appear on Outages pages, if the Outages pages are enabled by the
Administrator in Setup>Privileges>System.

Create an Item with Contracts Enabled

When Contracts are enabled with Billing, Items, Customers and Organizational Units can be linked
together using a service contract. To automatically apply the system default support contract when
creating an Item, simply select an SLA and an annual contract is applied. However, if an SLA is not
required but a service contract is, the contract can be created within the Costs tab of the Item.
See:Costs Tab.

Details

Once the basic information for an Item has been completed, additional details can be defined for the
Item. The Details tab displays a list of custom fields set for the Item's Category. The information to be
completed within this section is configured by the Supervisor when customizing the Item Type
templates in Configuration > Categories. Fields marked as Required, must be completed for the Item
Details of the Item to be saved successfully.

For more information about Item custom fields, see: Categories.
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Item Information

Information Details Costs Reqguests Relationships Dutages AMIE Snapshots
GETED Hem # Service Desk (Service Desk)
Details Details
Business Unit Date Responsible
Type Date Activated
Environment Contact
Description Notes Attachments Audit Trail
Description

Description entered here is displayed in the customer portal.

Clicking Save at the far bottom of the page after the Details tab has been completed, will create the
Item and save it to the database.

NOTE: Items can be duplicated at any time by clicking the Duplicate button. A new Item is created
with properties that are identical to the original Item (with the exception of the Item Number, as this
must be unique and is generated automatically).

Item Description

Content entered in the Description field is made available on the Customer Portal in the expanded
information window for an Item. For Service Items, where a description of the Service may be
required within the Customer Portal, details about the Service can be completed within the Item
Description field. The Item and Service information can be expanded by completing Item attribute
fields that are marked as Customer Visible and therefore displayed in the Customer Portal.

To add an Item Description, within the Item's Detalils tab:

1. Click Edit
2. Move to the Description tab
3. Add information in the Description field

Description Notes Attachments Audit Trail
Descripti
L Format ~ FontFamily ~ FontSize - | |mm|.
A-B I U #|[iZiZ«|E=EZ=|x x
—
Used by the admin department to provide payroll and HR software.|
Path: p words: 11 .
T e
4. Click Save.
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[tem Notes

To add Notes to an Item, under the Iltem's Details tab:
1. Click Edit

2. Select the Notes tab

Description Notes Attachments Audit Trail
Date = Note By = L new
0-0 of 0 Results
= o=
3. Click New

4. Enter details in the Notes field

Description Notes Attachments Audit Trail
Format - FontFamily |+ Font Size il | wm
A-B 7 U &[22 ¢ |[E=E=|x x
—
The software neads to be installad on|
Fath: p Wwiords: 4 y
= e
5. Click Save.

The Note will be allocated an identification number hyperlink for access. It will also be time and
date-stamped.

ltem Attachments

To add Attachments to an Item, within the Item's Details tab:

1. Click Edit to display the Attachment tab New button
2. Click New

Description MNotes

Attachments Audit Trail

Mo file selected. Private Description

=D aEED
3. Browse and select a file
4. Enter a Description, if required

5. Adjust Private and Public option, if relevant
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Selecting Public will make it accessible on the Customer Portal, when the Item is in a Customer
Visible state.

6. cliok @REEEND.

Item Outages

Planned outages can be created for an Item under the Outages tab. This is a period of time an Item
will not be available for a Customer's use.

If an Item has an SLA with a specified Blackout Period, Outages should be planned to fall within this
time. The Blackout Period is an agreement between the Customer and the Service Desk regarding a
period of time when the Customer has no service expectations. This can also be the preferred time
for Item upgrades and maintenance without affecting service availability.

When an Outage is being created, the Blackout Periods times are displayed to ensure the User
creates a new Outage that does not breach the Iltem's SLA.

Creating an Outage

To create an Outage:

1. Select Configuration > ltems
Select the Item Number

Go to the Details tab

Click Edit

Go to the Outages tab

o~ WD

Item Information

Information Details Costs Requests Relationships Dutages AMIE Snapshots
aay Item Number 1000 (WIFI Service)
No. = Start Date £ End Date = Reason By =
0 -0 of 0 Results
6. Click New
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Item Information

Information Details Costs Requests Relationships Dutages AMIE Snapshots
Details
Interval One Time IZ|
Start Date] | El
End Date | El
Notification  None [~]
Offline Status ~ Offline |Z|

Online Status  Deployed IZ|

Reazon |

The screen will expand to display the Outage Editor screen including the Blackout Period, if
defined for the Item associated SLA. Within the table the start and end time is displayed as Local
Time and Actual Time:

+ Local Time is based on the time zone of the logged in User
¢ Actual Time is based on the SLA time zone.
7. Define the Interval for the Outage

Select One Time if the Outage is a one off, or set regular outages based on a weekly or monthly
basis.

8. Enter the Outage details

Select the Start/End Date within the calendar, and modify the Time accordingly inside the
calendar pop-up.

9. Set the Notification method and recipients, for when the Outage is saved.

10. Tick the Reminder Email field, if a reminder is to be emailed to defined recipients prior to the
Outage time

11. Define the length of time before the Outage occurs that the reminder is to be sent

Notification Email || Primary Contacts [~

Reminder 24 hours E| before outage.

12. Complete the Reason for the Outage
13. Click Save.
The Outage natification is sent to the defined recipients upon save.

See Outages for more information on setting up and viewing Item Outages.
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1.40.4

ltem Audit Trail

The Audit Trail tab records all changes that are made to fields within the Item Information and Details
screens. These entries are made to record all the alterations made to Iltems and the CMDB.

To view an audit trail entry, under the Item Details tab:

1. Select the Audit Trail tab
2. Click on the identification number hyperlink to display the entry details.

Mo. & Date F Event By = |
89 01/05/16 14:57 Relationship created. Service Desk #Senice Desk  Sankar R
i
82 01/05/16 12:33 Warranty Date changed from 16 Jan 2016"to '5 Sankar R
Feb...
81 01/05/16 12:33 Warranty Date set to 16 Jan 2016
72 01/05/16 11:42 Added "James Stewart’ as an owner of this item Kamal K
51 12/10/15 04:59 Item Number changed from "100002" to 'Senice Sankar R

Desk...

1-5 of 5 Results

D G GETED

Rollback Option

All changes recorded in the Audit Trail can be rolled back to reinstate information recorded against an
Item.

To return to Item details to previously saved information:

1. Click Edit

2. Select the identification number hyperlink of the entry to be reversed
3. Click the Rollback button
4

. Save the Item.
The Item details will revert to information recorded before an update was made.

Costs

For Users who are not assigned the Finance Role, the Costs Tab displays SLA Details and Item
Availability information. Users who are assigned the Finance Role, also have access to the Item's
financial and contractual details. The following Item Costs details include:

+ Base cost

+ Purchase date and related information

+ Depreciation data

+ Inherited costs

+ SLA and Contract details

+ Availability statistics.
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Completing the Depreciate Over field causes the application to automatically keep track of the Item
depreciation over the specified number of years. The current value of the Item after depreciation is
displayed at Depreciated Value. The Audit Date field is used to record the date when the Item was

last audited.

For Service Items see: Service Item Costs Tab

Item Information

Information Detalls Losts: Reguests Relationships
(=
Edit _ Duplicate S —laRdat Item # 100005 (Server)
Financial SLA Details
Cost 50.00 Service Level Warranty

Monthly Cost 80.00
Purchase Date 08/01/10 15:03

Warranty
Depreciate Over years Expires
Depreciated Value S0.00 Avallability
[ﬂﬂdﬁf;:] Avg Repair Time M/A
LR Avg Time To Fail NiA
Inherited Costs
Inherited Capital
Inherited O ngoing

Delegate Costs Yes No

The Financial Costs and Inherited Costs fields allow the support organization to assign costs across
related Items and charge Users and/or Organizational Units appropriately.

Financial Description

Cost The financial investment made to purchase the Item.
This figure is also used when the Delegate Costs is
enabled for allocating costs across related Items.

Monthly Cost The amount invested on a monthly basis to maintain
the running of an Item. This figure is also used when
the Delegate Costs option is enabled for allocating
costs across related Items.

Purchase Date The date the Item was purchased.

Depreciate Over Enter the number of years the Item is to be
depreciated over, if required.

Depreciated Value The system calculates the current value of the Item
based on the Purchase Date and the number of years
the Item is to be Depreciated Over.

Audit Date Set the date the Item is next to be audited.

PO Number If Purchase Orders are enabled for the system, the
field is visible and automatically populated with the PO
number generated by a User within the
Finance>Purchase Orders tab, when the Iltem order
was recorded in the system.

Inherited Costs
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Financial Description

Inherited Capital Total infrastructure costs of parent Cl's that directly
contribute to the cost of the current CI. This figure is
derived from all the Cost fields within the Item
Information>Costs tab of related Parent Items.

Inherited Ongoing Running costs of all associated Items that enable the
current CI to continue to function. This figure is derived
from all the Monthly Cost fields within the Item
Information>Costs tab of related Parent ltems.

Delegate Costs To enable cost delegation across the relationship map
allowing associated Items to inherit the costs of the
current Cl, select Yes. This will take the figures from
the Cost and Monthly Cost fields for the Item and
spread them across related Child Items.

Define the technique to be used to evaluate the cost
split:

Child Count:Costs are split by percentage based on
the number of child CI's the costs are being delegated
across.

User Count:Costs are split proportionally based on the
number of users of the child CI's the costs are being
delegated across.

Custom %: The relationship itself allows for the % cost
to be assigned

The figures displayed within the Availability fields are automatically calculated by the application,
using the Item Lifecycle as it moves between online and offline States:

Availability

Avg Repair Time Entries displayed here are automatically calculated
based on the average length of time an Item is offline.

Avg Time To Fail Figures displayed here are automatically calculated
based on the average time between an Item being
offline.

Billing Enabled

When Billing is enabled, a Service Level hyperlink is available within the Costs screen. This provides
access to the Service Level Agreement details that govern the lifecycle for Requests logged against
the Item.
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Item Information

Information Details Costs Requests Relationships Outages AMIE Snapshots
[ ean Item # Wifi Service (WIFI Service)
Contract
Senvice Level Warranty
Contract# 9

Contract Type Subscription
Invoice # 100019
Start Date 01/07/16
End Date 02/09/17
Expires 1Year 28 Days
Warranty
Expires 02/03M6
Availability
Avg Repair Time MNIA
Avg Time To Fail MN/A

Contract# ¥ Type SLA = Invoice # Start Date = EndDate
9 Perltem Warranty 100019 0140716 12:09 02/09/17 23:59
1-10f1Results

If Invoices are also enabled, an Invoice Number hyperlink is available and when selected, will display
the invoice details for the Contract that covers the Iltem. The Start Date and End Dates stipulate the
contract length covered for the Item. It is summarized by the days or hours recorded in the Expires
field.

The Contract tab within the ltem Information Costs tab summarizes the contract details that cover the
Item. Further Contract details can be found within the relevant Contract Number within the
Finance>Invoices screen.

Create a Contract

Through the Item Costs tab, Contracts with an associated Invoice Number (if relevant) can be
generated for an Item, after it has been logged in the system.

To add a Contract to an Item, within the Configuration>ltem screen:

1. Select the Item Number
2. Move to the Costs tab
The Contracts tab is visible in the bottom right corner of the screen
3. Click Edit
The Add and Delete buttons are made available within the Contracts tab

Contract# = Type SLA, = Start Date = End Date: = m
0 - 0of 0 Results Delete
D e
4. Click Add
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(If Invoices are enabled in the system, an Invoice number will be automatically generated and
assigned to the Contract).

Item Information

Information Details Costs Requests Relationships Dutages AMIE Snapshots

Contract
Invoice Number 100016

Service Level IEI

5. Select an SLA from the drop-down option
The screen will display the SLA details and the Contract Type locked to Per Item.

Item Information

Information Details Costs Reguests Relationships Outages AMIE Snapshots
Contract
Invoice Number 100016

Service Level Warranty

Priority Response Time Restoration Time  Resolution Time 24 x 7 support Alert
Urgent & Hours 12 Hours 24 Hours Yes None
High 12 Hours 24 Hours 48 Hours es None
Medium 18 Hours 36 Hours 72 Hours Ves None
Low 24 Hours 48 Hours 96 Hours: es None

Contract Type Per ftem

Time Subscription IZI

[
Start Date | Time Limited Subscription
Support Hours

ZLDED Support Hours By Month

Notes

Price 50.00

Tax 30.00
Taxable [ |

Total Cost 50.00

6. Assign the Time period to be covered by the Contract:

If Subscription is selected, the Start and End Dates are automatically completed by the system,
but can be edited if required.

If Time Limited Subscription is selected, the Support Hours field is displayed and the number of
support hours purchased by the Customer should be entered. Also, the Start Date and End Date
fields should be completed manually, entering the length of time for the subscription period.

If Support Hours is selected, the number of support hours purchased by the Customers should
be entered.

If Support Hours by Month is selected, set the number of hours purchased per month and define
which day of the month contract is to rollover to start the new month. The Total Support Hours
will automatically be calculated based on the Start and End Dates set for the Contract.
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1.40.5

(If a Contract is forward dated with a Start Date set in the future, the Pending Contract status is
assigned. See Pending Contracts.)

7. Add any relevant Invoice Notes
8. Check the Taxable box, if the Contract is to be taxed
9. Click Save.

If Invoices are enabled in the system, an Invoice number will be automatically generated for the
Contract and made available within Finance>Invoices. Payment will need to be processed by a
Finance User before the Contract can be enabled in the system. If invoice payment is required
before the contract can be enabled in the system the following Warning message is displayed:

Warning

i’r’ ® ‘\\ The inveice has been generated against this item with status "Pending Unpaid”.
= Technicians will not be able to work with this item until the invoice has been paid.

10. Click Next

The Contracts information is only populated after the Invoice has been processed. To process
the Invoice, as a Finance User move to the Finance>Invoices tab. Once the relevant Invoice
payment has been processed the Contract details will be visible in the Costs >Contracts tab.

Item Information

Information Details Costs Requests Relationships Dutages AMIE Snapshots
[ e ] item # srm-tst-nsd000c29485¢aa (Dell Latitude E6430)
Contract

Service Level Warranty
Contract# 7
Contract Type Subscription
Invoice # 100016
Start Date 01/05M16
End Date 01/05/17
Expires 1 “ear 1 Day
Warranty
Expires
Availability
Avg Repair Time N/A&
Aorg Time To Fail Ni&

Contract # = Type SLA = Invoice # Start Date = End Date =
T Per tem Warranty 100016 0170516 12:23 01/05M7 23:58
6 Per ttem Warranty 100013 01/05M16 12:19 01/05/16 12:19

1-20f 2 Results

This section lists all the requests that have been logged against an Item. For Technician Users, this
tab is only visible to when the View All Requests option is enabled in the Setup>Privileges>User tab.

Use the system list filter to display the relevant type of request or task. To expand and view the
request in full, select the Task # or Problem Report hyperlink.
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Item Information
Information Details Costs Requests Relationships Dutages AMIE Snapshots

Item #Wifi Service (WIFI Service)

Incidents [sys] |z|

Task# < Process = Date £ Status £ Technician = Problem Report
100015 Incident 121015 08:01  Closed - Vaibhav Jain Not able to get wifi access

Resolved
100014 Incident 1210/1505:53 Closed - Kamal K Not able to connect to Wifi

Resolved
100013 Incident 121015 05:50 Closed - Kamal K Connect to Vifi

Resolved
100012 Incident 12M0M15 0549  Pending Kamal K unable to connect to Wifi

1 -4 of 4 Results

Item Relationships

This Relationship Tab allows Users to view and/or create a Relationship Map for the current Item, with
other Items within the CMDB.

The Relationship direction can be defined as:
+ Service Oriented - Parent-Child Relationship
+ Component Oriented - Child-Parent Relationship.
Within each view the Relationship Class can be defined as:
+ Hierarchical Relationship
+ Connection - an association between the selected Items.

For a Service, such as the Email or Web Site Service, it is recommended that the Hardware be
defined as the Parent for the Software Items and the Software be defined as the Parent of the Email
or Web Site Service.

Create a Relationship

To create a new Item Relationship:

1. Select Configuration>ltems

Select an Item

Select the Item's Relationship tab

Click Edit

Click New

Select the Relationship Direction and Class from the drop-down menus

N o o bk~ wDN

Define the Relationship by selecting a description from the drop-down list
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Item Information

Information Details Costs Requests Relationships Dutages AMIE Snapshots
Item # Microfocus - Intranet (Website Services)
Direction  Parent - Child IZ|
Type [=]
Aclated flem m
Connection
tem Number tem Type Org. Unit
tem # = tem Type = Identifier Status =
jak-Fusn- Windows Bundle Inztalled
windows-x54
Wordweb7? Windows Bundle Installed
Firefox 1.0 Windows Bundle Installed

8. NOTE: If the Relationship Type has the Inherit Parent Ownership option enabled, Child Items
that use this relationship will inherit the Parent Item's owners. The ownership will not be editable
and no other Parent Item can be assigned to the Child Item. A warning will be displayed if a
relationship type has the Inherit Parent Ownership option enabled.

9. Use the Find Item field to locate the relevant Item
10. Click on the Item Number hyperlink to create the Relationship
11. Click Save to default to the Relationship Map view.

Relationship Map

Within the Relationships tab of the Item Information screen, a Relationship Map visually displays the
connections that have been defined for an Item. All Item Relationships are listed in the Relationships
Table beneath the Map. The Relationship Map can display up to 48 Child Items and 16 Parent ltems
in the one diagram.

The central icon of a Map is a visual representation of the selected Item. Scroll over an Item label to
view any information recorded on the Information and Details tabs of the Item. To drill-down through
the relationships, click on an Item label. To change the focus of the Relationship Map to another Item,
click on the Item label and the system will request that OK be selected before updating the central
node of the Map.

The Relationship Table data displayed at the base of the map can be filtered using the Direction filter
view of Parent-Child or Child-Parent.
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C New ] Delete 121 print item # Service Desk {Service Desk)

im 14 0

Dell Latitude E&430Windows Bundle Service Desk

Loaded
Direction  Child - Parent E Display: 10 E
Relationships ¢ rent tem = Relationship = Related = Hem# = Identifier Category =
Item
Service Desk is a child of Windows Microsoft 2010 Service
Bundle

1-10f1Results

The map displays the relationship between each Lifecycle State by using different colors to represent
the type of Lifecycle State.

Color

Green Circle Cl is assigned an online status.

Red Square Cl is assigned an offline status.

Blue Triangle Service Cl is assigned a pre-production status.

The Lifecycle State name can be accessed by scrolling over the Item icon within the Map.
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To delete a Relationship:

To remove the Relationship between Items:

1. Select the relevant Item within the Configuration tab
2. Move to the Relationships tab
3. Click Edit
4. Select Delete
A table with the Relationship details is displayed.

Item Information

Information Details Costs Requests Relationships Outages AMIE Snapshots
ltem # Service Desk (Service Desk)
Direction  Child - Parent IZ| Display: 10 IZ|
Relationships - Current ltem = Relationship = Related £ ltem # = Identifier Category =
<] ltem
Service Desk iz a child of Windows Microsoft Service
Bundle: 200
1-10f1Results
===

Select the Relationship Direction to display the relevant Relationship table
Mark the checkbox next to the Relationship that is to be removed

N o oo

Select Delete
8. Click Done to return to the Item list.

Users can view and create relationship maps for current Item with other Items within the CMDB within
the Relationships tab to define the infrastructure that underpins Services within the Service Catalog.
For more information about creating a Service catalog and relationship mapping, see: Service
catalog.

AMIE Item Imports and Relationships

Items with Item relationships that have been imported using the AMIE engine, retain the relationships
that exist within the Asset Management Tool. A visible map of the relationships is recorded within the
Relationships tab.

Create an Iltem

When an Item is created within the system it takes the generic settings of an Item Type and binds
them to a Customer or Customers and/or Organizational Unit. The Item information uses the details
defined in the Item Type template, however these can be adjusted to suit the requirements of the
specific Item.

To create an Item:

1. Select Configuration > ltems
2. Click New
The Item Information screen appears
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Item Information
Information Details
Number |

Category
Type|

Request Team I
Incident Team |
Problem Team I
Change Team |

Criticality
Service Level

Ownership
Customers Everybody

Org. Units All

Affects (ELEEE]

*Denotes mandatory fields.
3.

El B B EE]E]

Requests Relationships Dutages AMIE Snapshots

Find ltem Type (Name)

Find Customer (Last Name)
Find Org. Unit (Name)

Iltem

Description

Iltem Number*

Category*

Type*

Team*

Status*

If the Administrator has set the Item Numbers
Editable option in Setup> Privileges> System to Yes,
the User will have the option of entering a
customized Item number. It may contain numbers
and/or letters, and be between 1 and 64 characters
in length.

As no two Item Numbers can be the same, the User
will be prompted to change the value they have
entered if it is already in use. If the Iltem Number
field is left blank, the system will automatically
create an Item Number.

If the Administrator has set the Item Numbers
Editable option to No, an Item Number will be
generated automatically and cannot be edited.

This is auto-filled, based on the assigned Item Type.

This is the Item Type that the Item represents. Click
the Search button to view the list of available Item
Types.

This is the Technician Team that will be assigned to
support the Item.

Select the status from the drop-down options
displayed after the Item Type has been assigned.
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Item Description

Criticality* Rates the degree of importance of an Item Type
within an organization. The 'Impact’ of a request is
initially pulled from the Criticality of the Item, but can
be adjusted within the request Information screen if
required. Requests logged through the Customer
Portal, use the Criticality of the Item to determine the
Priority of the request. (See additional information
below.)

Service Level Select the Service Level Agreement from the drop-
down list, if required.

Ownership

Customers These are the Customers who own the Item. A
single Customer, a group of Customers or all
Customers in the application can be assigned to an
Item.

1. Enter a Customer last name, or leave blank
then click the Search button to view a list of all
available Customers.

2. Click on the hyperlink for the relevant
Customer name or names to assign them to
the Item.

If no specific Customer is allocated to the Item, it
becomes a Global Item and is assigned to
Everyone.

Org Units These are the Org Units who own the Item. The Item
can be assigned to one or multiple Organizational
Units.

To assign an Org Unit:

1. Enter an Org Unit name, or leave blank then
click the Search button to view a list of
available Org Units.

2. Click on the hyperlink for the relevant Org Unit
name or names to assign them to the Item.

3. NOTE: If Billing is enabled an owner must be
assigned to the Item. The owner can be either
a Customer or an Org Unit, but only Org Units
that have a Primary Contact, will be displayed
in the Org Unit Search list. (See: Primary
Contact.)

Notification

Method This field is visible when an active Item moves into
an offline State and allows the User to define who
(Primary Contact or All Owners of the Item) and how
(Email or SMS), Customers will be notified that the
Item is not available.

4. Search and select an Item Type
5. Define a support Team for each process
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6. Select the Item's Status and Criticality
(Refer below for further details about Item Criticality.)
7. Assign a Service Level

If Contracts are enabled for the system, the assignment of an SLA will result in an annual service
contract automatically being applied to the Item. If an SLA is not assigned, a Contract can be
created for the Item within the Costs tab.

8. Search and select a Customer and/or an Organizational Unit owner
9. Click Next to view the Details tab

1.41.1 Item Criticality

The Item Criticality is used to identify the degree of importance of an Item to an Organization.

When the Incident Priority is set to Derived in the Administrator Setup, the Impact of a request is
mapped from the Criticality of the Item associated with the request and then combined with the
selected Urgency, which derives the Priority of the request. If required, the Impact can be manually
adjusted within the request Information screen. Requests logged through the Customer Portal, use
the Criticality of the Item to determine the Priority of the request, which can be manually adjusted by
the Technician User.

The following table displays the calculations applied by the system to the Item Criticality, which is
mapped to a request's Impact to determine a request's Priority:

Impact / Urgency Urgent High Moderate Low Very Low
critical [ NN 0.700 0.550 0.410
High [ 0.723 0.595 0.468 0.349
Moderate 0.700 0.595 0.490 0.385 0.287
Low 0.550 0.468 0.385 0.303 0.226
Very Low 0.410 0.349 0.287 0.226 0.168

The above calculations result in the following Priorities:

Pricrity Upper Lower
1 0.83
High 0.83 0.58
Medium 0.58 0.34
Low 0.34 0

The Incident Analyzer, if enabled by the Administrator in Setup>CMS>Incident Analyzer, can apply
the Criticality to automatically detect Problems. The minimum Criticality level can also be used to
determine which off-line Items are displayed on the Outages pages, when the Outages pages are
enabled by the Administrator in Setup>Privileges>System.

1.42 Costs Tab

For Users who are not assigned the Finance Role, the Costs Tab displays SLA Details and Item
Availability information. Users who are assigned the Finance Role, also have access to the Item's
financial and contractual details. The following Item Costs details include:

+ Base cost
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*

Purchase date and related information
+ Depreciation data

*

Inherited costs
SLA and Contract details

+ Availability statistics.

*

Completing the Depreciate Over field causes the application to automatically keep track of the Item
depreciation over the specified number of years. The current value of the Item after depreciation is
displayed at Depreciated Value. The Audit Date field is used to record the date when the Item was

last audited.

For Service Items see: Service Iltem Costs Tab

Item Information

Information Detalls Losts Requests Relationships
Edit _ Duplicate ] L': Print Item # 100005 {Server)
Financial SLA Detalls
Cost S0.00 Service Level Warranty

Monthly Cost $0.00
Purchase Date 08/01/10 19:03

Warranty
Depraciate Over years Expires
Depreciated Value S0.00 Axallability
[mj:ﬂdg.f?:] Avg Repair Time N/
o Avg Time To Fail NiA
Inherited Costs

Inherited Capital
Inherited Ongoing

Delegate Costs Yes Mo

The Financial Costs and Inherited Costs fields allow the support organization to assign costs across
related Items and charge Users and/or Organizational Units appropriately.

Financial Description

Cost The financial investment made to purchase the Item.
This figure is also used when the Delegate Costs is
enabled for allocating costs across related Items.

Monthly Cost The amount invested on a monthly basis to maintain
the running of an Item. This figure is also used when
the Delegate Costs option is enabled for allocating
costs across related Items.

Purchase Date The date the Item was purchased.

Depreciate Over Enter the number of years the Item is to be
depreciated over, if required.

Depreciated Value The system calculates the current value of the Item
based on the Purchase Date and the number of years
the Item is to be Depreciated Over.

Audit Date Set the date the Item is next to be audited.

Administrator Guide 229



Financial Description

PO Number If Purchase Orders are enabled for the system, the
field is visible and automatically populated with the PO
number generated by a User within the
Finance>Purchase Orders tab, when the Item order
was recorded in the system.

Inherited Costs

Inherited Capital Total infrastructure costs of parent Cl's that directly
contribute to the cost of the current CI. This figure is
derived from all the Cost fields within the Item
Information>Costs tab of related Parent ltems.

Inherited Ongoing Running costs of all associated Items that enable the
current Cl to continue to function. This figure is derived
from all the Monthly Cost fields within the Item
Information>Costs tab of related Parent Items.

Delegate Costs To enable cost delegation across the relationship map
allowing associated Items to inherit the costs of the
current Cl, select Yes. This will take the figures from
the Cost and Monthly Cost fields for the Item and
spread them across related Child Items.

Define the technique to be used to evaluate the cost
split:

Child Count:Costs are split by percentage based on
the number of child CI's the costs are being delegated
across.

User Count:Costs are split proportionally based on the
number of users of the child ClI's the costs are being
delegated across.

Custom %: The relationship itself allows for the % cost
to be assigned

The figures displayed within the Availability fields are automatically calculated by the application,
using the Item Lifecycle as it moves between online and offline States:

Availability

Avg Repair Time Entries displayed here are automatically calculated
based on the average length of time an Item is offline.

Avg Time To Fail Figures displayed here are automatically calculated
based on the average time between an Item being
offline.

1.42.1 Billing Enabled

When Billing is enabled, a Service Level hyperlink is available within the Costs screen. This provides
access to the Service Level Agreement details that govern the lifecycle for Requests logged against
the Item.
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1.42.2

Item Information

Information Details Costs Requests Relationships Outages AMIE Snapshots
[ ean Item # Wifi Service (WIFI Service)
Contract
Senvice Level Warranty
Contract# 9

Contract Type Subscription
Invoice # 100019
Start Date 01/07/16
End Date 02/09/17
Expires 1Year 28 Days
Warranty
Expires 02/03M6
Availability
Avg Repair Time MNIA
Avg Time To Fail MN/A

Contract# ¥ Type SLA = Invoice # Start Date = EndDate
9 Per ltem Warranty 100019 01/07M16 12:09 02/09M17 23:59

1-10f1Results

If Invoices are also enabled, an Invoice Number hyperlink is available and when selected, will display
the invoice details for the Contract that covers the Iltem. The Start Date and End Dates stipulate the
contract length covered for the Item. It is summarized by the days or hours recorded in the Expires
field.

The Contract tab within the ltem Information Costs tab summarizes the contract details that cover the
Item. Further Contract details can be found within the relevant Contract Number within the
Finance>Invoices screen.

Create a Contract

Through the Item Costs tab, Contracts with an associated Invoice Number (if relevant) can be
generated for an Item, after it has been logged in the system.

To add a Contract to an Item, within the Configuration>ltem screen:

1. Select the Item Number
2. Move to the Costs tab
The Contracts tab is visible in the bottom right corner of the screen
3. Click Edit
The Add and Delete buttons are made available within the Contracts tab

Contract # = Type SLA = Start Date = End Date:

0 -0o0f0Results

HEHE

T G

4. Click Add
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(If Invoices are enabled in the system, an Invoice number will be automatically generated and
assigned to the Contract).

Item Information

Information Details Costs Requests Relationships Dutages AMIE Snapshots

Contract
Invoice Number 100016

Service Level IEI

5. Select an SLA from the drop-down option
The screen will display the SLA details and the Contract Type locked to Per Item.

Item Information

Information Details Costs Reguests Relationships Outages AMIE Snapshots
Contract
Invoice Number 100016

Service Level Warranty

Priority Response Time Restoration Time  Resolution Time 24 x 7 support Alert
Urgent & Hours 12 Hours 24 Hours Yes None
High 12 Hours 24 Hours 48 Hours es None
Medium 18 Hours 36 Hours 72 Hours Ves None
Low 24 Hours 48 Hours 96 Hours: es None

Contract Type Per ftem

Time Subscription IZI

[
Start Date | Time Limited Subscription
Support Hours

ZLDED Support Hours By Month

Notes

Price 50.00

Tax 30.00
Taxable [ |

Total Cost 50.00

6. Assign the Time period to be covered by the Contract:

If Subscription is selected, the Start and End Dates are automatically completed by the system,
but can be edited if required.

If Time Limited Subscription is selected, the Support Hours field is displayed and the number of
support hours purchased by the Customer should be entered. Also, the Start Date and End Date
fields should be completed manually, entering the length of time for the subscription period.

If Support Hours is selected, the number of support hours purchased by the Customers should
be entered.

If Support Hours by Month is selected, set the number of hours purchased per month and define
which day of the month contract is to rollover to start the new month. The Total Support Hours
will automatically be calculated based on the Start and End Dates set for the Contract.
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(If a Contract is forward dated with a Start Date set in the future, the Pending Contract status is
assigned. See Pending Contracts.)

7. Add any relevant Invoice Notes

10.

Check the Taxable box, if the Contract is to be taxed
Click Save.

If Invoices are enabled in the system, an Invoice number will be automatically generated for the
Contract and made available within Finance>Invoices. Payment will need to be processed by a
Finance User before the Contract can be enabled in the system. If invoice payment is required
before the contract can be enabled in the system the following Warning message is displayed:

Warning
/{ ‘e \1\ The inveice has been generated against this item with status "Pending Unpaid”.
= Technicians will not be able to work with this item until the invoice has been paid.
Click Next

The Contracts information is only populated after the Invoice has been processed. To process
the Invoice, as a Finance User move to the Finance>Invoices tab. Once the relevant Invoice
payment has been processed the Contract details will be visible in the Costs >Contracts tab.

Item Information

Information Details Costs Requests Relationships Dutages AMIE Snapshots
[ e ] item # srm-tst-nsd000c29485¢aa (Dell Latitude E6430)
Contract
Service Level Warranty
Contract# 7
Contract Type Subscription
Invoice # 100016
Start Date 01/05M16
End Date 01/05/17
Expires 1 “ear 1 Day
Warranty
Expires
Availability
Avg Repair Time N/A&
Aorg Time To Fail Ni&
Cem
Contract # = Type SLA = Invoice # Start Date = End Date =
T Per tem Warranty 100016 0170516 12:23 01/05M7 23:58
6 Per ttem Warranty 100013 01/05M16 12:19 01/05/16 12:19
1-2of 2 Results

Requests Tab

This section lists all the requests that have been logged against an Item.

Use the system list filter to display the relevant type of request or task. To expand and view the

request in full, select the Task # or Problem Report hyperlink.
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Item Information
Information Details Costs Requests Relationships Dutages AMIE Snapshots

Item #Wifi Service (WIFI Service)

Incidents [sys] |z|

Task# < Process = Date £ Status £ Technician = Problem Report
100015 Incident 121015 08:01  Closed - Vaibhav Jain Not able to get wifi access

Resolved
100014 Incident 1210/1505:53 Closed - Kamal K Not able to connect to Wifi

Resolved
100013 Incident 121015 05:50 Closed - Kamal K Connect to Vifi

Resolved
100012 Incident 12M0M15 0549  Pending Kamal K unable to connect to Wifi

1 -4 of 4 Results

1.44 Outages Tab

Planned outages can be created for an Item under the Outages tab. This is a period of time an Item
will not be available for a Customer's use.

If an Item has an SLA with a specified Blackout Period, Outages should be planned to fall within this
time. The Blackout Period is an agreement between the Customer and the Service Desk regarding a
period of time when the Customer has no service expectations. This can also be the preferred time
for Item upgrades and maintenance without affecting service availability.

When an Outage is being created, the Blackout Periods times are displayed to ensure the User
creates a new Outage that does not breach the Item's SLA.

1.44.1 Creating an Outage

To create an Outage:

1. Select Configuration > Items
2. Select the Item Number

3. Go to the Outages tab

4. Click Edit

Item Information

Information Details Costs Requests Relationships Outages AMIE Snapshots
[ vew ] item Number 1000 (WIFI Service)
Ho. = Start Date £ End Date = Reason By =

0 -0 of 0 Resulis

5. Click New
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Item Information

Information Details Costs Requests Relationships Dutages AMIE Snapshots
Details
Interval One Time IZ|
Start Date] | El
End Date | El
Motification  Mone |Z|
Offline Status ~ Offline |Z|
Online Status  Deployed IZ|

Reazon |

The screen will expand to display the Outage Editor screen including the Blackout Period, if
defined for the Item associated SLA.

Planned Outages

Details Description

Interval Select One Time if the Outage is a one off, or set
regular outages based on a weekly or monthly
basis.

Start Date Select the Start Date within the calendar, and
modify the Time accordingly inside the calendar
pop-up.

End Date Select the End Date within the calendar, and modify

the Time accordingly inside the calendar pop-up.

Notification Select Email or SMS Notification about the Outage
is to be sent to the Primary Contact of the Org. Unit
and All Owners associated with the Iltem, or All
members of the Org Unit and All Owners associated
with the Item.

Reminder This option is displayed when a Notification is set
for the Outage.

If a Reminder notification is to be applied to the
Outage, check the box and define the period of time
prior to the Planned Outage period that the
reminder is to be issued.

Reason Enter a description that details why a Planned
Outage is being scheduled.

Within the table the Start and End Time is displayed as Local Time and Actual Time.
+ Local Time is based on the time zone of the logged in User
+ Actual Time is based on the SLA time zone.
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Define the Interval for the Outage

Select One Time if the Outage is a one off, or set regular outages based on a weekly or monthly
basis.

Enter the Outage details

Select the Start/End Date within the calendar, and modify the Time accordingly inside the
calendar pop-up

8. Set the Notification method and recipients, for when the Outage is saved

9. Set Reminders, if required

10.

11.
12.

13.

Tick the Reminder Email field, if a reminder is to be emailed to defined recipients prior to the
Outage time. Define the length of time before the Outage occurs that the reminder is to be sent.

Motification  Email IEI Primary Contacts E

Reminder [+ 24 hours E| before outage.

Define the Offline Status and Online Status for the Item

These are the States the Item will be automatically assigned in the CMDB when the Planned
Outage commences and ends.

Complete the Reason for the Outage

Click Save.

The Outage notification is sent to the defined recipients upon save.

Click Save and Done.

To view the details of the Outage, select the Outage No. link in the Outage List View.

See: Outages for more information on setting up and viewing Item Outages.

Searching for an Item

To search for Items in the CMDB use the Search button on the Configuration>ltems screen.

To search for an ltem:

1. Click

O search

A search page is displayed with the options to search across the Team, Item Status,
Manufacturers, Global Items, Item Ownership, Item Categories and Types. There is also the
option for the search results to return deleted Item information.
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Search Items
Global Options
ttem Mo.
Team
De=scription
Notes
Manufacturer

Search Globals

Owner Options
First Name
Last Name
User Name

Org. Unit
Purchase Order
Option

Purchase Order No
Type Options
tem Category

ltem Type

Status

@ attributes ) Full Text

All

[ peleted tems Onty

@ A
D Active
) Inactive

2. Define any Item Attributes

To complete a Full Text search select that option and then enter relevant text in the Term field.

(See: Full text searches.)

3. Click

A list of Items will be displayed.

ENQEN

For an advanced search on specific Item details, it is necessary to enter the Item Category. When this
is selected the Item search page will expand:
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Search ltems

Global Options @ Attributes ) Full Text ceu
tem No. RAN
Team |E| MAC Address
Network Address
Description
Network Name
Notes
Platform  pacintosh -
Manufacturer IZI Unix
Windows
Search Globals ~ All IZ| ¥
05 Versi
["| Deleted tems Only = ;'ESOBSSE Il
a X
Owwner Options MacOSs X.0 l_l
MacO5 X. 1 -
First Name
Version
Last Name
Licenses
User Name
Serial Number
Org. Unit Platform String
Purchase Order
Option

Purchase Order No
Type Options
ltemn Category

ltem Type

Status

Hardware

@ Al

) Active
) Inactive
) Selected

1.45.1 Tips on searching for an Item:

+ Select the Deleted Items Only option to return a list of all Items that have been deleted in the
system. To re-enable these deleted Items, once the search is executed, select the Item ID#
followed by

&

+ To search on an Item's Status, first select the Item Category
+ To search on attribute fields of an Item, first select the Item Category

+ To return a list of Iltems that are allocated to Customers or Org Units, select the Assigned Only
option from the Search Globals drop-down list.
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1.46 Full Text Search Options

A variety of search options, including the ability to search using terms or phrases, can be used to find
information in the Knowledge Base or using any full text search fields included in system search
screens. Search options include:

+ Asingle character wildcard search using the ? symbol

+ A multiple character wildcard search using the * symbol

+ Afuzzy search using the tilde, ~, symbol at the end of a single word. For example, to find words
similar to roam, enter roam~ and this will return terms like foam and roams.

When searching using a phrase, the group of words need to be entered in the Text field within double
quotation marks, for example, "user account access". Complex searches can be conducted using a
combination of phrases or terms with boolean operators and all search results are relative to the
Team assignment of the User or Item ownership for a Customer.

The boolean operators (i.e., AND, NOT, OR, +) must be entered as uppercase letters. For example:

+ "user" OR "account" returns results related to either word

+ "user" AND "account" returns results with both words

+ "user" NOT "account" returns results including "user" but not "account"

+ +user account returns results that must contain "user" and may contain "account"

+ "user" -"account" returns results that contain "user" but not "account”. (Same results as using
NOT.)

To further control the boolean logic, more complex searches can be conducted. For example, to
search for either "user" or "account" and "access", the search words would be entered as: (user OR
account) AND access. This will return results where "access" must be included, while either term of
"user" or "account" is found.

Fuzzy logic searches using the '~' (tilde) can be performed on a single word term with the '~' at the
end of the word. A value between 0 to 1 can also be applied to the search, where the value closer to
1 ensures terms with higher similarity are matched. If a value is not defined, the default of 0.5 is
applied to the search. For example, roam~ should return results with similar spelling, like foam and
roams. The search term of roam~0.8 might return words like roams, roamed.

Wildcards can be used to replace single character '?' and multiple characters '*" in search terms. For
example, te?t, test* or te*t. Wildcards can not be used as the first character of a search.

Proximity searches can be used to find words in a phrase within a specific distance away from the
entered search term. To conduct a proximity search use "~" at the end of the phrase. For example,
"user account"~10 will search for results where the word user and account are within 10 words of
each other.

Escape character searches are also supported in the system and include: + - & || ! () {}[]""~*?:\

An example of using escape characters when searching for (1+1):2, requires the search syntax of
\(1\+1\)\:2 to be entered. It should be noted that the '\' must be entered before the escape characters.

1.46.1 Field Searches

Within the system full text searches can be conducted on specific fields, these include:
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Search Screen Fields

Request Subject, description, notes, attachments and solution.
Item Number, itemtype, category, attachments and notes.

Title, summary, body, attachments, itemtype,
classification, and custom1-5.

Knowledge Base

Forum Title, content and author (last name).

To search on a specific field, within the Term or All Text field enter the name of the field to be
searched on followed by a colon and the term or text. For example, if searching for a specific Title, the
Term or All Text search field would be completed as follows for the various search types:

+ single word search - title:canceled

+ phrase search - title:"canceled ticket"

+ multiple word search - title:canceled OR title:ticket.

Bulk Item Update

The new ownership details for multiple Items can be added using the Bulk button within the Items list
view. This functionality allows Users to add one or more Customers or Organizational Units to
multiple Items within one screen. If the Items have mixed ownership before the update, and these
details are no longer relevant, the current ownership details need to be adjusted within each
individual Item.

If Parent/Child Relationships are configured for the Items, only the Parent Items' ownership details
can be updated. The related Child Items will automatically adopt the amended Parent ownership
details.

Multiple Items can also be deleted using the Bulk Item button.
To update multiple Items:
1. Go to Configuration > Items

The Items List View is displayed.
2. Check the boxes next to the Items numbers that need to be updated

Items
D D GETED -
B ¥ e Category [ ftem Type

Hargwnre Ded Latiede FE430

{85can
Hardware Dl Lattiade EG430 aranty Sachin Kumar Pundng
Upprade

Hargware D Latiwse EES30 Warranty Jmson Blacken Devioyed

Dl Laliode EG430 Warranly Andy Fair Dewloyed

The Bulk Update screen is displayed with the Details and Ownership fields available for
amending. The only Owners displayed within the Ownership field, are those who are assigned
ownership to all Iltems included in the bulk update.
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Bulk Update for 2 Items

Information Details
Details
Request Team Service Reguest Team

Incident Team
Problem Team
Change Team
Status
Criticality
Warranty
Expires

Ownership

Customers

COrg. Units

Device-Inddent Team
Problem Analysis Team
Change Management Team
Deployed

Moderate

4. Amend the relevant Details

[ B [ B ] E]

Find Customer (Last Hame)

Find Org. Unit (Hame)

TS GEETED GETED

The options include Team, Status, Criticality, Warranty or Ownership for the Items, as required,
or select the Delete option to remove the Items from the Items List.

5. For Items that require Ownership adjustments, click @ next to the Owner details if the
relationship is to be deleted

Ownership

Customers (@ Andy Fair

Find Customer (Last Name)

Use the Find options for the Customer and Organizational Unit owner information to be added

Click @ without entering names in the Search Fields to return a complete list of Customers or

Org Units.
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Ownership

Customers gy Andy Fair
Find Customer (Last Hame)

Org. Unitz
Find Org. Unit (Hame)
Org Unit =)
Micro Focus

Micro Focus - Accounts Dept
Micro Focus - Electrical Engg
Micre Focus - Head Office

Micre Focus - Information Technelogy

1-5of 5 Results

7. Click on the relevant new owner link within the Find box to add the owner
8. Select Save.
The Details and Ownership information of all Items are updated.

Request Fulfilment Overview

The goal of Request Fulfilment is to manage the lifecycle of all Service Requests.

A Service Request is a generic term that describes the numerous and varied demands placed on the
service and support organization. Many are small changes, which are considered to be low risk,
frequently occurring and low cost in nature, such as change a password or install a software
application request. Alternatively, it may simply be a Customer asking for information. It is the scale,
frequency and low-risk nature of the Service Requests that require that they be handled by the
Request Fulfilment process, and not Incident or Change Management.

The frequent recurrence of Service Requests requires a predefined process Workflow be set with the
support Technicians, service targets and escalation paths in place. To cater for the diverse nature of
Service Requests, at minimum two Workflows should be customized for Request Fulfiiment, one to
handle simple requests for information and the other to deal with standard changes.

In the system, Service Requests are logged against Service Items in the Service Catalog and follow
Workflows that ensure that each Request is handled with consistency. The Workflows define the
actions required to correctly implement any changes to the Service and define the responsibilities,
authorization and timeframe expected to manage the changes that may result from a Service
Request.

Once a Workflow is assigned to a Service Request, it is routed to an appropriate Technician based on
Service Request Workflow State. After a Technician completes their assignment, the Request is
forwarded to the next User based on the configuration of the next State for a standard change or
closed, if it is a simple request for information.

When Service Requests are raised for Service Item breakdowns, the system allows them to be easily
associated with an Incident within the Analysis tab of the Request. Or, if the Service Request results
in a change to an Item that is not in the Service Catalog, a Change Request can easily be generated
within the Service Request.
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If a Service Request is related to an Incident, Problem or Change Request and that related request in
the other Process is closed, the Service Request is automatically closed. The system views the
request hierarchy from low to high as Service Request, Incident, Problem and Change Request, and
if a related request of a higher type is closed, all the lesser type requests are automatically closed,or
if the handshaking facility is enabled for the system, moved to the Pending-Approval State.

See: Service Catalog.

1.48.1 Implementing Request Fulfillment

To set up the Request Fulfillment Process in the system, the following steps are to be completed:

1. Assign the Request Process to the relevant Users within the User Information screen under the
User>Users tab. (See:Create a User.)

OF

& Operations |21 Cchange = Configuration

Customers Organizational Units  Partner Organizations Teams Assignments

User Information

Information Schedule Team Skilis Org Unit

Tie [z] Assign the request process to the
First Name | Joe User within the User information
Last Name | K
I_ Screen
Username I joe@epm.birnovel.com
Roles

Default Portal User Portal

Operations 7] pequest ¥ incident ¥ Problem

Processes
Change Processes [¥] change ¥ Release /| Deployment

Internal Processes Service Level V| configuration V] knowledge

2. Create or review the SLA within the Service>SLAs tab, and associate the Incident Service
Request Workflow to the SLA in the SLAs Workflow tab. (NB: The Supervisor User setting up the
SLA must be assigned the Internal Process of Service Level in their User Information screen to
complete this action.)

& Operations 21 Change = Configuration (O Service

SLAs | OLAs Underpinning Contracts Workflows Breach Codes Contracts
Associate the Service Request workflow

SLA Editor with the SLA within the workflow tab of the

SLA
Details Targets Blackouts ’ Workflows ‘ /

Available Workfiows | [+]

oe=seapesnrame——
& MName .'TypicalchangeWoricPow = Desgs

[7] Standard Change 1 Service Request Workflow Configurable Standard Change Management workflow

Incident Workflow
hee i 1 0f 1 Resuts

Emergency Change Workflow
Change Deployment Workflow
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3. Review the Service Request Workflow within the Service>Workflows tab. (See: Service Request
Workflow.)

& Operations 121 Change = Configuration [© Service
SLAs OLAs Underpinning Contracts Breach Codes Contracts
Workflow - Standard Change Workflow

Workflow Lifecycle

Standard Change Workflow

& Operations |1 change = Configuration ([© Service

Customers Organizational Units Partner Organizations Users Assignments
Set the team options and associate Technicians Associate Groups with workflow
Team Information within the information tab / States in the States tab
Information Service Group States Layers
Associate the Service Request in the Service tab
Details Location
Team Narnel ress

Process Change Request IZ| C1Y Create Technician work Groups and Manager
Yoarisad | < state  Approval Groups within the Group tab
Incoming Email | Change Request Zip
| Release
Email Display Name | Service Portfolio Country [~]
Customer Notification Email [+] Phone
Technician Notificaton Email IZ|

5. Associate the SLA to an Item or Customer or Org Unit. This final step ties all the elements
together when a Service Request is created, as the SLA associated with the Item, Customer or
Org Unit assigned to the Request determines the Workflow, Team and Technicians that are
made available within the Service Request Information screen.

1.49 Assigning an SLA

Within the system a Service Level Agreement (SLA) can be assigned to a Customer, Organizational
Unit, Item or a request. When a request is created, the system checks if any of these elements have
an SLA. The business logic applied to assign an SLA to a request is as follows:

1. If the Customer has an SLA then assign this to the request

2. If the Customer does not have an SLA but the Organizational Unit does, assign this to the
request
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3. If the Customer or Organizational Unit does not have an SLA but the Item does, then assign this
to the request

4. If none of the above elements have an SLA, the system Default SLA as defined by Admin in
Setup>Privileges>Requests tab, is assigned to the request.

When Billing is enabled, the system checks that a maintenance contract is in place during the request
creation process and assigns a Status of Pending - No Contract when an SLA contract is non-existent
or expired. To assign an SLA in this situation, the Technician creates a Per Item or Per Request SLA
Contract within the Contract tab of the request Information screen. (See: Create a Contract.)

1.49.1 Assigning an SLA to a Customer

To assign an SLA to a Customer when Contracts are disabled:

1. Select User>Customers
2. Select the required Customer name link
The Customer Information screen opens.
3. Move to the Contracts tab
4. Click Edit
5. In SLA Details, use the drop-down menu to select the SLA for this Customer

SLA Details
Service Level -
Warranﬁ
SLA
Platinum
Default KBA

6. Click Save.

1.49.2 Assigning an SLA to an Organizational Unit

To assign an SLA to an Organizational Unit when Contracts are disabled:

1. User>Organizational Units
2. Select the required Org Unit Name
The Org Unit Information screen will open.
3. Select the Contracts tab
4. Click Edit
5. In SLA Detalils, using the drop-down menu, select the SLA for this Customer
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1.49.3 Assigning an SLA to an Item

Org. Unit Information

|’ Detalls \| [ Customers | |'

Techniclans | |

Departments

| ltems | f

S M Warranty
Service Lev
. Cold
Events SLA

MyCompany

6. Select Save.

To assign an SLA to an Item when Contracts are disabled:

1. Select Configuration>ltems

2. Select the required Item number hyperlink
The Item Information screen will open.

3. Select the Costs tab

4. Click Edit

5. In SLA Details, using the drop-down menu, select the SLA for this ltem

Item Information

| Information | | Detalls

Requests

| [ Relationships |

Financial
Cost 0.00

Monthly Cost  0.00
Purchase Date  07/31/10 12:30

Depreciate Over

Depreciated Value $0.00

Audit Date )
(mmiddiyy)
PO Number
Inherited Costs
Inherited Capital
Inherited O nrgoing
Delegate Costs ()Yes ®INo

years

Item # 100004 (Server)
SLA Detalls

Service

| Bronze

Expires

Availability
Mvg Repair Time NA
Avg Time To Fail N

6. Select Save.

Assigning an SLA to a Request - Only when Billing is

When a request is created without a valid contract, the system assigns the request a Pending - No
Contract Status. The request is locked and cannot be edited by a Technician until a valid Contract is

1.49.4
enabled
in place. See:Create a Contract.
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1.50 Incident Management

The function of the Service Desk is to act as the point of contact between customers of IT services
(end users) and the IT service provider (IT department). Its role is to handle all requests for service,
including Incidents, and provide an interface for other activities such as Request Fulfillment, Change,
Problem and Configuration Management.

An Incident is defined as any event that is not part of the standard operation of a service, and causes,
or may cause, an interruption to, or a reduction in the quality of service. The goal of Incident
Management is to restore normal service as quickly as possible, with minimal disruption to the
business. This ensures that the highest achievable levels of availability and service are maintained.

Incident Management objectives include:

+ Incident detection and recording

+ Classification of all Incidents and initial support

+ Investigation and diagnosis

+ Escalation

+ Resolution and recovery

+ Incident closure

+ Incident ownership, monitoring, tracking and communication.
As part of the Incident Management Process, if an Incident is related to a Problem or Change
Request and that related request in the other Process is closed, the Incident will be automatically
closed. The system views the request hierarchy from low to high as Service Request, Incident,

Problem and Change Request, and if a related request of a higher type is closed, all the lesser type
requests are automatically closed

1.50.1 Implementing Incident Management

To set up the Incident Management Process in the system, the following steps are to be completed:

1. Assign the Incident Management Process to the relevant Users within the User Information
screen under the User>Users tab. (See:Create a User.)

& Operations 2] Change = Configuration (© Service

Customers Organizational Units Partner Organizations Teams

Assignments

User Information

Information Schedule

G
o B Assign the incident process to the
First Name | Joe user within the User Information
Last Narrlel K SCFEEH
Usernumel joe@epm.birnovel.com
Roles
Supervisor
Administrator
Customer

Default Portal User Portal

Operations 7] paquest V| Incident V! Problem
Processes
Change Processes [V] change V] Release Deployment
Internal Processes Service Level | Configuration | Knowledge
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2. Create or review the SLA within the Service>SLAs tab, and associate the Incident Management
Workflow to the SLA in the SLAs Workflow tab. (NB: The Supervisor User setting up the SLA
must be assigned the Internal Process of Service Level in their User Information screen to

complete this action.)

& Operations

2] Change

= Configuration

(O service

‘ SLAs | OLAs Underpinning Contracts Workflows
SLA Editor
Details Targets Blackouts
Available Workflows | EI
Ve —— ]
= N | Typical Change Workflow
e | Standard Change Workflow
[] Standard Change V| Service Request Workflow
Incident Workflow
t Emergency Change Workflow
| Change Deployment Workflow

Breach Codes Contracts

Associate the Incident workflow to the SLA
within the workflow tab of the SLA

’ Workflows ‘

i
| save

= Desgr

Configurable Standard Change Management workflow

1 of 1 Results

3. Review the Incident Management Workflow within the Service>Workflows tab. (See: Incident
Management Workflow.)

& Operations

Underpinning Contracts

Workflow - Standard Change Workflow

SLAs OLAs

= Configuration (O Service

Breach Codes Contracts

Standard Change Workflow

»
L

— C—

4. Edit the Default Incident Management Team within the User>Teams screen. (See: Incident

Management Team.)
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1.51

[24 Change = Configuration Service

Customers Organizational Units Partner Organizations Users] Teams |Assignments

Team Information Set the team options and associate

==
o

\ Device-Incident Team
Address

Create escalation layer in the Layers
Cty tab

Technicians within the information screen

Details

Team Name | Device-Inddent Team

Process Incdent

Teamlead SankarR [+] sta
Incoming Email Zip
i Create default workflow inthe Service
Email Display Name Country -
tab
Customer Notification Emai [=] Phone
Technician Notification  Email F|

5. Associate the SLA to an Item or Customer or Org Unit. This final step ties all the elements
together when an Incident is created, as the SLA associated with the Item, Customer or Org Unit
assigned to the Incident determines the Workflow, Team and Technicians that are made
available within the Incident Information screen.

Problem Management

Problem Management extends the process of Incident Management. An Incident is a hon-standard
operational event with the potential to harm the quality of an IT service. Incidents are reported by end-
Users, encountered by technicians and system/database Administrators, or automatically detected by
system management tools. In all instances, Incidents should be reported to the Service Desk.

A Problem describes the underlying cause of one or more Incidents that are being investigated.
However, not all Incidents are investigated as Problems. For example, if the power-supply in a
desktop computer blew up, it should be treated as an Incident, and the power-supply replaced.
(Although if the power-supply is controlled by Change Management, it would need to be treated as a
minor change request.) However, if there was a spate of burnt-out power-supplies in the same model
desktop, then an underlying Problem with the desktop may possibly exist and further investigation
into the cause and potential solutions may be required.

For Incidents to be correctly categorized as a Problem, organizations must define the evaluation
criteria. For example, raise a Problem if more than 10 Incidents are logged in the space of three hours
that refer to the same Configuration Item.

After the underlying cause of a Problem has been diagnosed, it is referred to as a Known Error. At
this point, the root cause of the Problem is known, and the most appropriate course of action is to be
determined. This may take the form of a structural resolution by raising a request for change (RFC).
Alternatively, it may be decided, after consultation with Users and Customers, to implement a
workaround or recovery action.

In the case of the above example:

+ Problem: Brand X Desktops no longer operating
+ Root Cause: Faulty power-supply in July ‘09 models
+ Known Error: Warranty - replace with new power-supply.
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As part of the Problem Management Process, if a Problem is related to a Change Request and that
related Change Request is closed, the Problem will be automatically closed. The system views the
request hierarchy from low to high as Service Request, Incident, Problem and Change Request, and
if a related request of a higher type is closed, all the lesser type requests are automatically closed.

1.51.1 Implementing Problem Management

To set up the Problem Management Process in the system, the following steps are to be completed:

1. Assign the Problem Management Process to the relevant Users within the User Information
screen under the User>Users tab. (See:Create a User.)

& Operations |21 Change = Configuration @ Service User

Customers Organizational Units Par‘rnerCh'ganizatlons Teams Assignments

User Information

Information Schedule Aliases Team Skills Org Unit

= B Assign the Problem Process to the

First Name | Joe user within the user Information

Last Name | K

Uurna.mel joe@epm.bir.novel.com
Roles

screen.

| Supervisor :m !
Customer
Defaut Portal  User Portal [=]

Operations (7] pequest V] incident [¥] probiem
Processes

Change Processes V| Change V] Release | Deployment

Internal Processes - | Service Level Y| configuration ¥ knowledge

2. Create or review the SLA within the Service>SLAs tab, and associate the Problem Management
Workflow to the SLA in the SLAs Workflow tab. (NB: The Supervisor User setting up the SLA
must be assigned the Internal Process of Service Level in their User Information screen to
complete this action.)

& Operations 121 change = cConfiguration (© service

‘ SLAs | OLAs Underpinning Contracts Workflows Breach Codes Contracts
‘ Associate the Problem workflow to the SLA

SLA Editor within the workflow tab of the SLA

Details Targets Blackouts ’ Workflows /

Available Workfiows | [+]

| Typical Change Workflow = 2
G1 Seme | Standard Change Workfiow B Des
b | 1.0f 1 Results

Emergency Change Workflow
| Change Deployment Workflow

[7] Standard Change

Configurable Standard Change Management workflow

3. Review the Problem Management Workflow within the Service>Workflows tab. (See: Problem
Management Workflow.)

250 Administrator Guide



# Operations =~ Configuration (1) Service

SLAs OLAs UnderplnnlngCantracts Breach Codes Contracts

Workflow - Standard Change Workflow

wWorkflow Lifecycle

Standard Change Workflow

—— >
>

— ——

4. Create a Problem Management Team within the User>Teams screen. (See: Problem
Management Team.)

# Operations 1 change = Configuration © service

Customers Organizational Units  Partner Organizations  Users Assignments

Team Information Set the team options and associate
Technicians within the information screen
Information Service Layers
Details
Team Name | Address
Create escalation layer in the Layers
Process City tab
TeamLead |
Eeen = Create default workflow in the Service

Country tab

Phone

5. Associate the SLA to an Item or Customer or Org Unit. This final step ties all the elements
together when a Problem is created, as the SLA associated with the Item, Customer or Org Unit
assigned to the Problem determines the Workflow, Team and Technicians that are made
available within the Problem Information screen.
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1.52.1

Change Management

The goal of Change Management is to ensure that standardized procedures are used to efficiently
handle all changes, and minimize the impact of any related Incidents upon a service. The Change
Management process prevents unauthorized CMDB modifications and reduces disruption to
Customers. It does this by coordinating the build, test and implementation of any change that impacts
the CMDB.

Changes may arise reactively in response to Problems or externally imposed requirements, for
example a new or changed regulatory situation. They may also be proactive, instigated by
management to improve an organization’s efficiency and effectiveness, or to enable or reflect new
service improvement initiatives.

The Change Advisory Board (CAB) is responsible for approving any Request for Change (RFC). This
involves assessing the impact, resources and priority of the RFC. The CAB then advises the Change
Manager of their assessment and assigns an appropriate Workflow.

Change Workflows within the system ensure that each RFC is handled with consistency, based on
the risk and impact assessment of the CAB. Change Workflows define the actions required to
correctly implement the change, and define the responsibilities, authorization and timescale expected
to manage the change.

Once a Workflow is assigned to an RFC, it is routed to an appropriate Technician based on the
Change Workflow State. After a Technician completes their assignment, the RFC is forwarded to the
next Technician based on the next state of the Change Workflow.

When the RFC has progressed through all of the required Workflow States, a change review is
undertaken to verify that the RFC has achieved its objectives. If the change objectives are not met,
the RFC’s associated back-out procedure is implemented to rollback the change and restore the
CMDB to a valid state.

As part of the Change Management Process, all requests related to a Change Request are
automatically closed when the related RFC is closed. The system views the request hierarchy from
low to high as Service Request, Incident, Problem and Change Request, and if a related request of a
higher type is closed, all the lesser type requests are automatically closed.

Implementing Change Management

To set up the Change Management Process in the system, the following steps are to be completed:

1. Assign the Change Process to the relevant Users within the User Information screen under the
User>Users tab. (See:Create a User.)

252 Administrator Guide



# Operations |21 Change += Configuration (© Service

Customers Organizational Units  Partner Organ&zaﬂons Teams Assignments

User Information

Information Schedule Aliases Team Skills Org Unit

G Assign the Change Process to the

Y [=] user within the user Information
First Name | Joe
Last Name | K
Uumnmel joe@epm.bir.novel.com

screen.

¥ ncident [¥] problem

Change Processes [¥] Change ¥] Release 7| Deployment

Internal Processes || Service Level V| configuration [V Knowledge

2. Create or review the SLA within the Service>SLAs tab, and associate the Incident Service
Request Workflow to the SLA in the SLAs Workflow tab. (NB: The Supervisor User setting up the
SLA must be assigned the Internal Process of Service Level in their User Information screen to
complete this action.)

& Operations 1 change = Configuration (© Service

‘ SLAs | OLAs Underpinning Contracts Workflows Breach Codes Contracts
Associate one or more Change workflow to

the SLA within the SLA workflows tab

’ Weorkflows ‘

£ Description

SLA Editor

Blackouts

Available Workflows | [v]

G Name

|j Standard Change Configurable Standard Change Management workflow

1 of 1 Results

Emergency Change Workflow
Change Deployment Workflow

3. Review on or more Change Management Workflows within the Service>Workflows tab. (See:
Change Management Workflows.)
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& Operations %1 Change = Configuration (© Service

SLAs OLAs Underpinning Contracts |Workflows | Breach Codes Contracts

Workflow - Standard Change Workflow

Workflow Lifecycle

Standard Change Workflow

Podmg oo, fadme_GAE * aboning

I s

4. Create a Change Management Team within the User>Teams screen. (See: Change
Management Team.)

& Operations 1 Change = Configuration (© Service

Customers Organizational Units Partner Organizations Users Assignments

Set the team options and associate Technicians Associate Groups with workflow
Team Information within the information tab / States in the States tab
Information Service Group States Layers

Associate change workflow in the Service tab

Details Location
Team Name | ress
Process Change Request |E| City create Technician work G roups and Manager
e | e Siate  APproval Groups within the Group tab

. Problem

Incoming Email | Change Request Zip
Release

Email Display Name  Service Portfolio Country E
Customer Notification  Email [~] Phone
Technician Notification  Email IZ|

5. Associate the SLA to an Item or Customer or Org Unit. This final step ties all the elements
together when a Change Request is created, as the SLA associated with the Item, Customer or
Org Unit assigned to the Request determines the Workflow, Team and Technicians that are
made available within the Service Request Information screen.

1.53 Release and Deployment Management

The purpose of Release and Deployment Management is to maintain the integrity of an organization's
production environment when deploying releases. Effective Release and Deployment processes
allow your service organization to deliver change faster and with minimal risk to the business. It
provides consistency in implementation approach and assures customers that they can use a new or
changed service in line with business requirements.

Part of the Service Transition phase of the Service Lifecycle, Release is responsible for planning,
scheduling and controlling changes and updates from Test to Live environments. It ensures the
integrity of the Live Environment is protected and that the correct components are released. While
Deployment includes the activities or tasks responsible for moving new or changed hardware,
software, documentation and process to the Live Environment.
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1.54

This process is overseen by the Release Manager, whose role is paramount to the success of a
release and a required member of a Release Team. The Release Manager directs the process using
all information presented to help assess release readiness, and to efficiently identify deployment
targets for the deployment phases of a release. This level of control guarantees the Release Manager
can deliver updates to the live environment successfully, to all relevant parties, on time.

The capability to leverage relationship maps defined within the embedded CMDB allows the Release
Manager to assess the impact of a release, as all related Items can be easily associated with a
release package. The extensive use of Cls to represent all aspects of a release and the capability to
directly associate any category of Cl with the release itself provides a complete picture of how a
release will impact the organization before any tasks are undertaken. The Release Manager can
identify Cl Types impacted by the deployment and CMDB information details users, organizational
units and specific infrastructure affected by a release.

Complex and generally a lengthy process, large scale deployments require project management to
ensure success. To this end, Release Management includes related activities that require scheduling
in and around the internal activities of the service desk. The Release Manager can readily achieve
this by exporting release package information to Microsoft Project and administering the full process
using a dedicated project management tool.

Exported project files contain all related Change Requests for a Release, providing all relevant
parties with an end-to-end schedule of change. The export can also be filtered to include deployment
activities that can be merged into the final schedule once the Implementation of all Changes is
completed, resulting in a full historical account of the release cycle.

Within the system, the Release Manager creates and manages the Release within the
Change>Release tab. Within the Deploy tab of a Release, the Deployment Tasks are generated and
made available as groups within the Change>Deployment tab, while the individual activities are
available within the Change>Deployment Tasks tab.

To review examples of Release and Deployments, refer to Release Management Applied.

Release Management Applied

Release Management in the system provides Release and Deployment Managers with a centralized
repository for managing the introduction of changes, regardless of size or risk, to the environment.
Two examples for rolling out a Release are detailed below, as Releases can potentially be very
complex, which requires great flexibility in the system.

The first example illustrates a software rollout, with software being upgraded, replaced and a couple
of new installations. Although this Release may be considered a little complicated, the nature of the
Release is low risk. Due to the minimal business criticality level of the Release, it has been decided
that this deployment will not be controlled by Change Management. The second example that
manages the update of Microsoft Exchange, a higher risk Release, controls the Deployment with
Change Management.

Before commencing the examples, the system needs to be configured to handle Release
Management and the following elements must be in place:

Users assigned the Release & Deployment Process
Create a Release & Deployment Team

Build or Edit the Release Workflow.
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1.54.1 Example 1: Install, upgrade and replace Office packages

Release Objective: To rollout the latest update of Office 2008 to customers. Replacing existing
software for customers that have Open Office, and installing new software for customers without
access to any Office applications.

The example will apply the system default Release Workflow that includes an added Workflow State
of Trial Deploy and also has a number of Approval States. It includes Deploy and Trial Deploy States
as the Workflow stages for creating the related Deployment Tasks in the system.

The Release Team that will action the Deployment Tasks has also been divided into three Groups:
Software, Hardware and all Deployment Technicians.

Team Information

Information Service Group States Layers
TeamSMGA1
Groups
Name £ Assigned Technicians Assigned Managers Group Type =
Default Group Craig Wilson Technician
Default Manager Group Mike 5 Manager

1-2 of 2 Results

To create the Release:

1. Go to Change>Releases
2. Click New
3. Complete the Release information
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New Release

Details Item Types Analysis Elements Deployments
New Release
Details
Name |
Priority  Low |E|
Team |Z|
Group
Workflow |z|
Description Attachment Impact History
Description | Format - FontFamily = FontSize - | | HTmL
A-B 5 U #|iZ iz« |=E==|x x
Path: p WwWords:0 Y.
Release Fields Description
Name Enter a Name that reflects the objective of the
Release.
Priority Set the Priority, which will correspond to the target
timeframes for the SLAs associated with the
Release via the RFCs.
Team Select the Release Team who will oversee all part of
the Release.
Workflow Set the Workflow that includes the relevant stages to
manage the Release.
The Release Manager moves the Release through
the stages of the Workflow, relevant to the events
being undertaken and completed.
Status This is set to the Default Entry State of the selected

Workflow.
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Release Fields

Description

Next Action

Manager

RFC Control

Description

Based on the assigned Workflow, select the next
Workflow State for the Release, as required by the
next Release activity.

Some States are Approval States, when the Release
moves to an Approval State the Approve ﬁ and

Reject ﬁ options are visible. The Release Manager
selects the appropriate option and the system
automatically moves the Release to the pre-
configured next State, relative to the option applied.

From the drop-down list of Managers assigned to the
default Entry Point of the assigned Release
Workflow, select the Release Manager to manage
the project when it is initially created.

The User defined here, is the Manager who can edit
the Release after it is saved and then move it to the
next State.

If the Control Deployments via RFC option is
enabled in Admin>Setp>Privileges>Requests, this
field will be displayed.

Select Yes if the Deployment is to be routed through
Change Management, to enable the scheduling of
Deployment Tasks. Select the RFC Workflow to
manage the Change Request associated with the
Deployment, and set the default open State or
Deployment State for the Tasks.

Enter information that describes the goal of the
Release.

4. Select Save.

From the above screen snap, we can see that Simone Supervisor is the Release Manager
assigned to the Release and that the Release is of low Priority, will be handled by the Release
Team and managed using the Release Workflow. The Release is currently in the default entry
point of the Release, the Plan State. It should be noted that moving through the Release
Workflow is determined by your organization's business processes and the defined Workflow.
The system is to be used as a central repository to manage Releases and a point of reference to
keep all relevant parties updated regarding a Release.

Assign Item Types

To associate the Items that are to be created or updated as part of the Release, the Release Manager
has to define the reason for the Release and assign the relevant Item Type to the Release. This is
achieved within the Item Types tab of the Release. For our example, there will be three reasons for
the Release:- Upgrade existing software, replacing existing software and installing new software.

As a Release Manager, to assign Item Types to the Release:

1. Select the Item Types tab inside the Release information screen

2. Click Edit
3. Click Add
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Release - Update Office Software
" petalls Analysis | [ Elements [ Deployments |
Detalls

hiew Tyne: @ Find Item Type (Name)

@
Reason New =
Media Attachment - 6

oswe

4. Assign the Reason of Update

For customers with Office 2008, based on the system configuration within the CMDB Item Type
of Office 2008, we will just be updating the software version number in the ltem Details tab.

Release - Update Office Software

( Detalls | " Analysls N Elements [ Deployments |

Find Item Type (Mame)

5. Search and select the Item Type Office 2008 in the Find Item Type field

When the Item Type is associated with the Release, the fields available on the Details Tab of
Items using the Type are displayed.

6. Enter the information that is to be updated against the Item in the CMDB and Save
For our example 2011 will be entered in the Version # field.
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Release - Update Office Software

Deployments :

Analysls Elements

Item Type Office 2008

Find Item Type (Name)

Reason Update

L3

Media Attachment
Location

Ak
(]

Environment )
Details to be updated on the

Version # |12.El.3| I e llems included in the

Release

License Key
License Count
License Expiry
Ownership
Order #
Supplier
Supply Date

7. To replace Open Office with Microsoft Office 2008, click Add

8. Select the Reason of Replace
The Find Item Type field is displayed next to the New Type field.

9. Search and Select the Item Type to be replaced within the Item Type field
For this example it is Open Office.
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10.
11.

12.

13.

Release - Update Office Software

Detalls ; | o ' Analysls " Elements [ ' Deployments
Detalls
Item T
e Find Item Type (Name
Open @
: .Sea
ltem Type £ ltem Category E
OpenODfiice Software
1-10f1 Results

Mew T
e a Find Item Type (Nama)

Reason  Replace

AF

Media Attachment

AF

Select the Item Type link for the Item Type to be replaced

Search and Select the Item Type that is to replace the existing Item Type
For this example, Office 2008 is the replacing Item Type.

Select the Item Type link for the Item Type information to be replaced

The fields contained on the Details tab of Items applying the Item Type are automatically
displayed.

Enter information into the fields that are to be updated on the Items in the CMDB
For this example, the Version # details is updated to include 12.0.3.
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14.
15.

16.

17.

Release - Update Office Software

Detalls - : Analysis - Elements _ _Deplow,-ments

Detail tem Type to be

ltem Type OpenOffice ,‘--"’"" replaced
Find Item Type (Name)

Mew Type Office 2008 e e (Name)

Reas &
S Preniate L Replacemanl

Media Attachment a ltem Type
Location

Ak

Environment ) )
Information lo be updated on the

Vel g I.]I‘z‘ﬂ'3 [ M Details lab of the llem, as parl of the

replacemen! process.

License Key
License Count

License Expiry

Click Save

To create new Items in the system, click Add

The Reason of New is assigned by default.

Search and select the Item Type to be applied to newly created Items in the CMDB
For this example, new Items using Office 2008 are being created.

Assign the Item Type to the Release

The fields available on the Details tab of Items using the Type are displayed.
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Elements

Analysis Deployments

Find Item Type (Name)
T Mew llems 1o be created
T using the selecled llem Type
S+
Information to be completed on the
Version# 12.0.3 M Delails lab of the newly created
e lems
License Count
License Expiry
Ownership
Order #
Supplier
Supply Date

18. Enter the information that is to be updated against the Item in the CMDB
For our example 12.0.3 will be entered in the Version # field.
19. Click Save

' i " Deployments

D Mew Office 2008
O Office 2008 Update
D OpenDfiice Replace Office 2008

20. After all Types have been assigned to the Release, move the Release to the next relevant State.
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For this example, the Release moves to Plan Approval and approval is given. The system
automatically moves the Release to Build.

Release - Update Office Software

Detalls

Detalls
Mame | Update Office Software
Prigrity Low
Team Release Team
Group Manager Approval Group
Workflow Release Workflow
Status Plan Approval

Mext Action ﬁ’;& &%

Manager Simone Supervisor

As the Release is not to be managed using Change Management, the Release Manager can
move directly to the Deploy tab to create the Deployment Tasks.

Create Deployment Activities

Deployment Tasks, the activities completed by Technicians included in the Release Team Groups,
are created in the system by considering the physical location of the Customer or Organizational Unit.
That is, when grouping the tasks that are to be completed as part of a Release, the system presents
the information based on Customer location so Technicians can be deployed to specific locations to
complete jobs.

Tasks can be created on a per Customer Deployment basis for Items that are assigned specifically to
Customers. Or, for Items that are shared across Org. Units or by an Org. Unit, the Create option of
Deployment per Org. Unit can be used for creating the Deployment. The Global Deployment option
allows the Tasks to be created for the whole Organization as the Item being updated, created or
replaced is owned/accessed by all Customers in the system.

Once the Customers are assigned to the Deployment, either directly or via an Organizational Unit the
Release Manager must define the Group of Technicians within the Release Management Team who
will action the Tasks and set the stage of the Release Workflow for the Deployment Tasks to move
into an Active State ready to be completed by Technicians.

To create the group of Deployment Tasks:

1. Select the Deployments tab inside the Release information screen
2. Click New

The screen expands to show the options for the type of deployment to be created, the list of
Customers who own an Item associated with the Item Types included in the Release Types tab
and the Search Options box.

3. Select the type of Deployment that is to be created

For this example, per Customer Deployments will be created as all Items associated with the
Release are owned directly by Customers. The list of Customers can be sorted into Org. Unit
groups by clicking the toggle in the Org. Unit Column Header.
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Release - Update Office Software

Detalls . -
Create Deployment per Customer 5
i blemel dg Display: 10 3§
[ MName 2 Country = Email Phone Org. Unit =
E Amber Wallan Australia amber{&@ My Company - White
E Carla Parsons Australia carla@ My Company - Lilac
E[ Dennis Barry Australia dennisi@ My Company - Pink
E Jamie Stewart Australia jamied@ My Company - Teal
E‘[ Lena Benson Australia lena({@ My Company - White
E Scott Daly Australia scoth@ My Company - Lilac
1 - 6 of 6 Results
3 Cancel Mext :

. Assign the Customer(s) to the per Customer Deployment by selecting the field next to the
Customer name and clicking e

The selection is included in a Selected Customers window to the right of the main window. When
all Customers are assigned to the Deployment, the group of Technicians who will action the
Tasks and the Workflow State where the Tasks will become active in the system must be defined.

5. Click Next
6. Select the Group of Technicians who will work on the Deployment Tasks from the Group drop-

down list
For this example the Software Technicians will be assigned.

Release - Update Office Software

Deployment

Ak

Group Software Deploy Groug

Ak

Deploy Status  Deploy

. Assign the stage of the Workflow where the Deployment Tasks will become active in the system

As the Release is related to simply upgrading or installing Office 2008, the Deploy State will be
assigned as the action State.

. Select the Items to be included in the Deployment

For this example, as the replacement and upgrade of Items is simple software, all Items will be
created as one Deployment that will result in individual Tasks being created.
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10.

11.
12.

13.

14.

Release - Update Office Software

Analysls By Elements
Group  Software Deploy Group &
Deploy Status ~ Deploy T
Items jaa Display: 10 #

100014 OpenOfiice Installed Carla Parsons

]
E 100013 OpenOfiice Installed Scott Daly
E 100012 OpenDfiice Installed Jamie Stewart
E 100011 Office 2008 Installed Diennis Barry
M 100010 Office 2008 Installed Lena Benson
E 100009 Office 2008 Installed Amber Wallan
Click 7%
Click

For the new installations of Office for customers select & within the Items field

Tick the relevant Item Type and define if the Item is to be shared or one created for each
Customer

Click

| oes | memtes | mws | Seens | (Uosmensl

100005 Update Office Software Open Deploy 1 /]
Deployment for Dennis Barry

100006 Update Office Software Open Deploy 1 1]
Deployment for Scott Daly

100007 Update Office Software Qpen Deploy 1 0
Deployment for Jamie Stewart

100008 Update Office Software Open Deploy 1 o
Deployment for Amber Wallan

Click Done.
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All Tasks are now saved with a Status of Pending assigned. When the Release Workflow moves
to the Deploy State, the Tasks' Status will automatically by updated to Open, prompting
Technicians to complete the Deployment Tasks and move their State to Closed - Resolved.
When all Tasks are completed and moved to Closed - Resolved, the Release will be

automatically Closed.

Deployment - Update Office Software Deployment for Lena Benson

Tasks

Item
Number 100010
Type Office 2008
Version # 10
Status Installed
Reason Update
Affects
Customer Lena Benson

1.54.4 Action Deployment Tasks

Deployment Task # 100019

Release
Workflow Release Workflow
Team Release Team
Manager Simone Supervisor
Status Build
Details
Group Software Deploy Group

Technician  Carla Parsons

Status Pending A/ e P I_

FSC Date =4 mpletion on a futur

Naotes Hﬂ'

The Deployment activities created within the Deploy tab of the Release are listed in the Deployments
and Deployment Tasks tabs of Change in the system. The Release Manager works the Release

through the assigned workflow within the Details tab of the Release. When the Status of the Workflow
is set to the Deploy State defined within the Deployment, the Tasks will move from Pending to Open.

Release - Update Office Software

Detalls
S

Detalls

Name | Update Office Software

Priority Lonw
Team Release Team

Group Manager Approval Group

Workflow Release Workflow
Status Deploy Approval

Next Action J% %

Manager Simone Supervisor

For this example, within the Releases>Release#>Details tab the Release Manager has moved the
Release through the Workflow States of Plan, Plan Approval, Build, Test and is currently assigned the
State of Deploy Approval. Selecting Accept will move the Release to Deploy, and the associated

Tasks will automatically move to Open.
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Deployment - Update Office Software Deployment for Lena Benson

- Detalls A _

Deployment Task # 100019

Item Release

Number 100010 Workflow Release Workflow
Type Office 2008 Team Release Team

Version # 10 Marager Simone Supervisor
Status Installed Status Deploy
Reason Update Details
Affects Group Software Deploy Group

Customer Lena Benson

Technician

Within the Change > Deployment Tasks tab, Technicians can edit Deployment Tasks by adding Notes
using the New Note button, which are stored in the Notes tab, or update the Status of the Task to
Closed-Resolved. When all Deployment Tasks are completed, the Deployment is automatically
closed by the system. When all Deployments are closed for a Release, the Release Manager can
close the Release within the Details tab, by moving the Release Workflow Status to the Exit State.

Deployment Task Information

[T — Deployment Task # 100019 (3
Item Release
Number 100010 Workflow Release Workflow
Type Office 2008 Team Release Team
Version# 10 Manager Simone Supervisor
Status Installed Status Deploy
Reason Update Details
Affects Group Software Deploy Group
Customer Lena Benson Technician Carla Parsons
Status Open
FSC Date
| - ey ‘| 4 .

Item details in the CMDB are also automatically updated, based on the information included in the
Release.
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1.54.5

Item Information

Information Details

Relationships AMIE Snapshots

GE=TED lem # Service Desk (Service Desk)
Details Details
Business Unit Date Responsible
Type Date Activated
Environment Contact
Description Notes [1] Attachments [2] Audit Trail
Description

Description entered here is displayed in the customer portal.

Example 2: Update Microsoft Exchange

Although this is considered a less complex activity as it involves only one Item, due to the business
critical nature of Exchange the risk is higher. Therefore, as a Release Manager, it has been decided
to manage this Release using Change Control. To manage Deployments using Change
Management, ensure the Administrator has enabled the Control Deployments via RFC option in the
Setup>Privileges>Requests Tab.

Release Objective: To update Exchange to Microsoft Exchange 2010

The example will apply the system default Release Workflow that includes an added Workflow State
of Trial Deploy and also has a number of Approval States. It includes Deploy and Trial Deploy States,
as the stages of the Workflow where the related Change Requests (RFCs) are automatically created
for the Deployment, and only when the RFCs hit the Deploy State configured for the RFC Control
within the Details tab of the Release do the Deployment Tasks become active. The Change Manager
can view all Deployment Tasks related to the RFC within the RFC Summary screen, and when all
Tasks are moved to Closed-Resolved the Change Manager can close the related RFC.

The Release Team that will action the Deployment Tasks has also been broken down into three
groups, Software, Hardware and all Deployment Technicians.

To create a Release with the Deployment Control managed by Change Management:

1. Define the settings within the Details Tab and set the RFC Control option to Yes
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Mew Release

Detalls

TR icx. e 1 TR

New Release

Detaills Deployment
Optlons
Name| Update Microsoft Exchange
RFC Control @ yes ()No

Priority ~ Medium =t
7 RFC Workflow  Change Deployment W 5

Team Release Team :

Ak

-~ Deploy State  Deploy
Group All Tech Release Group

L
¥
Workflow  Release Workflow - h I thal \

Status Plan
Next Action  Plan B
Manager Simone Supervisor H
Mﬂgm y Attachment Impact History
Description |
ol Format - Fontfamily ~ Fontsize - | | i 7 -
A*BIQ&G|EEEE“|§§EIX;X‘
== £ !
Path: Words: 0 y

2. Click Save

From the above screen snap, we can see that Simone Supervisor is the Release Manager
assigned to the Release and that the Release is of low Priority, will be handled by the Release
Team and managed using the Release Workflow. The Release is currently in the default entry
point of the Release, the Plan State. It should be noted that moving through the Release
Workflow is determined by your organization's business processes and the defined Workflow.
The system is to be used as a central repository to manage Releases and a point of reference to
keep all relevant parties updated regarding a Release.

Move to the Item Types tab

Click Edit

Select Add and set the Reason to Update

Within the Find Item Type field, search for Exchange
Click on the Exchange link to add it to the Release

© N o g M w

Upload Media Attachments, if relevant

If an electronic upgrade file is to be used for the upgrade, it can be uploaded within the Media
Attachment field. This would then be made available within the Deployment Task associated with
the Release.

9. Enter information that is to be updated on the Details tab of the Item being updated

These will automatically be updated in the CMDB when the Deployment Task moves from Open
to Closed-Resolved.
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Release - Update Microsoft Exchange

Item

Details

Item T Exchange
yps 9 Find Item Type (Name)

Ak

Reason  Update

Media Attachment

(]

Fields

Location
Environment
Version # | 2010
License Key
License Count
License Expiry
Ownership
Order #
Supplier
Supply Date

Cancel Save

10. Click Save and Save again.
Move to the Analysis Tab.

1546 Associating RFCs with the Release

Within the Analysis tab, the Release Manager can access a list of existing RFCs that are yet to be
associated with the Release. To add an existing RFC to the Release, the checkbox is marked next to
the Request # link, and the Add button is clicked. The RFC no longer appears in the Analysis tab, and
is now visible in the Elements tab, where it can be removed if the association was made in error.

For this example, it is assumed no relevant RFCs exist in the system, so we move to the
Deployments tab where the RFC will be created as a result of the Deployment.

To create the Deployment:

1. Select the Deployments tab inside the Release information screen
2. Click New

The screen expands to show the options for the type of deployment to be created, the list of
Customers who own an Item associated with the Item Types included in the Release Types tab
and the Search Options box.

3. Select the type of Deployment that is to be created
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For this example, a per Org. Unit Deployment will be created as the Item associated with the
Release has shared ownership. When selected, the Organizational Unit associated with the Item
that uses the Item Type associated with the Release is displayed in the Org. Unit. list.

Release - Update Microsoft Exchange

Deployments

Detalls

&

Create Deployment per Org.Unit %

]
Cirg, it L Display: 10 &
Org. Unit £ Primary Contact Phone City = State = Country =
O My Company
1 -1 of 1 Results

4. Assign the Org. Unit by selecting the field next to the Org. Unit name and clicking el

The selection is included in a Selected Org. Units window to the right of the main window. The
group of Technicians who will action the Tasks and the Workflow State where the RFC will be
created to manage the Deployment must be defined.

5. Click Next

6. Select the Group of Technicians who will work on the Deployment Tasks from the Group drop-
down list
For this example the Software Deploy Group of Technicians will be assigned.

Release - Update Office Software

Deployment

1

Group  Software Deploy Group

L L

Deploy Status  Deploy

7. Assign the stage of the Workflow where the RFC will be created for the Deployment

When the Release Workflow moves into the Deploy State, for this example, an RFC will be
generated. This RFC will be assigned the Change Deployment Workflow and be assigned to the
Change Team. When the RFC is assigned the Status of Deployed the Deployment Task will
move from Pending to Open, allowing the Team member from within the Software Deploy Group
of the Release Team to action the Deployment Task.

8. Select the Item Type to be upgraded in the Deployment

If an Item Type is not displayed in the list, click & to search the CMDB.
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Release - Update Microsoft Exchange

Dgelﬂmem
Deployment
Group Software Deploy Croup »
Deploy Status ~ Trial Deploy =
Detalls
i
ltems ] @ Display: 10 %
ltem Number = |tem Type = Status = Customer Org. Unit
E 100015 Exchange Pending My Company
Upgrade
1-1of 1 Results
Cancel Create

9. Click 75
The selection is displayed in the Select Iltems window to the right of the main window. If an
incorrect assignment has been made, click@®.
10. Click Create

Release - Update Micrasoft Exchange

Detalls Item Types Analysls Elements _D;“\Ma
& Display: 10 &
Id 2 Title = Status = Deploy Status = # Tasks # Completed Caontrol RFC =
100016 Update Microsoft Exchange Open Deploy 1 0

Deployment for My Company
1-10of 1 Results

11. Click Done.

All Tasks are now saved with a Status of Pending assigned. When the Release Workflow moves
to the Deploy State an RFC will be created. When the RFC hits the Release's RFC Control
Deploy State the Tasks' Status will automatically be updated to Open, prompting Technicians to
complete the Deployment Tasks and move the State to Closed-Resolved. When all Tasks are
completed and moved to Closed - Resolved, the Release will be automatically Closed.

1.54.7 RFC Creation and Management

The Release Manager moves the Release through the lifecycle of the Workflow as activities are
completed. For this example, within the Releases>Release#>Details tab the Release Manager has
moved the Release through the Workflow States of Plan, Plan Approval, Build, Test and is currently
assigned the State of Deploy Approval. Selecting Accept will move the Release to Deploy, and an
RFC will automatically be created.
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Change Request Information

Customer Contract Analysis Summary Notes Attachments Impact Audit Trail
[Eladd Note ©) Change Request # 100078
(-] Details MNotification
Title Customer Email Customer
Customer Vamsi Krishna @ Customer CCs
“1 ltem Number 100026 @ @ Technician Email Technician
Technician CCs
Type Iphone 6
Change Request

Classification General
Urgency Moderate Team Change Management Team
Impact Moderate 2. Workflow Typical Change Warkfiow
Priority Medium Status Pending - Mo Contract
Assignments =
Escalation @ gp off
Escalation Layer
Technician Ingo Engels
(-] Subject | A

Description A

From the above RFC, we can see that the Change Team has been assigned the RFC, and they will
move the Request through the Change Deployment Workflow.
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L Aeproval | ——

W
w.;ka'uh- 9 &
W
On Hold
v
Deploy —

o Basced s

This Workflow includes the stages of Pending>Approval>Schedule Outage>On
Hold>Deploy>Closed. When the RFC is assigned the Deploy State, the Deployment Tasks created in
the Release, and now available in the Change>Deployment Tasks tab, will move automatically move
from Pending to Open, and the assigned Technician can action the Task before moving the
Deployment Task State to Closed - Resolved.
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I Deployment Task Information

[ Tl
Deployment Task # 100024
Item Release
Number 100015 Workflow Release Workflow
Type Exchange Team Release Team
Version # 2007 Manager Simone Supervisor
Status Pending Upgrade Status Deploy
Reason Update Details
Affects Group Software Deploy Group
Org. Unit My Company Technician ~ Carla Parsons .
Statuz Closed - Resolved
MNext Stat
FSC Date

When the Task Status is set to Closed-Resolved, the updated Details contained in the Release will
automatically be updated on the relevant Item in the CMDB. The Change Manager can view all
Deployment Tasks related to the RFC within the RFC Summary screen, and when all Tasks are
moved to Closed-Resolved the Change Manager can close the related RFC. When the Deployment
Task is completed, the Deployment within the Change > Deployments tab is automatically closed by
the system.

Deployment - Update Microsoft Exchange Deployment for My Company
| S— T

Mame Update Microsoft Exchange Deployment for My Company
Release Update Microsoft Exchange

s

Group  Software Deploy Group 5
Deploy Status ~ Deploy E

Priority ~ Medium —

Status Closed - Resohed

Control RFC 100025

When the Deployment is closed for a Release, the Release Manager can close the Release within
the Details Tab, by moving the Release Workflow Status to the Exit State.
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1.55

1.55.1

Release - Update Microsoft Exchange
% L
Details Deployment
Options

Name | Update Microsoft Exchange
RFC Control ® ¥es () No

Priority ~ Medium %
RFC Workflow Change Deployment W %

Team Release Team H
Deploy State  Deploy

4

Group All Tech Release Group
Workflow ~ Release Workflow -

Statls  cojact Status...

Next Actiof AL N

Manager Simone Supervisor =
h_m_ Attachmant Impact History
Description |
o Format + Fontfamily '~ Fontsize | | Hrm o
A-B 7 U & |2 i |[=E==|x
P El
Update Exchange Server to 2010
Path: Words: 4 y

Release Workflow

Release Workflows define the sequence of States to be followed for Releases logged within the
Change>Release tab. By default the system includes one Release Workflow that can be adjusted to
suit the service organization's requirements. There is no limit to the number of fully configurable
Release Workflows that can be created in the system, so the diverse range of business release
implementations required by an organization can be covered by the service and support organization.

Approval States

Approval States in Release Workflows provide the facility for Release Managers that have been
assigned to the Approval State, to accept or reject Release activity. If Release Managers are to be
assigned to an Approval State, then it is not possible for other User Roles to also be assigned to that
State. It should be noted that a Technician, Supervisor or Partner user can also be assigned a
Manager Role, which will allow them to be assigned to Manager Only Approval States.

For more information about Manager assignment to Approval States, see:Release Teams.
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1.55.2 Editing the Default Workflow

To edit or duplicate the default Release Workflow:

1. Select Service>Workflows
2. Click the Release Workflow hyperlink to modify the template details or copy the Workflow

Workflow - Release Workflow

Workflow Lifecycle

Workflow Name | Release Warkflow

Process Helease

Default Open Status  Plan IZI
Default Closed Status  Closed |E|
Description |

Configurable Belease Management workflow

3. Click Edit, to amend or duplicate the Workflow
Fields in the following table are now editable

4,

Field Name Description

Workflow Name Enter a relevant name for the Workflow.

Process Release Management is assigned as the Workflow
Process.

Default Open Status The open State that a Release automatically applies
when it is assigned the Workflow.

Default Closed Status The Exit State that indicates the Release has
reached the end of the Workflow Lifecycle.

Description Defines the purpose of the Workflow.

5. Click Duplicate, if the default Workflow is to be copied
6. Amend the Release Workflow details as required
7. Click Save
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8. Select the Lifecycle tab to create or modify Workflow States

Workflow - Release Workflow

Workflow Lifecycle

Release Workflow

L v
—
-
o Rewerc < | > Deploy Auproval
.

1.55.3 Adding or editing Workflow States:

1. Click the State field in the Workflow map or State name hyperlink to display the Status

information screen

Or, click New to create a new Workflow State.
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Workflow - Release Workflow

Workflow Lifecycle Status

Status
Name | New Status
Active State @ ves ) No
Approval State () ves @ Np

Deployment State () yves @ Ng

Entry Point [
Exit Point [
Has Motes D
Previous States
Available states Selected states
Build -
Deploy b
E;'I:Iw Approval E o MNone selected
Plan Approval
Rework -
Next States
Available states Selected states
Build -
Clozed b
Deploy E
Deploy Approval i o MNone selected
Plan Approval
Rejected -

Status

Name System Default States can be re-named if desired.
For newly created States, enter a name.

Active State Assign Yes for requests to be available in the Home
tab by default, when assigned to this stage of the
Workflow.

Yes should be used for States where the User is
actively working on the request or waiting for
updates.” No" generally applies to Workflow exit
points and will only be available by default within the
Release tab list view.

Approval State Sets the Status as an Approval State. This allows a
Release Manager to be assigned to this State and
enables them to approve or reject Release Activity
when it moves into this stage of the Workflow.
NOTE: An Entry/Exit status cannot be an Approval
State.

Deployment State If enabled for a State, when a Release is assigned

this State the Deployment Tasks associated with the
Release can be actioned by the Technician Users.
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Status

Entry Point An Entry Point is used to indicate the start of a
Lifecycle. To make the State a Workflow Entry Point,
select the Entry Point checkbox.

As the Entry Point is the first State, the Previous
States field will be removed.

Exit Point Select if the State will be an Exit Point. An Entry
Point is used to indicate the end of a Lifecycle.

NOTE: A Workflow can have only one Entry Point
but multiple Exit Points.

Has Notes Allows the Supervisor to include instructions or add
relevant details to the Workflow that is made
available when the Release moves into the State.
The information is configured within the Notes tab
that is displayed when this option is enabled.

Information and attachments included on the Notes
tab, are displayed as a scroll-over when the
Release moves into the State.

Listener Class This field is visible if the Outbound Webservices
option is enabled in the
Admin>Setup>Privileges>System tab.

Complete this field, if assigning this State to a
request is to trigger an event in an external system.

This field should contain the name of a Java class
that implements the interface
com.livetime.ws.listenWorkflowListener that has
been compiled into a jar file and added to the
LiveTime classpath. Please contact support for
further details.

Previous States If the State is not an Entry Point, Previous States
can be assigned to the Workflow stage. Highlight
the relevant State and use the arrow button to move
Available States to the Previous States field. These
options designate the Workflow stages a Release
can come from, before it arrives in this Workflow
State.

Next States If the State is not an Exit Point, Next States can be
assigned to the Workflow state. Use the arrow
button to select the Next States from the Available
States. These options are included in the Next
Action drop-down menu of a Request.

Accept State (Visible when the Approval State option is Yes.)

Displays the States that a Request can move to
when a Release action is Accepted. Select the
appropriate State, for the system to automatically
route the Release when the Accept option is
selected.
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Approval (Visible when the Approval State or KBA Approval
option is Yes.)

Displays the States that a Request can move to
when a Request action is Accepted. Select the
appropriate State, for the system to automatically
route the Request when the Accept option is
selected.

+ Team Manager, select if a single Manager
User assigned to the Team is to process the
Request.

+ Team Managers# if selected, set the number
of Managers that are required to Approve the
Request before the system will automatically
apply the defined Accept or Reject State.

+ Team Managers% if selected, set the
percentage weighting that must be achieved
by Managers voting before the system will
automatically apply the defined Accept or
Reject State. When selected, define the
percentage weighting.

Reject State (Visible when the Approval State option is Yes.)

Displays the States that a Release can move to
when a Release activity is Rejected. Select the
appropriate State, for the system to automatically
route the Release when the Reject option is
selected.

2. Configure the State details, as required
3. Save the updated State details

NOTE: It is recommended that all States that are to be included in the Workflow be added or re-
named now

After all States have been entered in the system, the mapping of the Workflow can be more
easily achieved.

4. Continue to edit, add or delete States until all relevant States exist for the Workflow

5. To create the Workflow Lifecycle, States need to be assigned to the transitional states of
Previous and/or Next

To move Available States to the Previous State or Next State field, open the Status Details
screen by clicking the State object in the Workflow map or select the State hyperlink in the table
beneath the Workflow map.

6. Assign States to be Next and/or Previous States

For the Current Status highlight an option in the Available State list and click the right-pointing
arrow to move it to the Selected States field.

NOTE: When a State is used as a Previous and a Next State, it allows a request to move forward
and backward in a Lifecycle
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An Open State cannot have any previous States and a Closed State cannot have any Next
States.

7. Click Save to return to the Workflow map and to access other States to build on the Workflow
lifecycle.

8. Repeat Steps 12 to 14 until all transitional stages of the Workflow have been mapped.

NOTE: To successfully save a Workflow, the sum Resolution Time of the individual Contract
Types assigned to each transitional state of the Workflow Lifecycle, must be less than or equal to
the Workflow's SLA Resolution Time

9. Click Save.

The visual representation of the Workflow is displayed.

1.55.4 Workflow Map

The Workflow Map is a visual representation of the Workflow Lifecycle. The map displays the
relationship between each Lifecycle State by using different colors to represent the type of Lifecycle

State.

Color

Blue Indicates the Entry point of the Lifecycle.
Orange Is a Transitional stage of the Lifecycle.
Red Indicates the Exit point of the Lifecycle.

Detailed information about a Lifecycle State can be accessed by clicking on the State field within the
Map.

1.55.,5 Deleting the default Release Workflow

To delete the default Release Workflow:
1. Select Service>Workflow

The Workflows screen appears.
2. Select the checkbox to the left of the Release Workflow
3. Click Delete

The checked Workflow is no longer visible.

NOTE: A Workflow that belongs to a Team cannot be deleted.

1.55.6 Deleting a Workflow State

It may be necessary to delete a system default State or a State that is no longer in use. Note that a
State cannot be deleted if it has been assigned to a Release.
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1.56

1.56.1

1.56.2

NOTE: Itis recommended that any States listed in the table of States included on the Life Cycle tab

that are not included in the Workflow or used by the system, be removed from the table as all States
included here are listed in the States tab when Workflow Manager assignment is being configured. By
removing unused States from the table, assigning Technicians to the relevant stages of the Workflow
becomes an easier task.

To delete an unused State:

1. Select Service>Workflows

Click on the Workflow hyperlink

Move to the Lifecycle tab

Select the State name link in the table of States included in the Lifecycle tab
Click Delete

Click Done.

o g M w DN

Basic Procedures

All sections throughout the application use a uniform system for creating, editing and deleting
elements. Whether you are working with requests, Customers, Items or Item Types, the procedure for
creating, editing or deleting existing elements is the same.

Mandatory Fields

When entering details relating to any element throughout the system, required information is marked
with a I.

Customer Information

Access

Titie v

First Naw@ Mandatory field

Last Namel

Username |

| Denotes Mandatory fields

Creating an Element

To create an element:
1. Navigate to the appropriate section

For example, if you want to create a Customer, navigate to the User>Customers section.

2. Click m in the upper left-hand corner of the list of Customers
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This will open a new Customer window.
3. Fill in the appropriate details

4. click CREEINED

The new Customer now exists in the system and will appear in the list of Customers.

1.56.3 Editing an Element

To edit an element:

1. Navigate to the appropriate section
2. Click the Entry link in the list

For instance, to edit a Customer, navigate to the User>Customers section and click on the
Customer name hyperlink. This will open up the Customer's details screen.

Customers

m m Export: Current Page |z| %—‘. Filter: All Customers [sys] E Display: 100 |z| ®
Customer Name E Email Address Phone Org. Unit E Country E Roles Web Access B
[F] Michael Angelo michael@nsd.com Micro Focus - Head Office Customer Enabled -
[[] Jason Blackett jason@nsd.com Micro Focus - Information Customer Enabled ‘ ‘

Technology

3. Click m in the upper-left corner of the window to enter Edit mode
4. Update the necessary information

5. Cliock HNEITTIND

The changes will now take effect and the User will be returned to the list.

1.56.4 Deleting an Entry

To delete an entry:

1. Navigate to the appropriate section

NOTE: Technicians do not have the ability to delete requests or Customers

1. Click the link in the list corresponding to the entry to be deleted

For instance, to delete a Customer, navigate to the User>Customers section and click on the
Customer you want to delete. The Information screen opens.
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Customer Information

Contact Aliases Items Requests Contracts
“ m wCard Michael Angelo
Roles
Current  sgministrator Supervisor
First Name Michael Manager Technician
Last M Angelo Finance Parinar
Usernamg michaek@epm.bir.novel com Customer
Web access\Enabled
Contact Default Portal Customer Portal
Primary Email mighaei@nsd. com Dotalis
Org. Unit Micke Focus - Head Office Notes
Line Managar
Address 1
Address 2 | .
cty Click to open screen in
Zp Edit mode
Couniry
Emal Locale Englsh
Phone
Fax
Pager
Mobile
(Requirad for SMS)
LDAP

Source epm.birnovel.com
GUID 7ie1T0bdB085a248b8db4TOIS 380804
Partner
Custorner of
Locale
Time zona (GMT +5:30) New Delhi
Last Login

2. Click m in the upper-left corner of the window to enter Edit mode

3. Click "S55 at the bottom of the section.

The entry is now deleted and the User will be returned to the list.

1.56.5 Exporting to PDF and Excel

Most lists within the system can be exported to PDF and/or Excel. This functionality is available
wherever the PDF and/or Excel buttons are visible.

NOTE: To customize the view of an Excel export, create a list view with the preferred columns, use
the view and select the Excel button. See List Views for more information on customizing a list.

1.56.6 Formatting Print Views

Enable the print background setting on your web browser for better formatted and more User-friendly
hard copies of request summary screens print views. Using Internet Explorer this setting is found in:
Tools>Internet Options>Advanced>Printing>Print background colors and images.
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1.57

1.57.1

List Views

Application List Views are pre-sorted by ID #, and default to display ten Incidents per batch. A List can
be re-sorted by clicking on a column header, and the number of elements displayed per batch can be
changed using the Display pop-up option.

List Views allow Users to customize the list displayed for each screen within the application. When a
List View is created, the screen editor will display only the relevant columns for the module being
customized. For example, when creating an Item List View, the available columns will include only
Item information.

The system includes at least one default List View for each screen within the application. These
Views cannot be edited, however additional Views can be created.

To access details regarding the List View field options throughout the application, refer to:

+ Home, Operations and Change tab
+ Configuration tab

¢ Users tab

+ Knowledge tab.

Create a List View:

As an example we will create a List View for the Incident screen.
1. Select Operations>Incident
The Incidents screen appears

2. Select® available on the far right of the screen
3. Click New

Administrator Guide 287



Views Editor
MName
Shared @ Np ) ByRole ) By Team

Column 1 Request #

Column 2 Mot Included
Column 3 Mot Included
Column 4 Mot Included
Column 5 Mot Included
Column& Mot Included
Column7 Mot Included
Column & Mot Included
Column 9 Mot Included
Column 10 Mot Included
Column 11 Mot Included
Column 12 Not Included
Column 13 Mot Included
Column 14 Not Included

Column 15 Mot Included

CJ B B B B B B BB BB E]E]E]

4. Enter the View Name and specify if the View is to be shared by other Users or between Team
members

Shared Views allow other Users to apply the List View to their screen but does not permit them
to edit it.

5. Select at least 8 columns
This only applies to the request list screens, all other screens require at least 6 columns.
6. Click Save.

NOTE: Create a List View that includes New Tasks and New Notes to use as the default request
screen in order to have a visual cue when new Notes and requests are created.
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List Views

[ tew J ouwtcate J_pone

View Name E Columns Owner Shared Default Use View =
|:| System Incident View 12 System User @ [ | System Incident View
[ Service Delivery View 12 System User @ [ | service Delivery View

1-2 of 2 Results

1.57.2 Selecting a List View as the Default View

To use the same List View each time a screen is displayed, select the List View to be the default view.
To do this:

. Select® displayed on the far right of the screen
. Click the ® button in the Default column

1
2
3. The icon will then change to a L] indicating that it has become the default
4. Select Done to view this List.

From this point, this will be the default List View for the selected screen.

1.57.3 Displaying a Different List View
To use a different List View:

1. Select®, displayed on the far right of the screen
2. Select the link in the Use View column.

1.57.4 Editing a List View Column
To edit a List View, and change the columns:

Select @, displayed on the far right of the screen
Select the link in the View Name column

Make the required changes

Click Save.

P w DN PR

1.57.5 Duplicating a List View

To fast-track the creation of similar List Views, a List View can be duplicated. To duplicate a List View:

1. Select® available on the far right of the screen
2. Click the checkbox beside the View Name to duplicate
3. Click the Duplicate button
The List View Editor appears with the columns of the original List View.

4. Complete the List View name
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5. Modify the columns as required
6. Click Save.

To access details regarding the List View information options throughout the application, refer to:

+ Home, Operations and Change tab
+ Configuration tab
+ User tab

+ Knowledge tab.

1.58 List View Options for all Request Types

The List View options are derived from the database fields and can be customized by selecting @
within the My Tasks Home tab, Service Request, Incident or Problems screens within the Operations
tab and the Change tab list view.

The options within the Home, Operations and Change tabs are detailed in the following table:

Description

# Attachments Displays the total number of Attachments assigned to
the request.

# Notes Displays the total number of Notes assigned to the
request.

% SLA Remaining Displays the percentage of time available before the
SLA expires.

Classification Shows the Classification assigned to the request.

Client Room Displays the Room where the Customer can be
located.

Close Date Specifies when the request was moved first moved

into an Exit State of the Workflow.

Created The date when the request was first logged with the
system.
Customer The name of the person for whom the request was

logged in the system.

Customer Item The identification number of the Configuration Item
associated with the Customer. (This is especially
relevant when Item Shadowing is enabled for the
Customer Portal and a request is logged against an
Item that is different to the Customer's Item.)

Customer Item Type The Item Type associated with the Customer Item.

Customer Solution Shows the Customer Note when they use the Close
option on the Customer Portal.

Description Displays the initial information logged for the
Customer's request.
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Description

Due Date

Escalation

Group

Identifier

Impact

Item

Item Category

Item Criticality

Item Room

Item Status

Item Type

Last Action

Layer

Logged Time (mins)

Logged by

New Note

Typically based in the SLA and Priority assigned to the
request, but in some cases may be manually
overwritten.

% is visible when the Escalation option is On for the
request.

Displays the Group identification number, if the
request is assigned to a request group.

Shows the ITIL process that the request belongs to:
“¥ Incident Management;
o Problem Management;

Change Management;

@ Request Fulfillment

Shows the Identifier field information of the Item
assigned to the request.

Shows the Impact associated with the request. This is
usually derived from the Criticality of the Item, but can
be adjusted manually on a request.

Shows the identifying number of the Item assigned to
the request.

Shows the Category name of the Item assigned to the
request.

States the Criticality of the Item as defined in the
CMDB.

Displays the Room details to which the Item is
assigned.

Displays the stage of the Item Lifecycle that the Item is
assigned.

Shows the Type name of the Item assigned to the
request.

Details the date that action was last recorded against
the request.

Details the Escalation Layer/level or work group
assigned to the request.

Shows the total time recorded against the request.

Shows the name of the person logged the request with
the system.

@ is visible when a new Note is added to a request
and has not been opened by the assigned Technician.
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1.59

Description

New Task

Number of Affected Users

Open Date

Open Time

Org. Unit

Priority

Request#

Restore Date

SLA

Source

Status

Subject

Team

Technician

Urgency

Warning Sent

Workflow

U is displayed when a new request is added to the
List View.

Displays the number of Customers associated with the
Item assigned to the request.

Details the date the request was first logged in the
system.

Details the time the request was first logged in the
system.

The name of the Organizational Unit to which the
Customer is assigned.

Shows the Priority setting for the request.
The identifying number for the request.

Shows the date the request was moved into a
Workflow State where the SLA Restoration option is
set to Yes.

Displays the Service Level Agreement assigned to the
request.

Displays if the request was created via Email, Portal,
Widget, Phone (Technician) or Web Service.

Shows the stage of the request Workflow that the
request is assigned.

Shows content entered in the Subject field of a
request. Usually derived for the Subject line of
requests created via emalil, if not populated manually.

Shows the Team assigned to the request.

Displays the name of the Technicians assigned to the
request.

Shows the Urgency associated with the request.

...‘!, is visible if an SLA Warning has been sent to the
Technician assigned to the request.

Details the Workflow assigned to the request.

If Custom Fields have been enabled for a Request Type in Admin>Setup>Custom Fields, they will
also be available in the Views Editor drop-down list options.

List View Options: Configuration Tab

The List View options are derived from the database fields and can be customized by selecting &

within the Configuration tab.

The options within the Configuration Tab are outlined in the following table.
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Description

# Users

% SLA Uptime

% Uptime

Avg Repair Time

Avg Time to Fail

Change Team

Child R'Ships

Contract

Contract End Date

Contract Expiry

Cost

Criticality

Current Month Costs

Current Month Revenue

Customers
Deleted Date
Depreciated Value

Identifier

Incident Team
Item Category
Item No.

Item Type

Manufacturer

Displays the number of Users assigned to the Item.

Displays the percentage uptime expectation of the
SLA assigned to the Item.

Shows the actual uptime of the Item, based on the
time the Item is associated with Active Lifecycle
States.

Entries displayed here are automatically calculated
based on the average length of time an Item is offline.

Figures displayed here are automatically calculated
based on the average time between an Item being
offline.

Shows the Change Team assigned to the Item.

Displays the number of Child Relationships associated
with the Item.

Displays the Contract Number associated with the
Item.

Displays the date a Service Contract period ended.

Shows the date that a Service Contract is due to
expire.

Displays the value entered in the Costs field.

States the Criticality of the Item as defined in the
CMDB.

Uses the Charges figure within the Service Item Costs
tab, multiplied by the number of Users and days of
month passed, to calculate the month to date cost
figure.

Uses the Revenues figure within the Service ltem
Costs tab, multiplied by the number of Users and days
of month passed, to calculate the month to date
revenue figure.

Lists Customers assigned to the Item.
Shows the date the Item was deleted from the CMDB.
Displays the figure entered in the Depreciated Value.

Shows the ldentifier field information of the Item
assigned to the request.

Shows the Incident Team assigned to the Item.
Shows the Category associated with the Item.
Displays the identifying number for the Item.
Shows the Item Type associated with the Item.

Displays the Manufacturer name.
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1.60.1

294

Description

Open Requests

Org. Units

Parent R'Ships

Previous Month Costs

Previous Month Revenue

Problem Team

Purchased

Request Team

Room

Service Components

Service Level

Status

Shows the number of requests assigned an Active
Status, associated with the ltem.

Lists the Org. Units associated to the Item.

Displays the number of Parent Relationships
associated with the Item.

A reference figure for an average monthly cost, based
on the previous months costs for the Service Item.

A reference figure for an average monthly revenues,
based on the previous months revenue for the Service
Item.

Shows the Problem Team assigned to the Item.
Displays the date entered in the Purchased field.

Shows the Service Request Team assigned to the
Item.

Displays the Room associated with the Item.

For Service Items, the Item Number and Type is
displayed for other Service Items related as Children
for this ltem.

Shows the Service Level Agreement assigned to the
Item.

Displays the stage of the Item Lifecycle that the Item is
assigned.

List View Options: Users Tab

The List View options are derived from the database fields and can be customized by selecting @
within the Customers, Organizational Units, Partner Organizations and Users tab.

The options within the Users Tab are outlined in the following tables:

Customers List View options:

Customers Description

Contract # Displays the Contract Number associated with the
Customer.

Country Shows the Country assigned to the Customer’s

Custom1lto5

Customer Name

account.

Shows the Custom Fields that have been configured in
the Admin>Setup>Custom Fields tab for Customer
Information.

Displays the Customer's name.
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Customers

Description

Date Added

Email Address

Email Locale

FAX

Last Login

Last Logout

Ldap Source

Line Manager

Local Time
Mobile

Notes

Open Requests

Org. Unit

Owned ltems

Pager
Phone

Roles

Room

User Name

Web Access

Displays the date the Customer account was first
created.

Shows the Customer's email address as a link that can
be clicked to open a New Message email window.

Displays the language file associated with the
Customer for automated system correspondence.

Includes the Customer's facsimile number.

States the time and date when the Customer last
logged into the system.

States the time and date when the Customer last
logged out of the system.

When multiple LDAP servers are synchronized with
the system, this will display the LDAP details from
where the Customer information is sourced.

Shows the name of Manager User associated with the
Customer, which maybe relevant when seeking
approvals for Service or Change Requests.

Displays the local time for the Customer.
Includes the Customer's mobile number.

Displays information recorded in the Notes field of the
Customer Information screen.

Shows the number of requests assigned an Active
Status, logged by the Customer.

Displays the Organizational Unit assigned to the
Customer.

Lists the Item's assigned to the Customer by showing
the Item Numbers.

Includes the Customer's pager details.
Includes the Customer's telephone number.

Lists the Roles the Customer has been assigned
within the system

Displays the Room assigned to the Customer.

Displays the User Name access credentials for the
Customer's account.

Shows the Customer setting for the Web Access
option.
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1.60.3
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options:

Organizational Units and Partner Organizations List View

Org. Units

Description

# Customers

City

Contract #

Country

Custom1lto5

Name

Org Unit Email

Phone

Primary Contact

Primary Contact Email

Service Level

State
Website

Zip

Shows the number of Customers associated with the
Org. Unit.

Shows the City details for the Org. Unit.

Displays the Contract Number associated with the
Org. Unit.

Shows the contact telephone number for the Org. Unit.

Shows the Custom Fields that have been configured in
the Admin>Setup>Custom Fields tab for Org. Unit
Information.

Details the Organizational Unit's name.

Shows the Org Unit's email address as a link that can
be clicked to open a New Message email window.

Shows the contact telephone number for the Org. Unit.

Shows the name of the Customer who has been
assigned as the point of contact for the Organizational
Unit.

Shows the Primary Contact's email address as a link
that can be clicked to open a New Message email
window.

Displays the Service Level Agreement assigned to the
Org. Unit.

Displays the State information for the Org. Unit.
Displays the Org. Unit's Website details.

Shows the contact telephone number for the Org. Unit.

Users List View options:

Users

Description

Active Requests

Shows the number of requests assigned an Active
Status, allocated to the User.
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Users Description

Available Includes a visual icon to easily identify if the User is
available within the system for request allocation:

@ - The User is not on leave and is available for
request assignment based on their assigned work
hours.

B The User is not on leave but is not available for
request assignment based on their assigned work
hours.

¥ : The User has the On Vacation option enabled.

Classifications Lists any Item Classifications that have been assigned
to the User within the Skills tab.

Custom1to5 Shows the Custom Fields that have been configured in
the Admin>Setup>Custom Fields tab for User
Information.

Date Added Displays the date the Customer account was first
created.

Default Items Lists any Items that have been assigned to the User

within the Skills tab.

Default Portal For Users assigned multiple Roles within the system,
this field will display which Portal the User accesses by
default when they log into the system.

Email Address Shows the User's email address as a link that can be
clicked to open a New Message email window.

FAX Includes the User's facsimile number.

Last Login States the time and date when the User last logged
into the system.

Last Logout States the time and date when the User last logged out
of the system.

Ldap Source When multiple LDAP servers are synchronized with
the system, this will display the LDAP details from
where the User information is sourced.

Line Manager Shows the name of Manager User associated with the
User, which maybe relevant when seeking approvals
for Service or Change Requests.

Mobile Includes the User's mobile number.

Name Shows the User's name.

Pager Includes the User's pager details.

Phone Shows the contact telephone number for the User.

Processes Lists the ITIL Processes the User has access to within
the system.
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Users Description

Roles List the Roles the User has been assigned within the
system.

Supervisor Shows the assigned Supervisor for Users assigned a
Technician or Partner Role.

Teams Lists the service Teams the User has been assigned
to.

Username Displays the User Name access credentials for the

User's account.

List View Options: Knowledge Tab

The List View options are derived from the database fields and can be customized by selecting &

within the Knowledge Tab.

The options within the Knowledge Tab are outlined in the following table:

Description

Age

Article No.

Classification

Created

Custom1to5

Iltem Type
Last Updated

Mean Rating

Owner

Status

Summary

Title
Type
View Date

Views

Based on when the content was created, shows the age
of the Article or FAQ.

The identifying number for the Article or FAQ.

Shows the Item Classification assigned to the Article or
FAQ.

Displays the date when the Article or FAQ was created.

Shows the Custom Fields that have been configured in
the Admin>Setup>Custom Fields tab for Customer
Information.

Shows the Item Type assigned to the Article or FAQ.
Displays when the Article or FAQ was last updated.

Displays the mean score rating for helpfulness of the
Article or FAQ.

The User who created the Article or FAQ.

Details the stage of publication the Article or FAQ is
assigned (i.e., In Development, Pending Publication,
Published or Archived.)

Shows the information recorded in the Summary field of
the Article, or the Question field of an FAQ.

Displays the Article Title.
Shows the Item Type assigned to the Article or FAQ.
Displays when the Article or FAQ was last viewed.

Details the number of times the Article or FAQ has been
viewed by a Customer.
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Description

Visibility Shows who can access the Article or FAQ in the
Knowledge Base.

Votes Shows the total number of votes recorded against an
Article or FAQ.

If Custom Fields have been enabled for a Articles in Admin>Setup>Custom Fields, they will also be
available in the Views Editor drop-down list options.

1.62 Administrator View

N user E Reports ¢ My Account {5y Setup £y CMS

Customers Users Assignments

Users with the Administrator Role can configure the customized settings within the application,
enable or disable privileges and control the synchronization with third party tools.

The Administrator view has five tabs:

+ User - Allows the User to create accounts for Users and Customers, and also define User
assignment templates for adding Users to multiple Teams and Escalation layers within the User
Information screen

+ Reports - Provides the Administrator with real time System and Login reports. System logs can
also be downloaded in the screen

+ My Account - The Administrator can view and configure their account details or create Alerts

+ Setup - Allows the Administrator to define how Customers and Users can interact with the
system, customize the application and synchronize it with third party tools

+ Configuration Management System - Provides configuration access to Relationship Types,
Warranty Durations and the Incident Analyzer, for Problem Management.

If an Administrator is assigned other User Roles within the system, they can access the Admin Portal
when logged in using the different Role, by selecting the Setup link within the sub-menu bar of the
User login screen or the Customer Portal Menu options.

1.63 User

& Operations |21 Change = Configuration @© Service [E] Knowledge [ Reports Finance

Customers  Organizational Units  Partner Organizations Users Teams Assignments

The User tab is used to create, modify and view accounts for:

¢ Customers

¢ Organizational Units
+ Users

¢+ Teams.
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Users within the service management system can have one of the following Roles:

+ Technician
+ Supervisor

+ Partner.
and one or more of:

+ Administrator

+ Finance

+ Manager

¢ Customer.
If a User is assigned multiple Roles, the User Roles of Supervisor or Technician, Finance and
Manager are consolidated within one User view. Therefore, if a User is assigned Finance, Manager
and Supervisor/Technician access, they can view all functionality related to these Roles within the

User view. If the User is also assigned Admin and Customer access, next to their login name, the
options of Setup and Customer will be displayed. See Changing Roles.

The Supervisor can create User accounts within the User >Users tab.

The system Administrator can synchronize the system with a Directory Server to import Customer
and User details. Imported Users can only be modified through the appropriate server console, not
via the application. For further details about this topic refer to the Authorization section within the
Administrator Guide.

Alternatively, the Administrator can also import Customers via a .CSV file.
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Users

2.1 User Tab

5 user E Reports ¢ My Account 5 Setup £y CMS

Customers Users Assignments

The User tab is used to create, modify details for:

+ Customers
+ Users

+ Assignments
Users can be assigned one of the following Roles:

+ Technician
+ Supervisor
+ Partner.

and one or more of:

+ Administrator
¢ Customer

+ Finance

+ Manager.

When a User has more than one Role, they can switch between Roles easily by selecting the Setup,
User or Customer link displayed in the sub-menu bar next to their login Name. See Changing Roles.

2.1.1 User Availability

The User List View includes the User Availability status by default, this is based on work hours
configured in the Schedule tab of the User and their Vacation Status.

The following icons may be displayed in the List View:

Available

- The User is not on leave and is available for request assignment
based on their assigned work hours.

l The User is not on leave but is not available for request

assignment based on their assigned work hours.

Or, if no hours are set within the Schedule tab when the "Define
Work Hours" is enabled within Admin>Setup>Privileges>User
screen and the User is not on vacation, the system will consider
Users to be unavailable.

Users 301



2.2

2.2.1

2.2.2
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Users

Available

¥ The User has the On Vacation option enabled.

An Administrator can synchronize the system with a Directory Server to import User details. Imported

Users can only be modified through the appropriate server console, not via the application. See
Authentication.

Alternatively, the Administrator can also import Customers via a .CSV file.

NOTE: If new User accounts are to be created directly in the system, new Administrator Users can
only be created within the User tab of the Administrator Portal.

Customers

Customers

The Customers tab is used to create, modify and delete Customer Accounts within the system.

A Customer is a User assigned the Customer Role. They can be internal or external to the
organization. Customers can raise requests, update, and if relevant approve requests, through the

Customer Portal or via email. Service Desk staff can also generate requests on behalf of the
Customer.

Customers can be created within this tab, imported from a CSV file, or imported and synchronized
using a directory server. See Authentication.

NOTE: If Customers are imported using a directory server and the mixed mode authentication
method is disabled, the option to create Customers within the Users tab is not available.

Customers
aTy @D xvort curmentpage [+] W4 Filter: All Customers [sys] || Display: 100 [»| @
Customer Name £ Email Address Phone Org. Unit = Country = Roles Web Access =
Wichael Angelo michagi@nsd.com Wicro Focus - Hea ice ustomer na
Michael Angel ichael d Micro Fi Head Offi Cust Enabled

[] Jason Blackett jason@nsd.com Micro Focus - Information Customer Enabled
Technology

If using Organizational Units (configured by a Supervisor User) or Customer Custom fields

(configured by an Administrator User), it is recommended that these be configured prior to creating
Customers.

See: Creating a Customer Account (Internal Authentication)
See: Importing Customers Using a CSV File

See: Importing Customers using LDAP/Active Directory Server.

Creating a Customer (Internal Authentication)

Use the Customer Information Tab to view and edit Customer details. It is also possible to set
Customer Roles, line managers and default login details.



Creating a Customer Account

When creating a Customer, the following four tabs are available:

+ Contact

*

Aliases
+ [tems

*

Contracts.

Information Tab

This tab is used to enter contact information for a Customer, when creating a new customer account.

NOTE: If Custom Fields are to be created for Customer Information it is recommended that the
Administrator complete the configuration prior to creating Users. See Custom Fields.

To create a Customer account using internal system authentication:

Select User>Customers
Select New
The Customer Information screen appears, with the following fields:

el S

Customer Information Fields

Access

Title If enabled, select the appropriate title from the drop-
down options. (This field is displayed if the Enable
Titles option is set to Yes in the
Admin>Setup>Setup>Privileges>Customer tab.)

First Name* Customer's First Name.
Last Name* Customer's Last Name.

User Name* The login User name credentials for the User. If this
is imported via LDAP or Active Directory, it can not
be edited. Otherwise, enter a Username. Note that
the value must be unique.

Password/ Confirm Password The Default Password is set to the Customer's
email address or a random string can be enabled by
the Administrator in Setup>Privileges>System. See
Authentication.

Customers can reset their password from the
Customer Portal, or a Service Desk User can reset
it in the customer account details using the Reset
Password button through the Customer>
Information tab.

Web Access Web Access allows Customers to view their account
information and Incidents via the Customer Portal.

Contact
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Customer Information Fields

Primary Email*

Send To

Org. Unit

Line Manager

Room

Address 1
Address 2
City

State

Zip/Postcode

Country

Email Locale
Phone
Fax

Pager

The Customer's Email address. System messages
are sent to this address.

This field becomes when alternate email addresses
are entered on the Aliases tab.

Select the most appropriate email address to be set
as the default address applied to Customer
correspondence. When the Send To field is set to
an alias address, the Primary Email address is not
included in the cc list, unless specified in the
request Information tab cc list.

The Organizational Unit, be it a Company or
Department with which the Customer is associated.

(Organizational Units are created by the Supervisor,
in Users >Organizational Units.)

If relevant, assign a system user with the Customer
Role who can approve/reject requests made by this
Customer, as part of the Change Management or
Service Request approval process. (This
information can not be edited if the line manager
details are set by the LDAP synch.)

This field is visible if the Display Rooms option is set
to Yes in the Setup>Privileges>Customer screen
and there are Room details configured in
Organizational Units.

First line of Customer's address.
Second line of Customer's address.
Customer's city details

Customer's State details. Options will be displayed
for the State, once the Country is selected, if
Regions are configured for the Country in the
system.

Customer's area code.

Customer's country. The country selected will
determine the time zone and state options for the
Customer.

Set the default language for email correspondence.
Enter Phone details.
Enter the Customer's fax number, if relevant.

Enter the Customer's pager details, if relevant.




Customer Information Fields

Mobile

SMS Override

Partner

Customer of

Locale

Time zone

Last Login

Host

GPS

Roles

Current*

A mobile number can be entered as a contact
number or for use with SMS (Short Mail Service
message). An SMS can be sent to notify the
assigned Technician when a request is created.

SMS Messaging options:

1. From the drop-down list, select the SMS
Service Provider.

2. Override SMS Address. If your service
provider does not appear in the list, click this
checkbox and enter an alternate Service
Provider.

Enter SMS Gateway override details for the
Customer, if a number other than the one entered in
the Mobile field is to be used to send/receive
updates via SMS. Enter the complete SMS details
in email address format, i.e.,
000777891@smsgateway.provider.com.

Nominate the Partner Organization associate with
the Customer. This is an external service provider
who manages the Customer's request.

(The option is enabled by the Administrator in Setup
Privileges> Use >Edit Customer Partner. The
Partner Organizations are defined by the Supervisor
in the User>Partner Organizations tab.)

The Customer automatically adopts the default
Timezone set for the system. However, the
Timezone can be manually adjusted here for the
specific Customer.

Auto-populated with the date the Customer last
logged into the system.

The IP address of the last login for the Customer

The GPS coordinates of the last known address for
the Customer. (This field is displayed when the
Record GPS option is enabled in
Admin>Setup>Setup>Privileges>Customer tab.)

Multiple Roles can be assigned to a User. Select
other Roles the Customer will use, by ticking the
check boxes.

Note: If the Technician Role is selected, a
Supervisor must be allocated.
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Customer Information Fields

Default Portal The Default Portal is the user interface a Customer,
who is assigned multiple Roles, accesses by default
when they log into the system.

NOTE: If the Users Default Portal is set to
Customer, the User details will not be accessible in
the Users list, but included in the list within the
User>Customer tab.

Details

Notes Click on the field to enter any Customer relevant
information.

* Denotes mandatory fields

1. Click Done.

Emailing Customers Credentials

To email a newly created Customer details regarding their system log in details, click the Email button
within the Customer Information screen. If Random Passwords is enabled, selecting Email will reset
the Password and forward the details to the Customer. If Password Questions is enabled in
Setup>Privileges>System, selecting Email will send a link to the Customer directing them to a page
that includes the security questions set for their account and reset the password based on the
answers provided. Customers must complete this process within an hour of the email being sent.

vCard Button

Select this option to download and open the Customer's information in an electronic business card
format, to email or save outside the system.

Aliases Tab

The Aliases tab is used to enter additional email addresses. Email addresses in the Aliases tab allow
the Customer to send emails to the System or Team support addresses from more than one address.
The system creates requests from these emails. Notifications for requests created using an address
in the Aliases tab, are sent to the main email address and cc'd to the alias address that was used to
create the request.

When one or more alias email addresses have been created for a Customer, a Send To field is
displayed on the Customer Information screen, which allows the most appropriate email address to
be set as the default address applied to Customer correspondence. When the Send To field is set to
an alias address the Primary Email address is not included in the cc list, unless specified in the
request Information tab cc list.
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Customer Information

Contact Aliases Items Requests Contracts
G Jason Blackett
Email =

D ingoli@nsd.com

1-10f 1 Results

To add an alias email address:

1. Select User>Customers

2. Click on the Customer name

The Customer Information screen appears.
In the Information tab, click Edit

In the Aliases tab, click Add

Enter an alias email address

Click Save

Select Done.

When an alias email address has been created for a Customer, a Send To field is displayed on
the Customer Information screen, which allows the alias email address to be set as the default
address applied to Customer correspondence.

N o g bk ow

To remove an alias email address, in Edit mode, tick the checkbox next to the relevant email address
and then click Remove.

ltems Tab

The Items tab defaults to list of Items assigned to the Customer. To view Shared Items, tick the
Include Shared option. To view the Item details, select the Item Number hyperlink. Select the Excel
button to output the Item List to Excel format.
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Customer Information

Contact Aliases Items Requests Contracts

[ ada | Rexcel Jason Blackett

Include Shared [ | Display: 10 E|

[ tem Ho. = tem Type = Team =
|:| srm-tet-ned-222 Dell Latitude EG430 Device-Incident Team
|:| Motepad++ Windows Bundle Device-Incident Team
|:| Jason-lphoned lphone & Device-Incident Team
|:| Microfocus - Website Services Device-Incident Team
elLearning
|:| Email Service Email Services Device-Incident Team

1-5 of 5 Results

To add an ltem:

1. Select User>Customers
2. Click on the Customer name
The Customer Information screen appears.
3. In the Information tab, click Edit
4. In the Item tab, click Add
The Find Item editor is displayed.
5. Search for the relevant Item
For details regarding an advanced Item search see: Advanced Search.
6. Select the Item # hyperlink
The selected Item will be associated with the Customer.
7. Click Save
8. Select Done.

To remove an ltem, in Edit mode, tick the checkbox next to the relevant Item and then click Remove.

Contracts Tab

The Contracts tab displays a Customer's current contract status. A Customer can be assigned an
SLA or Contract when Billing>Contracts is enabled. A Customer can only have one active Contract.
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Mary Calder

To create a new Contract for a Customer:

1. Select User>Customers

N

Select the Customer Name

w

Move to the Contracts tab
Click Edit
The system will display the Add button in the Customers tab

»

Customer Information

Contact Aliases Items Regquests

Contract
Service Level
Contract# Ne Contract Azsigned

Customers Ttems

Invoice # Start Date = End Date

Contract# = Type SLA

0 -0 of 0 Resulis

5. Click Add
The SLA options are displayed.
6. Select a Service Level from the list
When selected, the screen expands to display the Time, Start and End date fields.
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Customer Information

Contact Aliases Items Requests Contracts

Contract
Invoice Number 100032
Service Level SLA

Incident E

Priority Response Time Restoration Time  Resolution Time 24 x 7 support Alert
Urgent & Hours 12 Hours 24 Hours Yes None
High 12 Hours 24 Hours 43 Hours Yes None
WMedium 18 Hours 356 Hours 72 Hours Yes None
Low 24 Hours 48 Hours 86 Hours Yes None

Contract Type Per Customer
Time Support Hours IEI
Support HDIJI'SI
Start Date  01/06/16 14:15 =l
EndDate 01/06/17 23:59 =

Notes

Price $100.00
Tax $0.00
Taxable [
Total Cost $100.00

7. Define the Contract Time period

For the Per Customer Contract Type the Time Period for the Contract can be defined:

If Subscription is selected, the Start and End Dates are automatically completed by the system,
but can be edited if required.

If Time Limited Subscription is selected, the Support Hours field is displayed and the number of
support hours purchased by the Customer should be entered. Also, the Start Date and End Date
fields should be completed manually, entering the length of time for the subscription period.

If Support Hours is selected, the number of support hours purchased by the Customers should
be entered

If Support Hours By Month is selected, define the number of Support Hours covered per month
and on which day of the month the Contract is designated as the Rollover Day. The Start Date
and End Date fields are automatically completed as an annual contract subscription but can be
edited, as required.

If the Start Date is set as a future date, the Pending Contract status is assigned. See Pending
Contracts.

8. Click Save
. Click Next to continue

The system reverts to the Contracts summary screen.



Customer Information

Contact Aliases Items Requests Contracts

Michael Angelo
Contract
Service Level Warranty
Contract # 2 €9
Contract Type Subscription
Invoice # 100002
Start Date 01/05/18
End Date 01/0517
Expires 1 “ear 0 Day

Customers Ttems Audit
Contract# = Type sLA S hvoice#  StartDate = End Date = D
|:| 2 Per Customer Warranty 100002 0140516 11:59 01/05M7T 23:59 Deleta

1-1of 1 Results

10. Click Save. Click Done.

To delete a current Contract select ... next to the Contract Number. Alternatively, to delete a current
or queued Contract, within the Contract>Customers tab check the field next to the relevant Contract #
and select the Delete button.

The Items tab within the Customer>Contracts screen is used to list all the Items with a Contract that
are owned by a Customer.

The list of requests with the time recorded against the Contract is displayed within the Audit tab. The
Summary view displays the list of requests with total number of Notes and Time allocated to the
Contract, while the Detail view includes a breakdown of all Notes and the associated time related to
each request.v

Searching for Customers
To search for Customers within the Users>Customers tab:

1. Go to Users>Customer
2. Click

3. Enter any known Customer details
Or, for a complete Customer list enter a before or after date for Customer creation
4. Click Search
The results will be displayed in a table with the Customer Name and contact information.

5. Click on the Customer Name to open the Customer Information module or select the Email
Address to send an email.

Users 311



Re-enabling Deleted Accounts

Administrators have the ability to reactivate deleted Customer accounts.
To enable a deleted account:

1. Within the User > Customers tab select

O search

2. Toggle the Account Status option to Deleted
3. Click Search
A list of deleted Customers is displayed.
4. Select a Customer to re-enable
The Customer information page appears.
5. Click the Enable button, to reactivate the account.
The Customer account becomes active and is available within the system.

2.2.3 Advanced Search Option

To search for a Customer or an Item based on custom field information, use the Advanced Search
option. The Advanced Search enables the User to search on Customer or Item custom fields, if they
have been enabled.

During request creation the option Advanced Search will be visible within the Find Customer and Find
Item screens.

Find Item
ltem Mumber ltem Type
Include Global® ltems O All tems
Active ltems Only @ Al Assigned ltems
® By Customer
©) By Org. Unit
Category
Mabile Devices IZI
Advanced Search
Field Value
Resolution
Input Type
Memory
Memory Card @ o

To use the search option:
1. Tick the Advanced Search option

For the Find Customer, a custom field list will appear. For Find Item, an Item Category drop-
down list is displayed.
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2. For Find Item, select the Category. Two custom field lists appear
3. Select the custom field/s to search on

Find Item
ltem Number ltem Type
Y| Include Global* ltems All ltems
Y| Active ltems Only @ All Assigned Items
By Customer
By Org. Unit
Category
Maobile Devices IZI
Y| Advanced Search
Field Value

Memory Card IZ|

IMEI Number IZI

@0

4. In the Value field, enter the details to be searched

5. Click@ to return a list of Customers/ltems based on the custom field value entered

6. Click the relevant Customer Name or Item number to assign it to the request.

Pending Contracts

Contracts that have been forward dated on creation or that require invoice payment before they can
become active in the system, are recorded as Pending Contracts. The list of Pending Contracts can
be viewed in the All Agreements filter within the Service Level > Contracts screen.

A Pending Contract will automatically become active in the system on the start date assigned to the
contract, if an invoice is not associated with the contract.

To enable a Contract before the start date:
1. Go to the Costs tab of the Item or Contracts tab of the Org Unit or Customer

The tab is available relative to where the contract is being activated. It will be Costs within the
Item screen, or Contracts within the Customer or Org Unit Information screen.

2. Select Edit
The Enable button is displayed next to the Pending Contract Field
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Item Information

Information Details Costs Requests Relationships ‘Dutages AMIE Snapshots
e # 10000101 (phone 6
Contract

Service Level SLA
Contract# 16 €3
Contract Type Subscription
Invoice # 100035
Start Date 0112416
End Date 01/24/16
Expires 11 Days

Pending Contract# 17

3. Click Enable

The system prompts that the start date will be updated.
4. Click OK

The Contract is created with the new start date.

Contract
service Level Warranty
Contract# 7 €9
Contract Type Subscription
Invoice # 100016
Start Date 01/05M16
End Date 01/05M7
Expires 1 Year 0 Day

5. Click Save.

6. NOTE: Requests raised against a Customer/Org Unit/ltem with a Pending Contract, are
assigned a Pending-No Contracts status. The Item/Customer/Org Unit's Contract needs to be
activated before a Technician can work on the request.

2.25 Importing Customers using a CSV File

Using a .CSV file (comma-delimited text file), Customers can be imported instantly.
The fields that are required within the text file for Customers to be imported are:

+ First Name

+ Last Name

+ Email address

+ Username (unique)
+ Password.

To import Customers using a .CSV File:

1. Select User>Customers
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The Customers screen is displayed.

Customers

GE=ED D - o5 W e mcusomeniors (3] omser 0[3] ©
Customer Name £ Email Address Phone Org. Unit £ Country = Roles Web Access =
[] Michael Angele michagl@nsd.com Micro Focus - Head Office Customer Enabled .

|:| Jason Blackett jason@nsd.com Micro Focus - Information Customer Enabled
Technology

2. Click

ity Import

The Customer Import Wizard appears.

Customer Import

Welcome to the Import Wizard

Select the C3V (Comma separated file) you wish to use
for impaorting data. (Download Template) s

The following fields are required:

First Mame

Last Mame

Email

Username (Unique)
Passward

- " @ ® @

Browse... | Mo file selected.

D ;D

To view a template that illustrates the fields the application is looking for and the data types (see
below), click the Download Template link on the Customer Import Wizard screen.

The following fields should be visible:

Title (char 128),First Name(char 64), Last Name(char 64), Email Address(char 64), Company(char
64), Department (char 64),Primary Company Contact (int 1), Primary Department Contact (int
1),Address 1(char 128), Address 2(char 128), City(char 64), State(char 32), Postcode/ Zip (char 20),
Country(char 64), Phone(char 20), Mobile(char 20), Fax (char 20), Pager (char 32),Username
(Unique char 64), Password (char 64), Partners Email (char 64), Custom1(char 256), Custom2(char
256), Custom3(char 256), Custom4(char 256), Custom5(char 256), Notes (clob), Locale (char 5),
Line Manager Username (char 128)

The ‘char ###' designation in parentheses after each field name signifies what type of data the import
utility expects to see in each field. For instance:

+ 'First Name (char 64)" means that the first name field cannot exceed 64 characters.

Users 315



316

+ 'Company Contact (int 1)' means that a 1 in the field will assume the Customer is the Primary
Contact for the Company, if the field is left empty or completed with a zero, it is assumed the
Customer is not a Primary Contact.

+ Fields marked as ‘Unique’ must be unique in the system

+ Locale is the Email Locale for the Customer and will be set to the option applied in the
Setup>Email>Setup>Default Locale field if the column is empty

+ Line Manager Username is the Customer's Username as recorded in the system or to be
created as part of the .CSV import.

If the Partner option has been enabled in the application Setup, a Partner can be assigned to a
Customer by defining the Partner email within the .CSV file.

NOTE: The Country specified must be the same as what is found within the application

If the spelling is different in the .CSV file, a Customer's Country details will not be imported.

1. Click Choose File

Select a .CSV file to be imported
2. Click Upload

Displayed are lists of fields that are mapped to the corresponding fields in the .CSV file that is to
be imported.

Customer Import

Field Mapping Wizard

Select the fields you wish to map to the internal database records.

=

Title  [0] Title (char 128) E| Username |  [18] Username (char 128) E|
FirstName |  [1] First Mame (char 64) E| Password|  [19] Password (char 64) E|
LastMame | [2] Last Name (char 64) E| Partner's Email  [20] Partner's Email Address (char 128) E|

Email|  [3] Email Address (char 128) E| LII'IE:JMEI'IEQEF [28] Line Manager Username (char 128) E|
sername
Company | [4] Company (char 128) E' Custom1  <not selected> E|
Department |  [5] Department {char 128) E| Notes  [26] Notes (CLOE) E|
Company .
it [6] Primary Cantact Company (int 1) E| Locale  [27] Locale (char 5) E|
Depart t : . .
epgD;::nct [7] Primary Contact Department (int 1) E| Options  [/| ignore First Line
Web Access
Address 1 [8] Address 1 (char 128) E| '
|Fieldsthat do not contain matching system records automatically
Address 2 [9] Address 2 (char 128) E| create new records.

*Fields marked with a | are mandatory.

*Fields marked with a | that do not contain matching system records automatically create new records
in system.

1. Adjust mapped fields, if relevant
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2. Check Ignore First Line if the imported .CSV file uses its first line as a header to define the field
information

Leave the box unchecked if the .CSV file begins with usable data.

3. Check Web Access if the imported Customers are to have immediate access to the Customer
Portal

If this option is not selected, Customers will not be able to log into the application until they have
been designated web access within the Customer Information>Contact tab.

4. Click Import

The results of the import attempt will be displayed. If the import was successful, the new
Customer details can now be accessed in the system.

Customer Import

Import Wizard Results

B

Total of 1 Record(s) imported successfully.

5. Click Done.
After the Customer has been imported, other fields require manual configuration, including:

+ Room (if relevant)

+ User Roles.

2.2.6 Importing Customers using LDAP/Active Directory Server

Administrators can connect the application to a Directory Server for Customer and User
authentication purposes. This removes the need to create Customer and User accounts as it allows
the system to synchronize accounts and access levels with an existing Directory Server. It has the
added benefit of allowing the Administrator to work with existing infrastructure.

As part of the mapping process, if no values exist on the authentication server for a mapped field, no
drop-down menu will appear and Users cannot edit the field.

When the authentication server is used, the Customer’s password is not visible within the service
management tool, regardless of whether the Customer is new or existing in the system. This is due to
the Customer’s account being validated against an authentication server account rather than an
internally authenticated account. The password is stored in the authentication server’s database and
it is not accessible through the service management system.

Also, Customers using LDAP or Active Directory authentication are not able to edit their first name,
last name, LDAP/ADS username or email address. These fields are stored on the authentication
server, and cannot be modified within the service management system.

To import Customers using a directory server, see Authentication.
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2.3
231

2.3.2

Users

Users

The User menu allows an Administrator to create accounts for other Users. The tab gives
Administrators and Supervisors control over all User accounts in the system. User accounts can be
created, modified and deleted.

Users can have one of the following Roles:

+ Technician
+ Supervisor
+ Partner;

and one or more of:

+ Administrator
+ Customer

+ Finance

+ Manager.

It is possible for any User to have multiple Roles. (For example, a Technician may also be assigned a
Customer Role so they can log requests related to their own equipment. When a User has more than
one Role, they can switch between interfaces easily.) See: Changing Roles

User Accounts can be created within the application or imported from one or more authentication
servers.

If using User Custom fields, we recommend these be configured prior to creating Users. See: Custom
Fields.

See: Creating a User Account (Internal Authentication)

See: Importing a User Account (External Authentication).

Creating a User Account (Internal Authentication)

Users within the system that are to be assigned to support Teams must be allocated one of the
following Roles:

+ Technician
+ Supervisor
+ Partner.

The above User Roles can work on requests. The About Roles section of the User Guide provides
more information regarding specific User Roles in the system.
Creating a User Account

When creating a new User, the following four tabs are available:

+ Information
+ Schedule

318 Users



*

Aliases
¢ Team
Skills

+ Types.

*

Information Tab

Within the User Information tab, User details can be created, viewed and edited. User Roles, Process
assignment and default logins can all be customized within this tab.

To create a new User:

1. Select User>Users
2. Click New

The User Information screen appears.

User Information Fields

Title

First Name*
Last Name*
User Name*

Password*

Roles*

Default Portal*

Assignment Template

Select a title from the drop-down menu options.
(This field is displayed if the Enable Titles option is
set to Yes in the
Admin>Setup>Setup>Privileges>Customer tab.)

Enter the User's First Name.
Enter the User's Last Name.
Enter a LiveTime User Name (unique).

Enter a User Password. Note: Passwords can be
changed under the Users Tab or reset by the User
under their My Account tab.

Assign a Role for the User. Each Role has
associated permissions. See Roles.

Every Technician Role assigned also needs a
Supervisor assigned.

NOTE: Note: More than one Role can be assigned
but only one of Supervisor, Partner or Technician
can be allocated per User.

The Default Portal is the User Interface accessed by
default when a User with multiple Roles logs into
the system.

NOTE: If the Users Default Portal is set to
Customer, the User details will not be accessible in
the Users list, but included in the list within the
User>Customer tab.

This option is visible in a new User Information
screen if Job Assignment Templates are configured
in the User> Assignments tab.

Select a template to assign the new User to multiple
Teams, Escalation layers and Processes.
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User Information Fields

Operations Processes

Change Processes

Internal Processes

Knowledge

Configuration

Customer Org Unit

Line Manager

Primary Email*

Send To

Assign the licensed access for Request Fulfilment,
Incident and Problem Management.

Assigning Processes to the User gives them access
to support those Processes and enables them to be
assigned as Team members for those Processes’
Teams.

See User Processes.

Assign the licensed access for Change, Release
and Deployment Management. Note, Users
assigned Release are automatically assigned
Deployment.

Enable the Users privilege to maintain Service
Level, Configuration and Knowledge Management.

Selecting the Configuration and Knowledge options
displays the relevant fields that enable granular
controls to be set for those processes.

NOTE: The Finance Role is limited to the processes
of Configuration and Service Level Management.

If the User is assigned the Knowledge Management
process, their privilege to create, edit, delete and/or
publish KBAs can be configured.

If the User is assigned the Configuration
Management process, their privilege to create, edit
and/or delete Items within the CMDB can be
configured on a per task basis.

If the User is also allocated a Customer Role within
the system, this field is displayed. Enter Company
or Department details that apply to the User in their
Customer Role.

(This field is visible if the User is also assign a
Customer Role within the system. The information
can not be edited if the line manager details are set
by the LDAP synch.)

If relevant, assign a system user with the Customer
Role who can approve/reject requests made by this
Customer.

Enter the User's email address. System messages
are sent to this address.

This field becomes available for Users that have the
Customer Role and have alternate email addresses
entered on the Aliases tab.

Select the most appropriate email address to be set
as the default address applied to Customer
correspondence. When the Send To field is set to
an alias address the Primary Email address is not
included in the cc list, unless specified in the
request Information tab cc list.
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User Information Fields

Phone Enter telephone details.

Mobile A mobile number can be entered as a contact
number or for use with SMS (Short Mail Service
message). An SMS can be sent to notify the
assigned Technician when a Service Request is
raised.

SMS Messaging options:

+ From the drop down list, select the SMS
service provider.

* Override SMS Address. If your service
provider does not appear in the list, click this
checkbox and enter an alternate Service
Provider.

SMS Override Enter SMS Gateway override details for the User, if
a number other than the one entered in the Mobile
field is to be used to send/receive updates via SMS.
Enter the complete SMS details in email address
format, i.e.,
000777891@smsgateway.provider.com.

Fax Enter known fax details.
Pager Enter pager details.
Salary An annual salary can be entered. This value is used

for reporting.

Forum Moderator Select this checkbox to designate this User as a
forum moderator. See Forums.

Survey Manager Select this checkbox to enable this User to create
and manage surveys in the system.

Supervisor* Select a Supervisor, if the User has a technician
role. Users with the Technician Role must be
allocated a Supervisor.

Partner For When a User is assigned the Partner Role, their
associated Partner Organization must be assigned
within this field.

Partner If the User is also assigned a Customer Role, this
field allows the Customer to be associated with a
Partner Organization who will handle their requests
when they are logged in the system.

Available Shows if the User is available for requests to be
assigned to them. This is based on work hours
configured in the Schedule tab of the User and their
Vacation Status. If no hours are set within the
Schedule tab when the "Define Works Hours" is
enabled within Admin>Setup>Privileges>User
screen and the User is not on vacation, the system
will consider them to be unavailable.
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User Information Fields

Assignment **\/isible when the Assignment Control is enabled in
Admin>Setup>Privileges>User.

Set to Off if the User is not to be assigned new
requests, irrespective of their Availability status.

On Vacation Placing a Technician on vacation excludes them
from being assigned new requests automatically.
When On Vacation is activated a Technician's
existing requests are not reassigned.

Training This option is only visible for Technician Users, and
when enabled allows the User to be included in
Teams to view requests but does not allow them to
put the request in edit mode or add Notes.

Email Locale Adjust the default language for email
correspondence, if required.

Country The User automatically adopts the default Country
set for the system. However, the Country can be
manually adjusted here for the specific User.

State Set the State information based on the Country
selected, if required.

Timezone The User automatically adopts the default Timezone
set for the system. However, the Timezone can be
manually adjusted for the specific User.

GPS The GPS coordinates of the last known address.

* Denotes Mandatory Fields
1. Complete the User detail information

2. Click Done.

Emailing User Details

To email a User regarding their system log in credentials, click the Email button within the User
Information screen. If Random Passwords is enabled, selecting Email will reset the Password and
forward the details to the User. If Password Questions is enabled in Setup>Privileges>System,
selecting Email will send a link to the User directing them to a page that includes the security
questions set for their account and reset the password based on the answers provided. Customers
must complete this process within an hour of the email being sent.

vCard Button

Select this option to download and open the User's information in an electronic business card format,
to email or save outside the system.
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Schedule Tab

By default the Schedule tab includes the On Vacation option, which can be set to Yes when the User
takes leave. The system will automatically reassign the User's active requests, if the Vacation
Reassign option has been enabled in the Admin>Setup>Privileges>User tab. If this option has not
been enabled, a Supervisor User will need to manually reassign the requests, if required.

If the system Setup has been configured to Define Work Hours and Schedule Vacations, this
additional functionality is available within the Schedule tab.

User Information

Information Schedule Aliases Team Skills Org Unit

Ingo Engels
Working Hours
Relative To (GMT +5:30) New Delhi

Apphy Template E
Sunday <unavailable> |Z| to  <unavailable= |Z|
Monday 09:00 =] o 17:00 -]
Tuesday 09:00 [*] to 17:00 -]
Wednesday 09:00 [*| to 17:00 -]
Thursday 09:00 [x] o 17:00 -]
Friday  09:00 [*] o 17:00 -]
Saturday  <unavailable= |Z| to  <unavailable> |Z|

Holidays
On Vacation @ yo ) ves

Schedule @ @

Purpose = Start Date = End Date = Active

0 - 0 of 0 Results

Define Work Hours

Use the drop-down lists to set the hours of work when the User is available for the week. Based on
what is set here, the system will assign requests to the User during their available hours. However, if
no other Technician is available for requests based on their defined work hours, the system will
assign the User new requests outside of their set work hours.

NOTE: If the Technician Define Work Hours option has been enabled, the hours of work MUST be
defined, otherwise the system will ignore the Technician Assignment logic and automatically allocate
new requests to the Team Lead.
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Schedule Holidays

The Schedule Holidays functionality allows the Supervisor to pre-book leave in the system for Users.
There are no restrictions on the number of days that can be set, and based on the configuration,
when a leave period is activated, the system will automatically reassign active requests to other
available Users applying the Technician Assignment logic. If the request was initially drawn from an
Incident Queue, it will not return to the Queue but be reassigned to the most relevant Technician
based on the Technician Assignment logic.

As a Supervisor User, to schedule User leave:

Go to the Users>User option

Select the hyperlink name of the User
Move to the Schedule tab

Click Edit

o > 0w DN

Select @
The Vacation Details window is expanded.
6. Enter the reason for leave in the Purpose box

Vacation Details

Purpoze Anual Leave

Start Date  12/24/15 22:30 2

End Date 01/0416 22:29 |

7. Complete the Start and End date details
8. Click Save

The details are recorded in the database and when the Start Date is reached, new requests will
not be assigned to the User. After the scheduled End Date, the User account will be
automatically re-activated.

Holidays
On Vacation @ g es
Schedulz: @ @
Purpose £ Start Date T End Date £ Active
Anual Leave 12/24115 22:30 01/04/18 22:29

1-1 of 1 Results

9. NOTE: It should be noted that if the User on vacation is a Team Lead for any Teams where there
are no Technicians available for new request assignment, the system will allocate new requests
to the Team Lead, regardless of their vacation status.

The Supervisor Events calendar in the Home Tab shows when Users on vacation:
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Tachnician Laav ]

Aliases Tab

NOTE: This is only applicable if the User has the Customer Role.

Use the Aliases tab to enter additional email addresses. Email addresses in the Aliases tab allow the
User to send emails to the System or Team support addresses from more than one address. The
system creates requests from these emails. Notifications for requests created using an address in the
Aliases tab, are sent to the main email address and cc'd to the alias address that was used to create
the request.

When one or more alias email addresses have been created for a Customer, a Send To field is
displayed on the Customer Information screen, which allows the most appropriate email address to
be set as the default address applied to Customer correspondence. When the Send To field is set to
an alias address the Primary Email address is not included in the cc list, unless specified in the
request Information tab cc list.

User Information

Information Schadule Aliases Team Skills Org Unit

Email =

|:| ingo@epm.bir.novel.com

1-10f1Results

To add an alias email address:

1. Select User>Users

n

Click on the User name

The User Information screen appears.
In the Information tab, click Edit
Select the Aliases tab

Enter an alias email address

Click Save.

When an alias email address has been created for a Customer, a Send To field is displayed on
the Customer Information screen, which allows the alias email address to be set as the default
address applied to Customer correspondence.

o g M w
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7. NOTE: An alias will only be used if the User has a Customer Role.

Team Tab

The User Team tab lists Teams associated with the selected User. Use this section to assign the User
to one or more support Teams, making the additions by Team or job Assignment templates that have
been configured in the system. Processes selected in the Information Tab for the User determine the
Teams available in the Team tab.

Once a User is assigned to the Team, the Supervisor must configure the escalation layers for the
Team to include the new User. However, the User can easily be added to Layer One of escalation
when associated with a new Team by ticking the "Assign new users to layer one option" when
assigning the Team within this tab. Also, if Assignment templates are created in the system, by
selecting the Team template, the User will automatically be added to Teams,Escalation Layers and
Work Groups configured within the selected template.

NOTE: The User must be assigned the relevant Processes for Support Teams to be shown in Team
search results. If an Assignment template is selected and includes Teams for Processes the current
User is not allocated, those Teams will not be included on the template.

To add a User to a Team within the Team tab:

1. Click Edit

User Information

Information Schedule Aliases Team skills Org Unit
Ingo Engels
Add By Team E
Teams @ B OD-Incident-Team
o Change Management Team Find Team (Name) @

|:| Assign new user to layer one

2. Using Add By Team, enter a Team Name in the Find Team field and click @
Or, leave the field empty and click €. The Teams for Processes that the User is assigned are
displayed in the search results.

3. Tick "Assign new user to layer one", if relevant

4. Select a Support Team link
The User is assigned to the Team and layer one of escalation if appropriate.

5. Click Save.

To add a User to a Team within the Team tab using Assignment templates:

1. Click Edit
2. Within the Add By field, select Team Template

Job Assignment Templates that have been configured in the User>Assignments tab are
displayed, but only including Teams consistent with the Processes assigned to the User.
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User Information

Information Schedula Aliases Team Skills Org Unit
Ingo Engels
A BY  Tegm Template |E|
Templates E

3. Select one or more Template options
4. Click Save.

The User is automatically included in the Teams, Escalation Layers and Work Groups configured
in the Template.

User Information

Information Schedule Aliases Team Skills Org Unit
Ingo Engels
AdDBY 1oz Template E
Templates e, Template E
Team Hame £ Layer £
Portfolio Management

1-10f 1 Results

To remove a User from a Team:
1. Select User>Users

The User Information screen appears.
Click on the name of the User

Select the Team Tab

Click Edit

Select@ to remove a Team assignment
Click Save
Click Done.

No o M wDN

8. NOTE: If a User is the Team Lead or the only person assigned to an escalation layer they cannot
be removed from a Team under this tab.

Skills Tab

Use this section to assign any specific Classifications that are to be handled by a Supervisor,
Technician or Partner. This assignment assumes areas of expertise for Users assigned to these
Classifications. This allows the system to automatically route requests logged against these
Classifications to the most appropriate User.
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NOTE: Prior to using the Skills tab, the Supervisor should configure Items and Classifications.

Assigning a Classification
To assign a Classification:

1. Select User>Users>Skills
2. Click Edit to display the Add button
3. Click Add
4. Select the Item Category
The Item Type and Classification Type drop-down list is displayed.

User Information

Information Schedule Aliases Team Skills Org Unit
Ingo Engels
ltem Category E
Classification £ Item Category = ltem Type =

0 -0 of 0} Results

5. Choose an Item Type, if relevant
6. Select * to assign all Classifications as Skills or choose a specific Classification

The list displayed will include all Classifications configured for the Item Category and the Item
Type, if an Item Type is selected.

User Information
Information Schedule Aliases Team Skills Org Unit

Ingo Engels

tem Category Hardware

tem Type Del Latitude E5430

EIRENREY

Classification *

Configuration

Classific Downloads £ Item Category £ Item Type =
General
Manuals 0- 0 of 0 Results
MNetwork
7. Click Save
8. Click Done.

NOTE: The Classification assigned to the User is either based on the Classifications of an Item
Category or Item Type, hence displaying two columns. However, the Item Type column will only
include information when the Classification selected is specific to that Item Type, and not directly
related to the Item Category.
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To remove a Classification:
1. Select User>Users

The User Information screen appears.
2. Click on the name of the User
3. In the Skills tab, click Edit
The Delete button appears at the bottom right.
4. Click the checkbox next to the Classification. Multiple Classifications can be checked
5. Click Remove
6. Click Done.

Org Unit Tab

Use this section to assign one or more Org Units to a Supervisor, Technician or Partner, which will
result in requests that are logged by these Org Units being routed to the assigned Users. When Users
are assigned to support Organizational Units, the Find Customer option during the request creation
process displays the "Supported Org. Units Only" option. This limits the Customer search results to
those Customers who belong to the Org. Units the logged in Technician is assigned to support.

Find Customer

First Name Email

I

Last Name Phone

Uzername Cryg. Unit

v Supported Org. Units @
Onby

Assigning an Org Unit
To assign an Org Unit:

1. Select User>Users>0rg Units
2. Click Edit to display the Find Org. Unit search field

3. Enter any known Org. Unit details or leave the field blank to return the full list of Org. Units
recorded in the system
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User Information
Information Schedule Aliases Team Skills Org Unit

Ingo Engels

Org. Units
Find Org. Unit (Hame)

@
| concet QL save

4. Click @

5. Click on the Org. Unit name hyperlink to associate it with the User
Multiple selections may be made, if required.

6. Click Save.

Removing an Org Unit

To remove the association between a User and an Org Unit:

1.

Select User>Users

The User Information screen appears.

2. Click on the name of the User
3. In the Org Units tab, click Edit

Select @ next to the relevant Org Unit/s
The Org Unit/s details are removed from the tab

5. Click Save
6. Click Done.

Re-enabling Deleted Accounts

Administrators have the ability to reactivate deleted User accounts.

To enable a deleted account:

1.
2.
3.
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Within the User>Users tab, select the Search button

Select Deleted as the Account Status search option

Click Search

A list of deleted Users is displayed.

Select a User to re-enable

The User information page appears.

Click the Enable button, to reactivate the account.

The User account becomes active and is available within the application.



2.3.3

2.4

24.1

Importing Users using LDAP/Active Directory Server
(External Authentication)

Administrators can connect the system to a Directory Server for User authentication purposes. This
removes the need to create User accounts as it allows the application to synchronize User accounts
and access levels with an existing Directory Server. It has the added benefit of allowing the
Administrator to work with existing infrastructure.

As part of the mapping process, if no values exist on the authentication server for a mapped field, no
drop-down menu will appear and Users cannot edit the field.

When the authentication server is used, the User’s password is not visible through the service
management application, regardless of whether the User is new or existing in the system. This is due
to the User’s account being validated against an authentication server account rather than a system
account. The password is stored in the authentication server's database and it is not accessible
through the application.

Also, Users using LDAP or Active Directory authentication are not able to edit their first name, last
name, LDAP/ADS username or email address. These fields are stored on the authentication server
and cannot be modified within the service management tool.

To import Users using a directory server, see Authentication.

Assignments

The Assignments tab allows job function templates to be created for new and existing Technician
Users. Users can be assigned to multiple Teams, Escalation Layers and, for new Users, Processes
by applying the templates. Administrator and Supervisor Users can apply these templates within the
User Information screen for new Users, and the Team tab of the User Information screen for existing
Users who are assigned the relevant Processes.

For example, a Frontline Support template may be created, where a User is assigned to Layer 1 of an
Incident Team and a Work Group of a Service Request Team. They may also be assigned to an
Update Customer Group within a Change Management Team. This template could then be easily
applied to all Users created directly in the system, within the User Information screen. Or, if the User
was created using an authentication server, the template could be applied within the Team tab of the
User Information screen.

Creating an Assignment Template

Before creating an Assignment template, be sure all the relevant Teams and Escalation Layers or
Groups exist in the system. However, should you create additional Teams, Escalation Layers or
Groups at a later date, the Assignment template can easily be updated.

To create an Assignment Template:

1. Select User>Assignments
2. Click New
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Assignment Template

Details

Template Name | hew Template

e QTR

Team Hame

3. Enter the Template Name
4. Click Add

The Find Team editor is displayed.

click &

Template Name New Template
Tﬂaml

Find Team (Name)

Team

B OD-Incident-Team
Change Management Team
Device-Incident Team
Portfolio
Problem Analysis Team
Service Reguest Team
TeamSMG
TeamSMG1

1- 8 of & Results

6. Select the Team name link

The Layer or Groups drop down list is displayed.
7. Select an option from the available list

Users

0 - 0of 0 Results

Enter a Name to find a specific Team, or leave the field blank to return a list of all Teams and



Details
Template Name New Template

Team I
Find Team (Hame)

Change Management Team

Layer [MoLayer] EI

——- Escalation —-

Layer 2

— Group ——
Default Group

Default Manager Group
Groupl?

8. Click Save
9. Repeat steps 4 to 8, until all relevant assignments have been created for the template

Assignment Template

Details

Template Mame | New Template

Team Name £ Layer =
|:| Portfolio Management

1-1of 1 Results

10. Click Save.

The template is now available within the User Information screen for new User creation, or the
Teams tab for existing Users.

24.2 Editing an Assignment Template

To make changes to an existing User Assignment template, such as adding or removing Teams and
the related Layer or Group assignment:

1. Select User>Assignments
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Users

Assignments

- S—_e

Teams Layers

Template Hame = Owner
MNew Template Kamal K 1 1

1-10of 1 Resultz

2. Click on the relevant Template Name hyperlink

3. Click Edit
4. To remove a Team/Layer association, check the box next to the Team Name

Template Name | New Template

Team Hame £ Layer

BY 0O0-Incident-Team Layer 1

|:| Portfolio Management
1-2 of 2 Results

5. Click Remove
6. To add a Team/Layer association, click Add
7. Enter a Name to find a specific Team, or leave the field blank to return a list of all Teams and

click &

Template Mame Mew Tempilate

Teaml
Find Team (Name)

Team

BY'0D-Incident-Team
Change Management Team
Device-Incident Team
Portfolio

Problem Anahysis Team
Service Request Team
TeamSMG

TeamSMG1

1-8 of & Results

8. Select the Team name link
The Layer or Groups drop down list is displayed.



9. Select an option from the available list

Details
Template Name New Template

Team |
Find Team (Hame)

Change Management Team

Layer [MoLayer] E|

—- Escalation —

Layer 2

- Group ——
Default Group

Default Manager Group
Grouplld

10. Click Save
11. To save all changes, click Save.
The screen defaults to the Assignments list view.

2.4.3 Deleting an Assignment Template

To delete an Assignment template from the system:

1. Select User>Assignments

n

Click on the relevant Template Name hyperlink
Click Edit
Select Delete

»w

A warning message is displayed.

Details
Template Name | New Template

> QT G

@ Team Name A Layer £
[] BYOD-incident-Team Layer 1
] Portfolio Management
| TeamSMG Default layer
1 -3 of 3 Resuits
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5. Click OK.
The screen defaults to the Assignments list view.

244 Applying Assignment Templates to New Users

For new Users created directly in the system, the Assignment template is available within the User
Information screen. By selecting a template, the newly created User is automatically associated with
all relevant Processes, Teams, Escalation Layers and Groups. To remove a Team assignment after a
template has been applied during the new User creation, deselect the Process and the Team Name
will be removed from the assigned list.

To use an Assignment template for a new User:

1. Select the User>Users tab

2. Click New

3. Enter the User details

4. Within the Assignment Template field, select the relevant option
All Processes are automatically ticked for the User.

EnE || Supervisor # Technician [ Partner
[ Administrator || Manager | Finance
[ customer
Default Portal  User Portal =
Assignment Template L
Developer | _
Operations Processes Sarvice Desk Tach ident | Problem
Change Processes [ | Change [ TRelease [] Deployment
Internal Processes || Service Level E Configuration E Knowledge

5. Uncheck any Processes that are to be removed for the User

The Team association will automatically be removed from the Team Name list.
6. Complete remaining User details, including assigning a Supervisor and Email address
7. Click Save.

245 Applying Assignment Templates to Existing Users

For Users who have active accounts in the system and are assigned the relevant Processes, the
Assignment template is available within the Team tab of the User Information screen.

To apply a template to an existing User:
1. Go to User>Users
Select the Technician Name hyperlink

Click Edit

Verify the User has all the relevant Processes with the User Information screen

o > 0N

Select the Team tab
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6. Within the Add By field, select the Team Template option
The drop down list of Templates is made available.

User Information
Information Schedule Aliases Team Skills Org Unit

Ingo Engels

AMBY 1oy Template |Z|

Templates IZ|

7. Select the relevant Template from the list
8. Click Save.

User Information

Information Schedule Aliases Team Skills Org Unit
Ingo Engels
AddBY  Tezm Template E
Templates  pq,, Template E
Team Hame 2 Layer =
Portfolio Management

1-1of 1 Results

2.5 About Roles

251 User Roles

There are seven access levels in the system that determine the functionality and privileges. These
include the Administrator and Customer Roles, plus five User Roles:

¢ Supervisor
+ Technician
+ Partner

+ Manager
+ Finance.

A Default Role is assigned if multiple Roles are allocated to an individual.
A User can have more than one Role but only one of the licensed Roles of:

+ Supervisor
+ Partner

+ Technician.
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2.5.2

Default Portal

Individuals can be allocated more than one Role. For Users assigned more than one Role, define a
Default Portal within their Information screen. When they log into the system, the Default Portal is
displayed and they can move to other Portals using the links provided next to their login name.

The Default Portal options include Customer, Setup for system Administrators and User, for those
assigned a Supervisor/Technician/Partner, Finance and Manager Role(s).

When a person has multiple Roles, the Default Role is used to log into the system and the privileges
of multiple User Roles are consolidated in one view. For example, if a User is assigned Finance,
Manager and Supervisor/Technician access, they can view all functionality related to these Roles
within the User view.

When the User is also assigned Admin and Customer access, next to their login name, the options of
Setup and Customer will be displayed.

[setup] [Customer] 5System Supervisor

The Administrator can access the admin functionality within the Setup view. If the Administrator is
also assigned User and Customer access, next to their login name, the options of Setup and
Customer will be displayed.

[user] [Customer] System Supervisor

Users or Administrators who are also assigned Customer access can view the Customer Portal
through the Customer link displayed in the sub-menu bar. Whilst logged in as the Customer, the
options of User and Admin Portal will be displayed within the Customer Portal sidebar Menu.

To move to another User Role portal:

1. Log in using the credentials for the default User Role
2. Click on the Setup/User/Customer link, as required.
The screen defaults to the selected functionality.

User Processes

The service management application includes processes to manage the different types of requests:

+ Service Requests

+ Incidents

+ Problems

+ Change Requests

+ Release and Deployment

+ Service Level Management.

NOTE: Service Requests, Problem, Change, Release and Deployment Management apply
based on installed license.
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2.5.3

When User accounts are created, access to Incident, Problem, Change, Release, Deployment,
Request, Service Level, Configuration and Knowledge Management processes are allocated to the
Roles. Allocating processes gives the User access to requests and information within each assigned
process.

Providing access to the licensed processes of Incident, Problem, Change and Service Requests
means the User can be assigned as a member of support Teams within that process.

Setting access to the support process of Service Level Management displays the Service Tab for the
User when they log into the application. This allows the User to create and edit SLAs, OLAs and
Underpinning Contracts.

When the privileges of Configuration and Knowledge are selected, the options to define control at a
more granular level are displayed in the User Information screen, and Users can be assigned
permission to create, edit, delete and publish elements within these processes.

The following User Roles have limitations for the processes they are assigned:

+ The Finance Role can only be assigned Configuration and Service Level Management
+ The Management Role can be allocated all processes but with 'Read Only' access.

User Roles & Privileges

Service Manager
7.0 User Roles
and Privileges

Modules & Administrator Supervisor  Technician Partner Finance Manager Customer
Features

Setup

Email Setup and  Yes
email
customization

Create Custom Yes
Fields

Set User, Yes
Customer &
System Privileges

Ul customization Yes

Dynamic Yes
database
switching

Schedule LDAP/  Yes
ADS Integration

Item import via Yes
AMIE or .CSV file

Customer Import  Yes

Scheduled Yes
Reports
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Users

Service Manager
7.0 User Roles
and Privileges

Incident Analyzer Yes
for Problem
Management

Enable Billing Yes
module

Customize
Workflows

Customize Yes
System

Messages and
Keywords

Chat

Context Sensitive Yes
Help

Create Users Yes
Assign User Yes
Roles &

Processes

Create Teams,
Escalation layers
& Workgroups

Create Yes
Customers

Enable Customer Yes
access

View/ Edit Yes
Customer

Search Yes
Customers

Re-enable Yes
deleted Users &
Customers

Create
Organizational
Units

Assign Contracts  Yes
to Cust Org. Units

Incident
Management

Create/Edit
Incidents

Delete Incidents

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Setup

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Setup

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Setup

Yes

Yes

Yes

Yes

Yes

Yes

Setup

Yes

Yes

Yes

Yes

Yes

Yes

Yes




Service Manager
7.0 User Roles
and Privileges

View/ Edit other
Technicians'

Incidents

Re-assign
Incidents

Escalate
Incidents

View all Incidents
Handshaking
Incident Groups
Impact analysis

View Proposed
Solutions

Incident analysis

Subscribe to RSS
feeds

Request
Fulfilment

Create/Edit
Service Requests

Delete Service
Requests

View/ Edit other
Technicians’
Service Requests

View all & re-
assign Service
Request

Approve Service
Request

Escalate Service
Request status

Handshaking

View Proposed
Solutions

Service Request
Groups

Impact analysis

Yes

Yes

Yes

Yes
Yes
Yes
Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Setup

Setup

Setup

Setup
Yes
Yes
Yes

Yes

Yes

Yes

Yes

Setup

Setup

Yes

Yes

Yes

Yes

Yes

Setup

Setup

Yes
Yes
Yes

Yes

Yes

Yes

Yes

Setup

Setup

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes
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Service Manager
7.0 User Roles
and Privileges

Update Workflow Yes Yes Yes
State

Problem

Management

Create/Edit Yes Yes Yes
Problems

Delete Problems Yes

View/ Edit other Yes Setup

Technicians’

Problems

Re-assign Yes Setup Setup
Problems

Escalate Yes Setup Setup
Problems

View all Problems Yes Setup

Create Known Yes Yes Yes Yes
Errors

Impact analysis Yes Yes Yes Yes
View Proposed Yes Yes Yes
Solutions &

Workarounds

Problem analysis Yes Yes Yes
Create Yes Yes Yes
Workarounds

Change

Management

Create/Edit Yes Yes Yes
Change Requests

Delete Change Yes

Requests

View/ Edit other Yes Setup Setup
Technicians’

Change Requests

View all & re- Yes Setup Setup
assign Change
Request

Escalate Change Yes Yes Yes Yes
Request/Change
CR status

Approve Change Yes Yes
Request
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Service Manager
7.0 User Roles
and Privileges

Change Groups
Impact analysis

Create Back Out
procedure

Update Workflow
State

Release &
Deployment

Create/Delete
Tasks

Edit Tasks

View/ Edit other
Technicians’
Tasks

View all & Re-
assign Tasks

Define a Release

Define a
Deployment
Package

Control Release
Lifecycle

Create and
Modify Workflow

Service Asset &
Configuration,
Service Portfolio
& Service Catalog
Management

Create/Edit/
Delete Items

View/Edit Items
Search Iltems

Re-enable
deleted Items

Create Item
Categories, Types
& Classifications

Create Outages

View Outages

Yes
Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes
Yes

Yes

Yes

Yes

Yes

Yes
Yes

Yes

Yes

Yes

Setup

Setup

Setup

Yes

Yes

Setup

Yes

Yes
Yes

Yes

Yes

Yes

Setup

Setup

Setup

Yes

Yes

Yes

Setup

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Setup Setup

Yes
Yes Yes
Yes
Yes Yes
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Service Manager
7.0 User Roles
and Privileges

Assign Contracts Yes Yes Yes Yes Yes

Service Level
Management

Define SLAs Yes Yes Yes Yes

Define Yes Yes Yes Yes
Underpinning
Contracts

Define OLAs Yes Yes Yes Yes
Create Vendors Yes Yes Yes Yes

Create SLA Yes
Breach Codes

View SLA Yes Yes Yes Yes
breaches

Financial
Management

Create Purchase Yes
Orders

Process Yes
Purchase Orders

Create and Yes
Assign Contracts

Process Yes
Contracts
Create and Yes

Process Invoices

Create, Manage Yes
& View Item
Costs

Forecast Service Yes
Item Costs

Knowledge
Management

Create Articles/ Setup Setup Setup Setup
FAQs

Publish Articles Setup Setup Setup Setup

Create Article Yes Setup Setup
Groups

Search Articles Yes Yes Yes Yes Yes

Administer Setup Setup Setup
Forums

344 Users



Service Manager
7.0 User Roles
and Privileges

Create/Modify/
Reply to topic
threads

Create Surveys

Complete
Surveys

Reports

KPI Reports
Incident Reports
Problem Reports

Change Request
Reports

Configuration
Reports

Service
Agreement
Reports

Contract Reports

Organization
Reports

Technician
Reports

Knowledge
Reports

Finance Reports
Login Reports
System Reports
Build Reports
Custom Reports
Home

Create Alerts
View Alerts

Enable Quick
Calls

Create Quick Call
Templates

Set User
Preferences

Yes

Yes

Yes
Yes

Yes

Yes

Setup

Setup

Yes

Yes
Yes
Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes
Yes
Yes
Yes

Yes

Yes

Yes

Yes

Yes

Setup

Setup

Yes

Yes
Yes
Yes

Yes

Yes

Setup

Yes

Yes

Setup

Setup

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Setup

Yes

Yes
Yes
Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Yes

Setup

Yes

Yes

Yes
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Service Manager
7.0 User Roles
and Privileges

Disable receiving Yes Yes Yes Yes Yes Yes
personal email

Dashboard Yes Yes Yes Yes
across Processes

Customer Portal

Create/View/Edit Yes
requests

Edit & close Setup
existing requests

View Proposed Yes
Solutions

Search Yes

Knowledge Base

View FAQ's Yes
View Service Setup
Catalog

Create Items Setup
View Outages Yes
Chat Technician Setup
regarding request

Search Forums Setup
Complete Yes
Surveys

Subscribe to RSS Yes
feeds

254 Administrator Role

The Administrator Role performs System Configuration and Setup tasks including:

+ Customizing the application and automated messages

+ Configuring the interaction between external systems, including the authentication servers and
asset management tools

+ Enabling Customer, User, Request and System Privileges

+ For systems with Problem Management, set parameters for automatic Problem identification and
creation.

NOTE: Multiple Administrator Roles can be created within the system

It is recommended that organizations create only one or, at maximum, two Administrators. Only an
existing Administrator can create other Administrator accounts.
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2.5.5

2.5.6

If a User is assigned multiple Roles, the privileges are consolidated within a single User view. See:
Changing Roles.

Supervisor Role

The Supervisor Role provides maximum access to the system for day-to-day management of the
service desk and configuration control.

Supervisor Users can:

+ Create User and Customer accounts
+ Assign Roles & Processes

*

Build workflows
Configure the CMDB
Allocate Technicians to Teams and Escalation Layers

*

*

+ Define Service and Operational Level Agreements (SLAs and OLAS) for the organization.

The Configuration Management Database (CMDB) is the central data repository for the support tool.
The CMDB allows centralized management of IT infrastructure through Configuration Items (Items).
Within the application, everything is tied to Items in the CMDB. Supervisors control the configuration
of the CMDB, which includes:

+ |tem Categories

+ Lifecycle Templates

¢ Item Types

+ Classifications

+ Configuration Items.

NOTE: The ability to create Items can also be assigned to other Roles, if the Administrator has
enabled the option

If a User is assigned multiple Roles, the privileges are consolidated within a single User view. See:
Changing Roles.

Technician Role

The Technician Role is assigned to service desk staff who work on requests.

Technicians are allocated support Processes and can then be assigned to Teams and Escalation
Layers. Technicians can belong to any number of Teams within Processes.

When enabled by the Administrator, Technicians can:

+ Create new Customers

+ Create new Items

+ Reassign requests

+ Edit other Technicians' requests

+ Create Alerts

+ Create, edit, publish and delete Knowledge Base Articles by default.
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2.5.7

2.5.8

NOTE: Every Technician must be assigned to a Supervisor

If a User is assigned multiple Roles, the privileges are consolidated within a single User view. See:
Changing Roles.

Partner Role

A Partner User is assigned to a Partner Organization and has the same privileges as a Technician
User, but can only view and support Customers associated with their assigned Partner Organization.

A Partner Role gives a User the ability to:

+ Manage their Customers
+ Manage their Customers' requests

*

Create and maintain their Customers' Items

+ View reports.
Users who are assigned the Partner Role must be associated with a Partner Organization, and this is
done manually within the User Information screen or within the Partner Organization > Technician
tab. Partner Organizations are used in the management of requests between Customers/
Organizational Units and external service providers within the support system. It allows multiple
Partner Users to be available within a Team, and assigned at relevant levels of escalations for
working on requests.

If a Partner User is created and not associated with a Partner Organization, they cannot be assigned
to a Team and therefore cannot be assigned to work on requests.

When a request is created for a Partner Organization's Customer it is automatically allocated to the
Partner User within the Partner Organization.

Manager Role

The Manager Role is a User who can oversee the activities of the service desk or specific Processes.
Managers have access to most parts of the system, primarily on a read-only basis.

The Manager access can be provided to Users who do not actively participate in the day-to-day
happenings of service and support Teams, but may require detailed information about the actions and
status of requests.

As a Manager, the User can:

+ Create Customers

+ View requests within their allocated Processes

+ Access the full range of reports

+ Create and modify Items

+ Approve Service and Change Requests. (Based on licenses for Service Manager product.)

Users who manage the service desk and are to be included in Teams with edit access to requests,
should be allocated a Supervisor Role.

NOTE: If a User is assigned multiple User Roles, the privileges are consolidated within a single User
view. See: Changing Roles.
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2.5.9

2.5.10

Finance Role

Users with the Finance Role are assigned Service Level Management and Configuration
Management by default. Their Role is primarily for driving the service costing models and, if relevant,
maintaining the Billing module that uses system Contracts and Purchase Orders.

A Finance User can:

+ Create Customers and Items

+ Project end to end Service costs

+ Complete access to SLA's and OLA's
+ Access reports

+ Bill for services

+ Process payment for Invoices

+ Cancel Maintenance Contracts

+ Manage IT and Service Assets.

NOTE: A User assigned the Finance Role is the only User with the privilege to process the payment
of Invoices

This is relevant for systems that have the Invoice option enabled in the Billing Setup.

If a User is assigned the Supervisor and Finance Role, the privileges are consolidated within a single
User view. See: Changing Roles.

Customer Role

The Customer Role is for users who submit Service Requests, Incidents and possibly Change
Requests to the service desk.

Within the system, based on the system configuration, Customers can:

+ Create and manage requests via email

+ Create, view or edit their requests through the Customer Portal

+ Self-diagnose issues using the Knowledge Base

+ Access proposed Solutions during the request creation process

+ Participate in a live chat with Technicians to discuss their issues

+ Subscribe to RSS feeds for the latest information on their requests

+ Access the Knowledge Base, Forums and FAQs

+ Customers have access to their Items' Outages information

+ View all Services offered by the Service Organization, if enabled for the system

+ Approve Service and Change Requests. (Based on licenses for Service Manager product.)
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3.2

3.3

Reports

Reports

5 user Reports ¢ My Account &% Setup &~y CMS

Login  System Log

The Reports tab is used to view:

¢ Login Reports
+ System Reports
+ Log.
These reports provide the Administrator with details of system activity in real time. The Reports

outline who has logged into the system and how the application is performing. The Login report can
be used to log out Users who have closed a session without logging out.

Within the Log tab, the Administrator can view the system log files and export them when they require
assistance with the system.

Login Report
The information displayed on the Login Report screen includes:
+ Recent Logins with IP addresses, host details and login dates for Users who recently accessed
the system

+ Alert Manager Statistics showing active Alerts in the system

Alerts can be created manually by Users and automatically by the system to notify Users about
service and support activities.

+ Current sessions, with an End Session option at the bottom of the screen.

NOTE: Administrator Users can click on Logout to end a User's session. This may be required if a
User has disconnected from the system without logging out and needs access to log back in. This
option is not required if the Terminate Active Session option is set to Yes in the
Setup>Privileges>System tab.

System Reports

System reports are a real time summary of the system status and environment.

Report information includes:

+ Statistics including a summary of key system metrics regarding the current session, the hosting
environment and memory usage

+ Overall application and database statistics
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+ Tasks lists all background system jobs including Indexing, which allows the Supervisor to view
that the system is indexing correctly without sticking

+ Information about the Java Virtual Machine running on the server.

3.4 Log File View

34.1

To assist with the diagnosis of issues experienced when using the system, the Administrator can

access system log files within the Log File Viewer screen. The information contains the last 250K of
the 1MB log file.

Log File Viewer

sponse (WODynamicGroup.java:136)

at com.webobjects.appserver.WoComponent . appendToResponse (WOComponent . java:1122)

at er.extensions.components.ERXComponent.appendToResponse (ERXComponent. java:195)

at com.livetime.ui.LTComponent.appendToResponse (LTComponent.java:&8g)

at com.wWebobjects.appserver.WOSeszsion.appendToResponse (WoSes=ion.java:1385)

at er.extensions.appserver.ER¥Session.appendToResponse (ERXSession. java:571)

at com.wWebobjects.appserver.WOApplication.appendToResponse (WoApplication.java:1794)

at er.extensions.appserver.ERXApplication.appendToResponse (ERXApplication.java:2005)

at er.extensions.appserver.ER¥ComponentRequestHandler., dispatchWithPreparedPage (ER¥ComponentRequestHandler,java:190)
at er.extensions.appserver.ERXComponentRequestHandler. dispatchWithPreparedSession (ERXComponentRequestHandler.java:235)
at

er.extensions.appserver.ERXComponentRequestHandler. dispatchWithPreparedipplication (ERXComponentRequestHandler.java:268)

Log File Request

Administrators experiencing issues with the application, can easily export their Log File information

using . The output of a log file export, which includes system and license

information, can then be uploaded to a pre-existing incident or emailed to your local system support
team.
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My Account

41 My Account

The My Account tab allows the User to:

+ Edit personal information and notification preferences
+ Reset their Username and password
¢ Set Password questions, if enabled in the system

*

Select the Default Portal and Home tab landing page

*

Set a Time Zone and Date Format.

NOTE: Fields imported through an LDAP or Active Directory server cannot be changed.

411 Editing Account Information

To edit account information:
1. Select Home>My Account

The Account Information screen appears.

Account Information

Account Information Vacation Sankar R

First Name Sankar
Last Mame R
Username sankar@epm.bir.novel.com
Email =ankar@nsd.com
Default Portal User Portal
Default Home Tasks

Receive MNotifications On

Motify On Mew Update Escalation
Phone
Mobile
Fax
Pager
Custom 1

Date Format mm/ddiyvy
Country
Time Zone (GMT +3.30) New Delhi

My Account
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2. Click Edit
3. Make the required changes
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Account Information

First Name First name of the Account User. If account
information is imported via LDAP or Active
Directory, First Name will not be editable.

Last Name Last name of the Account User. If account
information is imported via LDAP or Active
Directory, Last Name will not be editable.

Username Username name of the Account User.
Password Password reset.
Confirm Password Re-enter the password to confirm correct entry of

the selected password.

Password Question One/Two Select questions that are to be asked when the Lost
Password link is selected in the Login Page and the
challenge questions are required to verify Users
details before re-sending the system password.

(These fields are displayed when Password
Questions option has been enabled in
Setup>Privileges>System.)

Answer One/Two Enter the answers to the questions.

Default Portal Where a User has more than one Role, the Default
Role will be the Role used at login.

Default Home The User can define the tasks Home tab or the
Dashboard tab as the default landing page when
they log into the system.

Preferred Communication Select Email or SMS as the preferred method of
receiving updates from the system.

This field is visible if the User also has a Customer
Role in the system and the Customer Defined
Contact option is enabled in
Setup>Privileges>CustomerTab. It only applies,
when the Team has the Customer Notification
option set to Customer Defined.

Email Email address for the Account User.

Receive Notification When set to No the User will not receive system-
generated emails when requests are created or
updated. Irrespective of the setting in this field when
a request is escalated to a User, an email
notification will be sent.

Phone, Mobile, Pager Telephone, mobile and pager details. If these fields
are imported via LDAP or Active Directory they will
not be editable.

Date Format Preferred date format.
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4.2

Account Information

Country When Country details are entered, if the Country
has States, a States list will be displayed. (If the
option is not available is the displayed list, additional
options can be configured by the Administrator in
Setup>Localization> Regions.)

Time Zone User's Time zone
Available for Chat Using this option Users can select whether they are
available for a Chat request, when the Chat facility
is enabled.
5. Click Save.

Receiving Email

If a User does not wish to receive email notifications when they are assigned a new request, or when
changes are made to a request (i.e., a new request Note has been logged by the Customer) set the
Receive Email option to No.

It should be noted that regardless of what is selected for the Receive Email option, if a request is
escalated to the User, a notification email is forwarded to them by the system.

Changing Roles

If a User is assigned more than one Role in the application, they can switch to another Role after
logging into the system that provides the User access to their assigned Default Portal.

The User Roles of Supervisor or Technician, Finance and Manager are consolidated within one User
view. Therefore, if a User is assigned Finance, Manager and Supervisor/Technician access, they can
view all functionality related to these Roles within the User view. If the User is also assigned Admin

and Customer access, next to their login name, the options of Setup and Customer will be displayed.

[setup] [Customer] System Supervisor

The Administrator can access the administrator functionality within the Setup view. If the
Administrator is also assigned User and Customer access, next to their login name, the options of
User and Customer will be displayed.

[user] [Customer] S5ystem Supervisor

Users or Administrators who are also assigned Customer access can view the Customer Portal
through the Customer link displayed in the sub-menu bar. Whilst logged in as the Customer, the
options of User and Admin Portal will be displayed within the Customer Portal sidebar Menu.

Micro Focus® Service Desk

{t Home @ MNew Request @ Requests = Items
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4.3

To move to another User Role portal:

1. Log in using the credentials for the default User Role
2. Click on the Setup/User/Customer link, as required.
The screen defaults to the selected functionality.

Alerts

Alerts are an internal mechanism used by Administrators to notify Users about important issues
relevant to them or their environment. System generated Alerts are created for Administrator Users
when:

+ An ADS/LDAP sync has been performed
+ An AMIE Item import has been completed
+ SLA warnings and breaches.

Alerts generated within the My Account tab can act as reminders or notifications for personal use, for
a specific User, or for Users of a particular Role. Alerts can be scheduled to be published and
dismissed.

Viewing Alerts

When an Alert is received, the Alert icon flashes in the top right corner, next to the login name:

Wed, 6 Jan 2016 15:56:00 Help Er Logout

Sankar R

To view a received Alert:
1. Click on the icon

The Alert screen opens with all current Alerts. The icon in the first column indicates whether the
Alert is Information, a Warning or Urgent.

Alerts =
Alerts
Publizh = Severity £ Title =
|:| 1. D0/06M16 16:25 Warning Alertt
1-10of1 Results

2. Click on the date link in the Publish column to view the details of the Alert
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3. Click Done to close and retain the Alert
Or, select Dismiss to delete it from the pop-up window and disable the flashing icon

4. To dismiss one or multiple Alerts within the Alerts list, check the boxes next to the relevant Alerts
and then select the Dismiss option

Alerts x
Alerts

| Publish = Severity = Title =

i1 D108ME 1625 Warning Alertl

1-1 of1 Results

5. To subscribe to RSS feeds for Alert updates, select the RSS button.

43.1 Creating Alerts

To create an Alert:

1. Select Home>Alerts
2. Select New
The Alerts editor appears.
3. Enter a Publish and Dismiss date

4.
Alert Details Description
Created The current date and time.
Publish The date the Alert is published. Use the calendar icon to

the right of the field, to select a Publish date.

Set to a date in the future, or use the default to publish
the Alert immediately.

Dismiss The date the Alert ceases to be available. Use the
calendar icon to the right of the field, to select a Publish
date. On this date, the Alert will disappear from a User's
Alert list.

Severity The type of Alert to be published. The choices are:
* Information — for general Alerts
* Warning — to warn Users of potential issues

+ Urgent — to publish an urgent actionable message.

The icon appearing with the message will depend on
the type of Alert.
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Alert Details Description

User The type of Users to receive the Alert, which include:
+ Specific Customer or User
¢ User Role
+ Personal Alert
+ Organizational Units
+ Public.

In the Find User or Customer list, click search to select
the recipient from the drop-down list.

An Alert sent to a User Role will go to all Users with that
Role.

A personal Alert appears on the User's own screen at
the Publish date.

A Public Alert appears when the Public Alert link is
selected on the Login Page.

Title Enter the title of the Alert.

Message Enter the main content of the Alert.

5. Select the Severity for the Alert message

6. Select the User

Options include selecting User Roles, a specific User or personal.

7. Enter a Title for the Alert

8. Enter the Message content for the Alert
9. Click Save

Alerts with current Publish dates will be sent immediately.
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Alert Editor

Created 01/08M6 11:21
Publish| 01/08/16 11:21
Dismiss | 01/15/16 00:00

Severity  Information EI

USET  Lser Role EI
D Supervisor D Technician D Partner
Dh‘lanager DFinanc& DCustl:lmer
'I'rtlel user alert update|
Mes-sagel ] )
Format + FontFamily = FontSize | HTML

I
M|

4
i —

A-B I U =

=i T = | x x°

To receive alert updates on BS5 feed.

Path: p Wwords: 7 Y

10. Click Done.

43.2 Deleting Alerts

Alerts can be deleted within the List View by selecting one or more Alert checkboxes and clicking the

Delete button. Alternatively, they can be deleted individually within the Alert Editor information screen
by selecting the Delete button.

4.3.3 SLA Breach Alerts

Alerts are also used by the system to inform Users about SLA breaches. The Alert will be addressed
to the User and assigned to the request that has failed to reach an SLA target. The breach will contain
information such as the affected Request ID, and how the SLA has been breached.
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Setup

The

Setup enables the Administrator to configure the application and control the behavior of the

system. You must configure the Email, LDAP, Database, ZENworks and ZENworks Import for the
Service Desk system up and running.

This section includes the following:

*

*

Section 5.1, “Setup Tab,” on page 361
Section 5.2, “Email,” on page 362

Section 5.3, “Custom Fields,” on page 405
Section 5.4, “Privileges,” on page 411
Section 5.5, “Customize,” on page 429
Section 5.6, “Localization,” on page 439
Section 5.7, “Licenses,” on page 458
Section 5.8, “Database,” on page 462
Section 5.9, “LDAP,” on page 465

Section 5.10, “PSS,” on page 477

Section 5.11, “SSO,” on page 479

Section 5.12, “Reports,” on page 484
Section 5.13, “Billing,” on page 497
Section 5.14, “AMIE,” on page 531
Section 5.15, “ZENWorks,” on page 601
Section 5.16, “ZENworks Import,” on page 604

5.1 Setup Tab

Email

B user [E Reports ? My Account {8 Setup £ CMS

Custom Fields Privileges Customize Localization Licenses Database LDAP PSS S50 Reports Billing AMIE ZENworks

The following options are included:

*

*

*

Email configuration, including customizing all email templates used by the system
Customize fields and Portal messages

Integrate the system with external applications, define Open ID options and enable outbound
Web Services functionality

Define User, Customer, Request and System privileges

Localize the application, including language of content automatically generated by the system,
public holidays and time-zones for the scheduling functionality

Enable the Billing module for using Contracts, Purchase Orders and SLA costs
Import ltems via a.CSV file and AMIE.
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The tabs available within Setup include:

¢ Emalil

¢ Custom Fields
+ Privileges
¢ Customize
+ Localization
+ Licenses

+ Database
+ LDAP

+ SSO

+ Reports

+ Billing

+ AMIE

+ ZENWorks

5.2 Emalil

¢ Section 5.2.1, “Email,” on page 362
+ Section 5.2.2, “Setup,” on page 365

*

Section 5.2.3, “Templates,” on page 368
Section 5.2.4, “SMS,” on page 402
Section 5.2.5, “Email Log,” on page 404

*

*

5.2.1 Email

The Email sub-menu option is used to configure the system’s incoming and outgoing email settings.
The system uses email to notify Customers about:

¢ Login information

+ Request creation, updates and closure
¢ Contract renewals

+ Invoice management

+ Purchase Order creation.
Emails notify Service Desk Users of:

+ Request allocation

¢ Escalations and SLA reminders, warnings and breaches
+ Amendments to requests made by other Users

+ Addition or removal of requests from Groups

+ Required request approvals.

For detailed information regarding managing requests using email polling see Email Polling and
Request Creation in the Appendices of this guide.
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Server Tab

To enter email server details:

1. Select Setup >Email > Server

Email
Sarver Setup Templates SMS Log
Receivi
Incoming Server | |
Protocol IMAPS ~ POP3  POP3S
Transport [ 115
Port (Leave blank for default)

User Namel
F’aﬁswurdl

Sending
Reply To| support@_mycompany_.com

Outgoing Server | mail. mycompany .com
Authentication Login SSL  TLS  TLS (SSL)

Port {Leave blank for default)
et T

2. Enter the Receiving and Sending Details:
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Receiving

Incoming Server

The incoming server used by the system to receive
emails.

Protocol The protocol of the incoming email account- IMAP,
IMAPS, POP3, POP3S.

Transport This option is visible if IMAP or POP3 has been set
for the email account protocol. Select to secure the
transport layer to encrypt the whole channel, if
relevant to your email server configuration.

Port Can be left blank for the default, or enter a port.

Interval Enter a timing interval if polling is enabled.

This will be the period of time the system will use to
check if any messages need to be polled.

User Name Enter User Name for the incoming mail server.

Password Enter the account Password.

Sending

Reply To The default system email address and the account

Outgoing Server

that the email polling feature uses.

The outgoing (or SMTP) server used by the system
to send emails.

Authentication If your SMTP server requires sender identification
before sending email select between Login, SSL or
TLS depending on the server configuration. The
User Name and Password fields will be displayed
when options other than None are selected.

Port Enter a different port, or leave blank to use the
default.

User Name When authentication is required, enter the SMTP
authorization details.

Password When authentication is required, enter the account
password.

3. Click Save.

Reset Button

Reset

To delete the content in all fields within the Server tab, select the Reset button. The system will
display a message requiring verification of the Reset selection. Click OK to verify and clear all fields.

Test Button
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To test if the email configuration is correct for sending email, click Test. This will send a message to
the Administrator, using the Outgoing Server details that have been provided.

522 Setup

The Email Setup tab allows the Administrator to define the behavior of the email polling functionality.
To set the email functionality details:

1. Select Setup >Email > Setup

Email
Sarver Setup Templates SMS Log

General Settings

Email Poling  Yes Mo

Include Banner  Yesg Mo

Copy Type cCC BCC
Requests
Create/Update via Email [ (Uses Team emails aliased to this account)

Motify Alternate Team  Yes Mo

Self Mail  Yes Mo

Include Request Status =~ Yes Mo

Include Request Priority  Yes [a]

Include Request Subject  Yes Mo
Notes

Parse Instance Prefix = Yes Mo

Default Recipients Customers (¥ Technicians

Default Locale English [~]

2. Define the settings in line with your organizational requirements:
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General Settings

Email Polling

Interval

Include Banner

Email Errors

Copy Type

Requests

Create/Update via Email

Accept Anonymous

Notify Alternate Team

Self Mail

Enable Email Polling to allow the application to
check for new email received in the mailbox on the
incoming server defined within the Server tab.

For new messages that are received, the system
will send a message to the sender acknowledging
their message. System generated messages are
customized within the Setup>Email>Templates tab.

NOTE: This option will be locked down if the Create
via Email option is selected.

Enter the time period the system will use to check
the incoming server for any messages sent to the
support system.

Select Yes to include a banner within emails sent
from the system.

The banner will be derived from:
Setup>Customize>Setup>Public Banner.

When enabled, details of any system errors
occurring while the application is running will be
sent to the development lab.

For emails sent within requests, define if the
Technician is to be copied or blind copied the
correspondence.

Select this option to enable requests to be created
from emails addressed to the support system and
Team addresses aliased on the email server. (See:
Email Polling.)

NOTE: Email Polling will be locked down to Yes
when this option is selected and the Accept
Anonymous option is displayed.

When enabled, the system will create requests from
emails received from email addresses that do not
exist in the application's database. (Refer below for
more information regarding this setting.)

When enabled, and if there is more than one Team
created for a Process, within the Summary tab of a
request the Alternate Team field is displayed.
Members of the Alternate Team will be notified
relative to the settings defined for the Current Team,
and for New Notes, if Technicians is selected in the
New Notes screen.

When set to Yes, new Notes created by a
Technician or Customer are also sent to them when
they save the Note.
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General Settings

Include Request Status When enabled, the system will include the request
Status within the Email Subject line of any
correspondence sent from the system, regarding a
request.

Include Request Priority When enabled, the system will include the request
Priority within the Email Subject line of any
correspondence sent from the system, regarding a
request.

Include Request Subject When enabled, the system will include the content
from the Subject line of a request within the Email
Subject line of any correspondence sent from the
system, regarding a request.

Notes

Parse Instance Prefix The Instance prefix is used to process emalil
correspondence from multiple instances. If this is
not required, set the option to No.

Default Recipients Within the new Notes editor of requests, the default
email settings can be defined for the recipient
groups. Define the groups who are more likely to be
sent every New Note created related to a request.

Default Locale Set the default language file to be used for email
correspondence. The option set is applied to the
Email Locale field in the Customer and User
Information screens and can adjusted on a per
account basis, as required.

NOTE: The content for automated emails sent from
the system for languages other than English, is
defined within the Localization>Content tab.

4. Click Save.

Receiving emails from anonymous email addresses

When the Accept Anonymous option is enabled, the system will create requests from emails received
from email addresses not recorded in the application. This process is managed by the System User
being assigned as the Customer, and the original sender being added to the email address list, in the
Notify section.

It should be noted, that

enabling this option increases the likelihood of spam emails being converted into unwanted requests
in the system. Email administrators should ensure that spam filtering is performed prior to the request
being received in the inbox polled by the application. It is not the function of the service management
tool to monitor, parse or filter emails prior to the creation of records based on the contents of the
target inbox.
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5.2.3 Templates

368

+ “Emalil Templates” on page 368

+ “Request Approval Process” on page 374

+ “Email Parameters” on page 377

+ “Email Summary Templates” on page 382

+ “Keywords” on page 390

+ “Error Messages” on page 394
+ “Out of Office” on page 397

+ “SMS Templates” on page 398

Email Templates

+ “Configuring Full Email Templates” on page 369

+ “Approval Messages” on page 374

Administrators can customize the content and template details for emails automatically generated by

the system within the Templates tab.

The labels for the Templates are generated in English, but can be customized within the

Setup>Localization>Content tab.

The filter views within the Templates tab include:

View Option

Description

Full Email Templates

Email Summary Templates

Email Keywords

Error Message Templates

Out of Office

SMS Templates

Allows Users to customize the content and insert parameters of emails
automatically generated and sent by the system.

Users configure the content of templates that are included in the
automatically generated emails, which summarize the specific details
of the matter at hand. See:Summary Templates

Allows Users to enter alternative words for the system to use when
sending mail and parsing emails received at the support email
address.

See: Keywords for a description of where the words are used by the
system.

Allows the Use to customize the error messages automatically
generated and sent by the system. See: Error Messages.

Allows the User to customize multiple Out of Office options for the
system to identify in incoming email Subject lines, so it knows to
ignore the email. See: Out of Office.

Allows Users to customize the content and insert parameters for text
messages automatically generated and sent by the system.

Content for the automatically generated email messages sent by the system is configured within the
Full Email Templates filter screen of the Email > Templates tab. In addition to customizing the content
of the messages, there is also the facility to insert parameters for specific details sourced from the

database.
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The template parameters, look and feel of email messages sent in regard to Knowledge Base
Articles, Items, Requests, Invoices and Contracts are configured within the Email Summary
Templates filter screen of the Templates tab.

Configuring Full Email Templates
To configure messages:
1. Select Setup>Templates>Full Email Templates filter

The Full Email Template filter screen is displayed.

Email

ST TR £ G GETER

Full Email Templates |z|

Name £ Content

Accountinformation Helle {{Full Mame}},
Below is your Account login information:

Account Type: {{Account Type}}
Username: {{Username}}

To refrieve your password please use "Forgot Password' on the main login page.
Please contact the administration team if you have any further questions.
AccountinformaticnSubject “four Account Information

ApproveChange Thiz RFC iz pending your approval.
Please access the Service Desk to approve the RFC manually.

Alternatively, you may reply to this email:
To Accept the RFC, include the words "accept’ or "yes'.
To Reject the RFC, include the words ‘reject or 'no’.

ApproveServiceReguest Thiz Service Request is pending your approval.
Please access the Service Desk to approve the Service Request manually.
Alternatively, you may reply to this email:

To Accept the Service Reguest, include the words "accept’ or "yes'.
To Reject the Service Reguest, include the words "reject or "'no’.

Email Templates

Accountinformation Sent when a Customer or User is emailed the login details of
their account.

Accountinformation Subject Content to be included in the Email Subject line when a
Customer or User is emailed the login details of their account.

ApproveChange Message sent to Managers when an RFC moves to an
Approval State.

The configured message must indicate to Managers that they
are specific with their reply, using:

The words 'accept’ or 'yes', to Accept the Change

The words 'reject’ or 'no’, to Reject the Change.
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Setup

Email Templates

ApproveServiceRequest

ClosedPrefix

ClosedTechPrefix

ClosedTechTimeout

ClosedTimeout

CloseRequest

CloseRequestLink

CloseTech Request

ContractExpired Message

ContractTimeElapsed (Subject Line)

ContractTimeLow

CreateChange

Createlncident

CreateProblem

CreateServiceRequest

Message sent to Managers when a Service Request moves
into an Approval State.

The configured message must indicate to Managers that they
are specific with their reply, using:

The words 'accept’ or 'yes', to Accept the Change
The words 'reject' or 'no’, to Reject the Change.

Included at the beginning of the email that is sent to a customer
when a request is closed.

Message template for an email sent to a technician when a
request is closed.

Message template for an email sent to a technician when a
request is closed automatically due to lack of customer
response to the solution proposed by the technician.

Used by the handshake facility and prefaces emails sent as
Incident Note using the Propose button.

Message included in the Email that uses the handshaking
facility and proposes a Solution to the Customer.

The message sent with the hyperlink to enable Customers to
keep a request open after a possible solution has been sent to
them. This template is used in conjunction with the
CloseRequest message when the Handshaking facility is used
to by a Technician to propose a Note as a solution.

Message template for an email sent to a technician after the
Service Desk proposed a solution to the customer. It informs
that the request will be closed if there is no action from the
customer.

Email sent to a Customer when a Contract has expired and a
new request is logged or an existing request is still open when
the expiration date is hit.

Subject line for ContractExpiredMessage, which is he email
sent to a Customer when a Contract period has elapsed or all
purchased support hours have been used.

Email sent to a Customer when the amount of time remaining
on a Contract triggers the low time percentage threshold. (The
default percentage is defined in the Setup>Billing>Contracts
tab.)

Included at the beginning of the email to a Customer when a
Change Request is first created.

Included at the beginning of the email to a Customer when an
Incident is first created.

Included at the beginning of the email to a Customer when a
Problem is first created.

Included at the beginning of the email to a Customer when a
Service Request is first created.




Email Templates

CreateTechChange

CreateTechlncident

CreateTechProblem

CreateTechServiceRequest

InvoicePrefix

ItemStatusChangePrefix

LDAPInformation

NewAttachmentToTech

NoAccount

NoContractCreate
RequestSummary
NoContractReminder

Summary

NoteClosedPrefix

NotePrefix

NoteTechPrefix

PasswordLost

Message template for an email sent to a technician when a
change request is created.

Message template for an email sent to a technician when an
incident is created.

Message template for an email sent to a technician when a
Problem request is created.

Message template for an email sent to a technician when a
service request is created.

Included at the start of an email sent to the Customer with a
newly created Invoice.

(This email content is also used for the email sent to Customers
when the Setup>Billing>Contracts option is enabled and the
number of days for the Subscription "Contract Renewal Time"
is triggered.)

Included at the beginning of the email sent to a Customer when
an Item Status has been amended and the option to notify
customer is selected in the Item Information tab.

Sent when a new Customer or User is emailed the login details
of their account after an authentication server synch.

Sent to a User when a new attachment is added to a request in
the Customer Portal.

This message is sent to a Customer when they have attempted
to log an Incident via Email but are not registered with the
system.

NOTE: The Subject line of this email can be customized in the
Error Message Templates filter of the Email>Templates tab.

Message sent to a Customer to inform them that work cannot
commence on newly logged request as no contract is in place.

Reminder message sent to a Customer to inform them that
work cannot commence on newly logged request as no
contract is in place.

Email sent to a Customer when they have sent an email Note to
the system, when a request was already closed.

Included each time a new Note is associated with an existing
request.

Message template for an email sent to a technician when a the
customer follow-up is added as a note to an existing request.

Sent when a Customer or User is emailed their account
information for login as a result of their selecting the Forgot
Password link on the Login Page.
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Email Templates

PasswordQuestion

PasswordReset

PlannedOutagePrefix

RequestAccepted
Prefix
RequestDeescalate
FromTo
RequestDeescalate

NotAvailable

RequestEscalateFromTo

RequestEscalateNotAvailable

RequestReassignedManager

Prefix

RequestReassignedManager

ToTechPrefix

RequestReassignPrefix

RequestReassignToPrefix

RequestRejectedPrefix

RequestStatusChanged

Prefix

RequestStatusChanged

Subject

RequestWorkaround

Sent when a Customer or User is emailed a challenge question
for resetting their password for login as a result of their
selecting the Forgot Password link on the Login Page. (The
Password Questions option is enabled in the
Setup>Privileges>System tab. The questions/answers are set
within the Customer/User My Account Information screen.)

Sent when a Customer or User is emailed their account
information for login after their Password has been re-set within
the Customer Information or User Information screen.

Included in the email sent when an Item is scheduled to be
taken offline.

Acknowledgement sent to the person responsible for a Request
in an Approval State, when a Request is approved.

When a request is manually de-escalated this message is sent
to the newly assigned Technician.

When a request is manually de-escalated this message is sent
to the previously assigned Technician to let them know that the
request is no longer available for them to work on.

When a request is manually escalated this message is sent to
the newly assigned Technician.

When a request is manually escalated this message is sent to
the previously assigned Technician to let them know that the
request is no longer available for them to work on.

This message is sent when the Manager responsible for
processing the approval of a request is changed and is sent to
the previously assigned Manager.

The message included in an email when a request moves from
a Manager Approval State to the newly assigned Technician
User.

When a request is reassigned this message is sent with the
request details to the previously assigned User.

When a request is reassigned this message is sent with the
request details to the newly assigned User.

Acknowledgement sent to the person responsible for a Request
in an Approval State, when a Request is rejected.

The content of an email sent when the Status of a request is
moved from Pending-No Contract to the default open state of
the assigned Workflow. This is sent to the assigned Technician.

The content of the sent when the Status of a request is moved
from Pending-No Contract to the default open state of the
assigned Workflow. This is sent to the assigned Technician.

Message sent when a Workaround is applied to a request in the
Analysis tab and emailed to the Customer.




Email Templates

Responder Message sent from the monitored email account when the
system does not accept new requests via email.

Signature The details included at the bottom of emails sent from the
system.

NOTE: Signatures can be customized on a per Team basis in
the Setup>Localization>Content tab.

SlaBreached Email sent to the assigned User when an SLA is breached.

SlaBreachedSubject The content in the Subject line of an email sent to an assigned
User and Service Level Manager, and if configured within the
SLA the Team Lead, when an SLA is breached.

SlaTimeElapsed Sent to the assigned User and Service Level Manager, and if
configured within the SLA the Team Lead, when an SLA
Reminder/Warnings is triggered.

SlaTimeElapsedSubject The content in the Subject line of an email sent to an assigned
User and Service Level Manager, and if configured within the
SLA the Team Lead, when an SLA Reminder/Warning is

triggered.

SurveyCompleted Thank you message automatically generated for Customers
who have submitted a completed survey.

SurveyPrefix Message sent when a Customer or User is invited to complete
a survey.

SurveyReminderPrefix Message sent to a Customer or User to remind them to

complete a survey.

2. Click on the required message name link
The default text will be displayed.
3. Edit the message including inserting any relevant Parameters
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Email
Server Setup Templates SMS Log
Account Information

Format ~ FontFamily |~ FontSize - |mm|.

A-B I U &|iz iz« | %, x*

Helle {{Full Name}},

Below is your Account login information:

Account Type: {{Account Typel}}
Username: {{Usernams}}

To retrieve your password please use 'Forgot Password' on the main login page. Please contact the
administration team if you have any further questions.

Path: p Wiords: 39 Y

Sentwhen you email the user the account information for login.
iy Restore Default

4. Click Save.

NOTE: Approval Change, Approval Service Request, Create Problem and Create Change, Create
Service Request apply to Service Manager Only.

Approval Messages

As the system allows Managers to approve or reject RFCs and Service Requests via email, the
automatically generated emails must include specific instructions for the Manager to include either
the words "accept" or "yes" to approve the RFC, or "reject” or "no" to reject the RFC in their reply. This
is essential as the system will only recognize these key words when it automatically processes the
emalil reply sent by the Manager.

NOTE: This is only applicable to Service Manager.

To use the Manager Approval Process via email, the system's email set-up must include the
activation of the Email Polling functionality and the relevant Team details must include an incoming
email address.

Request Approval Process

As part of the Request Fulfillment approval process, Users that have a Manager Role and are
assigned to a Service Request Team can approve or reject Service Requests. To allow a Manager to
approve a Request they must be assigned to the Service Request Workflow Approval State. (See:
Service Request Teams.) Then, when a Request is moved into an Approval State, the Manager is
assigned the Request allowing them to view and reject or accept the Request.

The security of the approval process can be enhanced by forcing the assigned Manager to re-enter
their User Name and Password when processing a request. This is achieved by enabling the Strong
Authentication option for the Team. (See: Service Request Teams.)



The service management system allows Managers to approve a Request either via the application's

interface or email.

Accept or Reject a Service Request via the application

1. Select the Request tab

2. Select the filter option Pending Approvals
From the list provided select a Request ID hyperlink.

3. Click Edit

The Accept and Reject will be available to process the Request.

Service Request
Team Service Reguest Team

Status Approval Reguired

Mext Action y% &,%

4. Select the Next Action option

=, Workflow Service Reguest Workflow

Click /% (Accept) or X (Reject) button to move the Service Request into the relevant pre-
defined state and re-assign the Request to a Technician allocated to the status.

5. Enter Authentication detalils, if prompted

When the Strong Authentication option is enabled for the Change Team associated with the
request, an Approve Change Request window is displayed prompting the User to enter their

Password details. Enter your Password and select the Authenticate button and click *¥ to close

the pop-up window.

6. Enter additional details in the Notes Tab, if relevant
A Notes window is displayed to allow the Manager to add detailed information regarding the

approval option selected.

Description Motes Attachments Impact Audit Trail

Note Time + 5 O (Minutes) 05/15/12 14:27 Ei Select a template... =

Format ~ Fort Family = Font Size - | | rme S~

A-B 7 U #|ZiZ«|EEE|x X

L Jrt = 2 |

Path: Words:0 y
Attachments . Visibiity () Private ) Public

°° Message Recipients E’TCustDmers ecs

™ Technigians [/CCs
Cancel Draft Add Nate

7. Click Add Note.
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Note that the Manager User will no longer be able to edit the Request after the selection is made,
and the Request will continue through the Service Request Workflow Lifecycle.

8. NOTE: If the Approval State is configured to be an Item Details Editable state, the Manager can
amend the Item details when in this State.

Accept or Reject a Request via email
To use the Manager Request approval process via email, the following configuration must be in place:
The Administrator must configure the system Setup>Email screens to include:

+ Email Polling functionality
+ Create via Email option
+ Customise the ApproveServiceRequest email content, as required.

The Supervisor must also include an incoming email address for the Service Request Team.

Email
Server Setup Templates SMS Log
General Settings
Email Polling
Interval |1 (minutes)

Include Banner  Yes m

Copy Type  CC BCC
Requests

Create/Update via Email {Uses Team emails aliased to this account)

When a Service Request is escalated to an Approval State, an email is sent to the assigned Manager
User informing them that a Request is pending approval. The Manager can approve or reject the
Service Request by simply replying to the escalation email using the words Accept /Yes or Reject/No.

When the system polls for incoming email, the Manager's response is automatically applied to the
relevant Request and based on the Manager's response, the Request is routed to a Technician
allocated to the next Workflow State. The Manager is also sent a confirmation email informing them
that their selected action has been applied to the Request.

Example of email sent to Manager:



This Zerwnice Eedquest 15 pending vour approval
Please access the Service Desk to approve the Service Eequest manually.
Alternatrvely, vou may reply to this email:

To Accept the Service Eequest, include the words ‘accept’ or 'yes'
To Eeject the Service Eequest, mclude the words 'reject’ or 'ne'.

service Request Information

Service Request #: 100016

Date Opened: 1172509 13071 (kW ddiry HH o)
Classification: General

Techmcian: Ilanager User

Item %= 100002

Item Type: service Desk

Identifier:

Customer: Dian Springer

Org Unt:

Customer Room:

Country:

Die Date: 1172509 16:01

Descrption: Eequest to update to Microsoft Vista,

Email Parameters

The drop-down options included in the Email Parameters lists used within the Full Email Templates
throughout the application, are drawn from the following parts of the system:

Parameter options for Account Information, LDAP Information, Password Information templates:

Setup 377



378

Parameter

Source

Account Type

First Name

Full Name

Password

Title

Username

The Default User Role derived from the Customer or
User information screen.

Derived from Customer or User information screen.

Derived from Customer or User information screen and
combines the First and Last Name.

Derived from Customer or User information screen.
Derived from Customer or User information screen.

NOTE: This option is visible if Enable Titles is selected
within the Admin>Setup>Privileges>Customer.

Derived from Customer or User information screen.

Parameters for the request, Approve Change, Approve Service Request, Closed, Closed Timeout

templates:

Parameter

Source

Classification

Close Date

Country

Customer Name

Customer Phone

Customer Room

Date Style

Due Date

Email Locale

FSC Date

Handshaking Close

Days

Identifier

Drawn from the Classification field, in the Summary
tab of a request.

Shows the Close Date as recorded in the Service
Terms information of the request.

Derived from the Country field window in the Customer
Tab of a request.

Derived from the Customer Field in the Summary tab
of a request.

Derived from the Contact Phone Field in the Summary
tab of a request.

Derived from the Item Room Field in the Summary tab
of a request.

Detail drawn from the Admin>Setup>Privileges>
Customer tab.

Derived from the Service Terms window in the
Summary Tab of a request.

Derived from the Contact tab of the Customer
Information details.

Derived from the Service Terms window in the
Summary Tab of a Change Request.

Derived from the Org Unit associated with the
Customer or number of default days defined in the
Setup>Privileges>Requests tab.

Derived from the Item Identifier Field in the Summary
tab of a request.

Setup



Parameter

Source

Item #

Iltem Type

Last Note ID

Notes

Open Date

Org Unit

Priority

Process

Request Description

Request Id

Request URL

Subject

Team
Team Phone

Technician Name

Title

The Item Number is derived from the Item details
recorded in the Customer Tab of a request.

The Item Type is derived from the Item details
recorded in the Customer Tab of a request.

Shows the system generated Note identification
number as a hyperlink, for the Note last added to a
request. When clicked by the Customer or User,
defaults to the request information screen for that
request inside the system.

Details the number of Notes added to a request.

Derived from the Service Terms window in the
Summary Tab of a request.

Derived from the Org Unit field window in the
Customer Tab of a request.

Derived from the Priority Details as recorded in the
Summary tab of a request.

Shows if the request is a Service Request, Incident,
Problem or Change.

Derived from the initial Description entered for the
request, as recorded in the Summary tab.

Shows the system generated request identification
number.

Shows the request identification number as a URL to
allow the Customer to enter the system within the
specific request screen by clicking the URL.

Derived from the Subject entered for the request that
is populated from an Email Subject line or directly into
the application, and recorded in the Summary tab.

Shows the Team assigned to manage the request.

Display the Team telephone number as recorded in the
Team Information screen.

Shows the name of the Technician assigned to the
request.

Derived from Customer or User information screen.

NOTE: This option is visible if Enable Titles is selected
within the Admin>Setup>Privileges>Customer.

Parameter available in Contract Time templates:

Parameter Source

Threshold Draws the percentage from the Threshold field in the
Setup>Billing>Contracts tab.
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Options for the Invoice templates:

Parameter

Source

Adjustment

Customer Name

Customer Title

Delivery Status
Due Date
Entered By
Invoice #
Invoice Date
Invoice Status

Line Items Total

List of Item Type Line Items

List of Maintenance Contract Line ltems

Notes

Order Date

Org Unit

PO Number

Payment Date

Payment Status

Processed By

Shipping

Shipping Date

Drawn from the Cost Calculations field, and is the
amount that is deducted from the sub-total.

Derived from the Customer Details Name field on the
invoice.

Derived from Customer Information screen.

NOTE: This option is visible if Enable Titles is selected
within the Admin>Setup>Privileges>Customer.

Shows the assigned Delivery Status from the Invoice.
Drawn from the Order Details of the invoice.

Drawn from the Order Details of the invoice.

Shows the system generated Invoice Number.

Drawn from the Order Details of the invoice.

Derived from the Status field of the invoice.

Derived from the Costs section of the Invoice and
shows the overall cost for Items on the invoice.

When ltems are associated with an invoice, shows the
details recorded in the Item Type field.

When Contracts are associated with an invoice, shows
the details recorded in the Contract Type Name field.

Shows any details recorded in the Notes field of the
invoice.

Drawn from the Order Details and shows the date the
invoice was received.

Derived from the Customer Details and shows the
customer's associated Org Unit.

Drawn from the Order Details and shows the Purchase
Order number associated with the invoice.

Shows date of payment for the invoice based on
details recorded in the Invoice Status section.

Shows if payment has been received for the invoice
based on details recorded in the Invoice Status
section.

Drawn from the Order Details and shows the name of
the User who processed payment of the invoice.

Shows the Shipping Costs as derived from the Costs
section of the invoice.

Derived from the Status section of the invoice and
shows the expected shipping date of goods.
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Parameter Source

Tax Drawn from the Costs Section and shows the tax
applied to the invoice.

Tax Rate Drawn from the Costs Section and shows the tax rate
applied to the invoice.

Terms and Conditions Shows details recorded in the Terms and Conditions
field of the invoice.

Total The Grand Total of the Invoice, including tax and any
adjustments.

Tracking Number Drawn from the Tracking Number field within the
Status section of the Invoice.

Parameters for the Item Status Change template:

Parameter Source
Category Shows the Item Category from the Item Information tab.
Criticality Shows the assigned Criticality of the Item as recorded in

the Item Information tab.

Item Number Shows the Item Number as recorded in the Item
Information tab.

Iltem Type Details the Item Type as entered in the Item Information
tab.
Status Shows the Status of the Item as recorded in the Item

Information tab.

Parameter for the New Attachment template:

Parameter Source

File Name Allows the file name of the newly received attachment to be
included in the email to the User.

Parameters for the Escalation templates:

Parameter Source
Current Technician Shows the name of the newly assigned Technician.
Previous Technician Shows the name of the Technician who was previously

assigned the request.

Process Shows the ITIL Process of the request, i.e., Change,
Incident, Problem or Service Request.

Request ID Shows the Request identification number.

Parameters for the request Status update templates:
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Parameter

Source

New Status

Previous Status

Process

Request ID

Shows the details of the newly assigned Workflow
State.

Shows the Status name of the previously assigned to
the request.

Shows the ITIL Process of the request, i.e., Change,
Incident, Problem or Service Request.

Shows the Request identification number.

Parameters for the SLA templates:

Parameter Source

Hr/Min Shows the time as recorded in hours or minutes, based
on the SLA configuration.

Name Shows the name of the SLA.

Phase Shows the SLA phase of Response Time, Restoration
Time or Resolution Time.

Process Shows the ITIL Process of the request, i.e., Change,
Incident, Problem or Service Request.

Time Elapsed Shows the amount of time passed for the phase of the
SLA.

Time Limit Shows the amount of total time associated with the

phase of the SLA.

Parameters for the Survey templates:

Setup

Parameter Source

Description Shows the content included in the Description field of
the survey.

Name Shows the Title of the survey.

Number of Questions

Shows the number of questions included in the survey.

Email Summary Templates

Automated email messages sent in relation to requests, Knowledge Base Articles, Items, Invoices
and Contracts include a summary table of information or template. The information included in these
tables, parameters, look and feel are configured within the Email Summary Templates filter screen of

the Templates tab.

Knowledge of HTML would be useful when customizing the templates, but is not mandatory.



Email

Server

Name

ArticleSummary

GroupSummary

InvoiceSummary

]
o
=

| m
=2
=)

Satup Templates SMS Log

Email Summary Templates E|

{{Article Type}} # {{Article 1D}
Created: {{Created}}
Overview: {{Overview]}
Content: {{Content}}

Group # {{Group #5}
Start Date: {{Start Date}}
Status: {{Status}}

{iLi=t of Active Requests};

Invoice # {iinvoice #3}
Invoice Status: {{inveice Status}y
Order Date: {{Crder Date}}
Invoice Date: {{inveice Date}}
Shipping Date: {{Shipping Date}}
Due Date: {{Due Date}}
Payment Date: {{Payment Date}}
Delivery Status: {{Delivery Status}}

The templates for messages that can be configured within this screen include:

Message

Description

Article Summary

Group Summary

Invoice Summary

Iltem Summary

Email that notifies User about the pending Review
date of a Knowledge Base Atrticle.

Email sent to the Users when a Request Group is
created, updated or closed.

Email sent to a Customer that summarizes their
Invoice information and included in all correspondence
regarding the Invoice. This is forwarded with the
InvoicePrefix content that is configured in the
Email>Templates>Full Email Templates filter view.

This template is also used for the email sent to
Customers when the Setup>Billing>Contracts option is
enabled and the number of days for the Subscription
"Contract Renewal Time” is triggered.

Email sent to a Customer when a Service Iltem moves
into an inactive State, when the email notification
option is selected within the Item.
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Message Description

Maintenance Contract Summary Email sent to a Customer including their service
maintenance contract details.

Request Summary Email sent to Users when a request is created or
updated.

Survey Summary The survey summary template is included in system
generated emails regarding survey notification and
reminders.

To customize the message template:

1. Select Setup > Email > Templates
2. Select the Email Summary Templates filter
3. Click the Template Name hyperlink
The HTML editor appears.
4. Modify the table, as required

As part of the customization, the Administrator can use system parameters included in the Insert
Parameter drop down list. Using these options ensures the customized template includes the
correct format for the information to be sent in the email.

Icon Description

Insert Parameter The drop-down list options ensure that the HTML
correct format is used for these details to be
included on the customized message.

Restore Defaults Restores the System default email message.

6. Adjust the Date Style format, if relevant
7. Click Save.

Template Field Options

ArticleSummary

This template is included in the system generated emails for Knowledge Base Article reviews.

Field Source

Article ID Knowledge Base Article number.

Article Title Displays content drawn from the Title field.

Article Type Shows if it is a general Article, Solution Workaround or
FAQ.

Content Drawn from the Title field of a KBA.

Created Displays the date the Article was created.

Overview Derived from the Problem field of a KBA.
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GroupSummary

This template is included in system generated emails when a request group is created, updated and

closed.

Field Source

Description Derived from the Description field on the Details tab of
a requests group.

Group # The identifying group number generated by the system

List of Active Requests

Name

Start Date

Status

for the request group.

Indicates the number of requests in an Active State
contained in the request group.

Drawn from the Name field on the Details tab of a
request group.

Is derived from the date that a request group is
created.

Derived from the Status field on the Details tab of a
request group.

InvoiceSummary

The Invoice Summary template is used when the Email button is selected within the Invoice Editor
screen and when an Invoice is created and updated.

Field

Source

Adjustment

Customer Name

Customer Title

Delivery Status
Due Date
Entered By
Invoice #
Invoice Date
Invoice Status

Line Items Total

List of Item Type Line Items

Drawn from the Cost Calculations field, and is the
amount that is deducted from the sub-total.

Derived from the Customer Details Name field on the
invoice.

Derived from Customer Information screen.

NOTE: This option is visible if Enable Titles is selected
within the Admin>Setup>Privileges>Customer.

Shows the assigned Delivery Status from the Invoice.
Drawn from the Order Details of the invoice.

Drawn from the Order Details of the invoice.

Shows the system generated Invoice Number.

Drawn from the Order Details of the invoice.

Derived from the Status field of the invoice.

Derived from the Costs section of the Invoice and
shows the overall cost for Items on the invoice.

When Items are associated with an invoice, shows the
details recorded in the Item Type field.
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Field

Source

List of Maintenance Contract Line ltems

Notes

Order Date

Org Unit

PO Number

Payment Date

Payment Status

Processed By

Shipping

Shipping Date

Tax

Tax Rate

Terms and Conditions

Total

Tracking Number

When Contracts are associated with an invoice, shows
the details recorded in the Contract Type Name field.

Shows any details recorded in the Notes field of the
invoice.

Drawn from the Order Details and shows the date the
invoice was received.

Derived from the Customer Details and shows the
customer's associated Org Unit.

Drawn from the Order Details and shows the Purchase
Order number associated with the invoice.

Shows date of payment for the invoice based on
details recorded in the Invoice Status section.

Shows if payment has been received for the invoice
based on details recorded in the Invoice Status
section.

Drawn from the Order Details and shows the name of
the User who processed payment of the invoice.

Shows the Shipping Costs as derived from the Costs
section of the invoice.

Derived from the Status section of the invoice and
shows the expected shipping date of goods.

Drawn from the Costs Section and shows the tax
applied to the invoice.

Drawn from the Costs Section and shows the tax rate
applied to the invoice.

Shows details recorded in the Terms and Conditions
field of the invoice.

The Grand Total of the Invoice, including tax and any
adjustments.

Drawn from the Tracking Number field within the
Status section of the Invoice.

Setup
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This template is included in system generated emails for Item Status changes:



Field Source

Category Shows the Item Category from the Item Information tab.

Criticality Shows the assigned Criticality of the Item as recorded in
the Item Information tab.

Item Number Shows the Item Number as recorded in the Item
Information tab.

Item Type Details the Item Type as entered in the Item Information
tab.
Status Shows the Status of the Item as recorded in the Item

Information tab.

MaintContractSummary

This template is included in system generated emails regarding the creation and update of service
contracts.

Field Source

Contract # Shows the system generated Contract Number.

Contract Type Specifies if the Contract is a Per Incident or Per Item
Contract.

End Date Includes the date the current Contract date ends.

Invoice # Shows the system generated Invoice Number.

Remaining Shows the amount of time remaining on a Contract.

SLA Includes the name of the SLA included as part of the
Contract.

Start Date Shows the commencement date of the current valid
Contract.

MaintContractSummaryByMonth

This template is included in system generated emails regarding the creation and update of service
contracts that are automatically renewed on a monthly or quarterly basis.
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Field

Source

Contract #

Contract Type

End Date
Interval End Date
Interval Remaining

Interval Start Date

Shows the system generated Contract Number.

Specifies if the Contract is a Per Incident or Per Item
Contract.

Includes the date the current Contract date ends.
Shows the contract.
Shows the contract.

Shows the contract.

Invoice # Shows the system generated Invoice Number.

Remaining Shows the amount of time remaining on a Contract.

SLA Includes the name of the SLA included as part of the
Contract.

Start Date Shows the commencement date of the current valid
Contract.

OutageSummary

This template is included in system generated emails related to Planned Outages.

Field

Source

Outage Items

Outage Reason

Outage Related Requests

Outage Schedule

Shows the details of Items associated with the Outage.

Displays the content of Reason field in the Outage
information screen.

Shows Requests related to the Outage.

Details the Start and End Date of the Outage.

RequestSummary

The request summary template is included in emails relating to the creation, update and closure of
requests.

Field Source

Classification

Close Date

Country

Customer Name

Drawn from the Classification field, in the Summary
tab of a request.

Derived from the Service Terms window in the
Summary Tab of a request.

Derived from the Country field window in the Customer
Tab of a request.

Derived from the Customer Field in the Summary tab
of arequest.




Field

Source

Customer Phone

Customer Room

Date Style

Due Date

Email Locale

FSC Date

Handshaking Close Days

Identifier

Item #

Iltem Type

Last Note Id

Notes

Open Date

Org Unit

Priority

Process

Request Description

Request Id

Request URL

Derived from the Contact Phone Field in the Summary

tab of a request.

Derived from the Item Room Field in the Summary tab

of a request.

Detail drawn from the Admin>Setup>Privileges>
Customer tab.

Derived from the Service Terms window in the
Summary Tab of a request.

Derived from the Customer Information details screen
and defines the language used by emails sent from the

system.

Derived from the Service Terms window in the
Summary Tab of a Change Request.

Drawn from the Admin>Setup>Privileges>System,
unless overridden by the number of days defined in
the Super>User> OrgUnit>Detalils tab.

Derived from the Item Identifier Field in the Summary
tab of a request.

The Item Number is derived from the Item details
recorded in the Customer Tab of a request.

The Item Type is derived from the Item details
recorded in the Customer Tab of a request.

Shows the system generated Note identification
number as a hyperlink, for the Note last added to a
request. When clicked by the Customer or User,
defaults to the request information screen for that
request inside the system.

Details the number of Notes added to a request.

Derived from the Service Terms window in the
Summary Tab of a request.

Derived from the Org Unit field window in the
Customer Tab of a request.

Derived from the Priority Details as recorded in the
Summary tab of a request.

Shows if the request is a Service Request, Incident,
Problem or Change.

Derived from the initial Description entered for the
request, as recorded in the Summary tab.

Shows the system generated request identification
number.

Shows the system generated request identification
number as a hyperlink. When clicked by the Custome

r

or User, defaults to the request information screen for

that request inside the system.
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Field

Source

Subject

Team

Team Phone

Technician Name

Derived from the Subject entered for the request that
is populated from an Email Subject line or directly into
the application, and recorded in the Summary tab.

Shows the Team assigned to manage the request.

Display the Team telephone number as recorded in the
Team Information screen.

Shows the name of the Technician assigned to the
request.

SurveySummary

The survey summary template is included in system generated emails regarding survey notification

and reminders.

Field Source
Description Drawn from the Survey Description Field.
Name Displays the Name given to the Survey.

Number of Questions

Shows the number of questions included on the
Survey.

Keywords

Keywords are used by the system to identify how to handle inbound and outbound email from the

system.

The following table includes a list of all Keywords that are used by the system, which can be
customized, and where they in the appear in the application:

Keyword

Direction

Description

Accept

Accepted

AddToGroup

Article

Author

AutoReply

Inbound

Outbound

Outbound

Outbound

Outbound

Outbound

Accept or Yes is used to Approve
Requests and must be included in
the approval email.

Included in Subject line for emails
generated when a request has
been accepted and sent to the
person responsible managing the
approval.

Not Used.

Included in the Subject line of
emails sent to Customers including
an Knowledge Base Atrticles.

Included in content of Forum
update message.

Included in the Subject line of
emails for error messages.
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Keyword Direction Description

ChangeRequest Inbound Customer must include in email
Subject line when updating a
Outbound Change Request.

Automatically included in Subject
line of Change Request emails.

ChatLog Outbound Used in the Subject line of emails
sent to Customer with a copy of a
chat transcript.

Classification Inbound Included in Subject line with
keyword “Item” e.g. Item
Classification. Cannot be used

alone.

Closed Outbound Included in Subject line of email
responding to request, e.g. Incident
Closed.

Contract Outbound Used in Subject line regarding

Contract activity (i.e, Contract
Active or Contract Low).

Created Outbound Included in Subject line of email
responding to creation of a request,
e.g. Request (or Invoice) Created.

Customer Outbound Keyword in Subject line of email
regarding a Contract status, e.g.
Customer Name Contract Active

DeEscalated Outbound Included in Subject line of email to
User regarding a request being de-
escalated.

Deleted QOutbound Included in Subject line of email

regarding a deleted request (or
Invoice), e.g. Request Deleted.

Delivered Outbound Included in Subject line of email
regarding an Invoice, e.g. ltem
Delivered.

Details Outbound Included in Subject line of email

responding to a request, e.g.
Request (or Invoice) Details.

Escalated Outbound Included in Subject line of email
responding to request, e.g. Request
Escalated.

Forum Outbound Keyword in Subject line e.g. Forum
Update

Group Outbound Not used

Hours Inbound & Outbound Used in emails when the system

refers to hours. For example, SLA
and Contract emails.
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Keyword

Direction

Description

Incident

IncidentQueue

Invoice

Item

Minutes

NewNote

NewsSolution

No

OrgUnit

PlannedOutage

Prefix

Problem

Reassigned

Inbound

Outbound

Outbound

Outbound

Inbound

Outbound

Inbound & Outbound

Outbound

Outbound

Inbound

Outbound

Outbound

Inbound & Outbound

Outbound

Outbound

Customer must include in Subject
line, when updating an Incident.

Automatically included in Subject
line for emails generated regarding
Incidents.

Inserted as the technician name
when a request is assigned to the
request Queue and the Technician
Name is configured as a parameter
in the outgoing email.

Keyword in Subject line, e.g.
Invoice Created (or Details/Deleted/
Delivered).

Keyword in Subject line, e.g. Item
Classification.

Keyword in Subject line e.g. Item #
Contract Active, or ltem # Status
Update

Used in emails when the system
refers to minutes. For example,
SLA and Contract emails.

Included in content of email
advising that a new Note has been
added to a request.

Not used.

Reject or No is used to Reject
Requests and must be included in
the rejection email.

Keyword in Subject line of email
regarding contract status, e.g.
OrgUnit Name Contract Active

Included in Subject line of
automated email notifications about
planned Item outages.

Included as prefix in email subject
line.

Automatically included in Subject
line for emails generated regarding
Service Requests.

Included in the Subject line of
emails sent regarding reassigned
requests.




Keyword Direction Description

ReceivedMessage Outbound Included in content of email replying
to Customer attempting to update a
request that has already been
closed. (Subject line Request
closed.)

Reject Inbound Reject or No is used to Reject
Requests and must be included in
the rejection email.

Rejected Outbound Included in Subject line for emails
generated when a request has
been rejected and sent to the
person responsible managing the

approval.

Reminder Outbound Reminding the Manager to process
a Request that is waiting for
approval.

Resolution Outbound Included in Subject line for emails

generated regarding SLA
Resolution times.

Resolved Qutbound Included in Subject line for emails
generated regarding SLA
Resolution times.

Response Outbound Included in Subject line for emails
generated regarding SLA Respnse
times.

Restoration Outbound Included in Subject line for emails

generated regarding SLA
Restoration times.

ReviewReminder Outbound In Subject line of email reminding
User to review Atrticle,

e.g. ReviewReminder Article #

Service Request Inbound Customer must include in Subject
line, when updating a Service
Outbound Request.

Automatically included in Subject
line for emails generated regarding
Service Requests.

SolutionCreated Outbound Included in Subject line of email to
Customer when a solution has been
created for an open request.

SolutionFound Outbound Included in Subject line of email to
Customer when a solution has been
found and applied to an open

request.

Status Outbound Included in Subject line for emails
regarding , e.g. Item # Status
Update
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Keyword Direction Description

SystemWarning Outbound: Warning of unpaid
invoice.
Unknown Outbound Used in emails when the value of

parameters selected for inclusion
are not known.

Unpaid Outbound Warning of unpaid invoice.

Updated Outbound Included in Subject line of email,
e.g. Request Updated.

Yes Inbound Accept or Yes is used to Approve
Requests and must be included in
the approval email.

Customize Keywords
To allow the system to recognize an alternative word for a System Keyword:

1. Select Setup>Email>Templates
2. Choose the Keywords filter view
3. Click on the relevant Name hyperlink

Email
Server Setup Templates SMS Log

Change Request

Format ~ FontFamiy |- FontSize - | |HTI'I1L

A-B 7 U s |iTiZ ¢ | EE=E|x X

_—

|[change Request

Path: p Wiords: 2 y

iy Restore Default

4. Enter the customized word
5. Click Save.

Error Messages

Error Messages are automatically generated and sent by the system in relation to various application
activities. The following table includes details for when each Error Message is used by the system:
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Message Description

ApprovalRequiredContent The main content of an email sent to a Customer
attempting to edit request, which is currently in
“Approval” State. Such requests cannot be edited until
approval is given.

ApprovalRequiredSubject Email Subject Line content for
ApprovalRequiredContent emails.

InvalidTeam The main content of an email sent regarding the
system receiving an email including an address and
name of Team that does not match. For example,
email may have been intended for Change Team but
used Incident Team address, or vice versa.

NoAccessToltemContent The main content of an email sent when the system
receives an request via email that includes an Item# in
the Subject line that the Customer does not have
access.

NoAccessToltemSubject The Subject Line of an email sent when the system
receives an request via email that includes an Iltem# in
the Subject line that the Customer does not have
access.

NolncidentFoundContent The main content of an email sent by the system when
it cannot find the Incident # referred to in the email.

NolncidentFoundSubject Email Subject Line content for
NolncidentFoundContent emails.

NoPermissionChangeContent The body of the email sent when a Customer tries to
log a Change Request via email and the"Create
Change Requests" option is disabled in the
Admin>Setup>Privileges>Customer tab.

NoPermissionChangeSubject The Subject line content included on
NoPermissionChangeContent emails.

NoPermissionincidentContent The body of the email sent when a Customer tries to
log an Incident via email and the"Create Incidents”
option is disabled in the
Admin>Setup>Privileges>Customer tab.

NoPermissionincidentSubject The Subject line content included on
NoPermissionincidentContent emails.

NoPermissionProblemContent The body of the email sent when a Customer sends a
request a Problem Management Team.

NoPermissionProblemSubject The Subject line content included on
NoPermissionProblemContent emails.

NoPermissionRequestContent The body of the email sent when a Customer tries to
log a Service Request via email and the Create
Service Requests option is disabled in the
Admin>Setup>Privileges>Customer tab.

NoPermissionRequestSubject The Subject line content included on
NoPermissionRequestContent emails.
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Message

Description

NoServicelncidentContent

NoTeamFound

NoUserFound

RequestCreationErrorContent

RequestCreationErrorSubject

UnauthorizedApprove

UnrecognizedAction

The content of the email sent when a Customer tries to
log an Incident for a Service by including the Item# in
the Subject line of their email addressed to the
Incident Team, and the"Service Incident" option is
disabled in the Admin>Setup>Privileges>Customer
tab.

The main content of an email sent by the system when
it receives an email sent a Team email address that is
not in the system.

The Subject Line included on the NoAccount emails.

NOTE: The content for emails sent by the system
when it receives emails from addresses that do not
exist in the system, i.e., NoAccount email, can be
configured in the Full Email Templates filter of the
Email>Templates tab.

The system generated email sent when an error
occurs during the creation of request. An example of
an error would be if the database becomes unavailable
during the request creation process.

The Subject line content included on the
RequestCreationErrorContent email.

The email sent when a Manager sends email
attempting to approve change but does not have
approval permission enabled.

The email sent when a Manager sends an email
attempting to accept or reject a Change but does not
use the keywords YES or ACCEPT, NO or REJECT.

To edit a Message:

1. Click on the required message name link
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Email
Server Setup Templates S5MS Log
No Access to Iltem (Content)

Format - FontFamily = FontSize -

®
"
X

A-B I U |z = ¢ |

Email creation is restricted to Items for which you have access rights.

Fath: p “Words: 12 Y

;) Restore Default

2. Update the message content
3. Click Save.

Out of Office

Users can customize multiple Out of Office options within the application, which allows the system to
identify incoming email Subject lines with this message in different languages. The system will ignore
emails with this content in the Subject line of emails.

To add or edit out of office messages as an Administrator:

1. Go to the Setup tab
2. Move to the Email>Templates tab

Email
Templates SMS Log
GE=ED owcofes  [3]
Hame £ Content
OutOfOffice out of office
OutOfO ffice out of the office
OutOfO ffice I'm away from my mail

1-3 of 3 Results

3. Select the Out of Office option
4. Click New or select the relevant message link

5. Add or amend the Subject line content that is to be identified by the system
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Email

Server Setup

QOut of Office

Format +* FontFamily ~ FontSize

A-B I U #:|iZ =

a— F—

lout of office

Fath: p

;) Restore Default

@ Contains ) Starts With

6. Click Save.

SMS Templates

Templates S5MS Log

Words:3 v

s D G

The templated text and parameters for SMS messages sent from the system regarding requests and
Item outages are configured within the SMS Templates filter screen of the Templates tab.

Template can be customized for the following messages sent from by the system:

SMS Templates

ApproveChangeSMS

ApproveServiceRequestSMS

ClosedRequestSMS

ClosedTimeoutSMS

CloseRequestLinkSMS

CloseRequestSMS

CreateRequestSMS

Message sent to Managers when an RFC moves to an
Approval State.

Message sent to Managers when a Service Request
moves into an Approval State.

Included at the beginning of the email when a request
is closed.

Used by the handshake facility and prefaces emails
sent as Incident Note using the Propose button.

Message sent with the hyperlink to enable Customers
to keep a request open after a possible solution has
been sent to them. If the Customer clicks on the link,
the automated close process is deactivated.

Message sent when the handshaking facility is applied
and the Technician proposes a Solution to the
Customer.

Message sent to a Customer when a request is
created.




SMS Templates

DeleteRequestSMS

GroupCreateSMS

InvoicePrefixSMS

IltemStatusChangeSMS

NewAttachmentToTechSMS

NoteClosedPrefixSMS

NoteClosedSMS

NotePrefixSMS

PlannedOutageSMS

RequestDeescalate

FromToSMS

RequestDeescalate

NotAvailableSMS

RequestEscalateFromToSMS

RequestEscalateNot

AvailableSMS

RequestReassignedManager

PrefixSMS

RequestReassignedManager

ToTechPrefixSMS

RequestReassignPrefixSMS

RequestReassignToPrefixSMS

RequestStatusChanged

PrefixSMS

SMS sent to a User when a request is deleted.

SMS sent to a User when a request group has been
created in the system.

Message sent to a Customer with a newly created
Invoice.

SMS sent to a Customer when an Item Status is
changed.

SMS sent to a Technician when a Customer uploads
an attachment to a request in the Customer Portal.

SMS sent to when a new Note is added to a closed
request.

Sent to a Customer when they have attempted to a
Note to a request that is already closed.

Sent each time a new Note is associated with an
existing request.

Included in the SMS sent when an Item is scheduled to
be taken offline.

Message sent when a request is manually de-
escalated this message is sent to the newly assigned
Technician.

Message sent when a request is manually de-
escalated this message is sent to the previously
assigned Technician to let them know that the request
is no longer available for them to work on.

Message sent when a request is manually escalated
this message is sent to the newly assigned Technician.

Message sent when a request is manually escalated
this message is sent to the previously assigned
Technician to let them know that the request is no
longer available for them to work on.

This message is sent when the Manager responsible
for processing the approval of a request is changed
and is sent to the previously assigned Manager.

The message included in an email when a request
moves from a Manager Approval State to the newly
assigned Technician User.

When a request is reassigned this message is sent
with the request details to the previously assigned
User.

When a request is reassigned this message is sent
with the request details to the newly assigned User.

The content of an email sent when the Status of a
request is moved from Pending-No Contract to the
default open state of the assigned Workflow. This is
sent to the assigned Technician.
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To customize an SMS message template:

1. Select Setup > Email > Templates
2. Move to the SMS Templates filter

Email

Hame

Accountinfermation

AccountinfermationSubject

ApproveChange

Setup Templates SMS Log

i Full Email Templates E|
Full Email Templates

£ Content Email Summary Templates
Email Keywords
Hello {{FIJ" NEI'I'IE!}}I Error Massage Templates
Cut of Office

Below is your Account login information:

Account Type: {{Account Type}}
Username: {{Username}}

To retrieve vour pazsword please use 'Forgot Password' on the main login page.
Please contact the administration team if vou have any further questions.
Your Account Infermation

This RFC is pending your approwval.
Please access the Service Desk to approve the RFC manually.
Alternatively, vou may reply to this email:

To Accept the RFC, include the words "accept’ or "yes'".
To Reject the RFC, include the words reject’ or 'no’.

3. Select the Message Name hyperlink
The HTML editor appears.

4.

SMS Parameters

Icon

Description

Insert Parameter

Restore Defaults

The drop-down list options provides specific details
to be included on the SMS message.

Restores the system default SMS message.

Modify the message as required

As part of the customization, the Administrator can use the existing parameters included in the
Insert Parameter drop down list. Using these options ensures the customized message use the
correct format for the details regarding this information.

6. Click Save.

Parameters for new and updated Request templates:
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Parameter

Source

Process

New Status

Request Id

Request URL

Shows if the request is a Service Request, Incident,
Problem or Change.

Shows the Workflow State assigned to the request.

Shows the system generated request identification
number.

A direct link to the request.

Parameters for the Group templates:

Parameter Source

Group # Shows the Group ID number.

Group URL A direct link to the request Group.

Group Type Identifies the Group as Service Request, Incident, Problem

or Change requests.

Parameters for the Invoice template:

Parameter Source
Invoice # Shows the Invoice number.
Invoice URL A direct link to the invoice.

Parameters for the Item Status Change templates:

Parameter Source

Item Number Shows the Item Number as recorded in the ltem
Information tab.

Status Shows the Status of the Item as recorded in the Iltem

Information tab.

Parameter for the New Attachment template:

Parameter Source

File Name Allows the file name of the newly received attachment to be

included in the email to the User.

Parameters for the Planned Outage templates:
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Parameter

Source

Outage End Date

Outage Items

Outage Start Date

Drawn from the End Date field in the
Configuration>Planned Outages screen.

Shows the Items associated with the Planned Outage
in the Configuration>Planned Outages tab.

Drawn from the Start Date field in the
Configuration>Planned Outages screen.

Parameters for the Escalation templates:

5.2.4

402
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Parameter

Source

Current Technician

Previous Technician

Process

Request ID

Shows the name of the newly assigned Technician.

Shows the name of the Technician who was previously
assigned the request.

Shows the ITIL Process of the request, i.e., Change,
Incident, Problem or Service Request.

Shows the Request identification number.

SMS

The details of the SMS service providers that are to be applied within Customer and User account

information screens, are configured within the SMS tab of the Setup>Email sub-menu option. Within
this screen, the default Customer Service Provider is defined and automatically applied to Customer
account information when SMS natification is selected as the preferred method of notification by the

Customer or User.

The SMS functionality allows a subject line to be specified for providers that require a security token
or account number in the subject line, with the message to be sent in the body. On install, the default
setting is set to Subject, not requiring an account number or security token as the provider only
requires email server information. This can be customized to meet the provider's requirements.

To configure the SMS setting:
1. Select Setup >Email > SMS



Email

Server Setup Templates S5MS Log

General

Target Subject

System Subject

Provider
Default AT&T IEI
Providers Name £ Gateway
ATET txt.att.net
Cingular mycingular.com
Sprint PCS messaging.sprintpcs.com
Verizon viext.com

VoicestreamT-  voicestream.net
Mobile

1-50of5 Results

2. Set the Target location for sent message:

+ Subject: this is selected when the system is to include the message content in the email
Subject Field, as the service provider only needs to know the email server details.

+ Body: this is selected when the system is to include the message content in the email Body,
allowing a System Subject to be configured as required by the service provider, with content
such as an account number or security token.

To edit the details of default entries:

1. Select the hyperlink of the relevant service provider
2. Amend details
3. Click Save.

To add a service provider:

1. Click New

Enter the Name and Gateway details

Select Save

Set the Default Customer Service Provider from the drop-down list options
Click Save.

o~ DN
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5.2.5
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Email Log

The Email Log facility allows an Administrator to access a complete list of email activity that occurs
within the service management application. This enables an Administrator to determine whether an
email is successfully sent or if it has failed. If an emalil fails to send, the system provides an

explanation for the failure.

Emall
Server Setup Templates SMS @
E’ Search Filter:  All Mail ¥
Date T Sender = Addresses = Status = Reason = Content =
05/03/11 = Dennis Barry no valid recipients  Failed Invalid Addresses:  Subject: LiveTime Software: Change Request #100012 - Created
1700 TO: dennis@
Message: Your Change Request has been received and allocated. You will be
notified via emall of the progress, or you may login at any time to check the
status of your reguest. Change Reguest Information Change Reguest #:
[http:/fJ ulies-MacBook-Pro-
2 localLiveTime/\WebObjects/LiveTime woalwa/LoockupReguest?
requestid=100012] 100012 Date Opened: 05/03/11 16:58(MM/dd/yy HH:mm)
Classification: Permission Denied Technician: Dennis Barry Item #: 100003 ltern
Type: Email Service |dentifier:

05/03/11 Dennis Barry no valid recipients  Failed Invalid Addresses:  Subject: LiveTime Software: Change Request #100012 - Created

16:50 TO: francis@
Message: Your Change Request has been received and allocated. You wil be
notified via email of the progress, or you may login at any time to check the
status of your request. Change Reguest Information Change Request #
[http:d ulies-MacBook-Pro-
2 localLiveTime/MebObjects/LiveTime.woahwa/LookupReguest?
requestid=100012] 100012 Date Opened: 05/03/11 16:58(MM/iddlyy HH:mm)
Classification: Permission Denied Technician: Dennis Barry Item # 100003 ltem
Type: Email Service |dentifier:

05/03M11 - Simone Supervisor no valid recipients  Failed Invalid Addresses:  Subject: LiveTime Software: Change Request #100012 - Created

16:59 ¥ TO: dennis@

Message: Your Change Request has been received and allocated. You wil be

The Email Log screen has the following filter views:

Filter Description
All Mail Displays all email activity.
Inbound Mail Lists the emails that have been sent to the system.

Inbound Mail Errors

Outbound Mail

Outbound Sys Malil

List the emails received by the system mailbox in error
(i.e., from email addresses with no account.)

Lists the emails that are sent from the application by
Users.

Lists the emails that are automatically sent by the
system e.g. Escalations, SLA breaches.

NOTE: Automatic system maintenance deletes 14 day old Email Log entries.

Search Email Activity

Administrators can conduct searches on inbound and outbound emails recorded in the system Email

log.

To search for an email as an Administrator:

1. Go to the Setup>Email>Log tab

2. Select the Search button
3. Define:



5.3

53.1

5. Click Search.

Custom Fields

*

*

*

*

Option

Start Date Enter the earliest relevant date for the system to include in the
search.

End Date Enter the latest relevant date for the system to include in the
search.

Direction Define if the search is to include either inbound or outgoing
email.

Status Define the email status option to be searched:

+ Sent email
* Failed to send email
+ Email set a Pending status

+ Email Sent with Errors.

Section 5.3.1, “Enabling a Custom Field,” on page 405

Section 5.3.2, “Data Type - List,” on page 408

Section 5.3.3, “Custom Fields for Incidents, Change and Service Requests,” on page 410
Section 5.3.4, “LDAP/ADS Accounts Custom Fields,” on page 411

The Custom Fields function allows screens in the system to be adapted to meet specific requirements
of an organization, as additional fields can be created for different parts of the application.

Custom fields can be set for different system screens and include the option to select:

*

*

*

Data type

Style

Defining if the field is required or includes a description

Determining whether it can be viewed or edited by the Customer (Incident, Change and Service

Request

Custom fields only.)

NOTE: A maximum of 5 fields is allowed for each option.

Enabling a Custom Field

To enable a Custom Field:

1. Select Setup>Custom Fields

The Custom Fields screen appears.

2. From the Category Filter drop-down list select the screen option

The displayed list includes all screens where custom fields can be added.
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Custom Fields

Field

Custom 1
Custom 2
Custom 2

Custom 4

Custom &

1 -5 of 5 Results

Category: | Articles |E|

Articles

Data Type Style Change Reguests
Groups

String Text Incidents
Inwoices

String Text Miced Mode Accounts
Crg Units

String Text Partnar Orgs
Problems

String Text Purchass Orders

. Releases

String Text Service Reguests

SLAs

Custom Fields

Custom Field Locations

Articles
Change Requests
Customers

Groups

Incidents

Invoices

Org Units
Partner Orgs

LDAP/ADS Accounts

Problems
Releases
Service Requests

SLAs

Users

Purchase

Additional field for Articles in the Knowledge Base.
Additional field for a Change Request.
Additional field for Customer Information.

Additional field for Service Request, Incident,
Problem and Change Groups.

Additional field for Incident Information.

Additional field for Invoices. (Option visible when
Billing>Invoices have been enabled for the system.)

Additional field for an Organizational Unit.
Additional field for Partner Organization.

Customized LDAP/ADS fields can be used to map
to a Directory Server when importing user account
details. See Authentication.

Additional field for Problem details.
Additional field for Release Management details.
Additional field for Service Request information.

Additional fields for Service Level Agreement
Information screen.

Additional field for the Users Information screen.

Additional field for Purchase Orders. (Option visible
when Billing>Purchase Orders have been enabled
for the system.)

NOTE: Problem, Change, Release and Service Requests are in Service Manager only

1. To define a custom field, click on the appropriate field label hyperlink
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An editable window appears.

Custom Fields
Custom Field

Field Label] Custom 1 o
Category Aricle

peve ves [N

2. Toggle the Active field to Yes
Once activated, a list of options is displayed.

Custom Fields
Custom Field

Field Label| Custom 1 i ]
Category Article

Active JERIEES MNo
Required Yes m
Data Type  String IZI
Style [EEI=es List

Unigue Value |:|

Default Value

Input Validation  Yes m
Enable Description  Yes m

Options Description
Field Label Edit the Field Label by entering the relevant name.
(Required.)

NOTE: The label entered within this field is applied
to the English UI. For it to appear in another
language, configure this label in the
Setup>Localization>Content tab.

Active Defines the Custom Field visibility.

Required Defines if the field is mandatory when displayed.
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Options Description

Data Type The format required for the field.

Select the data type from the following:
¢ String (Text or List)
+ Number-Custom Field that requires a number
+ Boolean (Radio Buttons)

+ Date-Custom Field that requires a value in a
date format

* Currency- A currency can be defined for the
Field

+ Hyperlink - A URL can be included in the field.

Style From the options provided, the way the data type
will be displayed.

* String custom field - either an open text field or
a list, or

+ Boolean custom field - uses radio buttons to
define Yes/No or True/False.

Unique Value When active, the system prevents the duplication of
data within the customized field.

Input Validation When enabled the Input Mask and User Mask can
be defined.

Input Mask : A regular expression to use for data
validation of values entered by a User (i.e., Zip/Post
Code, telephone no.)

User Mask: A User Friendly representation of the
Input Mask that Customers can understand should it
appear in a validation error message.

Enable Description When enabled, a Description field appears that
allows the User to enter details of what information
the field is expected to capture. These details are
accessible next to the custom field on the relevant
screen.

5.3.2 Data Type - List

When the Data Type String - List is selected the List Contents field is displayed, which provides the
facility to create a drop down list to be created as options within the field.

To create a new list entry within the List Contents field:
1. Right click the Entries link

The Create option is displayed
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Style Text List

List Contents | . | | Entries

Default Value

Enable Descriptiopn Y

2. Click Create
A New node link displayed

Style | Text List

List Contents | . u_] Entries

3. Enter the name of the field
4. Click outside the field to save the entry

List Contents | i. u_] Entries
.| offiine work

Repeat this process until all list entries have been added

To create a nested list, right click on the relevant list entry and repeat the above process.

4. || | Entries

4. || | offiine work
J ,_._] Connection
.| Router

t | | Hardware

- 1] Online

6. To move an existing entry to a new position, select the entry, then drag and drop the entry into its

new location

Style  Text List

List Contents | . .| Entries
+ [ ottine work_
i ,_J Connection
||| Router & Hardware
t || Hardware

u_] Online
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7. When all the relevant details have been defined for the custom field, click Save.

Style Text

List Contents | i. .|| Entries

4- || | offline work
J .| Connection
: il External issues
i | | Router

- | Hardware

- L) Cnline

5.3.3 Custom Fields for Incidents, Change and Service Requests

If a custom field is enabled for an Incident, Change or Service Request, additional options are
displayed. These include:

Description

Customer Visible The custom field is visible in the Customer Portal,
otherwise it can only be viewed via Technician access.

Customer Editable Allows the Customer to edit the content within this
field.

Default Value The custom field will automatically be populated with

the value entered here when a request is created. This
value can be edited within the request screen, if
required.
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Custom Fields

Custom Field

Field Label] Custom 1 (i ]
Category Change Reguest

Auctive MNo
Required Yes m
Customer Visible Mo h
Customer Editable No h

Data Type  String IEI

Unigue Value |:|

Default Value h
Input Validation  Yes m
Enable Description No

De.s.crlptHJﬂI Customer field description is used

to type the detailed information
that is useful for both customers
and users.

NOTE: If Customer Visibility is set to No for a required field, then a Default Value must be defined.
This will enable the Customer to save a new request without seeing the relevant field.

5.34 LDAP/ADS Accounts Custom Fields

The LDAP/ADS custom fields are used to define specific Customer and User fields configured within
LDAP/ADS. The custom fields for Customers and Users are completed when Users and Customers
are entered manually or imported using a .CSV file.

If Mixed Mode LDAP is applied, the same set of custom fields are used. These are listed with the
label Mixed Mode within the Custom Field Category filter list.

5.4 Privileges

*

Section 5.4.1, “Privileges,” on page 412

*

Section 5.4.2, “User Privileges,” on page 412

*

Section 5.4.3, “Customer Privileges,” on page 415

*

Section 5.4.4, “Requests Privileges,” on page 420

*

Section 5.4.5, “System Privileges,” on page 424

Setup 411



5.4.1

5.4.2
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Setup

Privileges

The Privileges tab contains global setup options that govern the application behavior, how Customers
and Users can interact with the system and define system defaults.

Ideally, Privileges are set upon initial configuration, however, the system will adapt to changes made
later.

There are four tabs within Privileges:

+ User
+ Customer
+ Requests

+ System.

User Privileges

Within the User tab, privileges for Users with the Technician and Partner Role can be configured by
customizing the options within the Technicians options list. This also includes enabling functionality
related to all User work hours and public holidays. Defaults can also be adjusted for Users across the
Knowledge Management and Configuration Management processes.

Specific to Technician Users, the following privileges include the ability to:

+ Create new Customers

+ Create new Items

+ Reassign requests

+ Edit other Technicians' requests

+ Create, edit, publish and delete Knowledge Base Articles by default.

NOTE: Privileges assigned to the Technician Role are also applied to the Partner Role.

Enabling User Privileges
To configure User Privileges:
1. Select Setup>Privileges

The User tab is displayed.



Privileges

Usar

Customer Requests System

Reassign Requests  Yes m
Duplicate Requests Yoo m

Update Closed Requests Yes m

Search All tems  Yes m
Subject Required | Yes m
Technician Alerts Yoo m

Assignment Contral | Yes m
Edit Customer Partner  Yes m

Create Quidk Request m Mo
Force Analysis MNo

Work Hours

Define Work Hours = Yes m
Scheduled Vacations  Yecz m
Vacation Reassign = Yes m
Login during Vacation ‘Yes m

Delete

Delete

Publizh
Delete Publish

Delete Publish

Delete
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User Privileges

Technicians
Create Customers

Reassigh Requests

Duplicate Requests

Manual Request Time

View All Requests

Update Closed Requests

Search All Items

Include Globals Default

Subject Required

Technician Alerts
Work Hours

Define Work Hours

Scheduled Vacations

Vacation Reassign

Allows Technicians to create Customer Accounts.

Allows Technicians to reassign requests to another Technician within the
same Team. When disabled, requests can only be reassigned through
Escalation or changing the status of the request by the Supervisor.

Allows Technicians to copy requests to fast track request creation.
Supervisors have this privilege by default.

Disables the timer that automatically monitors and records the time when a
request is in Edit Mode.

NOTE: This option is not available when Contracts are enabled in the
Setup>Billing tab, as time worked on a request must be added to Notes
manually by Users.

Allows Technicians to view all the requests, regardless of Team assignment,
logged in the system for the Processes they are assigned.

It also allows Technicians to edit requests that are assigned to fellow Team
members.

Set to Yes to enable Technicians to add Notes to requests that are assigned a
Workflow Exit State.

Within the Items tab of a request, the All Items option is displayed in the Find
Item box for Technician Users, if this option is enabled.

By enabling this option, the "Include Global* Options" is ticked by default in
the Find Item field, when a User is creating a request.

To make the completion of the Subject field mandatory for Users during the
request creation process, set the option to Yes.

Allows Technicians to create system Alerts.

Allows the Technician's availability to be configured within the
Users>Schedule tab. This ensures that Requests are only forwarded to the
User during the Defined Work hours, unless there are no other Users
available.

*If this option is enabled, the Users Work Hours must be defined for each
User, otherwise the built-in technician assignment logic will be ignored and all
new requests will be assigned to the Team Lead.

Allows leave to be scheduled for Users, within the Users>Schedule tab. This
allows vacations to be planned and automatically detected by the System
when the User commences leave. The System will not assign the User new
Requests when they are on vacation.

This option becomes available when the 'Schedule Vacations' option is active.
When enabled, this option ensures active requests of the User commencing
leave are automatically re-assigned to available Technicians within the User's
Team.




User Privileges

Login during Vacation This option becomes available when the Schedule Vacations option is
active. When enabled, users can login into Service Desk and work on
requests during vacation. The System will not assign the User new Requests
when they are on vacation..

Schedule by Technician This option becomes available when the Schedule Vacations option is
active. When enabled, users can login into Service Desk and work on
requests during vacation. The System will not assign the User, new Requests
when they are on vacation.

Observe Public Holidays  This option ensures the System gives consideration to public holidays when
calculating SLA times, escalations and breaches.

NOTE: When enabled, the Public Holidays sub-menu option is visible within
the Admin>Localization>Holidays tab.

Assignment Control When enabled provides the Assignment option within the User Information
screen. This allows a Supervisor or Administrator to turn request assignment
off for a User who is available in the system.

Edit Customer Partner Allows Customers to be assigned to Partners within the Customer Information
tab.

Create Outage Enables a Technician to create outages for ltems.

Force Analysis The system will propose relevant Solutions within the Analysis tab, during the

request creation process.
Configuration

Roles Set the default privileges for the User Roles' ability to create, edit and delete
Item information in the CMDB.

If you change the default privileges, for an existing user the privileges will not
be updated. Since, these settings are not system level settings. But when you
create a user the default privileges are assigned.

Individual settings below user information section will determine the actual
privileges for that user. If you want to change these settings for many users,
use the Bulk edit feature.

Knowledge

Roles Configure the default Knowledge Base authoring permissions for each User
Role.

2. Click Yes to enable, or No to disable a Privilege option
3. Click Save.

5.4.3 Customer Privileges

Customer Privileges specify the options that are available to Customers within the Customer Portal.

Enabling Customer Privileges

To enable Customer Privileges:

1. Select Setup >Privileges >Customer
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The Privileges screen is displayed.
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Privileges

User Cusbormer Roesey ueats System

Incidents.  Create And Edit

Change Reqguests  OfF

Sarvice Reguests  Create And Edit

Service Inl:idems-m No

Default Request  Generic Request

[ E] [ E]EE]

ltams  Wiew

Show Only Active ltems ves m

Subject Required *resm

Default Date Style  mm/ddlyy [=]

Mefadt Timerans  (GMT +5: 30 Mew Melhi [—1
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Customer Privileges

Description

Create Account

Default Web Access

Generic Requests

Generic Request Type

Incidents

Change Requests

Service Requests

Service Incidents

Default Request Type

ltems

Show Only Active Items
Show Subject Field
Show Status Field

Show Priority

Item ID search

Force Search

Create Forum Topics

Display Room

Allows Customers to create their own account from the Login screen.

Define the default setting for Web Access on newly created Customer
Accounts.

Define if Customers can view, create or edit Generic Requests in the
Customer Portal.

This option becomes visible when Generic Requests option is active. Define
the type for generic request from Incident, Service Request or Change
Request. For example, if your generic request type is set to Incidents, when
you create a generic request, the request gets listed as incident in the User
portal. Then the technician can include item details.

Define if Customers can view, create or edit Incidents in the Customer Portal.

Define if Customers can view, create or edit Change Requests in the
Customer Portal.

Define if Customers can view, create or edit Service Requests in the
Customer Portal.

If the option to create Incidents in the Customer Portal is enabled, this can be
refined by defining if Incidents can be logged against Service Items. If this
option is disabled then Services are not displayed in the Category drop-down
list during the Incident creation process.

Also, if a Customer attempts to log an Incident against a Service via email by
including the Item# in the Subject line, and this option is disabled, the system
will send an error message. The "NoServicelncidentContent" error message
can be customized in the Admin>Setup>Email>Templates>Error Message
filter.

Define the default request type from Generic Request, Incident, Service
Request, Change Request or Quick Call. The list shows if the options are
enabled. For example, if Service Request option is turned off, then Service
request option is not shown as an option.

Define if Customers can view, create or edit their own Item details within the
Customer Portal.

Allows Customers to only view Items that are marked as Active in the system.
Displays the Subject field above the Description field in the Customer Portal.
Allows to hide or display the Item status in the Customer Portal.

Enables Customers to view and set the Priority of their requests.
Alternatively, the Urgency can be shown, which will be associated with the
Item Criticality to set the Priority. Select "Off" to disable this functionality
completely.

Allows Customers to search by an Item's ID when creating a new request.

When enabled, proposes solutions for Incidents based on the ltem Type,
Classification and Description provided.

Allows Customers to create a new Forum topic through the Customer Portal.

Displays the Room for an Item when creating a request.




Customer Privileges Description

View Technician Yes allows Customers to view the details of Technician assigned to their
request in the Customer Portal.

Show All Services Enables the Service Catalog link in the Services tab of the Customer Portal.
This allows Customers to view and log requests against all Services offered
by the support organization (i.e., request access to a service). Services listed
here are not assigned an Exit Item Lifecycle State.

Show Service Targets Displays the Response, Restoration and Resolution targets for the SLA
assigned to the request in the Customer Portal.

Enable RSS When enabled, provides the RSS Requests Menu option in the Customer
Portal.
Enable Titles When enabled, displays the Titles Tab within the Setup, which can be

customized. This list is then displayed in the Title field in the User and
Customer Information screen. See Titles.

Enable Item Shadow When enabled, if requests are logged against an Item on the Customer
Portal, Technicians can amend the Item assigned to the request without the
Customer seeing the change.

Customer Defined Contact When enabled, this option allows the Customer to define their preferred
method of contact in their Profile or My Account screen. Their preference
applies when a Team has the Customer Notification option set to Customer

Defined.
Record GPS When enabled, the Customer's GPS location when they last logged into the
Customer Portal, is recorded within their Customer Information screen.
Default Date Style Sets the default Date format to be used across the application.
Default Timezone Sets the default time zone across the application. This can be overridden on

a per User basis, by a User who sets their time zone for their log in account
LDAP/AD (Visible when an LDAP/AD connection is configured.)

Include Customers Set to Yes if the system is to import Customer details when synched with an
LDAP/AD server.

Mixed Mode Allows Customer accounts to be created directly through the system, as well
as being imported via LDAP/AD.

View Shared (Request visibility options for the Customer Portal.)
Requests
By Ownership Allows requests to be viewed by all Owners of the Item, when logged against

a Shared or Global Item.
(See the table below for toggle option outcomes.)
By Org Unit (This option is visible when the By Ownership is enabled.)

Allows requests to be viewed by all Customers of an Org Unit assigned to the
Item, when logged against a Shared or Global Item.

2. Click Yes to enable, or No to disable a Privilege option
3. Click Save.
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Setting the View Shared Requests options

When setting the visibility of requests logged against shared Items, refer to the table below to ensure
the correct visibility option is configured for your organizational requirements:

By Ownership By Org Unit Shared Request Visibility

No Only visible to the Customer who logged the
request.

Limited No Visible to the Customer who logged the request and
other Owners in the same Org Unit, assigned to the
Item.

Limited Limited Visible to Customer who logged the request and

members of Org Unit they belong to, if the Org Unit
is also assigned to the Item.

Limited Yes Requests visible to Owners within all Org Units
assigned to the Item.

Yes No Visible to Customer who logged the request and
other assigned Owners.

Yes Limited Visible to Customer who logged the request, other
members of the Org Unit the Customer logging the
request belongs to and other Owners assigned to
the Item .

Yes Yes Visible to everyone who share the Item assigned to
the request.

544 Requests Privileges

420

Requests Privileges allows the Administrator to control the functionality available for requests and set
default requirements. These privileges are applied system-wide.

Enabling Requests Privileges

To enable Requests Privileges:
1. Select Setup>Privileges>Requests

The Requests Screen appears.

Setup



Privileges
User Customer Requests System

Requests
Enable Escalation Control

Mo

Queues W]y Off
Control Deployments via RFC = On Off
Control CMS via RFC =~ Yes Mo
Customer CMS via RFC = Yes Mo
Minimum Solution Relevance 50 %
Enable Quick Calls Mo
Request Priority B0\ =18 Selected

Handshaking

Handshaking Close Action

Approval Reminder  Yes Mo

Default Motes Visibiity  Public

Aliow Unknown = Yes Mo
Archive Reguests = Yes Mo
Default SLA  Warranty
Default Incident Team  Device-Incident Team
Default Problem Team  Problem Analysis Team

Default Change Team Change Management Team

ENRERRETRERREN

Default Request Team  Service Request Team
Review Options
Review SLA | Yes Mo
Review RFC = Yes Mo
KBA Options
Control KBA via Request  Yes Mo

Request Options

Enable Escalation Control Enables escalation to be enabled or disabled on a
per request basis. This option is only available to
Supervisor Users.
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Request Options

Queues

Control Deployments via RFC

Control CMS via RFC

Customer CMS via RFC

Minimum Solution Relevance

Enable Quick Calls

Request Priority

(Derived/Selected)

Default Priority

Handshaking

Allows Teams to use a holding bay for requests that
are received via email or the Customer Portal. The
Queues can be enabled within the Team
Information screen, on a per Team basis.

When enabled, Change Requests are automatically
created from newly entered Deployments, and will
require approval before work commences on the
Deployment.

When enabled, changes made within the CMDB by
a Technician will generate a Change Request
requiring approval before the change is
implemented.

When enabled, Customers creating Items via the
Customer Portal generate a Change Request that
requires approval before the change is implemented
in the CMDB.

Define the minimum degree of relevancy for content
included in the Description field of a request, when

the system automatically searches the Knowledge

Base to propose solutions.

Enables the functionality that allows the Supervisor
to profile Requests using Quick Call Templates.
These can be used by other system Users when
creating new requests.

Enable Derived to allow the system to derive the
Priority based on Urgency and Impact of the request
. Enable 'Selected' to manually apply the Priority
from a list of options.

**This option is displayed when the Incident Priority
is set to Selected. The selection made from the
drop-down menu, is automatically applied as the
default Priority for newly created requests.

Enables notifications to be sent to a Customer using
the Propose button within an Incident or Request,
stating the Incident/Request will be closed if no
reply is received from them within a set number of
days.

NOTE: Note: The Solution button within an open
Incident/Request is not accessible when the
Handshaking facility is enabled.

When enabled, if Problems or Changes are closed,
any related Incidents or Requests are moved to the
Pending - Approval State not to the default Closed
State.




Request Options

Handshaking Close Action

Approval Reminder

Default Notes Visibility

Allow Unknown

Archive Requests

Default SLA

Default Incident* Team (required if using AMIE)

Default Problem* Team (required if using AMIE)

Default Change* Team (required if using AMIE)

Default Request Team* (required if using AMIE)

Review Options

Sets the system default number of days to lapse
before an Incident or Request will close if the
Customer does not respond to the handshake email
notification. This can be adjusted on a per Org Unit
basis.

NOTE: Note: To allow Customers to re-open an
Incident or Request using the link in the handshake
email, the web server must be using Port 80.

To automatically send Managers reminder emails
regarding Requests requiring their approval, set this
option to Yes. When Yes is selected, define the
number of days to lapse before a reminder will be
sent.

The content of the reminder email is drawn from the
ApproveChange or ApproveServiceRequest
template. These are configured within
Setup>Email>Templates tab.

Sets the system default visibility of Notes, when
added to requests. If it is expected that the majority
of Notes are to be emailed to Customers, select
Public.

When set to No and a User opens a request that is
assigned the Unknown Service Item, the User will
be prompted to update the Item before saving the
request.

When enabled, the number of days a request is
closed before being removed from the List View and
archived is to be set.

Requests that are archived have attachments
removed and they are no longer included in the full
text index for searching. They are still accessible for
reporting purposes and attribute based searches.

Is used as the Default SLA when a new request is
created without an SLA defined for the Item,
Customer or Org Unit.

Set the Default Incident Team, which is used for
AMIE integration and also set as a default Support
Team for Item Types.

Set the Default Problem Team, which is used for
AMIE integration and also set as a default Support
Team for Item Types.

Set the Default Change Team, which is used for
AMIE integration and also set as a default Support
Team for Item Types.

Set the Default Request Team, which is used for
AMIE integration and also set as a default Support
Team for Item Types.
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Request Options

Review SLA

Review RFC

KBA Options

Control KBA via Request

Request Type

Default SLA

When enabled will display the Review date field in
the Service Level Information screen. The default
number of days between reviewing SLAs should be
set and the number of days before the review date
for an Alert Reminder, should also be entered.

When enabled the system will display a Review
date in the RFC Information tab. The default
number of days between reviewing RFCs should be
set and the number of days before the review date
for an Alert Reminder, should also be entered.

When enabled, a Request is generated when the
KBA is created, deleted or amended and can only
be published to the KB by a User with publishing
privileges.

Specify the type of request to be generated when
new or amended KB content is moved to a "Pending
Publication” state.

(The options are based on the ownership of Change
and Service Request licenses.)

Set the default SLA to be used for when requests
are logged regarding updates in the knowledge
base. Applying an SLA here, determines which
workflow and team will receive the requests for
approval, as with any other request logged in the
system.

* To be set after Teams have been configured.

1. Click Yes to enable, or No to disable a Privilege option

2. Click Save.

545 System Privileges

The System Privileges screen allows an Administrator to control the following options:

+ Knowledge Base

+ Surveys

¢+ Forums

¢ Chat

+ QOutages

+ Other general settings.

Enable System Privileges

To enable System Privileges:

1. Select Setup>Privileges>System
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The System Privileges tab is

Privileges
User Customer Requests System
General Settings
Host Address |

Edit ttem Numbers m No
Public Knowledge Base - No
Public Surveys - No
Public Alerts MNo
Public Requests No
Passwords  Random Email
Pazsword Questions =~ Yes

Session Timeout 30 |Z| (minutes)

Terminate Active Session - MNo

Default Name Pattern  [First name] [Last name] |Z|

Outbound Web Services  On

OpeniD Provider sy Off

OpenlD Consumer Off
Ti

elemetry

Mandatory Product Data

‘Gather Configuration Data

Gather Feature Usage Data
ZENworks Integration Options
Enable ZEMworks Integration
Enable ZENworks Remote Control

Forum Options

Use Forums

Default Sort Order Descending
Public Forums.
Chat Options
Enable Chat  Yes

Outages Options
Planned Outages Page  Yes No

Outages Page  Yes No
Minimum Criticalty ~Moderate IZ|

Show Affected Relationships  Yes

=
[=]

Show Affected Users  Yes No

Show Inactive tems = Yes

= =
[=] (=]

Show Change Reguests  Yes
Search Outages  Yes

KBA Review Options
Review KBA = Yes No

=
[=]

T e

2. The following information is displayed:
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Customer Privileges

Description

Host Address

Edit Item Numbers

Public Knowledge Base

Public Surveys

Public Alerts

Passwords

Password Questions

Session Timeout

Terminate Active Session

Default Name Pattern

To be completed with details of the machine hosting
the application, if required.

Allows users to edit the identification number of an
Item.

Allows access to the Public Knowledge Base on the
Login Page.

Provides access to Public Surveys on the Login
Page.

Alerts with the visibility defined as "Everyone" will
be made available on the Login Page.

When LDAP or Active Directory Authorization is not
used internal authentication is used. To define the
password type to be used by the system select:

Random: the system will generate a random string
whenever a password is reset.

Email: The Users Email Address will be used as the
password.

Manual: Allows the User to manually create a
password.

Enables the ability to set security questions within
the My Account screen for Customers and Users,

which are referenced when resetting or re-sending
login credentials.

The number of minutes the system waits before
terminating idle sessions.

NOTE: Ensure that the session timeout on the
server hosting the application, is equal to or greater
than the Timeout option defined in the System
Privileges. For changing the timeout option on the
server that is hosting the application, edit as follows:

+ For a standalone application: Edit the /
<MFSD _server_instal |l ati on_pat h>/
Ser ver/ webapps/ Li veTi me/ Eb- | NF/
web. xm file.

+ For an appliance: Edit the sr v/
t ontat 6/ webapps/ Li veTi me/ \EB- | NF/
web. xm file.

When enabled, if a User attempts to log into the
system when they already have an active session,
they will be prompted to end the active session to
allow for the new login.

Select the order for names being displayed in the
system, when the First and Last Name are shown
together on a screen.
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Customer Privileges Description

Outbound Web Services When enabled, request Workflow States and Iltem
Lifecycle States can be assigned a 'listener’, which
allows these details to be updated in external
systems. (Refer to the Extend section of the
LiveTime website for details on how to develop a
listener.)

OpenlID Provider Enables the system to function as an OpenID
Provider for User authentication across network
resources, as the user authentication source.

The OpenIDProvider URL should be:

<PROTOCOL>://<SERVER>/LiveTime/
WebObijects/LiveTime.woa/

wa/providerLookup

The Protocol should be set to http or https and the
server details should include where the system is
hosted.

OpenlID Consumer Enables the system to delegate authentication of
Users and/or Customers to one or more OpenID
Providers (i.e., Google, Yahoo). OpenID Providers
that are to be used as delegates are configured in
the Setup>Authentication>Social tab.

Telemetry Telemetry enables Micro Focus to collect statistical
data about your usage of Service Desk. This data
will enable us to ensure that you have the best
possible experience with Service Desk.

Telemetry is scheduled to run once a month.

If your Service Desk server does not have outward
connectivity and you want to upload the data
manually, then perform the following:

1. Copy the telemetry enc file from the following
location:

* Windows: \ Program
Fi | es\ Servi ceDesk\ Li veTi ne\ Tel em
etry

¢ Linux:/usr/local/ServiceDesk/
Li veTi me/ Tel emetry

* Appliance: / Li veTi ne/ Tel emetry

2. Using any FTP client connect to
product f eedback. m cr of ocus. com with
user nane: anonymous and password: blank
(optionally use your email-id).

3. Upload the file to the st at s/ MFSDTel enmetry
folder.
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Customer Privileges

Description

Mandatory Product Data

Gather Configuration Data

Gather Feature Usage Data

Forum Options

Use Forums

Default Sort Order

Public Forums

Chat Options

Enable Chat

Chat Request Assignment

Default Technician Availability

Outages Options

Planned Outages Page

Outages Page

Minimum Criticality

Telemetry collects the following mandatory product
data:

+ License type

¢ Technician count

¢ Customer count

+ ZENworks integration
+ Database type

+ Operating system

(Optional) This collects the list of categories and
count.

(Optional) This collects the following feature usage
data:

* Quick call count
+ Request info and count

* Process info and count

This option enables and disables all Forums within
the system.

Sets the default Forum Topic sort order to either
ascending or descending.

This option enables Public Forums to be viewed
from the login page and does not require an account
to view.

Select 'Yes' to activate Chat facility within the
application.

Set to Technician if Customers are to be restricted
to chatting only with the Technician assigned to their
Request. Set to 'Team' to allow Customers to chat
with any member of the Team assigned to their
request.

Sets the default availability for chat status in newly
created Technician Account information screens.

A link to the Planned Outages page is displayed on
the Login Screen. Outages can be set within
Configuration Item properties to schedule when the
item will be off-line.

Alink to the Outages Page is displayed on the Login
Screen.

Defines the Minimum Criticality required for Items to
be displayed on the Outages pages.




5.5

Customer Privileges Description

Show Affected Relationships
Iltem's Relationships.

Show Affected Users Allows Item owner's details to be displayed on the

Outages page.

Show Inactive Items Displays inactive Items on the Outages

An inactive Item is an Item that is currently not in

use by the organization.

Enables Item from the Outages page to show the

page.

Show Change Requests Allows Customers to view Change Requests related
to Outages displayed in the Customer Portal.

Search Outages Enables Outages to be searched using the
Customer email addresses or Iltem number.

KBA Review Options

Review KBA When enabled a Review date field is displayed in

the KBA Information screen. The default number of

days between reviewing KBAs should be set and
the number of days before the review date for an

Alert Reminder, should also be entered.

4. Click Yes to enable, or No to disable a Privilege option
5. Click Save.

NOTE: Note: All Outages options apply to Service Manager only.

Re-Index Button

Re-index

The Re-Index button at the base of the System Privileges page is used to re-build the system index. If

the search engine appears to be failing text searches, this process will re-create the index. The

indexing rebuild runs as a background process.
The following content and attachments is re-indexed:

+ Knowledge Base
+ Forums

+ All requests

+ [tems.

Customize

¢ Section 5.5.1, “Customize,” on page 430
¢ Section 5.5.2, “Portals,” on page 433
+ Section 5.5.3, “Cascading Style Sheets (CSS),” on page 436
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55.1 Customize
The Customize menu allows the Administrator to brand the application where system banners can be

replaced with the appropriate organizational banners. Graphics included should be PNG images. The
Application Banner should be 250 x 60 pixels and all other banners should be 500 x 60 pixels.

Adding a Customized Banner

To add a customized banner:

1. Select Setup>Customize

Banner Type Displayed
Application Visible on the Log in page of the system.
User Visible in the portals for Supervisor, Technician,

Administrator, Partner, Finance and Manager Users

Public/Email Displayed on public portals for Knowledge, Outages,
Surveys and Forums. This banner is also included in
emails when the Setup>Email>Setup option of Include
Banner is set to Yes.

Customer Visible in the Customer Portal.

NOTE: Banners for Partner Organizations can be
uploaded in the Banners tab of the User>Partner
Organization screen. This will override the system
Customer Portal banner for Customers associated with
the Partner Organization.

2. To use Custom Banners, select the Use Custom checkbox at the top of the Customize Banners
screen.

ammers J_ portais

Add your own graphics here to customize the look and feel.
The graphics must be PNG images of the size indicated with transparency.

3. To upload a new banner, click New
A window with a browse function appears.

Browse... | No file selected. m

4. Browse to the location of the image and click ..

The image will be uploaded.
5. Repeat the process until all banners have been replaced
6. Click Save.
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NOTE: When the Purchase Orders functionality is enabled within the Setup>Billing tab, the option to
upload a logo that will be used for system generated POs is displayed. The graphic should be saved
as 150x150 PNG file.

Portals Tab

All Public Access home page messages can be fully customized under the Portals tab. Links to
documents and downloads may be added. The home page messages can be customized for:

+ Alerts

¢ Forums

+ Knowledge Base

+ Login Page

¢ Public Outages

¢ Planned Outages

+ Surveys

¢ Customer Portal welcome message.

NOTE: Outage Home and Planned Home Messages apply in Service Manager only.

To customize a Public Access message:

1. Select Setup > Customize
2. Click the Portals tab
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Banners

Name

AlertHome

AllServices

CustomerForums
ForumsHome
tems
KnowledgeHome
Login

Logout
OutagesHome
PlannedHome
Requests
SelfHelp
Services

Sspr
SurveyHome

Welcome

£ Title

Portals LS5

Public alertz page.

Dizplayed when the Customer selects Service Catalog page
under Services Tab .

Dizplayed when the Customer Selects Forums Tab.
Public forums page.

Displayed when the Customer Selects tems Tab.
Public knowledge page.

Dizplayed on the main login page.

Dizplayed when the uzer logs out.

Public outages page.

Public planned outages page.

Displayed when the Customer Selectz Reguests Tab.
Dizplayed when the Customer Selects Self Help Tab.
Dizplayed when the Customer Selects Services Tab.
Dizplayed on the main login page.

Online surveys page.

Displayed when the Customer has logged in.

3. Select the Name hyperlink
The HTML editor appears.



5.5.2

Banners Portals

Customer Forums &

Farmat - FontFamily - FontSize

— y—

T iE W | E

A-B I U ==

Welcome to our online Support Forums. These forums provide an active user community from around
the world. This is a great resource to ask questions and find answers to questions from other users.

Path: div Wiords: 33 .

Displayed when the Customer Selects Forums Tab.
" Restore Default

4. Edit the message as required
5. Click Save.

Cascading Style Sheets

The system can be further customized using cascading style sheets (CSSs) to amend:

+ Color
+ Fonts
+ Tabs
¢ Graphics.

See: Cascading Style Sheets (CSS).

Portals

All Public Access home page messages and some Customer Portal pages can be customized within
the Portals tab.

Knowledge of HTML is required to edit this section. Links to documents and downloads may be
added. The content can be customized for the following system Portals:
1.

Name Description

AlertHome Accessed by clicking the Alerts link on the system
Login screen.
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Name Description

AllServices Visible as the header within the Service Catalog
screen of the Services tab in the Customer Portal.

CustomerForums Visible as the header within the Forums page of the
Customer Portal.

ForumsHome Visible as the header within the Forums pages of
Public Forums.

Items Visible in the Items tab within the Customer Portal.

KnowledgeHome Accessed by clicking the Knowledge Base link on
the system Login screen.

Login Visible on the screen where system users enter
their login credentials.

Logout Visible on the page displayed when system users
log out.

OutagesHome Accessed by clicking the Outage link on the system

PlannedHome

Login screen of Service Manager installations.

Accessed by clicking the Planned Outage link on
the system Login screen of Service Manager
installations.

Requests Visible in the Requests tab within the Customer
Portal.

SelfHelp Visible in the Self Help tab within the Customer
Portal.

Services Visible as the header within the Services tab of the
Customer Portal.

SurveyHome Displayed in the public online surveys page.

Welcome Displayed on the landing page when the Customer

logs into the Customer Portal.

To customize a Portal message:

1. Select Setup > Customize
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Banners

Name

AlertHome

AllServices

CustomerForums
ForumsHome
tems
KnowledgeHome
Login

Logout
OutagesHome
PlannedHome
Requests
SelfHelp
Services

Sspr
SurveyHome

Welcome

£ Title

Portals LS5

Public alertz page.

Dizplayed when the Customer selects Service Catalog page
under Services Tab .

Dizplayed when the Customer Selects Forums Tab.
Public forums page.

Displayed when the Customer Selects tems Tab.
Public knowledge page.

Dizplayed on the main login page.

Dizplayed when the uzer logs out.

Public outages page.

Public planned outages page.

Displayed when the Customer Selectz Reguests Tab.
Dizplayed when the Customer Selects Self Help Tab.
Dizplayed when the Customer Selects Services Tab.
Dizplayed on the main login page.

Online surveys page.

Displayed when the Customer has logged in.

2. Select the Name hyperlink

The HTML editor appears.
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Banners Portals

Customer Forums &

Format - FontFamily - FontSize |HTrI1L

Ll

g gl 1

il
4
il —

A-B I U == | % x*

Welcome to our online Support Forums. These forums provide an active user community from around
the world. This is a great resource to ask questions and find answers to questions from other users.

Path: div Wiords: 33 .

Displayed when the Customer Selects Forums Tab.
" Restore Default

3. Edit the message as required
4. Click Save.

Cascading Style Sheets

The system can be further customized using cascading style sheets (CSSs) to amend:

+ Color
+ Fonts
+ Tabs
¢ Graphics.

5,5.3 Cascading Style Sheets (CSS)

+ “Background Colors” on page 437

+ “Application Banners” on page 438
The CSS tab allows Users to customize the look and feel of banner backgrounds and tabs within the
system. Knowledge of working with cascading style sheets is recommended when making changes
to these settings.

The options available for configuration include:
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Banrers Portals SCE5

/* Background color of the Sub menun bar *f
f=ubmenu, _=ubMenu {
vackground:“FECECEC;
: e

white text } =/

fmenu li 2, .newregquest {
i

background: §525e5E;

/* Text coler of Menu, defau whaite™/
color:-fE£EEEEE;
3 Il

fmenu a.active, .activelink!
background: $Ec%ERE;

1

& black text =/
fmenu 1i a-hover, -greyWindowl50 li:hover{
backgrbind: $88ESHE; e

coloz:§000000;

/* Bpplication Banner=s 2/
wid

position: abaoclute;

4
/* Background color and text color of Menus, Defanlt:§ Black background with

f* In cas=e you had customized the images for Menu, in earlier versions of
¥3D, then comment the above line and uncomment the below one*/
?“‘\nbaz}_grmnnd:url G fmgzsfnui—headew.

1
/* Background color of active/Jelected Menu , Default color: Teal?/

f* In case you had customized the image=s for Menu, in earlier versions of
¥3D, then comment the sbove line and uncomment the below ooe*/
Maz}.gruﬂnd:url[__fmaqzsfnui—heade%irz_m: Opx Opx;*/

{/* Background color and text color of Menu on hover Default: Grey background

f* In ca=e you had customized the image=s for Menu, in earlier version= of
K30, then comment the sbove line and uncomment the below one*/
?‘ybazkgrnrund:url Eoz a":imaqz:.-’lnui—hl:adl:m

-pngl Opx Opx; </
/* Text color F Menu on hover, defal] aetd)

/* Thi= controls the =tyle of the cu=tomized banner on the m page */
div pedinpancl 9iv-lemimheader div-lemimiminisoonsien f
- | g==

e e g 0 5 1 | S | LIy (Seer et S S i |

-/

Background Colors

CSS Editor

Background Colors
#header
#menubar, .greyWindow150

#submenu, .subMenu

#menu li a, .newrequest

#menu a.active, .activeLink

#menu li a:hover, .greyWindow150 li:hover

This controls the background color of the header.
This controls the background color of the menu bar.

This controls the background color of the submenu
bar.

This controls the color of the menu background and
the text.

This controls the background color of the active
selective menu.

This controls the background color of menu on hover.

Example 1

This example shows how to change the default header color to green. In the #header section for
background, you can either directly specify green or use the Hex color code for green. After saving
the changes, you can see a change in the background color of all portals as shown below:
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e[ SN

P' Edit this C33 ©o customize che ¢olor combilnstlions acroas gll the -

3o Porad ey w )

J* Background color of the Header : default coler iz black/
theadaer{
background: green:

oo Fol T LT TRt I

Example 2

The following screen displays the customized colors of the header, menu bar, submenu bar; the
active menu and the configurations made to get this result:

e

lf" Edit thiz CS55 to custemize the color combimations acrass all the -
" Py w -

#headex{
background: #006633;

)
/% Background color of the Menu bar =/
fmenubhar, .greyWindowlS50 {

?ma'\:-‘aﬁnm Lighchlue;

/* Background color of the Sub menu bar =/
#submenu, .subMenu {
backgraiund: "FCCREFE:

T
/* Background color and ctext color of Menus, Default:§ Black background
with white textc } =/

fmanu 14 a, .newredquest {
bt] vs%&m-
backgrolind: $Ea5E5E:
/* In case wyou had customized the images for Menu, in earlier versiona

of ¥5D, then comment the above line and uncomment the below one¥/f
P ﬁ’iékgromd:urlt..fmaqeafnul—neader—tﬁf’éﬁmx Opx: =/
/* Text color ¥ "Menu, defauYE wWRITE® ™
color:§fELLrr;
: by
=ou

/* Background color of active/Selected Menu , Default coler: Teal=/
fmene a.active, .activeLink{
background: §FFOOTH; "7
f* In case you had customized the images for Menu, in earlier version
of NSD, then comment the above line and uncomment the below one+/
/* BEfkground:url(. .fmaqesfnul—header—umm.m} Opx Opx;*/

i Eer e e e

ackgzound color and text coler o and on hover Default: Grey
background & black text #/
fmenu 1i athover, .greyWindowl50 li:hover|
backgrfilind: #868%88; e
/* In case you had customized the images for Menu, in earlier wversions

of ¥N5D, then comment the above line and uncomment the below onew/ -
/* BESkground:url(../images/nei-header—rAR RV B Opx Opx: =/
i3 Ro e eing z\d:'v.':. ______ qa‘uWWMWMM-UWEF i

NOTE: After saving the changes, ensure that you clear the browser cache to view your custom
changes.

Application Banners

CSS Editor

Application Banners

div.login-panel div.login-header div.login-title-custom This controls the style of the customized banner on
the Login page.
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CSS Editor

div.login-panel div.login-header div.login-title-container This controls the style of the default banner on the

Login page.

div.login-panel div.login-header span.login-app-logo This controls the helpdesk icon graphic on the
Login page.

#header .customPngBanner This controls the style of the customized banner

within the User portal.

#header .defaultBanner This controls the style of the default banner graphic
within the User portal.

#header .customPngBanner This controls the style of the customized banner
within the Customer & Public portals.

#pageHeader .defaultBanner This controls the style of the default banner within
the Customer & Public portals.

Menu Options (User Portal)

#menu a.active This controls the highlight on the active (main)
menu selection.

submenu a:hover This (in tandem with the span extension) controls
the mouseover (hover) on the submenu tabs.

#submenu a:hover span This (in tandem with the hover default above)
controls the mouseover (hover) on the submenu
tabs.

#submenu a.active This controls the highlight applied to the selected

submenu options.

If unwanted changes are made to the system Style Sheets, use the Default button to return the
system to the out-of-the-box format.

5.6 Localization

¢ Section 5.6.1, “Regions,” on page 440

+ Section 5.6.2, “Hours,” on page 442

¢ Section 5.6.3, “Content,” on page 443

¢ Section 5.6.4, “Item Type Request Fields,” on page 448
¢ Section 5.6.5, “Priority,” on page 453

+ Section 5.6.6, “Email Signatures,” on page 454

+ Section 5.6.7, “Titles,” on page 456
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5.6.1 Regions

This option allows the Administrator to customize the geographic regions or States that are available
for each Country. This information is applied to Customers and Org Units when their contact details
are being defined. When the Customer or Org Unit "Country" field is completed within the information
screen, the States that are displayed are drawn from the Geographic Regions defined here.

To define a State for a Country:

1. Go to Setup > Localization > Regions tab
2. Search and select a Country hyperlink from the list provided

Localization

Regions Hours Content Holidays Titles
Details
Name Australia
Continent Asia Pacific

nngg:#: (GMT +10:00) Melbourne, Sydney, Canberra, E
States @8

Hame £ Time Zone =

Australian Capital (GMT +10:00) Melbourne, Sydney,

Territory Canberra, Port Moresby

New South Wales (GMT +10:00) Melbourne, Sydney,
Canberra, Port Moresby

MNorthern Territory (GMT +5:30) Adelaide, Darwin

Queensland (GMT +10:00) Brisbane

South Australia (GMT +9:30) Adelaide, Darwin

Tasmania (GMT +10:00) Melbourne, Sydney,
Canberra, Port Moresby

Victoria (GMT +10:00) Melbourne, Sydney,

Canberra, Port Moresby

Western Australia (GMT +&:00) Beijing, Perth,
Singapore, Taipei

1- & of & Results

3. Click © to add another State or region
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Localization

Regions Hours Content Holidays Titles
Details
MName

Initials
Time Zone  (GMT +10:00) Melbourne, Sydney, Canberra, |Z|

4. Enter the Name, representative Initials and select the relevant Time Zone
5. Click Save

6. Repeat Steps 3 to 5 to add more regions

7. Select Save.

Editing States

A default or customized template can be easily edited:

1. Go to Setup > Localization > Regions tab
2. Search and select a Country hyperlink from the list provided
3. Select the relevant State Name hyperlink.

Leocalization

Hours Content Holidays Titles

Details

Mame [Jueensland
nitials QLD

Time Zone  (GMT +10:00) Brizsbane |E|

D e GrTED

4. Edit the Name, Initials or Time Zone details
5. Select Save.

Deleting a State

A default or customized template can be easily deleted:

1. Go to Setup > Localization > Regions tab
2. Search and select a Country hyperlink from the list provided
3. Select the relevant State Name hyperlink
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4. Select the Delete button
5. Select Save.

Region Search

To find a Country or State within a Country, the Search facility can be used. To conduct a search:

1. Go to Setup > Localization > Regions tab
2. Select Search

Localization
Regions Hours Content Holidays Titles
Search

Country Name |
Continent  Africa IEI

State

D T G

3. Enter the known details

Search options include Country Name, Continent or can also be refined by the State within a
Country.

4. Click Search.

5.6.2 Hours

For the ease of configuring the Technician Scheduled hours of work and customizing hours of
operation for Service Level Agreements, work hour templates can be created within the
Setup>Localization>Hours screen. These templates are then made available throughout the
application, wherever hours of operation are defined.

Localization

Regions Hours Content Holidays Titles
Template Name Sunday Monday Tuesday Wednesday Thursday Friday Saturday
Weekdays Bto 5 MiA 08:00 - 17.00 08:00-17:00 08:00 - 17:00 08:00 - 17.00 08:00-17:00 MIA
Weekdays 3to 5 MEA, 09:00 - 17:.00 09:00 - 17:00 09:00 - 17:00 09:00 - 17:.00 09:00 - 17:00 MIA

1-20of 2 Results

To create a template:

1. Go to Setup>Localization>Work Hours tab
2. Click New
3. Enter the Template Name
(Required.)
4. Set the hours of operation
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5.6.3

5.

Localization

Regions Hours Content Holidays Titles
Details
Template Name | Weekdays 7 to 5
Schedule

Sunday IZI - IZI
Monday 07:00 [~ |- 17:00 [~]
Tuesday 07:00 [~|- 17:00 [~
Wednesday 07:00 [v|- 17:00 [~
Thursday 07:00 [~|- 17:00 [~
Friday 07:00 [v|- 17:00 [+
Saturday IZI - IZI

Select Save.

Editing a Template

A default or customized template can be easily edited:

1. Go to Setup>Localization>Work Hours tab

WD

Click the relevant Template Name hyperlink
Amend the hours, as required
Select Save.

Deleting a Template

A default or customized template is deleted from the List View:

1.
2.
3.

Go to Setup>Localization>Work Hours tab
Click the Template Name hyperlink

Select Delete

A warning message will be displayed.
Click OK.

Content

The Content tab allows Users to configure automated messages, user interface and system objects
content for language files used by the application.
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Localization

Regions Hours Content Holidays Titles
Locale Language = Country = Character Set
Chinese Chinese UTF-&
Chinese (China}) Chinese China UTF-2
Chinese (Taiwan}) Chinege Taiwan UTF-2
Dutch Dutch UTF-&
Englizh English UTF-&
French French UTF-&
German German UTF-8
Hungarian Hungarian UTF-3
ftalian ftalian UTF-&
Norwegian Norwegian UTF-8

1-100f18 Results = =

The customized content is applied to Customers and Users by setting the Email Locale option in their
account information screen.
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Customer Information

Aliases

Contact

Access
Title

First Name | Jason
Last Name | Blackett

U=zername | jasoni@epm.bir.novell. com

Web access
Contact
Primary Email |
Send To

@ Enabled ) Disabled

jazoni@nsd.com

Primarw Fmail

Drg_ Unrt ChiﬂESE F
Chinese (Simplified)
Chinese (Traditional)
Dutch
English
French
Line Manager | German
Hungarian
Address 1 | 1jian
Morwegian
Address 2 | Norwegian (Bokmal)
Morwegian (Mynorsk)
City | polish
R.omanian
P Ml Spanish
Swedish
Country | Swedish (Sweden)
Turkish

English [~

Content can be customized across the following elements and messages:

Email Locale

+ Email Keywords

+ Emal Message Templates
¢ Email Summary Tables

+ Error Message Templates
¢ General Custom Fields

+ ltem Type Request Fields
+ SMS Message Templates
+ System Objects

+ User Interface messages
+ Email Signatures.
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NOTE: Itis recommended that the localization of user interface content, email and sms messages be
done after they have been configured and reviewed within the Setup>Email and Setup>Customize

tabs, respectively.

To customize content:

1. Select Setup>Localization

2. Move to the Content tab

3. Select the Locale link for the language file that is to be edited
4. Within the Category field, select the element to be customized

Localization

Regions Content Holidays

Category Erai Summary Tabies EI

Email Keywords

Template Ermail Message Templates

Iy td.datalabel
articleSummarny™
ding="0"

T bgcolor="#ffr =

Current | Error Message Templates

1 General Custom Fields
Itern Type Request Figlds
SMS Message Templates

Systermn Ohjects ellpadding="3"
UI Messages "==td
Ermail Signatures kpel}

Informazioni=/strong==fd=<ftr=<tr=<td width="150"
class="datalabel"==strong={{displaystringType}}

M. =fstrong==fd=<td={{kbald}}=fd=<fr=<tr=<id
class="datalabel"==strong=Creato</strong==ftd=<td=
{created}}=fd==fr==tr=<td valign="top"
class="datalabel"==strong=Panoramica:=/strong=
=ftd==td={overnview}}=fd==fr==tr==1td valign="top”
class="datalabel"==strong=Contenuto:=</strong=
=td=<td={{body}}=fAd=<fr=<fable=<fd=<fr=<fable=
<br/==pbri==/div=

5. Within the default field displayed when the relevant Category is selected, choose the element to
be customized

Localization
Regions Hours Content Holidays Titles
Categoly  pngil Summary Tables B
Template i Reguest Summary B
Article Surmmary |
Current Group Summary ilabel
1 Invoice Summary I
Ttem Summary r—_U
Maintenance Contract Summary paa f“‘"
Maintenance Contract Summary By Month r=
Qutage Summa
1 Survey Summary =ftr=
=tr=<td width="150" class="datalabel™==strong=
HdisplayStringTypel} M..=/strong==fd=<td={{incident/d}}
=ftd==ftr==tr==td class="datalabel™==strong=Data di
6. Click Edit
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Localization

Regions Content Holidays
Cateqory  enyil summary Tables IZI
Template Request Summary IZI

Current =style type="text/css™=#incidentSummary td.datalabel
{background: #efefef}=/style==div
id="incidentSummary™==table width="500" border="0"

7. Amend the content and format, if required

Localization

Content Holidays

Regions

Category  Ergjl Summary Tables |Z|

Template  paquest Summary E|

Request Summary Insert Parameter... E|

Format - Font Family = Font Size - |HIIHL
S« | E

{{Processo}} N.: {{ID richigsta’r}
Data di apertura: {{Data di apertura}}
Classificazions: {{Classificazions}}
Tecnico: {{MNome tecnico}}

N. elemento: {{N. glemento}}
Tipe di elemento: {{Tina di glementa}}

i
]
x
xu-

A-B I U s

-

Fath: div » table » thody » tr» td Words:43
Customizable Email Message containing Incident Summary data.

Date Style mm/dd/yy -]
4" Restore Default

8. Click Save.

Repeat the above process for all the relevant elements in the default list or select the Content tab
to return to the Locale list.
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5.6.4

448

ltem Type Request Fields

Within the system, service organizations can refine custom fields made available during the request
creation process based on the Item assigned to the request. In the Fields tab a User can create
custom fields that apply to the Item Type. Therefore, when a request is logged against an Item that
uses an ltem Type with custom fields configured within the Fields tab, the Fields are made available
within the Details tab of the request creation process.

These fields are in addition to the fields created by the Administrator within the
Admin>Setup>Custom Fields, which are created for the specific Process, such as Incident, Problem,
Change and Service Requests.

Type Information

Field

Acce
Type
Type
Type

Type

Information Classifications Items Requests Fields Responses
T

Data Type Style Active Required Customer Customer Default Value
Visible  Editable

35 Enabled? Boolean YesiNo (V] (/] @ No
Custom 2 String Text (] (V]
Custom 3 String Text (] (V]
Custom 4 String Text (] (V]
Custom 5 String Text V] (V]

1-50f5Results

To create Field labels within the Type Information screen:

Setup

o

Click the Fields tab

Click Edit

Select a Field hyperlink

The Custom Field screen is displayed.

Type Information
Information Classifications Items Requests Fields Responses
Email Services
Custom Field

Field Label] Type Custom 2 (i ]
Category ftem Type

Active  Yes

4. Click Yes to activate the Field

Complete the following details:

Categories Fields Description
Category
Field Label The name of the field.




Categories Fields Description

Active Indicates if the field is active.
Required Indicates if the field is required or mandatory field.
Customer Visible Defines if the Customer can see the field within the

Customer Portal.

If Yes is selected, define if the Customer can edit
the field information on the Customer Portal.

Data Type Dictates the field's Data Type. The options available
include :

¢ String - List or Free Text
¢ Number

+ Boolean - radio buttons for Yes/No and True/
False

+ Date - creates a date field
+ Currency- creates a currency field

* Hyperlink.

Style Defines how the data is recorded or presented in
the field. (e.g., String - List or Free Text field.)

See Lists or below for more information about
creating a list within the field.

Unique Value When active, the system prevents the duplication of
data within the customized field.

Default Value Value entered is the default system entry for the
field, when the field is not completed manually.

Input Validation When enabled the Input Mask and User Mask can
be defined.

Input Mask : A regular expression to use for data
validation of values entered by a User (i.e., Zip/Post
Code, telephone no.)

User Mask: A User Friendly representation of the
Input Mask that Customers can understand should it
appear in a validation error message.

Enable Description When enabled a Description field appears, allowing
the User to enter details of what information is the
field is expected to capture. These details are
accessible next to the custom field on the relevant
screen.

7. Click Save
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The active Field will now be available during the request creation process, for all ltems that use
the Item Type.

Request Information
Field configured in the
Request Detalls ‘_,/ ltem Type=Fields tab
Reguest Typel New Incident . Access enabled? () Yes )No
Classification ~ Service Offling v
Subject |
Descri
sl Format - Fontfamily - Fontsize v | | wrm F -
A-B 7F U m|IZiE6|EE=E|xX
_——
Path: Words: 0 A

Data Type - List

When the Data Type String - List is selected the List Contents field is displayed, which provides the
facility to create a drop down list to be created as options within the field.

To create a new list entry within the List Contents field:
1. Right click the Entries link

The Create option is displayed

Style  Text [ENES
List Contents | L. ., | Entries

Default Value Create

Enable Description

2. Click Create
A New node link displayed

Style  Text List
List Contents

4. | | Entries
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3. Enter the name of the field

4. Click outside the field to save the entry

List Contents | . ||| Entries
.| offline work

5. Repeat this process until all list entries have been added

To create a nested list, right click on the relevant list entry and repeat the above process.

a. ., | Entries
4- [ | offline work
J .| Connection

iy.| Router

__|Hardware
- .| Online

6. To move an existing entry to a new position, select the entry, then drag and drop the entry into its
new location

=

List Contents | 4. | | Entries
4 [l ottine work__
.\ | Connection
\| | Router & Hardware
t || Hardware
.\ | Onling

7. When all the relevant details have been defined for the custom field, click Save.

o[

List Contents | . .|| Entries

4. | offline work
J .| Connection
L, | External iszues
.\_| Router

- || Hardware

- | Onling

Creating Nested List Entries

List entries can be expanded to include nested options.

To create a nested list:
1. Right-click the relevant list entry header

The Create, Rename, Delete and Make Default options are displayed.
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452

Item Categories

Category Lifecycle Classifications Responses Types

Classifications Hardware

4. ||| Classifications
4- ‘_J Configuration
i | Fautts

Create

Rename

Delete

EEEE

] Make Default
Custom (O gn @O

2. Select Create
A text box will appear under the list entry.

4- ||| Classifications

4, | Configuration
k|| Fauls

i
Downloads.

|| General (Default)
b ] Manuals
S L] Network

3. Enter the name for the list entry
4. Click away from the text box to commit and save the change
5. Move an existing list entry to a new position, if required
Select the entry, then drag and drop the entry into its new location
6. The above steps can be repeated until the nested list is complete.

4. || | Classifications
4l ._._] Configuration
4. | | Faults
._._] Internal
.| External
._._] Downloads
- ||| General (Default)

._._] Manuals

- 1] Network

Renaming a List Entry

Any list entry can be renamed.
To rename a list entry:

1. Right-click the list entry link
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. Classifications

4- || | Configuration
a. .| Faults
: l Internal
.| External
A 00 Create
= _ Rename
Ma
= Ned Delete

Make Default

2. Click Rename
3. Edit the field content
4. Click away from the text field to save the change.

Deleting a List Entry

To delete a list entry:

1. Right-click the relevant list entry
2. Click Delete
3. Click Done when the list is complete.

5.6.5 Priority

The Priority determines the timeframe in which an Incident should be handled and sets the service
level targets adopted by the Incident that drive the SLA triggers and actions. It represents the degree
of importance of the Incident to the Customer and also indicates the urgency of the request to the
Technician.

An Incident can have one of four possible Priorities:

+ Urgent
+ High
+ Medium

* Low.

Setting Incident Priority

The Administrator configures the options for determining the Priority within the
Setup>Privileges>Request tab. The Priority options include:

+ Selected Priority - where the system configured default Priority is applied to the request but can
be manually adjusted by the User

+ Derived Priority - where the Impact is derived from the Item Criticality and the User enters the
Urgency, enabling the system to calculate the Priority.

Urgency: The value selected reflects how quickly a resolution is required
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Impact: The value selected indicates the impact the Incident has on the User and Organization. The
higher the Impact the higher the Priority to resolve the Incident.

If the Administrator has set the Request Priority option to Derived, the Priority of an Incident results
from the Impact being mapped from the Criticality of the Item and then combined with the selected
Urgency. However, if required, the Impact can be manually adjusted within the Incident Information
screen to affect the Priority.

The following table displays the calculations applied by the system using the Item Criticality mapped
directly to the Incident Impact, to determine an Incident's Priority:

Impact / Urgency Urgent High Moderate Low Very Low
critical [ NN 0.700 0.550 0.410
High [ 0.723 0.595 0.468 0.349
Moderate 0.700 0.595 0.490 0.385 0.287
Low 0.550 0.468 0.385 0.303 0.226
Very Low 0.410 0.349 0.287 0.226 0.168

The above calculations result in the following Priorities:

Pricrity Upper Lower
1 0.83
High 0.83 0.58
Medium 0.58 0.34
Low 0.34 0

5.6.6 Email Signatures

454

Email Signatures that are applied at the base of all emails sent by the system are customized within
the Full Email Templates filter of the Setup>Email>Templates tab. These can also be customized on a
per Team basis using the Localization functionality.

To set the system default Signature:

1. Select Setup>Email
2. Go to the Templates Tab

The Full Email Templates filter view is displayed
3. Click to the final page of the Email Templates
4. Select the Signatures link
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5.
6.

Email

Server Setup Templates SMS Log

Name A

Signature

SlaBreached
SlaBreachedSubject
SlaTimeElapsed

SlaTimeElapsedSubject
SurveyCompleted
SurveyPrefix

SurveyReminderPrefix

Edit the content
Click Save.

Team Signatures

After Teams have been created by the Supervisor in the User>Teams tab, an Administrator can

Full Email Templates

Content

Mowvell Service Desk
hitp:ihwww.novell.com

{{Phase}} Time Exceeded {{Time Limit}} {HrMin}}.
Contract Breached {{Name}}

{{Time Elapsed}}% of the time to complete the {{Phase]}} for this {{Process}} has
elapsed.

Contract ({{Mame}}) - {{Phase}} time warning {{Time Elapsed}}% elapsed
Thank-you for completing our survey on {{Name}}

Enter the default content and click Save.

You have been selected to take partin a user feedback survey for our Service Desk.

Please access the Senvice Desk to complete the survey described below.

In an effort to continually improve the Service Desk customer experience, we would
value your feedback regarding a recent Service Desk interaction.

Please take a moment to complete the user feedback survey described below, that
was emailed to you recently. Your time and effort will be most appreciated.

To provide feedback, access the survey through the following link.

| = = 51-58 of58 Results

Click the Signature link to open in Edit mode.

=]

customize the content of the Signature for the Team within the Setup>Localization>Content tab. This
function allows individual signatures to be customized for each Team and in the relevant language for
Customers.

To amend the Signature details on a per Team basis:

1.
2.

Select Setup>Localization

Click the Content tab

Select the Link of the language file to be customized

To create a signature file

for each Team in English, select the English Locale link.

In the Category list select Email Signatures

A Signature list is displayed that includes the default Signature and the list of Team names

configured in the system.

Select the Team Signature within the drop down list
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Localization

Regions Hours Content Holidays
Category !'Ergii Signatures IZI
- Ermail Keywords
LT Ermail Message Templates
Ermail Summary Tables
Current | grrqr Message Templates e Desk=bri==a
General Custom Fields
| Itemn Type Request Fields a=
SMS Message Templates
Systermn Objects
IUI Messages
Email Signatures
6. Click Edit
7. Amend the signature details
8. Click Save.
5.6.7 Titles

When the Use Titles option is enabled in the Setup>Privileges>Customer tab, the Titles option is
visible within the Setup>Localization screen. Titles configured here become an option within the
Customer and User Information screens. When this option is enabled, a list of title options are
displayed in the Titles table.
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Localization

Regions Hours Content Holidays Titles
[ New
Title E Sort A
Dott. 1 =
Dott.ssa 2
Dr. 3
Dra. 4
Frau 5
Frau Dr. 6
Herr 7 E
Herr Or. 8
Herr Prof. 9
Ing. 10
M. "
Miss 12
Mile. 13 N
Mme. 14
M. 15
Mrs. 16
Ms. 17
Praf. 18 -
1-25of44 Results o
Edit a Title

Titles listed can be re-named or have their sort order changed as required.
To edit a pre-existing entry in the Titles list:

1. Within Setup>Localization>Titles
2. Select the relevant Title hyperlink
3. Amend the Title detail, if required

Localization

Regions Hours Content Holidays Titles

Details
Title ] Mr.

Sort Order 15

T e GETED

4. Update the Sort Order detail, if required
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This will change where the Title appears in the drop-down list options when the Title field is
included in the Customer Information screen.

5. Click Save.

Alternatively, to remove an entry from the Titles list, select the Title hyperlink and click Delete.

Create a Title

To create an additional Title list option:

1. Within Setup>Localization>Titles
2. Select the New button

Localization

Regions Hours Content Holidays Titles
Details
Title | |

Sort Order

3. Complete the Title details
4. Enter Sort Order number

This will define where the Title appears in the drop-down list options when the Title field is
included in the Customer Information screen.

5. Click Save.

5.7 Licenses

The Licenses menu displays information about the currently installed license. Details of the current
license, hosting server and licensed users can be viewed from this screen. A new license can also be
installed.

IMPORTANT: Micro Focus Service Desk has two editions that are differentiated by different License
Keys:

+ Micro Focus Service Desk for Incident Management: This includes Incident, Configuration,
Knowledge, and Service Level Management (Basic) feature with an emphasis on internal or
external customer support. This comes with single Incident Workflow, and can be configured
only with single LDAP/AD source.

+ Micro Focus Service Desk for ITIL Management: This is a comprehensive service
management solution that is fully compliant with Information Technology Infrastructure
Library(ITIL)standards.Micro Focus Service Desk for ITIL Management supports eleven core
ITIL processes including Request, Incident, Problem, Change; Configuration, Knowledge,
Release and Deployment; Finance, Service Level Management, Service Catalog, and Service
Portfolio. This enterprise-wide solution delivers complete customer service and offers support for
any size organization.
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5.7.1 Viewing a License

To view a license:

1. Select Setup > License.The Licensing page appears.

Licensing

License Host Install Users

Product

Senvice Manager

Wersion #7 2

Licensee

Movell

User Limit

20 {Licensed: 0) (Temporary: 20) (Used

o

Incident Roles
20 (Licensed: 0} (Temporary: 20) (Used

o

Request Roles
20 (Licensed: 0) (Temporary: 20) (Used

o

Problem Roles
20 (Licensed: 0) (Temporary: 20) (Used

Lok

Change Roles
20 (Licensed: 0} (Temporary: 20) (Used

o

Install Date
12/07M15 10:30

Temporary

Start Date
December 8, 2015

End Date
February 6, 2016

Status
Valid License
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You can see the details about License information below:

License Information

Details

Product
Licensee

User Limit

Incident Roles
Request Roles
Problem Roles
Change Roles
Install Date

Status

Identifies which service management product is currently installed.
The organization that holds the license.

The maximum number of non-Customer users that are allowed to use the
system. Value inside brackets indicates how many licenses have already
been used.

The number of individual Incident Management licenses purchased.
The number of individual Request Fulfillment licenses purchased.
The number of individual Problem Management licenses purchased.
The number of individual Change Management licenses purchased.
The date on which the license is installed.

Indicates whether the license is currently valid.

NOTE: Highlighted fields apply in Service Manager only.

5.7.2 Host Tab

The Host Tab shows the host name and IP address for the server where the application is deployed.

5.7.3 Install Tab

The Install Tab allows a new license to be entered using a License Key and Certificate for the

460

application.

Updating License Information

To update License Information:

1. Select Setup > Licenses > Install. The Install Tab appears.
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Licensing

License Host Install Users

| License Key

| Certificate

2. Enter the license key for the application.

3. Enter the Certificate details.
4. Click Save. The License tab will show the updated license details.

5.74 Users Tab

The Users Tab lists all current Users of the system, including their assigned processes.
Administrators can filter the list based on process by using the Filter drop-down box in the top right

corner of the Users tab.
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Licensing

License Host Install Users

Filter: : Al Users [sys] E|

First Name = Last Name = Username Inciden| change Process Users [sys]

Proces Inddent Process Users [sys]
Problem Process Users [sys]

Vaibhav Jain vaibhavi@epm.birnovell.com ﬂ Request Process Users [sys]

Joe K joe@epm.blrnovell.com o o (/] (/]
Inga Engels ingo@epm.blrnovell.com o o (/] (/]
Craig Wilson craig@epm_birnovell. com (] (] (] ()
Sankar R sankar@epm.birnovell.com 2 (] (] &
Kamal K kamal@epm birnovell.com (] (] (/] &

1-6 of 6 Results

5.8

5.8.1
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Setup

NOTE: The Process filter and columns (Problem, Change and Request Process Users) apply in
Service Manager only.

Database

This section is used to specify the JDBC Database connection details that the service management
application uses to connect to the database.

Configuring Database Settings

To configure database settings:

1. Select Setup>Database>Edit The Database Configuration screen appears.



Database Configuration

Database Type

PostgreSQL [~
| Database Server Host
10.71.65.64

| Database Server Port
5432

| Database Name
nsd

| Database Username
nsd

| Password

Database Setup

Database Type Use the dropdown box to select the type of
database.

Server Host Enter the IP Address of the Server Host.

Server Port Enter the Server Port number.

Database Enter the database name.

User name Enter the Username

Password Enter the Password.

2. Enter or modify database connection details
3. Select the Test button to verify the details entered and check the connection
4. Click Save.

NOTE: The system must be re-started for any changes to take effect.

5.8.2 Test Button
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Allows the Administrator to validate the database connection details between the service

management application and the database. A system message will advise whether the connection
was successful.

5.8.3 Advanced Button

The Advanced options allows the Administrator to change the default connection type, as well as
generating scripts based on the database selected.When the Advanced button is clicked, the

Connection Type field displays a drop-down menu to select the JDBC connection. This option is set
by default to Internal JDBC.

NOTE: Changing the connection type to Custom JDBC Driver allows the Administrator to change the
driver. This option is NOT recommended.

Database Configuration

Connection Type
Internal JDBC

[¢]

Database Type
PostgreSQL

[+]

| Database Server Host
10.71.65.64

| Database Server Port
2432

| Database Name
nsd

| Database Username
nsd

| Password

IS GETED GIETED

The buttons displayed provide the following functionality:
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5.9

59.1

Advanced Settings Description

Create Generates a SQL creation script for the connected
database that can be used by a DBA to create the
system database.

Upgrade Allows DBAs to upgrade to the database for a new
release.

NOTE: Before upgrading make a backup of the
existing database.

Drop Creates a script that the database administrator can
run against an existing system database to erase the
schema and content.

LDAP

¢ Section 5.9.1, “LDAP Authentication,” on page 465

+ Section 5.9.2, “Active Directory Integration,” on page 467

+ Section 5.9.3, “LDAP Server Integration,” on page 470

+ Section 5.9.4, “LDAP/Active Directory Advanced Settings,” on page 473

LDAP Authentication

There are several ways to authenticate users of the service management application. By default the
system uses its internal authentication mechanism but there is also the option to authenticate against
one or more Directory Servers or use OpenlD Providers.

Internal Authentication

Using internal authentication requires the Administrator or Supervisor to create accounts for all User
types by entering the contact information, access levels and password. This information is then saved
to the system database. The typical case for using Internal Authentication is where there are few
Users, or in an environment that has no pre-existing directory server. Usually, the Administrator would
configure the User accounts prior to announcing the system is operational, and from that point on,
maintain the accounts as necessary. (See: Create Customers or Create Users.)

OpenlID Providers

OpenlD is a decentralized process to verify a Customer's or User's online identity. It addresses the
single sign-on issue by not relying on a centralized website to confirm a User's identity. The system
can be enabled to be an OpenlD consumer, which provides seamless authentication between third
party authentication utilities and the service management system. OpenlID Providers are configured
within the Social tab, and Customers or Users that have accounts with the configured OpenID
Providers can log into the system by selecting the relevant icon on the Login page.
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Directory Server Authentication

The system allows the Administrator to connect to one or more Directory Servers for User
authentication purposes. This removes the need to create User accounts as it allows the application
to synchronize User accounts and access levels with the existing Directory Server. It has the added
benefit of allowing the Administrator to work with existing infrastructure. (See: AD Authentication or
LDAP Authentication.)

Directory Server Groups (External Authentication)

Roles are used to grant access within the application. Users must be assigned to Groups on the
directory server that correspond to the Roles within the support system. Group members are
assigned Roles and access levels within the service management tool.

The default group names the system expects to find on the directory server are:

+ Administrators
¢ Supervisors
+ Technicians
+ Partners
+ Managers
+ Finance
¢ Customers.
The Group names can be customized in the LDAP/Active Directory Advanced tab. Users can belong

to more than one group, for example if a User holds the Roles of Technician and Manager, they would
belong to the Technicians and Managers groups.

NOTE: Users can have only one of the Partner, Supervisor and Technician Roles. Therefore, they
can belong to only one of these groups. However, they may also belong to any other group, or
combination of groups.

The following fields may or may not be mapped, depending on the options set by the system
Administrator:
+ First Name
¢ Last Name
¢ Email
+ Phone
+ Mobile
* Pager
+ Address
+ City
* Zip
+ Country.
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5.9.2

Email Address

All User accounts must include an email address to be successfully imported into the system. If
additional fields have been mapped from the authentication server to corresponding fields in the
application, a drop-down menu containing all the optional values for the field will be available beside
the mapped field. Choose the correct value from each list.

Mixed Mode Authentication

The application can use a combination of internal and external authentication. This means, the
service management tool can be synchronized with a Directory Server to import User and Customer
details as well as allowing Customer Accounts to be created directly within the system. Such a
feature is useful, if the service and support solution is being used for internal and external customer
support.

To enable Mixed Mode authentication, after the system has connected to the Directory Server, move
to the Setup>Privileges>Customer tab and enable the Include Customers option to display the Mixed
Mode field. Set the Mixed Mode option to Yes.

NOTE: If authenticating against a Directory Server, all User accounts will validate against the server
except for the application default Administrator User. The default Administrator User account details
can be modified within the My Account tab of the application.

Active Directory Integration

Active Directory is a unique implementation of the LDAP standard, as the requirements for
communication need to conform to the Microsoft™ Windows Authentication protocols. To meet this
need, it is necessary to enter all domains from which Users will authenticate. Multiple sources of
Active Directory can be synchronized with the system, if required.

Configuring the Active Directory Integration

To configure the Active Directory integration:

1. Select Setup>LDAP
2. Click New
The LDAP/Active Directory Server screen tab is displayed.
3. Enter the Server Name
4. Select Active Directory within the Type drop down list

LDAP / Active Directory Setup

Server

Mame |

Type| :/

/2]

5. Define all the Domains from which Users will be authenticated
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Domains will need to be entered in both NT and Windows 2000 domain naming systems
formats. This is because Active Directory conforms to Microsoft™, Windows NT and Windows
2000 authentication protocols.

Make entries with care, as they are not validated against the Directory Server by the system
Domain Editor.

NOTE: Verify the Active Directory setup before you provide the Windows NT domain and
Windows 2000 domain credentials.

Active Directory &9
Win NT Domain |

Win 2000 Domain |

NOTE: Here is an example of both the naming conventions for the domain:
mydomain.mycompany.com

NT Style = MYDOMAIN

2K Style = mydomain.mycompany.com

6. Click New and enter domain information

7. Click Save

8. Using the drop-down arrow, select the Default Domain, which is used in the following three ways:
+ on the login page
+ to authenticate against, when synchronizing with the Directory Server
+ where the system expects to find the User Groups.

9. Enter all other required fields to configure the Directory Server
10.

Settings Description

Security Determines how the integration layer will
authenticate. For Active Directory this should be set
to Cleartext— Username + Password. Anonymous
connections to Active Directory are rarely enabled.

Server Host Enter the hostname or IP address of the Active
Directory Server. On a Windows NT domain this will
be the primary domain controller.

Server Port The default Active Directory Server Port is 389. This
is rarely changed.

Username Used by the system to authenticate against the
Active Directory Server when reading account
information. The domain prefix/suffix will be
appended, based on the default domain, when
connecting to the Server.

Password Enter the Password for the Username account.
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Settings Description

Users Node The component of the base domain name that
refers to the location of the User Groups .For
example, if the location of the User Groups is the
following:

ou=UserGroups, ou=MIS, dc=myoffice,
dc=mycompany, dc=com (SeelLDAP/Active
Directory Advanced Settings for information on
Group configuration.)

Groups must be in the default domain, in this case
myoffice.mycompany.com. The Users Node only
needs the location of the Groups within the default
domain, so the Users Node in this example will be:
ou=UserGroups, ou=MIS.

Locale
Default Timezone Select the default Timezone to be applied to all User
accounts imported via Active Directory.
11. Click Save.
Repeat the above process to add more than one authentication server for authorizing User
access.

Test Button

The Test button creates a connection to the Active Directory Server, applying the configuration
settings. If successful, it will attempt to determine how many Users are in each group and display a
Results Screen.

NOTE: If the test fails, an error message will display the cause.

Sync Button

The Sync button runs the synchronization process to import all Users from the Server Directory. If
new Active Directory Accounts have been created and those Users require immediate access to the
system, a manual synchronization would be used.

Only one synchronization can run at a time. When multiple Users need access, create the accounts,
then run a single manual synchronization.

A manual synchronization may take some time as it depends on the connection speed with the
external service. The manual synchronization works best for small directories. Larger Active Directory
implementations can take some time to propagate the changes, so account information may not be
immediately available.
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5.9.3

Importing Customers

Customer details can be imported using Active Directory by enabling the option, if required. When the
system is setup to synchronize with Active Directory, move to the Setup>Privileges>Customer tab
and enable the Include Customers option.

LDAP/AD

Include Customers Mo
Mixed Mode Yes m

If there is a need to create Customers using Active Directory and the system's internal authentication
capability, Mixed Mode authentication can also be enabled. After the option to Include Customers is
set to Yes in the Customer Privilege tab, the Mixed Mode field is displayed. Set this option to Yes to
allow Customers to be created directly in the system and using Active Directory.

Imported Account Usernames

Accounts imported from Active Directory use the UPN as the Username, as opposed to the NT style
login. The domain component of the UPN is derived from the selected domain in the popup on the
login page, which means Users need to enter their login name only to connect to the support
application.

Login details are passed directly to the directory server for authentication and are not retained within
the service management system.

LDAP Server Integration

Multiple types and sources of directory servers can be synchronized with the system at any one time.
Among the several LDAP servers supported by the system, and which this section discusses, are the
following:

+ Open LDAP

+ Netscape Directory Server

+ Micro Focus eDirectory.

It should, however, be noted that LDAP does follow a standard and as such the settings detailed
herein should also apply to other implementations.

Configuring LDAP Server Integration

To configure LDAP Server integration:

1. Select Setup>LDAP
2. Click New

The LDAP /Active Directory Server tab is displayed.
3. Enter the Server Name

(If the system is to synch with Zenworks, ensure the Server Name matches the User Source
Name used by Zenworks.)
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4. Select LDAP within the Type drop down list

LDAP Setup

Server

Name |

Type
o

e\ DAP Server
Security | Active Directory e + Password |T|

5. Complete the Settings fields
6.

Fields Description

Security Secure Socket Layering (SSL) encryption is
provided for Active Directory and LDAP server
integration. Details entered here determines how
the integration layer authenticates.

User authentication can be with Secure Socket
Layering (SSL) or Clear Text. Select Anonymous or
User name and Password.

If Anonymous is selected, ensure anonymous
access to the directory is available.

Server Host Enter the host name or IP Address of the LDAP
Server.

Server Port This is the LDAP Server Port. The default is 389.

User name The system authenticates the user name against
the LDAP Server. Leave this blank for anonymous
connections.

Where a user name is provided, Netscape allows
the internal users to connect as the account name,
so using ‘ch=Directory Manager’ is acceptable.

Open LDAP expects the fully qualified Domain
Name for the user, regardless of access level, so at
the very least ‘cn=Manager,dc=example,dc=com’.

For other accounts the user BaseDN is required.
Users logging in need only enter their login name, it
is assumed the login name will be unique across the
entire directory.

Password If a User account is specified in the User name field,
enter the account password.

BaseDN The Base Domain Name refers to the domain
location of the User Groups. For example, assume
that the location of the User Groups is the following:

ou=UserGroups,ou=MIS,dc=myoffice,dc=mycompa
ny,dc=com

The above String would be the BaseDN.
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Fields Description

Locale

Default Timezone Select the default Timezone to be applied to all User
accounts imported using the authentication server.

7. Enter all required fields to configure the Directory Server

LDAP Setup
Server

Name| fepm.blr.novell.com

Type| LDAP Server EI

Settings

Security Cleartext - Username + Password EI
Server Host| 127.0.0.1
Server Port| 389
Username | Administrator
Password| essessesss

Base DN| oy =people,dc=MY-DOMAIN, dc=c
(e.g. ou=Groups,DC=example, DC=com)

Locale

Default Timezone  (GMT +5:30) New Delhi

D GETED

Test Button

The Test button will create a connection to the LDAP Server using the configuration settings. If
successful, it will attempt to determine how many Users are in the top level of each group and display

a Results screen.

NOTE: If the test fails, an error message will display the cause.

Synch Button

Setup



594

The Synchronization button runs the synchronization process manually. It is most useful for the initial
deployment, and when new directory server accounts have been created for Users who require
immediate access to the system.

If using Certificates ensure the certificate details are entered in the Certificates tab before
synchronizing.

Only one synchronization can run at a time. For multiple users needing access, create the accounts
on the LDAP server then run a single manual synchronization.

A manual synchronization may take some time as it depends on the connection speed with the
external service. The manual synchronization works best for small directories, as larger directories
take more time to propagate changes.

Importing Customer Details

Customer details can be imported using LDAP by enabling the option, if required. When the system is
setup to synchronize with LDAP, move to the Setup>Privileges>Customer tab and enable the Include
Customers option.

LDAP/AD

Include Customers Mo
Mixed Mode Yes m

If there is a need to create Customers using LDAP and the system's internal authentication capability,
Mixed Mode authentication can also be enabled. After the option to Include Customers is set to Yes in
the Customer Privilege tab, the Mixed Mode field is displayed. Set this option to Yes to allow
Customers to be created directly in the system and using LDAP.

LDAP/Active Directory Advanced Settings

Before setting up the LDAP/ADS configuration within the system, the Advanced settings should be
revised. The default setup assumes that the User Groups that the system uses to authenticate match
what is on the server, and that the User information imported matches the attributes available on the
server.

LDAP/Active Directory Advanced Options Set-up
To configure the Advanced options within the LDAP/Active Directoy Setup window:

1. Select Setup>Authentication

The LDAP /Active Directory Setup screen appears.
2. Click Edit
3. Move to the Advanced tab of the selected Authentication Server
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Setup

LDAP Advanced Setup

Server Advanced

" Revert to defaults

Update Schedule Attribute Mapping
Interval  Weekly EI FirstName | © giandgara © Custom
givenName EI
Commencement Time  5un B @ 0:00 B
LastName| © stangard  © Custom
User Groups
sn EI
Administrator Role hdministratnrs
} . Primary Emalll @ Standard © Custom
Supenisor Role  Supervisors .
mail EI
Technician Role Technicians T ) )
Email Alizs  © srandard  © Custom
Partner Role .
Partners mail EI
Manager Role Managers
= d Phone @ gtangard  © Custom
Finance Role Finance telephoneNumber EI
Customer Role Customers Mobile @ gtandard O Custom
mobile EI

4. Enter the relevant details for the fields, as required



Field

Description

Revert to Defaults

Update Schedule

Commencement Time

User Groups

Attribute Mapping

Resets the installation defaults.

Sets a routine synchronization to update the system
with current AD/LDAP accounts. Select the required
Daily, Weekly or Monthly intervals and
Commencement details.

Set the day of the week and time the system is to
start automatically synchronizing with the directory
server.

Provides imported Users Roles. (The system will
look for these groups by default)

The User Group names can be customized, only
requiring a uniqgue name for each group. The group
names on the Directory Server must be identical to
the User Group names entered here. Customize or
use the default User Group names as necessary.

Members of each group will be assigned the
appropriate Role within the system. To assign
multiple Roles to a User, make sure they are
members of each of the required groups.

Users can have only one of the Supervisor,
Technician or Partner Roles but they can also have
any other Role or combination of Roles.

Maps attributes from the directory server to
corresponding fields in the system. Native system
fields are First Name, Last Name, Email (A unique
Email Address must be included for a User account
to be created), Phone, Mobile, Pager, Address, City,
Zip and Country.

NOTE: Mandatory User information for new and
existing User accounts include the First Name, Last
Name and Email address. If these details are not
available, the application will not validate an existing
User account and automatically reassign any open
or active requests to another valid User.

Standard:Next to each field is a drop-down menu
containing the list of default fields specific to either
LDAP or ActiveDirectory server type. For each
native name, the default fields are selected. Use the
default mapping or select the mapping attribute as
required.

Custom: Select the Custom option to manually
enter an Attribute Field.
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Field Description

GUID Global Unique Identifier
For ADS select objectGUID
For OpenLDAP select entryUUID
For eDirectory select GUID.

LDAP User fields/ Mixed Mode User Fields The LDAP User field headings will be replaced with
any custom LDAP/ADS Accounts fields created by
the Administrator in Setup>Custom Fields ( See
Custom Fields.), or Mixed Mode User Fields if the
Mixed Mode option is enabled in the Server tab.

Use the drop-down list to select the appropriate
mapping to the matching directory server field or
select Custom to manually enter a Field.

Customer Orgs Organizational Unit relationships can also be
mapped from the authentication server. By default
this is not enabled. To activate Customer
Organizational Unit mapping, select Yes for the
Import Customer Organizational Units option and
define where the Company and Department
information is to be derived.

Line Managers LDAP attribute that defines a Customer's line
manager, which is used for processing approvals on
Service and Change Requests. Only system users
with the Customer Role can be assigned as Line
Managers.

6. Click Save.

Mapping Fields to the Matching Directory Server Field

The LDAP User field headings will be replaced with any custom LDAP/ADS fields created by the
Administrator in Setup>Custom Fields. See Custom Fields. Use the drop-down list to select the
appropriate mapping to the matching directory server field or select Custom to manually enter a Field.

LDAP User field 1 () standard ) Custom

Croups

LDAF User field 2 () ggandard  (®) Custom

User details are imported when synchronization with the Active Directory/LDAP server takes place.
Imported fields cannot be modified through the service management tool directly, the appropriate
authentication server console must be used.
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Import Customer Org Units

Organizational Unit relationships can also be mapped from the authentication server. By default this
is not enabled. To activate Customer Organizational Unit mapping, select Yes for the Import
Customer Organizational Units option.

Customer Orgs @) ves Mo
Lompany @ standarg Custom
company IZI
Department @ gtangarg Custom
department IZI

NOTE: The details of the Org. Units are not populated upon this synch, only the Org. Unit names.

For the Org. Unit details to be assigned to Customer or User Information, create the Org. Unit in the
Supervisor>User>0Organizational Units tab and ensure the Org. Unit name is identical to what is
stored in the authentication server. If the details are not identical, the system will create another Org.
Unit.

510 PSS

+ Section 5.10.1, “Password Self Service,” on page 477

5.10.1 Password Self Service

The Password Self Service option is provided for organizations using Password Management tools
such as NetlQ SSPR, PWM, or other similar tools to enable users to manage their passwords
themselves without contacting service desk.

This is applicable when the system is using Directory Servers such as Active Directory or eDirectory
for user authentication. It is not applicable when using internal authentication.

It should be noted that these tools provide a URL in different formats to redirect the end users to
manage their passwords, so administrators are advised to check the documentation of their PSS tool
for the URL and type of services to provide — such as reset forgotten password, change current
password, setup of challenge response, new user registration, and so forth. Organizations might
prefer to provide service to either reset a forgotten password or change a current password.

When configured, PSS allows customers and users to manage their passwords in their directory
servers, thereby reducing requests to the service desk and increasing end user productivity.

To configure PSS:

1 Select Setup > PSS
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A user Reports 2 My Account {8 Setup £ CMS

Email Custom Fields Privileges Customize Localization Licenses Database LDAP PS5 550 Reports  Billing

PSS Setup

Self Service

Enable Self Service

Settings
Display String Password Self Service
URL

2 On the PSS Setup page, click Edit.

5 user Reports 9 My Account &% Setup £y CMS

Email Custom Fields Privileges Customize Localization Licenses Database LDAP PSS S50 Reports  Billing

PSS Setup

Self Service

Enable Self Service

Settings
Display String Password Self Service
URL

3 Set the Enable Self Service option to On.

PSS Setup

Self Service
Enable Self Service
settings

Display String Password Self Service
URL

4 Specify the required URL.
5 Click Save.
6 Log out to find the Password Self Service link on the main login screen.

By default, the system uses the display string Password Self Service. If you want to use your own
display string or use a localized string, do the following:

1 Click Setup > Localization > Content,

2 Select Ul Messages as the Category.
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3 Select PSS as the message string.
4 Click Edit to change the display string.
5 Click save after modifying the message string.

Categery ) messages v
Margage .. .
=131
=armat = FantFamily = Fant Size - | W
- A= 3 = | .
A-Brpw|SiTw|EEE|x x
Passviord Self Service
Path: p Words:d .

Displayed an the main login page
[ Restore Defadl

511 SSO
5.11.1 Single Sign On

Single sign-on (SSO) options are provided for organizations that use request header-based, single
sign-on technologies such as JOSSO, Shibboleth or Site Minder. These work best with directory
server technologies, because they keep the account details synchronized. It should be noted that
some of these technologies rely on application server redirects to be implemented, so administrators
are advised to check the documentation of their SSO provider for details on how to activate and use
request header-based Single Sign On.

When configured, SSO allows Customers and Users who have logged in to their networks using their
directory server authentication credentials to automatically access the service management
application without re-entering their login details.

To configure SSO:
1. Select Setup > SSO.

$SO Setup

550 KeyShield S50

Single Sign On

Active

2. Click Edit.
3. Toggle to On.
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SSO Setup

550 Social KeyShield S50
single Sign On i ]
Active  Off
HTTP Headers
Session D |
Uzername
Emiail

4. Complete all fields:

Fields Description

Session ID Enter the name of the HTTP Header that contains the SSO

session id. All the Headers can be viewed by clicking 0.

Username Enter the name of the HTTP Header that will contain the
Login of the User attempting to access the support system.

Email Enter the name of the HTTP Header that will contain the
email address of the User attempting to access the support
system.

5. To view all Session Headers, click 0.
6. Click Save.

5.11.2 Keyshield SSO

The Keyshield SSO feature is now integrated into Micro Focus Service Desk this feature provides a
single sign-on mechanism, and works with other Micro Focus products such as Filr, GroupWise, and
Vibe.

KeyShield SSO is a single sign-on that enable users to access their applications without authenticate
to each one of them. When configured, Keyshield enables customers and users who have logged
onto their networks using their directory server authentication credentials, to automatically access the
service management application without re-entering their login details.

To configure KeyShield SSO:

1 Select Setup > Setup > SSO.
2 Inthe SSO page, click KeyShield SSO.
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$SO Setup

550 Social KeyShield 550
KeyShield S50
Enable KeyShield 550  Off on
Settings

KeyShield Server URL

AP| Authorization Key |

3 Toggle On, then specify the following settings:

+ KeyShield Server URL: The KeyShield server’s IP address (https://
<i paddr ess>: <port >).

¢ API Authorization Key: The API key generated in the Keyshield server.
4 Click Save.

5.11.3 Social

The Social tab is available when the OpenlID Consumer option is enabled within the
Setup>Privileges>System tab. This functionality delegates the authentication of Customers and
Users when accessing the system to OpenID Providers. Users and Customers with accounts with
OpenlD Providers recorded in the system can invoke the functionality by clicking the appropriate icon
displayed on the system Log in page.
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Within the Social tab, the OpenlD Providers that are to be used to verify the online identity of
Customers and Users accessing the system are configured. By default the system includes the
details for Google and Yahoo, which can be enabled by opening the relevant link and selecting Yes.

Enabling Default Providers

To use the default OpenID Provider options of Google or Yahoo to authenticate Customer and User
access:

1. Select Setup > SSO > Social tab

| Social Authentication

$50 . Sedal

CpenlD Providers

=

Google
Yahoo

1-2of 2 Results

2. Click the URL Name of the relevant Provider
3. Select Edit
4. Toggle the Enable option to Yes

482  Setup



5. Click Save.
The Open ID Provider icon will now be visible on the system Login page.

To remove the system default OpenlD Provider list options, follow the above steps, but select the
Delete button within the Details view of the OpenlD Provider.
Defining an OpenID Provider

To enter the account details for an OpenlD Provider:

1. Select Setup > SSO > Social tab
2. Click New

Social Authentication

S50 . Sedal

Details

Name ||

Enable (ves ®No
lcon '.IE)

URL

3. Complete the Name field
4. Select Yes to enable the Provider to authenticate Users and Customers

. . . . .
5. Click = % to upload the OpenlID's icon that will be displayed on the system Log in page

( Choose File | no file selected Q @
32 x 32 pixels

lcon

6. Click Choose File to search for the image file
The image must be 32x32 pixels.

7. Click .. to upload

8. Define the URL details for the OpenID Provider

9. Click Save.

The icon for the OpenlD Provider will now be active on the system Log in page.
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512 Reports
5.12.1 Schedule Reports

Schedule Reports allow the Administrator to configure the system to automatically send reports via
email to Supervisor, Technician, Finance, Partner and Manager Users on a regular basis. The content
of the email is defined on a per Role basis with the reports drawn from the default system reports or
those built using the system report builder.

Setting Up Scheduled Reports

To set up scheduled reports:

1. Select Setup>Reports

Scheduled Reports

P Scheduie Y _customize. |

Role 2 Schedule Active

Finance
Manager
Partner
Supervisor

Technician

1-5 of & Results

2. Select the relevant Role link
The screen defaults to the Details screen.
3. Click Yes within the Active field
Scheduled reports are enabled for all Users of selected Role.

email Description

Send Define if the automated reports are to be sent Daily,
Weekly or Monthly.

Time Using the 24 hour clock, set what time of day the
report is to be emailed to the User Role group.

Content

Date Range Set the number of previous days, weeks or months
that the report is to be calculated over.

Page Size Nominate A4, Legal or Letter as the page format

size for the report.
Selected Reports

06‘ Add or remove reports in this section.
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10.

11.

. Complete the email details

Nominate the frequency and time of day the reports are to be sent.
Complete the Date Range for the emailed reports

The Date Range intervals include daily, weekly and monthly. Define the number and interval type
for sending the reports.

Set the paper size

Click @ to add reports to the schedule
The screen defaults to the display Category and Name drop down lists.
Select the Report Category

The Name list is refined based on the Category selected. For example, if KPI is set as the Report
Category the Names list includes all types of KPI summary reports included by default in the
system.

Scheduled Reports

Schedule Customize

Report

Category i Service Level EI

Service Level
Mame | Organization

Configuration
Customer | | Finance

Find Customer (Last Name)

Define the report Name and any other required options

Based on the Report Name selected, the options to create a trend report or define the results by
specific parameters (i.e., Customer Name, ltem Type, etc) are displayed.

Click Add
Repeats steps 7 to 10 to associate all the required reports with the scheduled reports email.

Select Test, if required
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5.12.2

486
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Scheduled Reports

Schedule Customize

Report

Category Service Level B

MName Requests SLA Times by Customer B

Customer

Find Customer (Last Name)

12. Search and select the User who is to receive the test report
13. Click Test

Atest copy of the report is sent to the defined User with the test interval range based on one day,
week or month, not the actual number defined in the Previous field for the scheduled reporting
period.

14. Click Save.
Repeat the above process for all relevant User Roles.

Customize Reports

The Customize tab displays a list of sample customized reports that have been created within
Pentaho and made available for publication within the Sup